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***** Next change *****
4.2.1
General

The URSP is defined in 3GPP TS 23.503 [2]  and is a set of one or more URSP rules, where a URSP rule is composed of:
a)
a precedence value of the URSP rule identifying the precedence of the URSP rule among all the existing URSP rules;

b)
a traffic descriptor, including either:

1)
match all traffic descriptor; or

2)
at least one of the followings:

A)
 one or more application identifiers;

B)

one or more IP 3 tuples as defined in 3GPP TS 23.503 [2] i.e. the destination IP address, the destination port number, and the protocol in use above the IP;

C)
one or more non-IP descriptors; and

D)
one or more DNNs; and
c)
one or more route selection descriptors each consisting of a precedence value of the route selection descriptor and either

1)
at least one of the followings:

A)
SSC mode;

B)
one or more S-NSSAIs;

C)
one or more DNNs;

D)
PDU session type; and

E)
preferred access type; or
2)
non-seamless non-3GPP offload indication.

Only one URSP rule in URSP can be a default URSP rule and the default URSP rule shall contain a match all traffic descriptor. If a default URSP rule and one or more non-default URSP rules are included in URSP, any non-default URSP rule shall have lower precedence value than (i.e. shall be prioritised over) the default URSP rule.

If one or more DNNs are included in the traffic descriptor of a URSP rule, the route selection descriptor of the URSP rule shall not include any DNN.

***** Next change *****
4.3.2.1
General

WLAN Selection Policy (WLANSP) is used to control UE behaviour related to selection and reselection of a WLAN.

The WLANSP consists of zero or more WLANSP rules.

Each WLANSP rule consists of:

-
one or more WLAN selection criteria;

-
validityArea;

-
zero or more TimeOfDay;

-
rule priority;

-
roaming; and

-
PLMN identity.

Each selection criterion contains:

-
CriteriaPriority;

-
HomeNetworkIndication;

-
PreferredRoamingPartnerList;

-
MinBackhaulThreshold; 

-
MaximumBSSLoadValue;

-
RequiredProtoPortTuple;

-
SPExclusionList; and

-
PreferredSSIDList.

The priority of a selection criterion is encoded in the CriteriaPriority field. The WLAN priority defined in the PreferredSSIDList represents the priority of the WLAN matching the selection criterion.

The validity of the WLANSP rule can be restricted by validity conditions. The validity of the WLANSP rule takes into account ValidityArea, Roaming, and TimeOfDay where each condition shall match in order to make the WLANSP rule valid.

Each ValidityArea consists of:

-
3GPP location;

-
WLAN location; and

-
Geo-location.

Each TimeOfDay consists of:

-
TimeStart;

-
TimeStop;

-
DateStart;

-
DateStop; and

-
DayOfWeek.

The WLANSP rule is considered valid if none of the validity conditions exist or all validity conditions match.

There can be multiple valid WLANSP rules at the same time. In addition to validity conditions and selection criteria, there is a rule priority that shall be set for each WLANSP rule. The rule priority is encoded in the RulePriority field, and it enables the UE to determine which WLANSP rule, out of potentially several valid WLANSP rules, it should consider as active. A WLANSP rule is active if it is valid and has highest rule priority out of the valid WLANSP rules. At any point in time, there shall be at most one active WLANSP rule. A WLAN that matches a selection criterion of the active WLANSP rule is considered as matching the selection criterion.

If the UE is roaming and WLANSP rules from both HPLMN and VPLMN are available, visited WLANSP rules shall take precedence.

***** Next change *****
5.2
URSP definition

As described in subclause 4.2, the URSP includes one or more URSP rules and the URSP rule(s) may be included in the UE policy part contents defined in annex D.6.2 of 3GPP TS 24.501 [11].
If the UE policy part contents includes one or more URSP rules (i.e. the UE policy part type field is set to "URSP"), the UE policy part contents including URSP is coded as shown in figures 5.2.1 to 5.2.4 and table 5.2.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	URSP rule 1
	octet q+3

octet s

	URSP rule 2
	octet s+1*

octet t*

	…
	octet t+1*

octet u*

	URSP rule n
	octet u+1*

octet r*


Figure 5.2.1: UE policy part contents including one or more URSP rules

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of URSP rule
	octet v

	Precedence value of URSP rule
	octet v+1

	Length of traffic descriptor


	octet v+2

octet v+3

	Traffic descriptor
	octet v+4

octet w

	Length of route selection descriptor list


	octet w+1

octet w+2

	Route selection descriptor list
	octet w+3

octet x


Figure 5.2.2: URSP rule

	8
	7
	6
	5
	4
	3
	2
	1
	

	Route selection descriptor 1
	octet w+3

octet y

	Route selection descriptor 2
	octet y+1*

octet z*

	…
	octet z+1*

octet a*

	Route selection descriptor m
	octet a+1*

octet x*


Figure 5.2.3: Route selection descriptor list

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of route selection descriptor
	octet b

	Precedence value of route selection descriptor
	octet b+1

	Length of route selection descriptor contents


	octet b+2

octet b+3

	Route selection descriptor contents
	octet b+4

octet c


Figure 5.2.4: Route selection descriptor

Table 5.2.1: UE policy part contents including a URSP rule

	Precedence value of URSP rule (octet v+1)

The precedence value of URSP rule field is used to specify the precedence of the URSP rule among all URSP rules in the URSP. This field includes the binary coded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the URP rule is. No two URSP rules in the URSP shall have the same precedence value.



	Traffic descriptor (octets v+4 to w)

The traffic descriptor field is of variable size and contains a variable number (at least one) of traffic descriptor components. Each traffic descriptor component shall be encoded as a sequence of a one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.



	Traffic descriptor component type identifier

Bits
8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
Match-all type
0 0 0 0 1 0 0 0
OS Id + OS App Id type
0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type
0 0 1 1 0 0 0 0
Protocol identifier/next header type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/traffic class type
1 0 0 0 0 0 0 0
Flow label type

1 0 0 0 0 0 0 1
Destination MAC address type
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1
Ethertype type

1 0 0 0 1 0 0 0
DNN type
All other values are reserved.



	For "match-all type", the traffic descriptor component shall not include the traffic descriptor component value field. The "match-all type" traffic descriptor component shall not appear more than once among all traffic descriptors of the whole URSP rules in the URSP. If the "match-all type" traffic descriptor component is included in a traffic descriptor, there shall be no traffic descriptor component with a type other than "match-all type" in the traffic descriptor.



	For "OS Id + OS App Id type", the traffic descriptor component value field shall be encoded as a sequence of a four octet OS Id field and an eight octet OS App Id. The OS Id field shall be transmitted first.



	For "IPv4 remote address type", the traffic descriptor component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.



	For "IPv6 remote address/prefix length type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.

	

	For "protocol identifier/next header type", the traffic descriptor component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.



	For "single remote port type", the traffic descriptor component value field shall be encoded as two octets which specify a port number.



	For "remote port range type", the traffic descriptor component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.



	For "security parameter index type", the traffic descriptor component value field shall be encoded as four octets which specify the IPSec security parameter index.



	For "type of service/traffic class type", the traffic descriptor component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.



	For "flow label type", the traffic descriptor component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.



	For "destination MAC address type", the traffic descriptor component value field shall be encoded as 6 octets which specify a MAC address.



	For "802.1Q C-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.



	For "802.1Q S-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.



	For "802.1Q C-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.



	For "802.1Q S-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.



	For "ethertype type", the traffic descriptor component value field shall be encoded as two octets which specify an ethertype.



	For "DNN type", the traffic descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].



	Precedence value of route selection descriptor (octet b+1)

The precedence value of route selection descriptor field is used to specify the precedence of the route selection descriptor among all route selection descriptors in the URSP rule. This field includes the binary coded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the route selection descriptor is.



	Route selection descriptor contents (octets b+4 to c)

The route selection descriptor contents field is of variable size and contains a variable number (at least one) of route selection descriptor components. Each route selection descriptor component shall be encoded as a sequence of a one octet route selection descriptor component type identifier and a route selection descriptor component value field. The route selection descriptor component type identifier shall be transmitted first.



	Route selection descriptor component type identifier

Bits
8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
SSC mode type
0 0 0 0 0 0 1 0
S-NSSAI type
0 0 0 0 0 1 0 0
DNN type
0 0 0 0 1 0 0 0
PDU session type type
0 0 0 1 0 0 0 0
Preferred access type type
0 0 1 0 0 0 0 0
Non-seamless non-3GPP offload indication type
All other values are reserved.



	For "SSC mode type", the route selection descriptor component value field shall be encoded as a one octet SSC mode field. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 1 shall be encoded as the value part of the SSC mode information element defined in subclause 9.11.4.16 of 3GPP TS 24.501 [11]. The "SSC mode type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "S-NSSAI type", the route selection descriptor component value field shall be encoded as a sequence of a one octet S-NSSAI length field and an S-NSSAI value field of a variable size. The S-NSSAI value shall be encoded as the value part of NSSAI information element defined in subclause 9.11.3.37 of 3GPP TS 24.501 [11].



	For "DNN type", the route selection descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "PDU session type", the route selection descriptor component value field shall be encoded as a one octet PDU session type field. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 1 shall be encoded as the value part of the PDU session type information element defined in subclause 9.11.4.11 of 3GPP TS 24.501 [11]. The "PDU session type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "preferred access type", the route selection descriptor component value field shall be encoded as a one octet preferred access type field. The bits 8 through 3 shall be spare, and the bits 2 and 1 shall be encoded as the value par to the access type information element defined in subclause 9.11.3.11 of 3GPP TS 24.501 [11]. The "preferred access type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "non-seamless non-3GPP offload indication type", the route selection descriptor component shall not include the route selection descriptor component value field. The "non-seamless non-3GPP offload indication type" route selection descriptor component shall not appear more than once in the route selection descriptor. If the "non-seamless non-3GPP offload indication type" route selection descriptor component is included in a route selection descriptor, there shall be no route selection descriptor component with a type other than "non-seamless non-3GPP offload indication type" in the route selection descriptor.


***** End of changes *****
