[bookmark: _Toc525229190]106.3.4.1.2	Sending an INVITE request towards the MCPTT client
This subclause is referenced from other procedures.
[bookmark: _GoBack]This subclause covers the situation where a group homed in the IWF is a constituent group of a group homed in an MCPTT system.
If the IWF receives a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and does not support group regroup procedures, the IWF shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "100 function not allowed due to local policy" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4, and shall not execute the remainder of this procedure.
If there are MCPTT clients that are members of the group, Tthe non-controlling MCPTT functionIWF performing the non-controlling role of an MCPTT group shall generate initial SIP INVITE requests according to 3GPP TS 24.229 [4].
NOTE 1:	How the IWF includes participants homed in the IWF is out of scope.
For each SIP INVITE request, the IWF performing the non-controlling role of a groupnon-controlling MCPTT function of an MCPTT group:
1)	shall generate a new MCPTT session identity for the MCPTT session with the invited MCPTT client and include it in the Contact header field together with the g.3gpp.mcptt media feature tag, the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt", and the isfocus media feature tag according to IETF RFC 3840 [16];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;
4)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)	shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT ID of the MCPTT user to be invited;
NOTE 21:	How the non-controlling MCPTT function finds the address of the terminating participating MCPTT function is out of the scope of the current release.
NOTE 32:	If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
6)	shall copy the application/vnd.3gpp.mcptt-info+xml MIME body in the received SIP INVITE request to the outgoing SIP INVITE request;
7)	shall update the application/vnd.3gpp.mcptt-info+xml MIME body with: a <mcptt-request-uri> element set to the MCPTT ID of the invited MCPTT user;
8)	shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;
9)	shall include the received Referred-By header field with the public user identity of the inviting MCPTT client;
10)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
11)	shall include the Supported header field set to "timer";
12)	void
13)	shall include an unmodified Answer-Mode header field, if present in the incoming SIP INVITE request;and
14)	shall include the warning text set to "148 MCPTT group is regrouped" in a Warning header field as specified in subclause 4.4.
NOTE 3:	As long as the MCPTT group is regrouped the floor control messages in the media plane includes a grouped regrouped indication as specified in 3GPP TS 24.380 [5].
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