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1. Introduction
<Introduction part >

2. Reason for Change
This pCR proposes to define signalling procedures for conveyance of the identity to be used in case of multi-identity service.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174.
* * * First Change * * * *
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* * * 2nd Change * * * *

4.5
Signalling requirements

Editor's Note: The text below assumes that the service will use a new header field (named "Multi-Id") which is not yet specified. It is FFS whether a new header field or an existing header fields will be used.
4.5.1
General

Editor's Note: The service configuration possibilities (Ut, SIP, other) are FFS

4.5.2
Activation/deactivation

The MuD service is activated at provisioning and deactivated at withdrawal.

4.5.2.1
Management of identities

Editor's Note: The procedures for management of identities is FFS.
4.5.2.2
Management of devices
Editor's Note: The procedures for management of devices is FFS.
4.5.3
Invocation and operation

4.5.3.1
Actions at the originating UE
As part of Multi-Identity procedure, if the originating user wishes to use a Non-native Identiy which is part of the Multi-Identity service, the originating UE shall include in any outgoing INVITE or MESSAGE requests, a Multi-Id header field as defined in 3GPP TS 24.229 [3] set to the selected identity.

4.5.3.2
Actions at the AS serving the originating user holding the Native Identity
4.5.3.2.1 General

For an originating user that subscribes to Multi-Identity service, upon receiving an incoming INVITE or MESSAGE request containing a Multi-Id header field, the AS shall:
-
extract the identity contained in the Multi-Id header field as defined in 3GPP TS 24.229 [3];
-
verify the authorization for the user to use the identity extracted for the Multi-Id header field with the MuD service as described in subclause 4.5.3.2.2;
Editor's Note: Whether the AS checks if the identity in the Multi-Id header field is different from the Native Identity is FFS.
-
if the user is not authorized to use the Non-native identity requested, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403(Forbidden) response including a warning header field 399 "Identity not allowed"
If the user is authorized to use the Non-native identity then the AS shall modify the following header fields with the specified values:
a)
the From header field is set to the SIP URI with user=phone or tel URI copied from the Mutli-Id header field after verification; 
b)
if the privacy parameter of the Multi-Id header field is set to "on", based on operator policy, either anonymize the From header field as described in IETF RFC 3323 [5], or add a Privacy header field set to "user";
c)
the Privacy header field is set to "id" to keep private the Native identity in the P-Asserted-Identity as defined in IETF RFC 3325 [6] ;

d)
a P-Served-User header field as defined in RFC 5502 [7] and draft-ietf-sipcore-originating-cdiv-parameter [8] containing the identity copied from the Multi-Id header field and a "sescase" parameter set to "orig"; and
e)
remove the Multi-Id header field received in the request.
Editor's Note: Whether the P-Asserted-Identity is modified depending on the type of Non-native Identity user is FFS.
Editor's Note: Setting of the Route header field depending on the type of identity contained in the Multi-Id header field (Alternative Identity, External Alternative Identity or Virtual Identity) is FFS.
4.5.3.2.2
Checking of the authorization:

Editor's Note: Procedures for the originating AS to verify if the identity in the Multi-Id header is authorized for a specific user are FFS.


4.5.3.3
Actions at the AS serving the originating user holding the Non-nativeIdentity

Editor's Note: this subsclause is FFS

4.5.3.4
Actions at the AS serving the terminating user holding the Non-native Identity

For a terminating user that subscribes to Multi-Identity service, upon receiving an incoming INVITE or MESSAGE request, the AS shall:
a)
verify the identity contained in the Request-URI with the Multi-Identity service for determination of the Native Identity to which the user is contacted; and
b)
if the Multi-Identity service logic determines that the AS shall route the request to the Native Identity identity, the AS shall modify the following header fields with the specified values:
· the Request URI set to the Native Identity address provided by the Multi-Identity service logic;
· the To header field isunchanged;
· -
the History-Info header field as defined in RFC 7044 [9]; and
-
the Multi-Id header field as defined in 3GPP TS 24.229 [3] set to the  Native Identity determined by the Multi-Identity service logic.
4.5.3.5
Actions at the AS serving the terminating user holding the Native Identity
Editor's Note: this subclause is FFS

4.5.3.6
Actions at the terminating UE
For a terminating user that subscribes to Multi-Identity service, the UE shall support the receipt of the Multi-Id header field in SIP requests initiating a dialog or standalone transactions as defined in 3GPP TS 24.229 [3].
NOTE:
The UE finds the targeted identity from the Multi-Identity service, in the Multi-Id header field.
Editor's Note: Whether the MO for UE confirguration is to be updated is FFS
* * * Next Change * * * *
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