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	Reason for change:
	1.  UE handlings of PDU session id errors are incorrect and incomplete, 
e.g., in the current §7.3.2: 

If the UE receives a 5GSM message other than those listed in items a) through e) in which the message includes an unassigned or reserved PDU session identity value or a value that does not match an established PDU session, the UE shall ignore the message. 

This implies when the PDU session is in PDU SESSION ACTIVE PENDING state the UE shall ignore PDU SESSION ESTABLISHMENT ACCEPT or PDU SESSTION AUTHENTICATION COMMAND message, which is incorrect.
2. SMF handling on 5GSM STATUS with 5GSM #43 “Invalid PDU session identity” is missing

	
	

	Summary of change:
	1. SMF handling upon receipt of 5GSM STATUS with 5GSM #43 is added, the SMF shall locally release the PDU session indicated in the 5GSM STATUS message.
2. The UE handling on “invalid PSI” upon receipt of 5GSM message is summarized as the table below:

Reserved or unassigned value

PDU SESSION INACTIVE state

PDU SESSION ACTIVE PENDING state

ESTABLISHMENT ACCEPT

ignore

5GSM STATUS (#43)

n/a

ESTABLISHMENT REJECT

ignore

5GSM STATUS (#43)

n/a

AUTHENTICATION COMMAND

ignore

5GSM STATUS (#43)

n/a

AUTHENTICATION RESULT

ignore

5GSM STATUS (#43)

5GSM STATUS (#98)
Defined in §7.4 
MODIFICATION COMMAND

ignore

MODIFICATION COMMAND REJECT (#43)
Defined in §6.3.2.6
5GSM STATUS (#98) Defined in §7.4

MODIFICATION REJECT

ignore

5GSM STATUS (#43)

5GSM STATUS (#98) Defined in §7.4
RELEASE COMMAND

ignore

RELEASE COMPLETE (#43)

Defined in §6.3.3.6

TBD
RELEASE REJECT

ignore

5GSM STATUS (#43)

5GSM STATUS (#98) Defined in §7.4

· If the PSI is a reserved or unassigned value, the UE shall ignore the message.
· If the PSI belongs to any PDU session in state PDU SESSION INACTIVE, the UE shall indicates 5GSM cause#43 included in

· PDU SESSION MODIFICATION COMMAND REJECT message, if the UE receives a PDU SESSION MODIFICATION COMMAND message

· PDU SESSION RELEASE COMPLETE message, if it receives a PDU SESSION RELEASE COMMAND message
· 5GSM STATUS message, otherwise 

· For the cases that the PSI belongs to any PDU session in state PDU SESSION ACTIVE PENDING, the UE shall return #98 "message type not compatible with protocol state" specified in §7.4 which does not enforce the SMF to locally release the PDU session.

	
	

	Consequences if not approved:
	Incorrect UE/SMF handlings on PDU session identity errors.
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	Other comments:
	


***** Next change *****
6.5.3
5GSM status received in the SMF
If the SMF receives a 5GSM STATUS message the SMF shall take different actions depending on the received 5GSM cause value:

#43
Invalid PDU session identity.

The SMF shall abort any ongoing 5GSM procedure related to the PTI or PDU session ID, stop any related timer and locally release the PDU session indicated in the 5GSM STATUS message.
#47
PTI mismatch.

The SMF shall abort any ongoing 5GSM procedure related to the received PTI value and stop any related timer.

If the PTI indicated in the 5GSM STATUS message is related to a PDU SESSION ESTABLISHMENT ACCEPT message, the SMF shall locally release the PDU session indicated in the PDU SESSION ESTABLISHMENT ACCEPT message.
#81
invalid PTI value.

The SMF shall abort any ongoing 5GSM procedure related to the received PTI value and stop any related timer.

#97
message type non-existent or not implemented.

The SMF shall abort any ongoing 5GSM procedure related to the PTI or PDU session Id and stop any related timer.
The local actions to be taken by the SMF on receipt of a 5GSM STATUS message with any other 5GSM cause value are implementation dependent.
***** Next change *****
7.3.2
PDU Session identity
The following network procedures shall apply for handling an unknown, erroneous, or unforeseen PDU session identity received in the header of a 5GSM message (specified as the header of a standard L3 message, see 3GPP TS 24.007 [11]):

a)
If the network receives a PDU SESSION MODIFICATION REQUEST message which includes an unassigned or reserved PDU session identity value, the network shall respond with a PDU SESSION MODIFICATION REJECT message including 5GSM cause #43 "invalid PDU session identity".

b)
If the network receives PDU SESSION RELEASE REQUEST message which includes an unassigned or reserved PDU session identity value, the network shall respond with a PDU SESSION RELEASE REJECT message including 5GSM cause #43 "invalid PDU session identity".

c)
Upon receipt of an UL NAS TRANSPORT message, the network takes the following actions:

1)
If the Request type IE is set to "initial request" or "initial emergency request" and the message includes a reserved PDU session identity value, the network shall respond with a DL NAS TRANSPORT message with 5GMM cause #90 "payload was not forwarded";
2)
otherwise, if the message includes an unassigned or reserved PDU session identity value, the network shall respond with a DL NAS TRANSPORT message with 5GMM cause #90 "payload was not forwarded".
d)
If the network receives a 5GSM message other than those listed in items a) through c) above in which the message includes a reserved PDU session identity value or an assigned value that does not match an existing PDU session, the network shall ignore the message.

The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen PDU session identity received in the header of a 5GSM message:

a)
If the UE receives a 5GSM message which includes an unassigned or reserved PDU session identity value, the UE shall ignore the message.

b)
If the UE receives a PDU SESSION MODIFICATION COMMAND message which includes a PDU session identity belongs to any PDU session in state PDU SESSION INACTIVE in the UE, , the UE shall respond with a PDU SESSION MODIFICATION COMMAND REJECT message including 5GSM cause #43 "invalid PDU session identity".

c)
If the UE receives a PDU SESSION RELEASE COMMAND message which includes a PDU session identity belongs to any PDU session in state PDU SESSION INACTIVE in the UE, the UE shall respond with PDU SESSION RELEASE COMPLETE message including 5GSM cause #43 "invalid PDU session identity".
e)
If the UE receives a 5GSM message other than those listed in items a) through c) in which the message includes a PDU session identity belongs to any PDU session in state PDU SESSION INACTIVE in the UE, the UE shall respond with a 5GSM STATUS message including 5GSM cause #43 "invalid PDU session identity".

