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	Reason for change:
	Currently in 24.501, ODAC is applied for access control checks when the UE attempts an access request to move from 5GMM-IDLE to 5GMM-CONNECTED.
If the UE is configured with operator-defined access category definitions for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1.
Consider the scenario that a UE may have a number of PDU sessions each of these to a different DNN. Each of these PDU sessions might also have a different associated S-NSSAI. But these PDU sessions are not in use, i.e. the applications for these PDU sessions are not active.

In such a scenario, the UE is still performing 5GMM functions and will be doing mobility and periodic registration updates. It is not logical that such mobility management procedures taking the UE from 5GMM-IDLE to 5GMM-CONNECTED should be subject to application of ODAC.

A further argument for not applying ODAC in such a scenario is that for the case when there is more than one PDU session matching an ODAC criteria type it is technically not clear which of the access categories should be chosen to apply access control checking. Formally, by means of the precedence level, there is a certain order of sequence defined for the checking of the ODAC definitions; - but the question is whether for our scenario it makes sense from technical view point to simply apply the precedence level.
E.g. consider a UE having a mixture of PDU sessions for high priority applications (or "URLLC applications") and PDU sessions for low priority applications (or "non-URLLC applications"): 

On one hand, it would not be acceptable that access to the PDU session for high priority applications (or for the respective URLLC slice) becomes barred, just because the networks needs to bar the access for some PDU session serving low priority applications (which is the consquence if the UE is not allowed to perform its mobilty and periodic registration updates in a timely manner). So we expect that typically the ODAC definitions for high priority applications would get a higher precedence level.

On the other hand, if we go by this assumption, consider the case that due to an overload situation the access needs to be barred specifically for the PDU session for high priority applications (or for the URLLC slice):

Would it be "fair" or "desirable" to bar the UE also from getting any service for the other PDU sessions?
Or if the network needs to fully bar the access for the PDU sessions serving low priority applications, is it acceptable that for the above UE this can be achieved only by also fully barring the access for the PDU sessions (or slices) serving the high priority applications?

In our view, the best solution for this scenario is to map the access attempt to the access category for MO-signalling (or, dependent on the access identities of the UE, to one of the "high-priority" access categories).


	
	

	Summary of change:
	It is corrected that when a UE is to make a access request for mobility management procdures that transits from IDLE to CONNECTED, ODAC does not apply.

	
	

	Consequences if not approved:
	Unified access control for mobility and periodic registration procedures will be wrongly checked.
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* * * First Change * * * *

4.5.3
Operator-defined access categories

Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the following parameters:
a)
a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition for a match;

b)
an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

c)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN name;

2)
5QI;

Editor's note:
Whether the 5QI is a suitable access category criteria type is FFS.
3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
d)
optionally, a standardized access category. This standardized access category is used in combination with the access identities of the UE to determine the RRC establishment cause as specified in table 4.5.6.1.

Editor's note:
Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.

NOTE 1:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
Each operator-defined access category definition has a different precedence value.

Several operator-defined access category definitions can have the same operator-defined access category number.
If in bullet d), no standardized access category is provided or the standardized access category provided is not recognized by the UE, the UE shall use instead:

-
access category 3 (MO_sig) if the access attempt is triggered by uplink signalling; and

-
access category 7 (MO_data) if the access attempt is triggered by uplink data

in combination with the access identities of the UE to determine the establishment cause as specified in table 4.5.6.1.

If the UE is configured with operator-defined access category definitions for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1. If the transition from 5GMM-IDLE mode over 3GPP access to 5GMM-CONNECTED mode is due to a UE NAS initiated 5GMM specific procedure, then this access attempt shall be mapped to one of the standardized access categories in the range < 32, see subclause 4.5.2. I.e. for this case the UE can skip the checking of operator-defined access category definitions.
If the UE is configured with operator-defined access category definitions for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.

Upon receiving a NAS signalling message with one or more operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.

Upon receiving a NAS signalling message with zero operator-defined access category definitions, the UE shall delete the operator-defined access category definitions stored for the registered PLMN.

When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-defined access category definitions can be used after switch on.

When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE shall stop using the operator-defined access category definitions configured for the previously selected PLMN and should keep the operator-defined access category definitions configured for the previously selected PLMN.

NOTE 2:
When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE can discard the operator-defined access category definitions configured for the previously selected PLMN e.g. if there is no storage space in the UE.

* * * End of Change * * * *

