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	Reason for change:
	In case of “dead peer”, according to RFC 7296:

IKE is a reliable protocol: the initiator MUST retransmit a request until it either receives a corresponding response or deems the IKE SA to have failed.  In the latter case, the initiator discards all state associated with the IKE SA and any Child SAs that were negotiated using that IKE SA.
Hence in this scenario the UE or the N3IWF shall delete the IKE SA and any associated child SAs locally. 

	
	

	Summary of change:
	Subclauses 7.8.4 was updated to specify that the UE discards all states associated with the IKE SA and any child SAs that were negotiated using that IKE SA. In addition, the UE informs the upper layers that the access stratum connection has been released.
Subclauses 7.9.4 was updated to specify that the N3IWF discards all states associated with the IKE SA and any child SAs that were negotiated using that IKE SA. In addition, the N3IWF informs the AMF that the access stratum connection has been released.

	
	

	Consequences if not approved:
	Handling of the IKE SA and child SAs in case of “dead peer” will remain unspecified, leading to differing implementations and interoperability issues.
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	Other comments:
	


***** First change *****
7.8.4
Abnormal cases
If an INFORMATIONAL response is not received, the UE shall deem the IKEv2 security association to have failed.
The UE shall discard all states associated with the IKE SA and any child SAs that were negotiated using that IKE SA. In addition, the UE shall inform the upper layers that the access stratum connection has been released.
***** Next change *****
7.9.4
Abnormal cases
If an INFORMATIONAL response is not received, the N3IWF shall deem the IKEv2 security association to have failed.
The N3IWF shall discard all states associated with the IKE SA and any child SAs that were negotiated using that IKE SA. In addition, the N3IWF shall inform the AMF that the access stratum connection has been released.
***** End of changes *****
