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Abstract: This paper highlights an issue where the UE can end up having the same S-NSSAI in both the Allowed NSSAI and Rejected NSSAI.
Discussion:

When the AMF sends an allowed NSSAI in the REGISTRATION ACCEPT message (containing one or more of the S-NSSAIs in the requested NSSAI that were allowed by the network), it may also include a rejected NSSAI (containing the S-NSSAIs that were rejected by the network for the current PLMN and for the current PLMN and registration area combination). As the allowed NSSAI is specific to the serving PLMN in the current registration area, there can be no way that the UE could receive the same S-NSSAI in both the allowed NSSAI and rejected NSSAI. TS 23.501 states:

Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a Registration procedure, indicating the S-NSSAIs values the UE could use in the Serving PLMN for the current registration area.
However, it has been identified (due to the sending of the Rejected NSSAI in the CONFIGURATION UPDATE COMMAND) that the UE could end up with the same S-NSSAI in both the Allowed NSSAI and the Rejected NSSAI, e.g.
1. UE sends requested NSSAI={S-NSSAI-1, S-NSSAI-2} in REGISTRATION REQUEST

2. AMF sends allowed NSSAI={S-NSSAI-1, S-NSSAI-2} in REGISTRATION ACCEPT

3. Later, AMF sends rejected NSSAI={S-NSSAI-2} in CONFIGURATION UPDATE COMMAND

4. Now UE has an allowed NSSAI={S-NSSAI-1, S-NSSAI-2} and a rejected NSSAI={S-NSSAI-2}
The issue stems from the fact that in subclause 4.6.2.2 it states:

c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered over all access types, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current PLMN and registration area combination corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area; and
However, nothing is stated in bullet c) about what happens to the allowed NSSAI for the current PLMN stored on the UE. Therefore the UE could attempt to incorrectly set up a PDU session because according to subclause 6.4.1.2 "UE-requested PDU session establishment procedure initiation", it states:

The UE shall transport:

a)   the PDU SESSION ESTABLISHMENT REQUEST message;

b)   the PDU session ID of the PDU session being established, or being handed over or being transferred;

c)   if the request type is set to:

1)   "initial request" and the UE determined to establish a new PDU session based on a URSP rule including one or more S-NSSAIs in the URSP (see subclause 6.2.9):

i)    in case of a non-roaming scenario, an S-NSSAI in the allowed NSSAI which corresponds to one of the S-NSSAI(s) in the URSP rule, if any; or

ii)   in case of a roaming scenario:

A)  one of the mapped configured S-NSSAI(s) for the HPLMN which corresponds to one of the S-NSSAI(s) in the URSP rule, if any; and

B)  the S-NSSAI in the allowed NSSAI associated with the S-NSSAI in A);
2)   "existing PDU session", an S-NSSAI, which is an S-NSSAI associated with the PDU session and (if available in roaming scenarios) a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;

Possible Solutions 

1) When the AMF sends the Rejected NSSAI in the CONFIGURATION UPDATE COMMAND with one or more S-NSSAI(s) that were previously allowed by the AMF, then the AMF needs to send an updated Allowed NSSAI for the current PLMN not containing those S-NSSAI(s).

2) When the UE receives the rejected NSSAI with one or more S-NSSAI(s) in the CONFIGURATION UPDATE COMMAND, then the UE must remove those S-NSSAIs(s) (if any) from the Allowed NSSAI for the current PLMN stored on the UE.

3) Modify the subclause on PDU session establishment to add a further condition that the S-NSSAI must not be in the rejected NSSAI even though it is in the allowed NSSAI. 

Conclusion:
Solution 3) is messy because it ends up with the UE having the same S-NSSAI in the Allowed NSSAI and Rejected NSSAI which could never occur as part of registration procedure.

Solution 1) or 2) could work and the author is fine to specify either.
CRs have been submitted for both solution 1) and solution 2).

