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***** Next change ***** 
U.2.2.5.1D
Default QoS flow usage restriction policy
The default QoS flow usage restriction policy consists of zero or more default QoS flow usage restriction policy parts.

The default QoS flow usage restriction policy part consists of a mandatory media type condition and an optional ICSI condition.

The default QoS flow usage restriction policy does not apply to UE detected emergency calls.

Sending media is restricted according to the default QoS flow usage restriction policy, if sending media is restricted according to at least one default QoS flow usage restriction policy part of the default QoS flow usage restriction policy.

Sending media is restricted according to the default QoS flow usage restriction policy part if:

1)
the media is to be sent for a media stream negotiated in a session offered or established by SIP signalling;

2)
the media stream is of a media type indicated in the media type condition of the QoS flow usage restriction policy part;

3)
the following is true:

a)
the default QoS flow usage restriction policy part does not have the ICSI condition; or

b)
the session is offered or established by SIP signalling related to an IMS communication service identified in the ICSI condition of the default QoS flow usage restriction policy part; and

4)
the media is to be sent via the default QoS flow of the PDN connection for SIP signalling.

The UE may support the default QoS flow usage restriction policy.

If the UE supports the default QoS flow usage restriction policy:

1)
the UE shall not send media restricted according to the default QoS flow usage restriction policy; and

2)
the UE may support being configured with the default QoS flow usage restriction policy using the Default_QoS_Flow_usage_restriction_policy node of 3GPP TS 24.167 [8G].
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