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***** First change *****
9.2.1.x
Subscription to group dynamic data
In order to subscribe to changes in per-group dynamic data, the MCPTT client shall generate an initial SIP SUBSCRIBE request specified in 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT group ID of the targeted MCPTT group;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field specified in IETF RFC 6050 [9];

4)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field specified in IETF RFC 6665 [26], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field specified in IETF RFC 6665 [26], to zero;

6)
shall include an Accept header field containing the application/pidf+xml MIME type; and

7)
shall include an application/simple-filter+xml MIME body indicating per-group restrictions of presence event package notification information specified in subclause 9.3.2, indicating the MCPTT group ID.
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request specified in 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field specified in IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field specified in IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request specified in 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if the SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-group dynamic data information constructed according to subclause 9.3.1, then the MCPTT client shall determine per-group dynamic data of the MCPTT group in the MIME body.
***** Next change *****
9.2.2.2.1
General

The procedures of MCPTT server serving the MCPTT user consist of:

-
a receiving affiliation status change from MCPTT client procedure;

-
a receiving subscription to affiliation status procedure;

-
a sending notification of change of affiliation status procedure;

-
a sending affiliation status change towards MCPTT server owning MCPTT group procedure;

-
an affiliation status determination from MCPTT server owning MCPTT group procedure;

-
a procedure for authorizing affiliation status change request in negotiated mode sent to served MCPTT user;
-
a forwarding affiliation status change towards another MCPTT user procedure;
-
a forwarding subscription to affiliation status towards another MCPTT user procedure

-
an affiliation status determination procedure;

-
an affiliation status change by implicit affiliation procedure;

-
an implicit affiliation status change completion procedure;

-
an implicit affiliation status change cancellation procedure;
-
an implicit affiliation to configured groups procedure; and

-
forwarding subscription to group dynamic data towards the controlling MCPTT server procedure.
***** Next change *****
9.2.2.2.y
Forwarding subscription to group dynamic data towards the controlling MCPTT server procedure
Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the originating participating MCPTT function serving the MCPTT user;

2)
the SIP SUBCRIBE request contains an application/vnd.3gpp.mcptt-info MIME body containing the<mcptt-request-uri> element which identifies an MCPTT group ID not served by MCPTT server;
3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and

4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type;

then the MCPTT server:

1)
shall identify the target MCPTT group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request;

2)
shall identify the originating MCPTT ID from public user identity in the P-Asserted-Identity header field of the SIP SUBSCRIBE request;
3)
shall if the originating MCPTT ID is not authorized for this subscription reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;
4)
shall generate a SIP SUBSCRIBE request from the received SIP SUBSCRIBE request. In the generated SIP SUBSCRIBE request, the MCPTT server:

a)
shall set the Request-URI to the public service identity identifying the controlling MCPTT function serving the target MCPTT group ID;
b)
shall include a P-Asserted-Identity header field containing the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT server:

A)
shall include the <mcptt-request-uri> element set to the target MCPTT group ID; and

B)
shall include the <mcptt-calling-user-id> element set to the originating MCPTT ID; and

d)
shall include other signalling elements from the received SIP SUBSCRIBE request; and

4)
shall send the generated SIP SUBSCRIBE request according to 3GPP TS 24.229 [4].

The MCPTT server shall forward any received SIP responses to the SIP SUBSCRIBE request, any received SIP NOTIFY request and any received SIP responses to the SIP NOTIFY request.

***** Next change *****
9.2.2.3.1
General
The procedures of MCPTT server owning the MCPTT group consist of:

-
receiving group affiliation status change procedure;

-
receiving subscription to affiliation status procedure;
-
sending notification of change of affiliation status procedure;

-
affiliation eligibility check procedure;

-
implicit affiliation eligibility check procedure;
-
affiliation status change by implicit affiliation procedure;

-
receiving subscription to group dynamic data procedure and;
-
sending notification of change of group dynamic data procedure.
NOTE:
Usage of CSC-3 part of MCPTT group affiliation procedure and of CSC-3 part of MCPTT group de-affiliation procedure is not specified in this version of the specification.
***** Next change *****
9.2.2.3.2
Stored information
The MCPTT server shall maintain a list of MCPTT group information entries.

In each MCPTT group information entry, the MCPTT server shall maintain:

1)
an MCPTT group ID. This field uniquely identifies the MCPTT group information entry in the list of the MCPTT group information entries;
2)
the group status of the MCPTT group, along with the MCPTT ID of the user that last changed the status; and
3)
a list of MCPTT user information entries.

In each MCPTT user information entry, the MCPTT server shall maintain:

1)
an MCPTT ID. This field uniquely identifies the MCPTT user information entry in the list of the MCPTT user information entries;

2)
a list of MCPTT client information entries; and

3)
an expiration time.

In each MCPTT client information entry, the MCPTT server shall maintain:

1)
an MCPTT client ID. This field uniquely identifies the MCPTT client information entry in the list of the MCPTT client information entries.
***** Next change *****
9.2.2.3.z
Receiving subscription to group dynamic data procedure

Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity of the controlling MCPTT function associated with the served MCPTT group;
2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element and the <mcptt-calling-user-id> element;

3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type; and

5)
the SIP SUBSCRIBE request contains an application/simple-filter+xml MIME body indicating per-group dynamic data of presence event package notification information according to subclause 9.3.2 indicating the same MCPTT group ID as in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;
then the MCPTT server:

1)
shall identify the served MCPTT group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;

2)
shall identify the handled MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;

3)
if the Expires header field of the SIP SUBSCRIBE request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP SUBSCRIBE request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if an MCPTT group for the served MCPTT group ID does not exist in the group management server according to 3GPP TS 24.481 [31], shall reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if the handled MCPTT ID is not authorized to subscribe to group dynamic data of the MCPTT group identified by the served MCPTT group ID, shall reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps; and

6)
shall generate a SIP 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the information of the served MCPTT ID, as described in subclause 9.2.2.3.u.
***** Next change *****
9.2.2.3.u
Sending notification of change of group dynamic data procedure
In order to notify the subscriber identified by the handled MCPTT ID about changes of the per-group dynamic data of the served MCPTT group ID, the MCPTT server:

1)
shall consider an MCPTT group information entry such that:

a)
the MCPTT group information entry is in the list of MCPTT group information entries described in subclause 9.2.2.3.2; and

b)
the MCPTT group ID of the MCPTT group information entry is equal to the served MCPTT group ID;

2)
shall generate an application/pidf+xml MIME body indicating per-group dynamic data according to subclause 9.3.1 with the following clarifications:

a)
the MCPTT server shall include the "expires" attribute in the <affiliation> element; and

3)
send a SIP NOTIFY request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26] for the subscription created in subclause 9.2.2.3.4. In the SIP NOTIFY request, the MCPTT server shall include the generated application/pidf+xml MIME body indicating per-group affiliation information.

***** Next change *****
9.3.1.1
Introduction
The subclauses of the parent subclause describe an extension of the application/pidf+xml MIME body specified in IETF RFC 3863 [52]. The extension is used to indicate:

-
per-user affiliation information;
-
per-group affiliation information; and

-
per-group dynamic data information.

***** Next change *****
9.3.1.2
Syntax
The application/pidf+xml MIME body indicating per-user affiliation information is constructed according to IETF RFC 3863 [52] and:
1)
contains a <presence> root element according to IETF RFC 3863 [52];

2)
contains an "entity" attribute of the <presence> element set to the MCPTT ID of the MCPTT user;
3)
contains one <tuple> child element according to IETF RFC 3863 [52] per each MCPTT client of the <presence> element;
4)
can contain a <p-id> child element defined in the XML schema defined in table 9.3.1.2-1, of the <presence> element set to an identifier of a SIP PUBLISH request;

5)
contains an "id" attribute of the <tuple> element set to the MCPTT client ID;
6)
contains one <status> child element of each <tuple> element;

7)
contains one <affiliation> child element defined in the XML schema defined in table 9.3.1.2-1, of the <status> element, for each MCPTT group in which the MCPTT user is interested at the MCPTT client;
8)
contains a "group" attribute of each <affiliation> element set to the MCPTT group ID of the MCPTT group in which the MCPTT user is interested at the MCPTT client;

9)
can contain a "status" attribute of each <affiliation> element indicating the affiliation status of the MCPTT user to MCPTT group at the MCPTT client; and

10)
can contain an "expires" attribute of each <affiliation> element indicating expiration of affiliation of the MCPTT user to MCPTT group at the MCPTT client.

The application/pidf+xml MIME body indicating per-group affiliation information is constructed according to IETF RFC 3856 [51] and:
1)
contains the <presence> root element according to IETF RFC 3863 [52];

2)
contains an "entity" attribute of the <presence> element set to the MCPTT group ID of the MCPTT group;
3)
contains one <tuple> child element according to IETF RFC 3863 [52] of the <presence> element;

4)
can contain a <p-id> child element defined in the XML schema defined in table 9.3.1.2-1, of the <presence> element set to an identifier of a SIP PUBLISH request;

5)
contains an "id" attribute of the <tuple> element set to the MCPTT ID of the MCPTT user;
6)
contains one <status> child element of each <tuple> element;

7)
contains one <affiliation> child element defined in the XML schema defined in table 9.3.1.2-1, of the <status> element, for each MCPTT client at which the MCPTT user is interested in the MCPTT group;
8)
contains one "client" attribute defined in the XML schema defined in table 9.3.1.2-1, of the <affiliation> element set to the MCPTT client ID; and

9)
can contain an "expires" attribute defined in the XML schema defined in table 9.3.1.2-1, of the <affiliation> element indicating expiration of affiliation of the MCPTT user to MCPTT group at the MCPTT client.

The application/pidf+xml MIME body indicating per-group dynamic data information is constructed according to IETF RFC 3856 [51] and:
1)
contains the <presence> root element according to IETF RFC 3863 [52];

2)
contains an "entity" attribute of the <presence> element set to the MCPTT group ID of the MCPTT group;
3)
can contain an <groupStatus> child element defined in the XML schema , of the <presence> element set to an appropriate value specified in Table 9.3.1.2-3;
4)
can contain a "ModifiedBy" attribute of the <groupStatus> element;
5)
can contain an <additionalData> child element definied in the XML schema defined in table 9.3.1.2-1, of the indicating if a group call is ongoing;

6)
can contain a <groupBroadcastAlias> attribute defined in the XML schema defined in table 9.3.1.2-1 of the <additionalData> element;
7)
can contain a <groupRegroupAlias> attribute defined in the XML schema defined in table 9.3.1.2-1 of the <additionalData> element;
8)
contains one <tuple> child element per MCPTT ID of the MCPTT group, according to IETF RFC 3863 [52] of the <presence> element;

9)
contains an "id" attribute of the <tuple> element set to the MCPTT ID of the group member;
10)
contains one <status> child element of each <tuple> element;

11)
contains one <affiliation> child element defined in the XML schema defined in table 9.3.1.2-1, of the <status> element, for each MCPTT client at which the MCPTT user is interested in the MCPTT group;
12)
contains one "client" attribute defined in the XML schema defined in table 9.3.1.2-1, of the <affiliation> element set to the MCPTT client ID; and
13)
can contain an "expires" attribute defined in the XML schema defined in table 9.3.1.2-1, of the <affiliation> element indicating expiration of affiliation of the MCPTT user to MCPTT group at the MCPTT client;

Table 9.3.1.2-1: XML schema with elements and attributes extending the application/pidf+xml MIME body
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:mcpttPresInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttPI10="urn:3gpp:ns:mcpttPresInfo:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCPTT specific child elements of presence element -->

  <xs:element name="p-id" type="xs:string"/>

  <xs:element name="groupStatus" type="mcpttPI10:groupStatusType"/>
  <xs:element name="additionalData" type="mcpttPI10:additionalDataType"/>
  <!-- MCPTT specific child elements of tuple element -->

  <xs:element name="affiliation" type="mcpttPI10:affiliationType"/>

  <xs:complexType name="affiliationType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="group" type="xs:anyURI" use="optional"/>

    <xs:attribute name="client" type="xs:anyURI" use="optional"/>

    <xs:attribute name="status" type="mcpttPI10:statusType" use="optional"/>

    <xs:attribute name="expires" type="xs:dateTime" use="optional"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:simpleType name="statusType">

    <xs:restriction base="xs:string">

      <xs:enumeration value="affiliating"/>

      <xs:enumeration value="affiliated"/>

      <xs:enumeration value="deaffiliating"/>

    </xs:restriction>

  </xs:simpleType>

  <xs:complexType name="groupStatusType">

    <xs:simpleContent>

      <xs:extension base="xs:string">

        <xs:attribute name="ModifiedBy" type="xs:anyURI" use="optional"/>
        <xs:anyAttribute namespace="##any" processContents="lax"/>
      </xs:extension>

    </xs:simpleContent>

  </xs:complexType>
  <xs:complexType name="additionalDataType">
    <xs:simpleContent>

      <xs:extension base="xs:boolean">

        <xs:attribute name="groupBroadcastAlias" type="xs:anyURI" use="optional"/>
        <xs:attribute name="groupRegroupAlias" type="xs:anyURI" use="optional"/>
        <xs:anyAttribute namespace="##any" processContents="lax"/>
      </xs:extension>
    </xs:simpleContent>
  </xs:complexType>

  </xs:schema>
The application/pidf+xml MIME body refers to namespaces using prefixes specified in table 9.3.1.2-2.

Table 9.3.1.2-2: Assignment of prefixes to namespace names in the application/pidf+xml MIME body
	Prefix
	Namespace

	mcpttPI10
	urn:3gpp:ns:mcpttPresInfo:1.0

	NOTE:
The "urn:ietf:params:xml:ns:pidf" namespace is the default namespace so no prefix is used for it in the application/pidf+xml MIME body.


Table 9.3.1.2-3 ABNF syntax of values of the <groupStatus> element

in-peril-value = %x69.6E.2D.70.65.72.69.6C ; "in-peril"
emergency-value = %x65.6D.65.72.67.65.6E.63.79 ; "emergency"
***** Next change *****
9.3.2.1
Introduction
The subclauses of the parent subclause describe an extension of the application/simple-filter+xml MIME body specified in IETF RFC 4661 [63].

The extension is used to indicate per-client restrictions of presence event package notification information, per-user restrictions of presence event package notification information and per-group dynamic data restrictions of presence event package notification information.
***** Next change *****
9.3.2.2
Syntax
The application/simple-filter+xml MIME body indicating per-client restrictions of presence event package notification information is constructed according to IETF RFC 4661 [63] and:
1)
contains a <filter-set> root element according to IETF RFC 4661 [63];

2)
contains a <ns-bindings> child element according to IETF RFC 4661 [63], of the <filter-set> element;

3)
contains a <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
does not contain a "prefix" attribute according to IETF RFC 4661 [63]; and

B) contains an "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;

4)
contains a <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [63], set to "mcpttPI10"; and

B)
contains an "urn" attribute according to IETF RFC 4661 [63], set to the "urn:3gpp:ns:mcpttPresInfo:1.0" value;

5)
contains a <filter> child element according to IETF RFC 4661 [63], of the <filter-set> element where the <filter> element;

A)
contains an "id" attribute set to a value constructed according to IETF RFC 4661 [63];

B)
does not contain an "uri" attribute of the <filter> child element according to IETF RFC 4661 [63]; and

C)
does not contain an "domain" attribute according to IETF RFC 4661 [63];

6)
contains a <what> child element according to IETF RFC 4661 [63], of the <filter> element; and

7)
contains an <include> child element according to IETF RFC 4661 [63], of the <what> element where the <include> element;

A)
does not contain a "type" attribute according to IETF RFC 4661 [63]; and

B)
contains the value, according to IETF RFC 4661 [63], set to concatenation of the '//presence/tuple[@id="' string, the MCPTT client ID, and the '"]' string.
The application/simple-filter+xml MIME body indicating per-user restrictions of presence event package notification information is constructed according to IETF RFC 4661 [63] and:
1)
contains a <filter-set> root element according to IETF RFC 4661 [63];

2)
contains a <ns-bindings> child element according to IETF RFC 4661 [63], of the <filter-set> element;

3)
contains a <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
does not contain a "prefix" attribute according to IETF RFC 4661 [63]; and

B) contains an "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;

4)
contains a <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [63], set to "mcpttPI10"; and

B)
contains an "urn" attribute according to IETF RFC 4661 [63], set to the "urn:3gpp:ns:mcpttPresInfo:1.0" value;

5)
contains a <filter> child element according to IETF RFC 4661 [63], of the <filter-set> element where the <filter> element;

A)
contains an "id" attribute set to a value constructed according to IETF RFC 4661 [63];

B)
does not contain an "uri" attribute of the <filter> child element according to IETF RFC 4661 [63]; and

C)
does not contain an "domain" attribute according to IETF RFC 4661 [63];

6)
contains a <what> child element according to IETF RFC 4661 [63], of the <filter> element; and

7)
contains an <include> child element according to IETF RFC 4661 [63], of the <what> element where the <include> element;

A)
does not contain a "type" attribute according to IETF RFC 4661 [63]; and

B)
contains the value, according to IETF RFC 4661 [63], set to concatenation of the '//presence/tuple[@id="' string, the MCPTT ID, and the '"]' string.
The application/simple-filter+xml MIME body indicating per-group dynamic data restrictions of presence event package notification information is constructed according to IETF RFC 4661 [63] and:
1)
contains a <filter-set> root element according to IETF RFC 4661 [63];

2)
contains an <ns-bindings> child element according to IETF RFC 4661 [63], of the <filter-set> element;

3)
contains an <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [63] set to "pidf"; and

B) contains a "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;

4)
contains an <ns-binding> child element according to IETF RFC 4661 [63], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [63], set to "mcpttPI10"; and

B)
contains a "urn" attribute according to IETF RFC 4661 [63], set to the "urn:3gpp:ns:mcpttPresInfo:1.0" value;

5)
contains a <filter> child element according to IETF RFC 4661 [63], of the <filter-set> element where the <filter> element;

A)
contains an "id" attribute set to a value constructed according to IETF RFC 4661 [63];

B)
does not contain a "uri" attribute of the <filter> child element according to IETF RFC 4661 [63]; and

C)
does not contain a "domain" attribute according to IETF RFC 4661 [63];

6)
contains a <what> child element according to IETF RFC 4661 [63], of the <filter> element; and

7)
contains one or more <include> child elements according to IETF RFC 4661 [63], of the <what> element where the <include> element(s);

A)
does not contain a "type" attribute according to IETF RFC 4661 [63]; and

B)
contains the values, according to IETF RFC 4661 [63], needed to retrieve the dynamic group data the UE is interested in.
***** Next change *****
�Is this really needed?





