
3GPP TSG-CT WG1 Meeting #112bis
C1-186412
Vilnius (Lithuania), 15-19 October 2018

Source:
SHARP
Title:
DISC on configured S-NSSAI not associated with a PLMN
Agenda item:
15.2.2.8
Document for:
Discussion and Decision
1. Introduction
In last SA2 meeting, new terminology for "configured NSSAI not associated with a PLMN" is agreed as "Default Configured NSSAI". 

This discussion paper intends to identify the stage3 impact with following items. 
· How can the UE indicate to the NW that UE derives the requested NSSAI from the configured NSSAI not associated with a PLMN
· How can the UE differentiate between "configured NSSAI per PLMN" and "configured NSSAI not associated with a PLMN"

2. Discussion
2.1 How can the UE indicate to the NW that UE derives the requested NSSAI from the configured NSSAI not associated with a PLMN

TS23.502 defined a new "indication" requirement. 

The purpose of this new indication is so that upon reception of this indication, the AMF can trigger the slicing information update of configured NSSAI per PLMN using registration procedure and generic UE configuration update procedure. 

-----------
Figure 4.2.2.2.2-1: Registration procedure

1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI or PEI, last visited TAI (if available), Security parameters, Requested NSSAI, [Mapping Of Requested NSSAI], Default Configured NSSAI Indication, UE Radio Capability Update, UE MM Core Network Capability, PDU Session status, List Of PDU Sessions To Be Activated, Follow on request, MICO mode preference, Requested DRX parameters) and UE Policy Container (the list of PSIs)).

-----------
Following approaches are considered:
The aspect mostly considered is on how following statement can be understood by stage3. 

TS23.501 has a new NOTE.
-----------
NOTE: The value(s) used in the Default Configured NSSAI are expected to be commonly decided by all roaming partners, e.g. by the use of values standardized by 3GPP or other bodies. 

-----------
Here are the alternatives:

In respect to the aspect above, 

· Alternative 1 is that simply we stage3 can not rely on this "expectation".
· Alternative 2 is that we blindly trust this "expectation".

Alternative 1 
Not sure how the NOTE captured in TS23.501 is ensured. GSMA may take this responsibility, but at this moment, simply we can not rely on this "expectation". So, the way forward is to allocate a dedicated indication. 
Two ways for the dedicated indication. 
Alternative 1-1: Allocate a new IE

The proposal is to add the Network slicing indication IE to registration request and the Network slicing indication is extended to be able to show the type of configured NSSAI which is used to derive the requested NSSAI.
Table 8.2.6.1.1: REGISTRATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type

9.11.3.7
	M
	LV
	2

	
	ngKSI
	NAS key set identifier

9.11.3.32
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	5GS mobile identity
	5GS mobile identity

9.11.3.4
	M
	LV
	5-TBD

	C-
	Non-current native NAS key set identifier
	NAS key set identifier

9.11.3.32
	O
	TV
	1

	10
	5GMM capability
	5GMM capability

9.11.3.1
	O
	TLV
	3-15

	2E
	UE security capability
	UE security capability

9.11.3.54
	O
	TLV
	4-10

	2F
	Requested NSSAI
	NSSAI

9.11.3.37
	O
	TLV
	4-74

	52
	Last visited registered TAI
	5GS tracking area identity

9.11.3.8
	O
	TV
	7

	65
	S1 UE network capability
	S1 UE network capability

9.11.3.48
	O
	TLV
	4-15

	40
	Uplink data status
	Uplink data status
9.11.3.57
	O
	TLV
	4-34

	50
	PDU session status
	PDU session status

9.11.3.44
	O
	TLV
	4-34

	B-
	MICO indication
	MICO indication
9.11.3.31
	O
	TV
	1

	2B
	UE status
	UE status

9.11.3.56
	O
	TLV
	3

	2C
	Additional GUTI
	5GS mobile identity

9.11.3.4
	O
	TLV
	TBD

	25
	Allowed PDU session status
	Allowed PDU session status

9.11.3.13
	O
	TLV
	4-34

	60
	UE's usage setting
	UE's usage setting

9.11.3.55
	O
	TLV
	3

	TBD
	Requested DRX parameters
	DRX parameters 

9.11.3.22
	O
	TBD
	TBD

	7C
	EPS NAS message container
	EPS NAS message container
9.11.3.24
	O
	TLV-E
	TBD

	7E
	LADN indication
	LADN indication

9.11.3.29
	O
	TLV-E
	3-811

	9-
	Network slicing indication
	Network slicing indication

9.11.3.36
	O
	TV
	1

	7B
	Payload container
	Payload container

9.11.3.39
	O
	TLV-E
	4-65538


Table 9.11.3.36.1: Network slicing indication

	Network slicing subscription change indication (NSSCI) (octet 1, bit 1)

	In the network to UE direction:

	Bit

	1
	

	0
	Network slicing subscription not changed 

	1
	Network slicing subscription changed

	

	Configured NSSAI type (CONT) (octet 1, bit 2)

	Bit

	2
	

	0
	Non Default configured NSSAI

	1
	Default configured NSSAI

	
	

	Bits 3 and 4 are spare and shall be coded as zero.

	NOTE:
In the UE to network direction, bit 1 is ignored.


Some may say that because the requested NSSAI can include multiple S-NSSAI values, adding separate IE may not work as it can not point out which S-NSSAI is derived from  the Default configured NSSAI.

However, the situation when the UE uses this indication is only if the UE has neither configured NSSAI per PLMN nor allowed NSSAI for the PLMN. Basically there is only Default configured NSSAI configured can be used to derive the requested NSSAI. 
Alternative 1-2: Code into the S-NSSAI IE (9.11.2.8)

The proposal is to add a tag so that S-NSSAI IE itself can indicate whether the SST and/or SD is the ones for the Default configured NSSAI.

Table 9.11.2.8.1: S-NSSAI information element

	Length of S-NSSAI contents (octet 2)

	

	This field indicates the length of the included S-NSSAI contents, and it can have the following values. Depending on the value of the length field the following S-NSSAI contents are included:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	1
	SST

	0
	0
	0
	0
	0
	0
	1
	0
	SST and mapped configured SST

	0
	0
	0
	0
	0
	1
	0
	0
	SST and SD

	0
	0
	0
	0
	0
	1
	0
	1
	SST, SD and mapped configured SST

	0
	0
	0
	0
	1
	0
	0
	0
	SST, SD, mapped configured SST and mapped configured SD

	0
	0
	0
	0
	1
	0
	0
	1
	SST for Default configured NSSAI

	0
	0
	0
	0
	1
	1
	0
	0
	SST and SD for Default configured NSSAI

	All other values are reserved.



	Slice/service type (SST) (octet 3)

	This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].



	Slice differentiator (SD) (octet 4 to octet 6)

This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4].



	If the SST encoded in octet 3 is not associated with a valid SD value, and the sender needs to include a mapped configured SST (octet 7) and a mapped configured SD (octets 8 to 10), then the sender shall set the SD value (octets 4 to 6) to "no SD value associated with the SST".

	

	mapped configured Slice/service type (SST) (octet 7)

	This field contains the 8 bit SST value of an S-NSSAI in the configured NSSAI for the HPLMN to which the SST value is mapped. The coding of the SST value part is defined in 3GPP TS 23.003 [4].



	mapped configured Slice differentiator (SD) (octet 8 to octet 10)

This field contains the 24 bit SD value of an S-NSSAI in the configured NSSAI for the HPLMN to which the SD value is mapped. The coding of the SD value part is defined in 3GPP TS 23.003 [4].



	NOTE 1:
Octet 3 shall always be included.

NOTE 2:
If the octet 4 is included, then octet 5 and octet 6 shall be included.

NOTE 3:
If the octet 7 is included, then octets 8, 9, and 10 may be included.

NOTE 4:
If the octet 8 is included, then octet 9 and octet 10 shall be included.


This way is much more simply and in respect to the requirement, intuitively makes sense. 

Alternative 2 Without any dedicated indication

TS23.501 has a new NOTE.
-----------
NOTE: The value(s) used in the Default Configured NSSAI are expected to be commonly decided by all roaming partners, e.g. by the use of values standardized by 3GPP or other bodies. 

-----------
For this alternative, we blindly trust this NOTE statement, so that the value itself can indicate the Default Configured NSSAI. No one who operates the slicing network will use the "expectedly decided by all roaming partners value of Default Configured NSSAI" with different purpose. 
With this alternative, there will be no information element extension. 
Proposal#1: Choose either:

· Alt1-1 allocate a new indication IE

· Alt1-2 code the indication into S-NSSAI IE 
· Alt2 no extension and the value itself can indicate Default Configured NSSAI
2.2 How can the UE differentiate between "configured NSSAI per PLMN" and "configured NSSAI not associated with a PLMN"
The scenario here is:
1. The UE has 2 types of configured NSSAI. One (A) is configured NSSAI per PLMN and another (B) is configured NSSAI not associated with any PLMN (Default Configured NSSAI).

2. The subscription change occurs. 

3 The NW triggers the generic UE configuration update with the "network slicing subscription changed" indication. 

4 Upon reception of this indication, the UE deletes the network slicing information for PLMNs except the Default Configured NSSAI. 
Now, then especially, in case of HPLMN configuring the slicing information, how the UE can distinguish between the configured NSSAI per PLMN and the Default Configured NSSAI?
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This is basically the same discussion as in section 2.1 but in NW to UE direction. 
If we say that type of Default Configured NSSAI can be indicated/shared among NWs and UEs with the value itself, then we don’t need any dedicated indication (As in alternative 2 I section 2.1). If not, then we need some kind of dedicated indication so that UE can differentiate the configured NSSAI per PLMN from Default Configured NSSAI. 

Proposal#2: Choose either:

· Alt1-1 allocate a new indication IE

· Alt1-2 code the indication into S-NSSAI IE

· Alt2 no extension and the value itself can indicate Default Configured NSSAI
3. Conclusions

In summary, this discussion paper shows two discussion point:
· [2.1 Impact to UE to NW direction] UE to indicate Default Configured NSSAI to the NW, any impact?
· [2.2 Impact to NW to UE direction] UE to differentiate configured NSSAI per PLMN from Default Configured NSSAI, any impact? 
For these discussion points, this paper proposes to apply the same approach and choose either:

· Alt1-1 allocate a new indication IE;
· Alt1-2 code the indication into S-NSSAI IE; or
· Alt2 no extension and the value itself can indicate Default Configured NSSAI.
Corresponding change requests are proposed in:
· C1-186413 for Alt1-1;
· C1-186414 for Alt1-2; and
· C1-186415 for Alt2.
