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1. Introduction
Adds subclause for auto commencement for on demand session
2. Reason for Change
First change: removes subclauses that will be replaced by the second change.
Second change:

-
Replaces steps that decide commencement mode with a call to combined commencement mode subclause (originally subclause for manual commencement for PF). The decision is in the fourth change, which is derived from the client subclause 11.1.1.2.1.2.
-
Restores steps to bind IMPU and MCPTT ID from the original 24.379 (steps 4 and 5)
-
Add SIP OK (from the now removed 6.3.2.2.6.2) back to originating network.

Third change:
-
New subclause: The client subclause for terminating ondemand calls is now called by IWF performing the PF role. The client subclause is retained because most of the logic is there, rather than in the PF subclause (2nd change), which is mostly a pass-thru.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-030.
* * * First Change * * * *









* * * Second Change * * * *

111.1.1.3.2
Terminating procedures


Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the IWF performing the participating role:
1)
shall respond with a SIP 606 (not acceptable) with a body part as described in subclause 111.6.x if the IWF does not support one or more parameters of the call as described in subclause 111.6.y;
Editor's note:
Add subclauses 111.6.x and 111.6.y. 
2)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The IWF may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24], and shall not continue with the rest of the steps;
NOTE:
If the received SIP INVITE request contains an emergency indication set to a value of "true", the IWF can choose to accept the request.
3)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the IWF shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, and shall not continue with the rest of the steps;
4)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCPTT ID and public user identity;

5)
if the binding between the MCPTT ID and public user identity does not exist, then the IWF performing the participating role shall reject the SIP INVITE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
6)
the IWF may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 403 (Forbidden) response including warning text set to "127 user not authorised to be called in private call" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4;








1)
shall perform the steps in subclause 111.1.1.2.1.2.

[from 6.3.2.2.6.2]

The participating MCPTT function sends the SIP 200 (OK) response to the originating network:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.4; and

5)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].


* * * Third Change * * * *

111.1.1.2.1.2
IWF terminating procedures


The IWF performing the participating role:

1)
may reject the SIP INVITE request for 


any other reason outside the scope of this specification 
otherwise, continue with the rest of the steps.


2)
if the SIP INVITE request is rejected in step 1), shall respond toward the controlling MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) responseand skip the rest of the steps of this subclause;

3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":






c)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [78];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.180 [78];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.180 [78];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.180 [78]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.180 [78];

NOTE 3:
With the PCK successfully shared between the originating and the terminating parties, the IWF and the MCPTT client are able to use SRTP/SRTCP to create a secure session.










 





 
9)
shall perform the automatic commencement procedures specified in subclause 106.2.3.1.1 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the IWF is configured for automatic commencement mode for the user receiving the call;

c)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Auto" and the IWF is able to process an automatic commencement; and
10)
shall perform the manual commencement procedures specified in subclause 106.2.3.2.1 if either of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the the IWF is configured for manual commencement mode for the user receiving the call;

c)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Manual" and the IWF is able to process an manual commencement.

Upon receiving the SIP CANCEL request cancelling a SIP INVITE request for which a dialog exists at the IWF performing the participating role and a SIP 200 (OK) response has not yet been sent to the SIP INVITE request then the IWF performing the participating role:





3)
shall send a SIP 200 (OK) response to the SIP CANCEL request according to 3GPP TS 24.229 [4]; and

4)
shall send a SIP 487 (Request Terminated) response to the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receiving a SIP BYE request for an established dialog, the IWF performing the participating role:





2)
shall follow the procedures in subclause 111.1.4.2.


Editor's note:
Add subclause 111.1.4.2.
