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1. Introduction

In order to enable a data session to be transferred between EPS and 5GS in a network with N26 interface, when a data session is established in one system (EPS or 5GS), the network provides the UE with the mapped session parameters for the other system (5GS or EPS) in the PCO IE, ePCO IE or in the Mapped EPS bearer contexts IE. Upon inter-system change, once the data session is transferred, the UE starts using the parameters for the new system. The mapped session parameters include, among other parameters, the QoS rules (to be used in 5GS), and the TFTs (to be used in EPS).

2. Problem statement
The encoding of a QoS rule includes a “Rule operation code” field which can take the following values (see TS 24.501 subclause 9.10.4.9) 

Rule operation code 

0 0 0 Reserved 

0 0 1 Create new QoS rule 

0 1 0 Delete existing QoS rule 

0 1 1 Modify existing QoS rule and add packet filters 

1 0 0 Modify existing QoS rule and replace all packet filters 

1 0 1 Modify existing QoS rule and delete packet filters 

1 1 0 Modify existing QoS rule without modifying packet filters 

1 1 1 Reserved 
This means that the network can not only send a new QoS rule to the UE, but also delete an existing rule or modify it in various ways. When a QoS rule is added or modified while the UE is in 5GS, the UE is required to check the validity of the modification requested by the network (see C1-185828 and C1-185486 agreed at CT1#112). If the validity check fails, the UE sends the appropriate 5GSM cause value to the network via 5GSM signalling.
Similarly, a TFT can not only be added but also deleted or modified, and when this occurs while the UE is in EPS, the UE is required to check the validity of the modification requested by the network. If the validity check fails, the UE sends the  appropriate ESM cause value to the network via ESM signalling.
However, the following aspects are currently not specified:

1) whether the network can delete or modify a mapped QoS rule (resp. mapped TFT) for a data session while the UE is in EPS (resp. 5GS)

2) whether the UE is required to perform any validity check on the QoS rules (resp. TFTs) received while in EPS (resp. while in 5GS)
This can result in the following issues:

· if the network attempts to delete or modify e.g. one of the mapped QoS rules for a PDN connection while the UE is in EPS and the UE simply overwrites the stored QoS rules for that PDN connection with the newly received QoS rule information, all other mapped QoS rules for that PDN connection will be lost at the UE, and the UE will not be able to perform the modification on that one QoS rule (due to having deleted the previous copy of that one QoS rule)

· If the QoS rules (resp. TFTs) sent to the UE while the UE is in EPS (resp. 5GS) are invalid, upon inster-system change the UE will find itself unable to apply QoS correctly for the transferred data session
3.
Possible solutions
Solution 1: Network can delete or modify mapped QoS rules (resp. mapped TFTs) and UE is required to check validity of requested operations
In this solution, the network can use any Rule operation code (resp. TFT operation code) when sending mapped QoS rules (resp. mapped TFTs) to the UE via the PCO or ePCO (resp. via the Mapped EPS bearer contexts IE) while the UE is in EPS (resp. in 5GS). The UE has to perform the corresponding requested operations and check their validity. If the UE finds an error, the UE shall:
· In case an error is found with a QoS rule operation requested by the network while the UE is in EPS, report the error with an appropriate 5GSM cause value in the PCO or ePCO IE of an ESM message
· In case an error is found with a TFT operation requested by the network in the Mapped EPS bearer contexts IE while the UE is in 5GS, report the error with new 5GSM cause values (e.g. “semantic error in the mapped TFT operation”) in an 5GSM message
Pros of solution 1:

a) The network can handle the QoS information for the source system (e.g TFTs) in the same way as the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network simply adds the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer.
b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) as soon as they are received from the network (as opposed to detecting it only upon moving to the target system).
Cons of solution 1:

a) The solution requires the UE to perform QoS rule operation and validation (resp. TFT operation and validation) while in EPS (resp. 5GS). This means the UE effectively needs to have 2 NAS instances active at the same time: one 4G NAS instance since the UE is camping in EPS, and one 5G NAS instance to perform QoS rule operation and validation, which is not required to be supported by UEs operating in single-registration mode.
b) There is currently no procedure enabling the UE to report an error with mapped QoS rules (resp. mapped TFT rules) received by the UE in EPS (resp. in 5GS). New procedures would need to added to enable the UE to report an error with a mapped QoS rule while in EPS (via the PCO or ePCO) or to report an error with a mapped TFT while in 5GS (using 5GSM signalling).
Solution 2: Network can delete or modify mapped QoS rules (resp. mapped TFTs) but UE is not required to check validity of requested operations
In this solution, the network can use any Rule operation code (resp. TFT operation code) when sending mapped QoS rules (resp. mapped TFTs) to the UE via the PCO or ePCO (resp. via the Mapped EPS bearer contexts IE) while the UE is in EPS (resp. in 5GS). The UE performs the corresponding requested operations “blindly” without doing any validity check. Once the UE moves to the target system and successfully transfers the session, the UE then checks the validity of the QoS rules or TFTs for the session, and initiates appropriate ESM/5GSM signalling to report any errors.
Pros of solution 2:

a) The network can handle the QoS information for the source system (e.g TFTs) in the same way as the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network simply adds the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer.
b) The UE does not need to perform QoS rule operation validation (resp. TFT operation validation) while in EPS (resp. 5GS).
c) The solution does not require new procedures enabling the UE to report an error with mapped QoS rules (resp. mapped TFT rules) received by the UE is in EPS (resp. in 5GS)

Cons of solution 2:

a) The solution still requires the UE to perform QoS rule operation (resp. TFT operation and validation) while in EPS (resp. 5GS). This means the UE still effectively needs to have 2 NAS instances active at the same time: one 4G NAS instance since the UE is camping in EPS, and one 5G NAS instance to perform QoS rule operation, which is not required to be supported by UEs operating in single-registration mode.
b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) only upon moving to the target system.
c) Since the UE may have received successive modifications while on the source system, errors might have accumulated over time, making it hard for the network to determine exactly which operation(s) resulted in errors.

Solution 3: Network can delete or modify mapped QoS rules (resp. mapped TFTs) but UE only stores requested operations
In this solution, the network can use any Rule operation code (resp. TFT operation code) when sending mapped QoS rules (resp. mapped TFTs) to the UE via the PCO or ePCO (resp. via the Mapped EPS bearer contexts IE) while the UE is in EPS (resp. in 5GS). The UE only stores the requested operations without performing them or doing any validity check. Once the UE moves to the target system and successfully transfers the session, the UE performs all stored operations in the order in which they were received, checks their validity, and initiates appropriate ESM/5GSM signalling to report any errors.

Pros of solution 3:

a) The network can handle the QoS information for the source system (e.g TFTs) in the same way as the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network simply adds the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer.

b) The UE does not need to perform QoS rule operation and validation (resp. TFT operation and validation) while in EPS (resp. 5GS), which avoids having to have 2 NAS instances active at the same time at the UE.

c) The solution does not require new procedures enabling the UE to report an error with mapped QoS rules (resp. mapped TFT rules) received by the UE is in EPS (resp. in 5GS).

Cons of solution 3:

a) The solution requires the UE to store all requested QoS rule operation (resp. TFT operation and validation) while in EPS (resp. 5GS), which increases the required storage space at the UE.

b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) only upon moving to the target system

c) Since the UE may have received successive modifications while on the source system, errors might have accumulated over time, making it hard for the network to determine exactly which operation(s) resulted in errors.

Solution 4: Network always sends complete set of mapped QoS rules (resp. mapped TFTs) and UE replaces stored set with received set without doing any checking

In this solution, the contents of the mapped QoS rules (resp. mapped TFTs) which the network can send to the UE while in EPS (resp. in 5GS) is restricted to QoS rules with Rule operation code = ‘001’ i.e. Create new QoS rule (resp. TFT with operation code = ‘001’ i.e. Create new TFT). Furthermore, the network is required to always send a complete set of mapped QoS rules (resp. mapped TFTs), that is, not just a delta adding or modifying rules (resp. TFT) to the UE while the UE is in EPS (resp. in 5GS). This way, the UE only has to replace the stored mapped QoS rule (resp. mapped stored TFT) with the newly received mapped QoS rules (resp. mapped TFTs) without perfoming any operation or validation on these QoS rules (resp. TFTs). Once the UE moves to the target system and successfully transfers the session, the UE then checks the validity of the QoS rules or TFTs for the session, and initiates appropriate ESM/5GSM signalling to report any errors.
Pros of solution 4:

a) The UE does not need to perform QoS rule operation and validation (resp. TFT operation and validation) while in EPS (resp. 5GS), which avoids having to have 2 NAS instances active at the same time at the UE.
b) In case the session is released before inter-system change, the UE can just discard the the stored mapped QoS rules (resp. mapped stored TFT) without having to do any operation and validation.
Cons of solution 4:

a) The network needs to handle the QoS information for the source system (e.g TFTs) differently from the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network needs to locally add the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer and then send the complete resulting set of QoS rules to the UE instead of sending only the modified QoS rule to the UE.
b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) only upon moving to the target system.
c) Due to the length field of the TFT IE being only 1 octet long, it is possible that the complete set of packets filters will not fit in a single TFT IE. The length field of the QoS rules IE is 2 octets long, however the mapped QoS rules can be sent in the PCO, whose length field is only 1 octet long, consequently it is also possible that the complete set of QoS rules would not fit into one PCO IE.
Solution 4B: Network always sends as much of complete set of mapped QoS rules (resp. mapped TFTs) as fits in one PCO IE (resp. TFT IE) and UE replaces stored set with received set without doing any checking

This solution aims to resolve Cons c) of Solution 4 by proposing that in case the complete set of packet filters does not fit in one IE, the network sends whatever fits in the IE while the UE is on the source system, and sends the remainder of the packet filters after the UE moves to the target system. This means that for some time after the UE moves to the target system, the UE will not have the complete QoS information for the data session. In order not to affect transfer of user data, the UE should then not enforce any pre-conditions (e.g. no data for QCI=1 on the default EPS bearer) until the UE receives the rest of the QoS information from the network.

Pros of solution 4B:

a) The UE does not need to perform QoS rule operation and validation (resp. TFT operation and validation) while in EPS (resp. 5GS), which avoids having to have 2 NAS instances active at the same time at the UE.
Cons of solution 4B :

a) The network needs to handle the QoS information for the source system (e.g TFTs) differently from the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network needs to locally add the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer and then send the complete resulting set of QoS rules to the UE instead of sending only the modified QoS rule to the UE.

b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) only upon moving to the target system

c) For some time after an inter-system change, the UE will not have the complete QoS information, potentially causing some data that should normally be sent on a non-default QoS flow (resp. dedicated EPS bearer) with specific QoS treatment to be sent on the default QoS flow (resp. default EPS bearer) instead

Solution 4C: Network always sends complete set of mapped QoS rules (resp. mapped TFTs), if necessary in multiple PCO IEs (resp. TFT IEs) and UE replaces stored set with received set without doing any checking

This solution aims to resolve Cons c) of Solution 4B by proposing that in case the complete set of packet filters does not fit in one IE, the network fragments the set in multiple QoS rule IEs (resp. TFT IEs) then sends the first part of the set using Rule operation code “Create new QoS rule” (resp. TFT operation code “Create new TFT”) and the rest of the set using Rule operation code “Modify existing QoS rule and add packet filters” (resp. TFT operation code “Add packet filters to existing TFT”) so that the UE can distinguish between the case when the UE should overwrite the stored set of mapped QoS rules (resp. mapped TFTs) with the received set, and the case when the UE shall add the received set ot mapped QoS rules (resp. mapped TFTs) to the stored set.

Pros of solution 4C:

a) The UE does not need to perform QoS rule operation and validation (resp. TFT operation and validation) while in EPS (resp. 5GS), which avoids having to have 2 NAS instances active at the same time at the UE.
b) The network is always able to set the complete set of mapped QoS rules (resp. mapped TFTs) to the UE even if they do not fit into a single PCO IE (resp. TFT IE).
Cons of solution 4C:

a) The network needs to handle the QoS information for the source system (e.g TFTs) differently from the QoS information for the target system (i.e. mapped QoS rules). For instance, if the network adds one packet filter to the TFT of an EPS bearer while the UE is in EPS, the network needs to locally add the same packet filter to the QoS rule for the Qos flow mapping to that EPS bearer and then send the complete resulting set of QoS rules to the UE instead of sending only the modified QoS rule to the UE.

b) The UE will detect an issue with mapped QoS rules (resp. mapped TFTs) only upon moving to the target system.
c) The UE needs to handle both Rule operation code “Create new QoS rule” (resp. TFT operation code “Create new TFT”) and “Modify existing QoS rule and add packet filters (resp. “Add packet filters to an existing TFT”) while in EPS (resp. in 5GS).
4. Comparison of solutions
Solution 1 enables symmetrical handling of QoS information for the source and target system at the network, and also enables the UE to report an issue with mapped QoS rules (mapped TFTs) to the network while the UE is still on the source system. However it requires the UE to have 2 NAS instances active simultaneously, which significantly increases the UE’s complexity. It also requires error handling for one system while the UE is camped on the other system which increases complexity not only at the UE side but also at the network side.

Solution 2 provides only a minimal reduction in UE complexity by not requiring the UE to perform mapped QoS rules (resp. mapped TFTs) operation validation, and makes it difficult for the network determine exactly which operation(s) resulted in errors, if the UE reports errors after moving to the target system.

Solution 3 enables symmetrical handling of QoS information for the source and target system at the network, and avoids the requirement on the UE to have 2 NAS instances active simultaneously. However it requires the UE to store all received mapped QoS rules (resp. mapped TFTs) operation, which increases the required UE’s storage space, and makes it difficult for the network determine exactly which operation(s) resulted in errors, if the UE reports errors after moving to the target system.

Solution 4 greatly simplifies the UE’s implementation, but requires asymmetrical handling of QoS information for the source and target system at the network and limits the size of the mapped QoS rules (resp. mapped TFTs) set to whatever can fit in a PCO IE (resp. TFT IE).
Solution 4B resolves the size limitation of Solution 4, at the cost of potentially having traffic routed over the default QoS rule (resp. default EPS bearer context) for some time after an inter-system change.

Solution 4C resolves the size limitation of Solution 4, and resolves the issue of potentially having traffic routed over the default QoS rule (resp. default EPS bearer context) for some time after an inter-system change of Solution 4B, at the cost of requiring the UE to handle both Rule operation code “Create new QoS rule” and “Modify existing QoS rule and add packets filters” (resp. TFT operation code “Create new TFT” and “Add packet filters to an existing TFT”) while in EPS (resp. in 5GS). 

4. Proposal
It is proposed that CT1 discusses the solutions described in section 3 and selects a way forward.
CRs to TS 24.501 and TS 24.008 for Solution 1 are provided in, respectively, C1-186246 and C1-186248. A CR for solution 4C is provided in C1-186249.
