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In 5GS, the PDU session establishment procedure uses two messages only, where the last (2nd message) is sent from the network to the UE. 

Therefore, in 5GS the UE does not have the chance to reject the PDU session establishment.
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***** Next change *****
6.4.1.3
UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF emergency configuration data.
If interworking to EPS is supported for the PDU session, the SMF shall set in the PDU SESSION ESTABLISHMENT ACCEPT message:

a)
the Mapped EPS bearer contexts IE to the EPS bearer contexts mapped from one or more QoS flows of the PDU session context; and

b)
the EPS bearer identity parameter in the QoS rules IE to the EPS bearer identity corresponding to the QoS flow, for each QoS flow which can be transferred to EPS.

Furthermore, the SMF shall store the association between the QoS flow and the mapped EPS bearer context, for each QoS flow which can be transferred to EPS.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)
the received SSC mode in the SSC mode IE included in the PDU SESSION ESTABLISHMENT REQUEST message based on the subscription, the SMF configuration, or both.;

b)
either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration, if the SSC mode IE is not included in the PDU SESSION ESTABLISHMENT REQUEST message.
If the PDU session is an emergency PDU session, the SMF shall set the Selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to "SSC mode 1". If the PDU session is a non-emergency PDU session of "Ethernet" or "Unstructured" PDU session type, the SMF shall set the Selected SSC mode IE to "SSC mode 1" or "SSC mode 2". If the PDU session is a non-emergency PDU session of "IPv4", "IPv6" or "IPv4v6" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3".
If the PDU session is a non-emergency PDU session, the SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:

a)
the S-NSSAI of the PDU session; and

b)
the mapped configured S-NSSAI for the HPLMN, if available, in roaming scenarios.

The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the PDU session type of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4v6", the SMF shall select "IPv4", "IPv6" or "IPv4v6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
If the selected PDU session type is "IPv6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an interface identifier for the IPv6 link local address allocated to the UE in the PDU session.
If the selected PDU session type is "IPv4v6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address and an interface identifier for the IPv6 link local address, allocated to the UE in the PDU session.
The SMF shall set the DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the DNN of the PDU session.

The SMF shall set the Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

If the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and may include the RQ timer IE set to an RQ timer value in the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a Maximum number of supported packet filters IE, the SMF shall consider this number as the maximum number of packet filters that can be supported by the UE for this PDU session. Otherwise the SMF considers that the UE supports 16 packet filters for this PDU session.
If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session.
NOTE:
If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication (RQI) to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute (RQA) in QoS profile of the QoS flow during QoS flow establishment. 

If the selected PDU session type is "IPv6" or "IPv4v6" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the MH6-PDU bit set to "Multi-homed IPv6 PDU session supported", the SMF shall consider that this PDU session is supported to use multiple IPv6 prefixes.

If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [34], provided by the DN.

The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3580, shall release the allocated PTI value and shall consider that the PDU session was established.
The UE shall store the authorized QoS rules and session-AMBR received in the PDU SESSION ESTABLISHMENT ACCEPT message for the PDU session.
For a PDU session that is being established with the request type set to "initial request" or "initial emergency request", the UE shall verify the authorized QoS rules provided in the PDU SESSION ESTABLISHMENT ACCEPT message for different types of QoS rules IE errors as follows:

a)
Semantic errors in QoS operations:

1)
When the rule operation is "Create new QoS rule", and the DQR bit is set to "the QoS rule is the default QoS rule" when there’s already a default QoS rule.
2)
When the rule operation is "Create new QoS rule", and there is no rule with the DQR bit set to "the QoS rule is the default QoS rule".
3)
When the rule operation is "Create new QoS rule" and two or more QoS rules associated with this PDU session would have identical precedence values.
4)
When the rule operation is an operation other than "Create a new QoS rule".
In case 4, if the rule operation is for a non-default QoS rule, the UE shall send a PDU SESSION MODIFICATION REQUEST message to delete the QoS rule with 5GSM cause #AA "semantic error in the QoS operation".
Otherwise for all the cases above, the UE shall initiate a PDU session release procedure by sending a PDU SESSION RELEASE REQUEST message with 5GSM cause #AA "semantic error in the QoS operation".
b)
Syntactical errors in QoS operations:
1)
When the rule operation is "Create new QoS rule" and the packet filter list in the QoS rule is empty.
2)
When the rule operation is "Modify existing QoS rule and delete packet filters", and the packet filter list in the resultant QoS rule is empty.
3)
When there are other types of syntactical errors in the coding of the QoS rules IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.
In case 1 or case 2, if the QoS rule is not the default QoS rule, the UE shall send a PDU SESSION MODIFICATION REQUEST message including a requested QoS rule IE to delete the QoS rule with 5GSM cause #BB "syntactical error in the QoS operation. Otherwise, if the QoS rule is the default QoS rule, the UE shall initiate a PDU session release procedure by sending a PDU SESSION RELEASE REQUEST message with 5GSM cause #BB "syntactical error in the QoS operation".


In case 3, if the QoS rule is the default QoS rule, the UE initiate a PDU session release procedure by sending a PDU SESSION RELEASE REQUEST message with 5GSM cause #BB "syntactical error in the QoS operation". Otherwise, the UE shall send a PDU SESSION MODIFICATION REQUEST message including a requested QoS rule IE to delete the QoS rule with 5GSM cause #BB "syntactical error in the QoS operation.

c)
Semantic errors in packet filters:
1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.


If the QoS rule is the default QoS rule, the UE shall initiate a PDU session release procedure by sending a PDU SESSION RELEASE REQUEST message with 5GSM cause #44 "semantic error in packet filter(s)". Otherwise, the UE shall send a PDU SESSION MODIFICATION REQUEST message to delete the QoS rule with 5GSM cause #44 "semantic error in packet filter(s)".
d)
Syntactical errors in packet filters:

1)
When the rule operation is "Create new QoS rule" and two or more packet filters in the resultant QoS rule would have identical packet filter identifiers.

2)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.
If the QoS rule is the default QoS rule, the UE shall initiate a PDU session release procedure by sending a PDU SESSION RELEASE REQUEST message with 5GSM cause #45 "syntactical errors in packet filter(s)". Otherwise, the UE shall send a PDU SESSION MODIFICATION REQUEST message to delete the QoS rule with 5GSM cause #45 "syntactical errors in packet filter(s)".

The UE shall store the mapped EPS bearer contexts, if received in the PDU SESSION ESTABLISHMENT ACCEPT message. Furthermore, the UE shall also store the association between the QoS flow and the mapped EPS bearer context, for each QoS flow which can be transferred to EPS, based on the received EPS bearer identity parameter in QoS rules IE and the mapped EPS bearer contexts.

If the UE requests the PDU session type "IPv4v6" and:

a)
the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or

b)
 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";

the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) with a single address PDN type (IPv4 or IPv6) other than the one already activated.

If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv6" until the PDU session is released.

If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv4" until the PDU session is released.

If the selected PDU session type of the PDU session is "Unstructured" or "Ethernet", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more QoS rules received in the QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message contains an EPS bearer identity (EBI) then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more QoS rules.
***** Next change *****
6.4.2.2
UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.
The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session.
The UE shall not perform the UE-requested PDU session modification procedure for a PDU session for LADN when the UE is located outside the LADN service area.

If the UE requests a specific QoS handling, the UE shall include the requested QoS rules IE indicating requested QoS rules for the specific QoS handling.
If the UE is performing the PDU session modification procedure to indicate the support of reflective QoS after an inter-system change from S1 mode to N1 mode, the UE should set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.

If the UE is performing the PDU session modification procedure to revoke the previously indicated support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message. The UE shall not indicate support for reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.

NOTE:
The determination to revoke the usage of reflective QoS by the UE for a PDU session is implementation dependent.
If the UE is performing the PDU session modification procedure to indicate the support of Multi-homed IPv6 PDU session after an inter-system change from S1 mode to N1 mode, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.

If the UE is performing the PDU session modification procedure to indicate that the UE can support more than 16 packet filters for this PDU session, the UE shall indicate the maximum number of packet filters that can be supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message.

If the UE is performing the PDU session modification procedure to request the deletion of a non-default QoS rule due to errors in QoS operations or packet filters, the UE shall include the 5GSM cause IE in the PDU SESSION MODIFICATION REQUEST message as described in subclause 6.4.1.3.

To indicate a change of 3GPP PS data off UE status associated to a PDU session, the UE shall include the extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and set the 3GPP PS data off UE status.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3581 (see example in figure 6.4.2.2.1).
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Figure 6.4.2.2.1: UE-requested PDU session modification procedure
***** Next change *****
6.4.3.2
UE-requested PDU session release procedure initiation
In order to initiate the UE-requested PDU session release procedure, the UE shall create an PDU SESSION RELEASE REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION RELEASE REQUEST message to the allocated PTI value.
The UE shall transport the PDU SESSION RELEASE REQUEST message and the PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3582 (see example in figure 6.4.3.2.1).
If the UE is releasing the PDU session due to errors in QoS operations or packet filters for the default QoS rule, the UE shall include the 5GSM cause IE in the PDU SESSION RELEASE REQUEST message as described in subclauses 6.4.1.3.
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Figure 6.4.3.2.1: UE-requested PDU session release procedure
***** Next change *****
8.3.7
PDU session modification request

8.3.7.1
Message definition

The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the SMF to request a modification of a PDU session. See table 8.3.7.1.1.
Message type:
PDU SESSION MODIFICATION REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.7.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

9.7
	M
	V
	1

	28
	5GSM capability
	5GSM capability

9.10.4.1
	O
	TLV
	3-15

	55
	Maximum number of supported packet filters
	Maximum number of supported packet filters

9.10.4.6
	O
	TV
	3

	7A
	Requested QoS rules
	QoS rules

9.10.4.9
	O
	TLV-E
	3-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.10.4.4
	O
	TLV-E
	4-65538

	xx
	5GSM cause
	5GSM cause

9.10.4.2
	O
	TV
	2


8.3.7.2
5GSM capability
This IE is included in the message after inter-system change from S1 mode to N1 mode:
a)
if the PDU session is of "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type, and the UE supports reflective QoS or revokes the previously indicated support of reflective QoS; or

b)
if the PDU session is of "IPv6" or "IPv4v6" PDU session type, and the UE supports acting as a type C host as specified in IETF RFC 4191 [36].
8.3.7.3
Maximum number of supported packet filters
This IE shall be included in the message when the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet", the UE can support more than 16 packet filters for this PDU session, and the UE is sending the message after an inter-system change from S1 mode to N1 mode.
8.3.7.4
Requested QoS rules
This IE is included in the message when the UE requests a specific QoS handling.
8.3.7.5
Extended protocol configuration options
This IE is included in the message when the UE wants to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.7.y
5GSM cause
This IE is included in the message when the UE releases the PDU session due to semantic or syntactical errors in QoS operations, or due to semantic or syntactical errors in packet filters.
***** Next change *****
8.3.12
PDU session release request

8.3.12.1
Message definition

The PDU SESSION RELEASE REQUEST message is sent by the UE to the SMF to request a release of a PDU session. See table 8.3.12.1.1.
Message type:
PDU SESSION RELEASE REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.12.1.1: PDU SESSION RELEASE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION RELEASE REQUEST message identity
	Message type

9.7
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.10.4.4
	O
	TLV-E
	4-65538

	xx
	5GSM cause
	5GSM cause

9.10.4.2
	O
	TV
	2


8.3.12.2
Extended protocol configuration options
This IE is included in the message when the UE wants to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.12.y
5GSM cause
This IE is included in the message when the UE releases the PDU session due to semantic or syntactical errors in QoS operations, or due to semantic or syntactical errors in packet filters.
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