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	Reason for change:
	Although there is no NAS security container that is used for N1 to S1 mode handover, the UE still needs to use the DL NAS COUNT to create a mapped EPS security context, i.e. derive K'ASME from KAMF. Hence, the DL NAS COUNT should be provided to the UE as part of the handover signaling (i.e. at RRC) as a parameter (i.e. not as a security container) similar to the NAS security parameters from E-UTRA IE that is defined and used in TS 24.301 for handover from E-UTRA to UMTS.

	
	

	Summary of change:
	The AMF signals the DL NAS COUNT to the UE via RRC handover signaling during handover from N1 to S1 mode. The UE uses the received DL NAS COUNT to derive the mapped EPS security context.
The description and IE that carries the DL NAS COUNT are introduced.

	
	

	Consequences if not approved:
	The UE will not be able to derive the mapped EPS security context leading to handover failure.
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***** Next change *****
9.10.2.x
N1 mode to S1 mode NAS transparent container
The purpose of the N1 mode to S1 mode NAS transparent container information element is to provide the UE with information that enables the UE to create a mapped EPS security context.

The N1 mode to S1 mode NAS transparent container information element is coded as shown in figure 9.10.2.x.1 and table 9.10.2.x.1.

The N1 mode to S1 mode NAS transparent container is a type 3 information element with a length of 2 octets.

The value part of the N1 mode to S1 mode NAS transparent container information element is included in specific information elements within some RRC messages sent to the UE; see 3GPP TS 38.331 [30]. For these cases the coding of the information element identifier and length information is defined in 3GPP TS 38.331 [30]. 
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	N1 mode to S1 mode NAS transparent container IEI
	octet 1

	Sequence number
	octet 2


Figure 9.10.2.x.1: N1 mode to S1 mode NAS transparent container information element

Table 9.10.2.x.1: N1 mode to S1 mode NAS transparent container information element

	Sequence number (octet 2)

	

	This field is coded as the Sequence number information element (see subclause 9.9).

	


