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1. Introduction
Adds subclause 106.3.3.1.13.2 Determining authorisation for initiating an MCPTT emergency group or private call. And adds subclause 106.3.3.1.13.5 Determining authorisation for initiating an MCPTT imminent peril call

2. Reason for Change
The existing TS 24.379 subclauses cannot be referenced because:

-
The IWF need not use a CMS to store user profiles, reference to CMS are removed.
The third change has a subclause that references a subclause that changes, so it cannot be referenced in the existing TS 24.379.
3. Conclusions

4. Proposal

It is proposed to agree the following change to 3GPP TR 24.883-020.
* * * First Change * * * *
106.3.3.1.13.2
Determining authorisation for initiating an MCPTT emergency group or private call

If the IWF performing the controlling role has received a SIP request for an MCPTT group call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true" and:
1)
if the MCPTT user is authorized by the IWF to initiate emergency calls and if the group is configured to allow emergency calls, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call and skip the remaining step; or;

NOTE:
How the IWF determines whether the user is authorized to initiate an emergency group call and whether the group supports emergency calls is out of scope of the current document.

2)
if the IWF performing the controlling role does not consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call by step 1) above, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an unauthorised request for an MCPTT emergency group call.
If the IWF performing the controlling role has received a SIP request for an MCPTT private call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role determines whether the user is authorized to initiate an emergency private call. 

NOTE:
How the IWF determines whether the user is authorized to initiate an emergency private call is out of scope of the current document.
Editor's note:
How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
* * * Second Change * * * *
106.3.3.1.13.5
Determining authorisation for initiating an MCPTT imminent peril call

If the IWF performing the controlling role has received a SIP request with the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true"; and 
1)
if the MCPTT user is authorized by the IWF performing the controlling role to initiate an imminent peril call; and

2)
if the IWF allows the group to support imminent peril calls.

NOTE:
How the IWF authorizes the user to initiate imminent peril calls and how the IWF determines whether to allow imminent peril calls on a group is out of scope of the present document.
then the MCPTT imminent peril call request shall be considered to be an authorised request for an MCPTT imminent peril call. In all other cases, it shall be considered to be an unauthorised request for an MCPTT imminent peril call.

Editor's note:
How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
* * * Third Change * * * *
106.3.3.1.14
Generating a SIP 403 response for priority call request rejection

If the IWF performing the controlling role has received a SIP request with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is set to "true" and this is an unauthorised request for an MCPTT emergency call as determined by the procedures of subclause 106.3.3.1.13.2, the controlling MCPTT function shall:

1)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to a value of "false".
