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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CID


Context ID

CSK


Client-Server Key 
ECGI


E-UTRAN Cell Global Identification

IPEG


In-Progress Emergency Group

IPEPC


In-Progress Emergency Private Call
IPIG


In-Progress Imminent peril Group
MBMS


Multimedia Broadcast and Multicast Service
MBSFN


Multimedia Broadcast multicast service Single Frequency Network
MCPTT


Mission Critical Push To Talk

MCPTT group ID

MCPTT group Identity
MC


Mission Critical
MCS


Mission Critical Service
MEA


MCPTT Emergency Alert

MEG


MCPTT Emergency Group

MEGC


MCPTT Emergency Group Call
MEPC


MCPTT Emergency Private Call

MEPP


MCPTT Emergency Private Priority
MES


MCPTT Emergency State
MIME


Multipurpose Internet Mail Extensions

MIG


MCPTT Imminent peril Group

MIGC


MCPTT Imminent peril Group Call
MONP


MCPTT Off-Network Protocol
MPEA


MCPTT Private Emergency Alert
NAT


Network Address Translation
PCC


Policy and Charging Control

PCCB


Private Call Call-Back
PLMN


Public Land Mobile Network
QCI


QoS Class Identifier
ROHC


Robust Header Compression
RTP


Real-time Transport Protocol

SAI


Service Area Identifier

SDP


Session Description Protocol

SIP


Session Initiation Protocol
SPK


Signalling Protection Key

SSRC


Synchronization SouRCe
TGI


Temporary MCPTT Group Identity

TMGI


Temporary Mobile Group Identity

UE


User Equipment

URI


Uniform Resource Identifier
XPK


XML Protection Key
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14.2.2.2
Sending an initial MBMS bearer announcement procedure

For each MCPTT client that the participating MCPTT function is sending an MBMS bearer announcement to, the participating MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";

5)
shall include one application/sdp MIME body conforming to 3GPP TS 24.229 [4] where the application/sdp MIME body and:

a)
shall include the Content-Disposition header field with the value "render"; and

b)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio and media control. Additional the participating MCPTT function:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6;

ii)
shall set port number of the media line to 9;

ii)
shall include the "a=rtcp-mux" attribute as specified in IETF RFC 5761 [39]; and

iii)
shall include the "a=rtcp:9" as specified in IETF RFC 5761 [39].

c)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio only. Additional the participating MCPTT function:

i)
shall set the c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 1:
If an MBMS subchannel for audio only is included, the "a=rtcp-mux" and "a=rtcp:" attributes are not included in the media line.

d)
shall include one "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the general purpose MBMS subchannel. The media line shall include a valid multicast IP address and a valid port number. If the protection of MBMS subchannel control messages sent over the general purpose MBMS subchannel of the MBMS bearer is required, the participating MCPTT function also includes an "a=key-mgmt" media-level attribute. The participating MCPTT function:
i)
shall encrypt the MSCCK to a UID associated to the targeted MCPTT ID and a time related parameter as described in 3GPP TS 33.179 [46];

ii)
shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated MSCCK and MSCCK-ID as specified in 3GPP TS 33.179 [46];

iii)
shall add the public service identity of the participating MCPTT function to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];
iv)
shall sign the MIKEY-SAKKE I_MESSAGE using the public service identity of the participating MCPTT function signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.179 [46]; and
v)
shall include the "mikey" key management and protocol identifier and the signed MIKEY-SAKKE I_MESSAGE in the value of the a=key-mgmt" media-level attribute according to IETF RFC 4567 [47]; and

NOTE 2:
The media parameters to be used by the MBMS subchannel for media is included in the Map Group To Bearer message defined in 3GPP TS 24.380 [5] and not included in this application/sdp MIME body.

e)
if "m=audio" media lines to be used in an MBMS subchannel for audio only are included above, shall include one or more "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for floor control messages. The media line:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 3:
The use of a separate MBMS subchannel for floor control is optional. When a separate MBMS subchannel for floor control is not used, floor control messages are sent in the MBMS subchannel for media.

6)
shall include an application/vnd.3gpp.mcptt-mbms-usage-info+xml MIME body defined in clause F.2 with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers. Each set of an <announcement> element:
a)
shall include a TMGI value in the <TMGI> element;

NOTE 4:
The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
NOTE 5:
The security key active for the general purpose MBMS subchannel on which the mapping (i.e. the MapGroupToBearer message) of media or media control to this MBMS bearer was indicated, is used for MBMS subchannels on this MBMS bearer, unless a different key or an indication of not using encryption is in place.
b)
shall include the QCI value in the <QCI> element;

c)
if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;

NOTE 6:
In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.

d)
shall include one or more MBMS service area IDs in the <mbms-service-areas> element; 

NOTE 7:
Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the MapGroupToBearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the MCPTT client can continue (until UnmapGroupToBearer is received or until timeout) throughout the entire MBMS service area of this bearer.
e)
may include the <report-suspension> element and set it to "true" value or the "false" value;
NOTE 8:
The participating function can choose to direct some clients not to send an MBMS bearer suspension report when notified by RAN, by including the <report-suspension> element set to "false". The purpose is to prevent an avalanche of identical reports sent by clients roughly at the same time, to report the suspension of the same MBMS bearer. The way the participation function determines which clients are to send or not to send the report is outside the scope of the present document.
f)
if the MBMS bearer is carrying the general purpose MBMS subchannel, shall include one <GPMS>element, giving the number of the "m=application" media line in the application/sdp MIME body generated in step 5 above to be used for the general purpose MBMS subchannel; and
g)
if the packet headers are compressed with ROHC specified in RFC 5795 [x1] in this MBMS bearer, the <anyExt> element in the <announcement> element in the <mcptt-mbms-usage-info> element shall include the <mcptt-mbms-rohc> element defined in subclause F.2.3.
7)
shall include the MBMS public service identity of the participating MCPTT function in the P-Asserted-Identity header field;
8)
shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml", the <mcptt-request-uri> element set to the MCPTT ID of the user; and
9)
shall send the SIP MESSAGE request towards the MCPTT client according to 3GPP TS 24.229 [4].
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F.2.3
Semantic

The <mcptt-mbms-usage-info> element is the root element of the XML document. The <mcptt-mbms-usage-info> element contains the subelements:
1)
<mbms-listening-status> containing the following elements:
a)
<mbms-listening-status> element contains a string used to indicate the MCPTT listening status:
-
The value "listening" indicates that the MCPTT client now is receiving RTP media packets and floor control messages over the MBMS subchannel in the session identified by the <session-id> element or if the <general-purpose> element is set to "true", that the MCPTT client is now listening to the general purpose MBMS subchannel.

-
The value "not-listening" indicates that the MCPTT client has stopped listening to the MBMS subchannel in the session identified by the <session-id> element or, if the <general-purpose> element is set to "false", that the MCPTT client no longer listens to the general purpose MBMS subchannel.


Table F.2.3-1 shows the ABNF of the <mbms-listening-status> element.

Table F.2.3-1: ABNF syntax of values of the <mbms-listening-status> element

mbms-listening-status = listening-value / not-listening-value

listening-value = %x6c.69.73.74.65.6e.69.6e.67 ; "listening" 

not-listening-value = %x6e.6f.74.2d.6c.69.73.74.65.6e.69.6e.67 ; "not-listening"

b)
<session-id> element contains the value of the URI received in the Contact header field received from the controlling MCPTT function when an on-demand session was established, or from the participating MCPTT function in the Connect message when the session was established over a pre-established session. This element is mandatory if the <general-purpose> element is not present in the application/vnd.3gpp.mcptt-mbms-usage-info+xml MIME body.
c)
<general-purpose> element is a boolean with the following meaning:

-
True indicates that the MCPTT client is listening to the general purpose MBMS subchannel associated to the TMGI(s) in the <TMGI> element(s) but have not yet received a Map Group To bearer message for any session that the MCPTT client is involved in.
-
False indicates that the MCPTT client is not listening to the general purpose MBMS subchannel any longer.

Absence of the <general-purpose> element requires that the <session-id> element is present in the application/vnd.3gpp.mcptt-mbms-usage-info+xml; and
d)
<TMGI> element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [43] subclause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [43] subclause 10.5.6.13).

2)
<mbms-suspension-status> contains te following subelements:
a)
<mbms-suspension-status>: element is a string used to indicate the MBMS bearers intended suspension status:
-
The value "suspending" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period .

-
The value "not-suspending" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period.


Table F.2.3-2 shows the ABNF of the <mbms-suspension-status> element.

Table F.2.3-2: ABNF syntax of values of the <mbms-suspension-status> element

mbms-suspension-status = suspending-value / not-suspending-value

suspending-value = %x73.75.73.70.65.6e.64.69.6e.67 ; "suspending" 

not-suspending-value = %x6e.6f.74.2d.73.75.73.70.65.6e.64.69.6e.67 ; "not-suspending"

b)
<number-of-reported-bearers>: a hex binary number denoting the total number of occurrences of the <suspended-TMGI> and <other-TMGI> elements reported as part of the MBMS bearer suspension status;
c)
<suspended-TMGI>: contains a TMGI that is being reported as about to be suspended or as no longer about to be suspended; and
d)
<other-TMGI>: contains a TMGI that is not being reported as about to be suspended or as no longer about to be suspended, but which shares the same MCH with MBMS bearers reported in the <suspended-TMGI> elements;
3)
<announcement>element containing the following elements:
a)
<TMGI>:contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [43] subclause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [43] subclause 10.5.6.13);
b)
<QCI>:element containing QCI information used by the ProSe UE-Network Relay to determine the ProSe Per-Packet Priority value to be applied for the multicast packets relayed to Remote UE over PC5. QCI values are defined in 3GPP TS 23.203 [41];

c)
<frequency>:element containing identification of frequency in case of multi carrier support. The <frequency> element is coded as specified in 3GPP TS 29.468 [42];
NOTE 1:
In the current release the frequency in the <frequency> element is the same as the frequency used for unicast.
d)
<mbms-service-areas>:element is a list of MBMS service area IDs for the applicable MBMS broadcast area as specified in 3GPP TS 23.003 [40] for Service Area Identifier (SAI), and with the encoding as specified in 3GPP TS 29.061 [74] for the MBMS-Service-Area AVP;


e)
<GPMS>
element is a positive integer that gives the number of the media line containing the general purpose MBMS subchannel in the application/sdp MIME body attached to the SIP MESSAGE request containing the MBMS announcements;

f)
<report-suspension>: element is a boolean with the followin meaning:

-
True indicates that the MCPTT client is instructed to notify the MCPTT server when it becomes aware of an intended change in the suspension status of a listened MBMS bearer.
-
False indicates that the MCPTT client is instructed not to notify the MCPTT server if it becomes aware of an intended change in the suspension status of a listened MBMS bearer; and
g)
<anyExt> element can contain the following elements not shown in the XML schema:
i)
< mcptt-mbms-rohc> element: presence of the < mcptt-mbms-rohc> element indicates that the flows delivered by the announced MBMS bearer are header compressed with ROHC as specified in RFC 5795 [x1] and RFC 3095 [x2]; and
ii)
<max-cid> element: of type integer restricted to the range 1 to 16383 indicating the maximum CID value that can be used by the header compressor, see subclause 5.1.2 in RFC 5795 [x1]). If max-cid > 15 then the header compressor uses the large CID representation. Else, the header compressor uses the small CID representation; and











4)
<version> is an element of type "xs:integer" indicating the version of the application/vnd.3gpp.mbms-usage-info MIME body. In this version the <version element> indicates "1".
<SDP-ref>:
A URL with a cid url as specified in IETF RFC 5368 [38] referring to a SDP MIME body in the SIP MESSAGE request.

<mbms-defaultMuSiK-download>
is included in <anyExt> element of the <mcptt-mbms-usage-info-Type> element and provides information for default MuSiK download.
NOTE 2:
When included, the <mbms-defaultMuSiK-download> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <anyExt> element.

<mbms-explicitMuSiK-download>
is included in <anyExt> element of the <mcptt-mbms-usage-info-Type> element and provides information for explicit MuSiK download:
NOTE 3:
When included, the <mbms-explicitMuSiK-download> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <anyExt> element.

<group>:
Contains the identity, in the form of a URI, of a group for which the MuSiK download is performed.
The recipient of the XML ignores any unknown element and any unknown attribute.













***** End of change *****
