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***** First change *****
12.3.2.14
Method for server-initiated transaction
This parameter is used to indicate the capability of the UE to support methods other than OMA Push (e.g., HTTP long polling method) for server initiated procedures for EPC-level ProSe discovery. It is an integer in the 0-255 range encoded as follows:

0
No extra methods available

1
HTTP long polling

2-255
Unused
***** Next change *****
12.5.1.17
Relay Service Code
The purpose of the Relay Service Code information element is to indicate the parameter defined in subclause 12.2.2.51. 

The Relay Service Code information element is coded as shown in figure 12.5.1.17.1 and table 12.5.1.17.1.
The Relay Service Code is a type 3 information element with a length of 4 octets. The IEI of the Relay Service Code IE is 25.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Relay Service Code  IEI
	octet 1

	Relay Service Code
	octet 2

	:
	octet 4


Figure 12.5.1.17.1: Relay Service Code information element

Table 12.5.1.17.1: Relay Service Code information element
	Relay Service Code value (octet 2 to 4)

This contains the 24-bit Relay Service Code.



12.5.1.18
GPI
The purpose of the GPI information element is to include the GBA Push Information as defined in 3GPP TS 33.223 [42]. 
The GPI information element is coded as shown in figure 12.5.1.18.1 and table 12.5.1.18.1.
The GPI is a type 3 information element with a variable length. The IEI of the GPI IE is 24.

	8
	7
	6
	5
	4
	3
	2
	1
	

	GPI IEI
	octet 1

	Length of GPI contents
	octet 2

	GPI 
:
	octet 3


	:
	octet n


Figure 12.5.1.18.1: GPI information element

Table 12.5.1.18.1: GPI information element
	GPI value (octet 3 to 9)

GPI message layout as defined in 3GPP TS 33.223 [42]




12.5.1.19
PRUK ID
The purpose of the PRUK ID information element is to provide the ProSe UE-to-network relay with the latest PRUK ID at the remote UE when the remote UE triggers rekeying.

The PRUK ID information element is coded as shown in figure 12.5.1.19.1 and table 12.5.1.19.1.
The PRUK ID is a type 3 information element with a length of 9 octets. The IEI of the PRUK ID IE is 8.

	8
	7
	6
	5
	4
	3
	2
	1
	

	PRUK ID IEI
	octet 1

	PRUK ID
:
	octet 2


	:
	octet 9


Figure 12.5.1.19.1: PRUK ID information element

Table 12.5.1.19.1: PRUK ID information element
	PRUK ID value (octet 2 to 9)

This contains the PRUK ID



12.5.1.20
AUTS
The purpose of the AUTS information element is to provide the network with the necessary information to begin a re-synchronisation as part of the AKA procedure (see 3GPP TS 33.102 [41]).
The AUTS information element is coded as shown in figure 12.5.1.20.1 and table 12.5.1.20.1.
The AUTS is a type 3 information element with a length of 15 octets. The IEI of the AUTS IE is 9.

	8
	7
	6
	5
	4
	3
	2
	1
	

	AUTS IEI
	octet 1

	AUTS
:
	octet 2


	:
	octet 15


Figure 12.5.1.20.1: AUTS information element

Table 12.5.1.20.1: AUTS information element
	AUTS value (octet 2 to 15)

This contains AUTS (see 3GPP TS 33.102 [41])




12.5.1.21
RAND

The purpose of the RAND information element is to provide the mobile station with a non-predictable challenge for the AKA procedure.

The RAND information element is coded as shown in figure 12.5.1.21.1 and table 12.5.1.21.1.
The RAND is a type 3 information element with a length of 17 octets. The IEI of the RAND IE is 10.
	8
	7
	6
	5
	4
	3
	2
	1
	

	RAND IEI
	octet 1

	RAND value
	octet 2

	
	

	
	octet 17




Figure 12.5.1.21.1: RAND information element

Table 12.5.1.21.1: RAND information element
	RAND value (octet 2, 3,... and 17)
The RAND value consists of 128 bits. 


12.5.1.22
UE Security Capabilities
The UE Security Capabilities information element is used to indicate which security algorithms are supported by the UE. 
The UE Security Capabilities information element is coded as shown in figure 12.5.1.22.1 and table 12.5.1.22.1.

The UE Security Capabilities is a type 3 information element with a length of 3 octets. The IEI of the UE Security Capabilities IE is 11.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE security capabilities IEI
	octet 1

	EEA0
	128-

EEA1
	128-

EEA2
	128-

EEA3
	EEA4
	EEA5
	EEA6
	EEA7
	octet 2

	EIA0
	128-

EIA1
	128-

EIA2
	128-

EIA3
	EIA4
	EIA5
	EIA6
	EIA7
	octet 3


Figure 12.5.1.22.1: UE Security Capabilities information element

Table 12.5.1.22.1: UE Security Capabilities information element

	EPS encryption algorithms supported (octet 2)

	

	EPS encryption algorithm EEA0 supported (octet 2, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	

	EPS encryption algorithm 128-EEA1 supported (octet 2, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	

	EPS encryption algorithm 128-EEA2 supported (octet 2, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	

	EPS encryption algorithm 128-EEA3 supported (octet 2, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	

	EPS encryption algorithm EEA4 supported (octet 2, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	

	EPS encryption algorithm EEA5 supported (octet 2, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	

	EPS encryption algorithm EEA6 supported (octet 2, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	

	EPS encryption algorithm EEA7 supported (octet 1, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	

	EPS integrity algorithms supported (octet 3)

	

	EPS integrity algorithm EIA0 supported (octet 3, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	

	EPS integrity algorithm 128-EIA1 supported (octet 3, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	

	EPS integrity algorithm 128-EIA2 supported (octet 3, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	

	EPS integrity algorithm 128-EIA3 supported (octet 3, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	

	EPS integrity algorithm EIA4 supported (octet 3, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	

	EPS integrity algorithm EIA5 supported (octet 3, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	

	EPS integrity algorithm EIA6 supported (octet 3, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	

	EPS integrity algorithm EIA7 supported (octet 3, bit 1)

	0
	
	
	
	EPS integrity algorithm EIA7 not supported

	1
	
	
	
	EPS integrity algorithm EIA7 supported


12.5.1.23
Chosen Algorithms
The purpose of the Chosen Algorithms information element is to indicate the algorithms to be used for ciphering and integrity protection.

The Chosen Algorithms information element is coded as shown in figure 12.5.1.23.1 and table 12.5.1.23.1.

The Chosen Algorithms is a type 3 information element with a length of 2 octets. The IEI of the Chosen Algorithms IE is 12.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Chosen Algorithms IEI
	octet 1

	0

spare
	Type of ciphering algorithm
	0

spare
	Type of integrity protection algorithm
	octet 2


Figure 12.5.1.23.1: Chosen Algorithms information element

Table 12.5.1.23.1: Chosen Algorithms information element

	Type of integrity protection algorithm (octet 2, bit 1 to 3)

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	EPS integrity algorithm EIA0 (null integrity protection algorithm)

	0
	0
	1
	
	EPS integrity algorithm 128-EIA1

	0
	1
	0
	
	EPS integrity algorithm 128-EIA2

	0
	1
	1
	
	EPS integrity algorithm 128-EIA3

	1
	0
	0
	
	EPS integrity algorithm EIA4

	1
	0
	1
	
	EPS integrity algorithm EIA5

	1
	1
	0
	
	EPS integrity algorithm EIA6

	1
	1
	1
	
	EPS integrity algorithm EIA7

	

	Type of ciphering algorithm (octet 2, bit 5 to 7)

	Bits

	7
	6
	5
	
	

	0
	0
	0
	
	EPS encryption algorithm EEA0 (null ciphering algorithm)

	0
	0
	1
	
	EPS encryption algorithm 128-EEA1

	0
	1
	0
	
	EPS encryption algorithm 128-EEA2

	0
	1
	1
	
	EPS encryption algorithm 128-EEA3

	1
	0
	0
	
	EPS encryption algorithm EEA4

	1
	0
	1
	
	EPS encryption algorithm EEA5

	1
	1
	0
	
	EPS encryption algorithm EEA6

	1
	1
	1
	
	EPS encryption algorithm EEA7

	

	Bit 4 and 8 of octet 2 are spare and shall be coded as zero.

	


***** Next change *****
12.5.1.31
Nonce_2

The purpose of the Nonce_2 information element is to indicate the nonce value generated by the UE which initiated the direct security mode control procedure.

The Nonce_2 IE is a type 3 information element, with a length of 16 octets. The IEI of the Nonce_2 IE is 20.

The Nonce_2 information element is coded as shown in figure 12.5.1.31.1 and table 12.5.1.31.1. 
	8
	7
	6
	5
	4
	3
	2
	1
	

	Nonce_2 IEI
	octet 1

	Nonce_2 Content
	octet 2



	
	octet 17


Figure 12.5.1.31.1: Nonce_2 information element

Table12.5.1.31.1: Nonce_2 information element

	Nonce_2 value (octet 2 to 17)

This contains the 128-bit nonce value.




***** End of changes *****
