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	23.040
	0153
	-
	Rel-15
	Mobile radio interface layer 3 spec reference update
	F
	15.1.0
	
	C1-184248
	Nokia, Nokia Shanghai Bell
	TEI15
	2, 3.3, 3.3.0 (new), 3.3.2, 8.1.3, 9.1.2.3,
	
	Currently 23.040 is referencing 44.008 as spec for Mobile radio interface layer 3 specification. TS 44.008 was withdrawn years ago. The reference should be replaced by one to 24.008 instead.
	! Update Mobile radio interface layer 3 spec reference from 44.008 to TS 24.008. Also fix dangling texts.
	Invalid reference.
	False
	False
	False
	False

	23.041
	0184
	1
	Rel-15
	Modifications needed to address NG-RAN over SBc
	B
	15.2.0
	
	C1-184643
	One2many, NTT DOCOMO, Huawei, HiSilicon, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	9.1.3.5.1, 9.2.16, 9.2.17, 9.2.18, 9.2.19, 9.2.20, 9.2.21, 9.2.22, 9.2.23, 9.2.26, 9.2.28, 9.3.54, 9.3.55, 9.3.56, 9.3.57, 9.3.58, 9.3.59, 9.3.60, 9.3.61, 9.3.62
	
	A CBC supporting SBc, but not Namf, needs to be able to support NG-RAN via the PWS-IWF. Cell IDs and TACs in NG-RAN are of different length than in LTE.  The associated stage 3 CR has already been included in 3GPP TS 29.168 v15.0.0 after CT-80.
	! All E-UTRAN related primitives are modified with additional optional IEs to support NG-RAN over SBc in order to keep (the ASN.1 encoding of) SBc backwards compatible.  Removal of two editor's note in subclause 9.1.3.5.1 because the size of the warning message in NG-RAN is the same as in E-UTRAN and in subclause 9.2.26 because 3GPP TS 38.413 states that for the primary notification the NG-RAN node will ignore the Repetition Period IE and the Number of Broadcasts Requested IE.  The RAT Selector IE is added to allow the CBC to indicate if the message is to be send to ng-eNB cells or to gNB cells.
	The CBC will not be able to provide PWS in NG-RAN via a PWS-IWF.
	False
	False
	False
	True

	23.041
	0185
	1
	Rel-15
	Corrections to IE names for NG-RAN
	F
	15.2.0
	
	C1-184644
	One2many, NTT DOCOMO, Huawei, HiSilicon, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	9.2.26, 9.2.27, 9.2.28, 9.2.29, 9.2.30, 9.2.31, 9.2.32, 9.2.33
	TS 23.041 CR 0184


	In order to maintain backwards compatibility for SBc new IEs have been introduced for requests that are send via the PWS-IWF to NG-RAN.   The RAT Selector NG-RAN IE is also needed for NG-RAN request primitives via the Service Based Interface.
	! The new IEs are also used for requests that are send via Namf (renaming of IEs only).  The RAT Selector NG-RAN IE is added to NG-RAN request primitives.  Various notes are no longer true after the changes have been applied and hence those notes are removed.  Editor's note is removed from subclause 9.2.26. -Restart Indication also contains TAI List and EA List.
	A number of IEs have names that suggest they are used in NG-RAN, but actually IEs are used on Namf that have the same name as their LTE equivalents, which would be confusing.  A missing RAT Selector NG-RAN IE may lead to an AMF distributing PWS messages on the wrong RAT.
	False
	False
	False
	True

	23.041
	186
	1
	Rel-15
	Solving Editor's notes for PWS
	F
	15.2.0
	
	C1-184647
	NTT DOCOMO, Huawei, HiSilicon, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	1.1, 9.1.3.5.3, 9.2.1, 9.2.32, 9.4.4, B1
	
	Editor's note still exisit in TS 23.041. This CR is removing the ones that are resolved.
	! 1- In 9.1.3.5.3; Editor's note: RAN3 is in the process of changing "kill" to "cancel". If this is not agreed in RAN3 then the occurrences of "cancel" need to be reverted back to "kill". RAN3 has kept the procedure name as "Cancel" as in TS38.413v1.0.0 - clause 8.9.2. Therefore the issue is resolved. 2- In 9.2.1; Editor's Note [CR#178, 5GS_Ph1-CT]: It needs to be clarified whether MI, SN and CI are used on the CBCF-AMF and/or PWS-IWF-AMF interfaces, or if the paramters are transparent to the AMF and only seen as CBCF <-> NG-RAN node. The parameters are used as explained in the text above the EN, that in 5G the triplet (Message Identifier, Serial Number, Cell Identifier) uniquely identifying the CBS messages are seen within the CBCF-AMF interface and CBC - PWS-IWF interface. 3- In 9.2.32; a- Editor's Note: The referenced TS needs to be verified.  This refrence to the restoration procedure. The specification number for 5G is TS 23.527 and is under development in CT4. Therefore the reference is added in 1.1 with a new Editor's note indicating that the spec is under development. Therefore the mentioned EN in the text is removed. b- Editor's Note: To be verified with RAN3 if a Restart Indication will include Tracking Area IDs and/or Emergency Area IDs. RAN3 has included TAI and Emergency Area Ids in Restart indication message as in TS38.413v1.0.0 - clause 9.2.8.5. Therefore the issue is resolved. 4- In 9.4.4:  Editor's note: The modification of the formats of the CBS Message and ETWS Primary Notification message for NR based NG-RAN is FFS. There is no intention for changing the format of the CBS and ETWS messages in NG-RAN compared to E-UTRAN. Therefore the EN is removed. 5- In Annex B1: a- Editor's note: References to the related RAN3 and CT4 specifications needs to be added. The required refrences of RAN3 and CT4 are added. There is no further need to refrence to other specifications. b- Editor's note: Further details on the AMF to CBC inter-connection via PWS-IWF is FFS. It is clarified that a PWS-IWF co-located with AMF or a stand-alone PWS-IWF may interface to one CBC or multiple CBCs (i.e. the PWS-IWF is allowed to have SCTP transport associations established with one or multiple CBCs). A stand-alone PWS-IWF or a PWS-IWF co-located with the CBC may interface to several AMFs.
	The Editor's notes persist in the specification as open issues where they have been resolved.
	False
	False
	True
	True

	23.041
	0189
	4
	Rel-15
	Warning Area Coordinates in WRITE-REPLACE WARNING REQUEST for eUTRAN
	B
	15.2.0
	
	C1-184917
	Nokia, Nokia Shanghai Bell, One2many, Comtech, Qualcomm Incorporated, T-Mobile USA, AT&T
	TEI15, 5GS_Ph1-CT
	9.1.3.4.2, 9.1.3.5.2, 9.2.16, 9.2.26, 9.3.X (new), 9.4.3.2, 9.4.3.2.X (new)
	
	In the US, FCC has issued a new Report and Order that requires all cellular operators who support the broadcast CMAS notifications to upgrade their system to broadcast the notifications with warning area coordinates to the mobile devices. The mobile devices are expected to take into consideration its own location and warning area coordinates information when determining whether to display the warning message.  In support of this, the CBC shall encode the Warning Area Coordinates and send the same to the MME in the WRITE-REPLACE WARNING REQUEST message.
	! The CBC includes the Warning Area Coordinates in the  WRITE-REPLACE WARNING REQUEST message.
	Cellular operators who support CMAS notifications will not be able to support the new FCC R&O 18-4.
	False
	True
	True
	True

	23.122
	0357
	2
	Rel-15
	Introduce 5GS registration procedure
	F
	15.4.0
	
	C1-184869
	BlackBerry UK Ltd.
	5GS_Ph1-CT
	2, 3.5, 4.4.3, 4.4.3.1, 4.4.3.1.2, 4.4.3.3.1, 4.4.4, 4.5.2, 4.5.3
	
	TS 23.122 mentions various attach procedures: EPS attach, IMSI attach and GPRS attach. 5GS registration needs to be called out.
	! Call out 5G registration procedures and response where needed.  Colored hard spaces black
	Various requirements do not take into account the 5GS registation procedure.
	False
	True
	False
	False

	23.122
	0358
	3
	Rel-15
	Updates to Stage 2 solution of Steering Of Roaming (SOR)
	B
	15.4.0
	
	C1-184911
	BlackBerry UK Ltd, Intel, Idemia, Samsung, Gemalto
	5GS_Ph1-CT
	1.1, C.2, C.3
	
	The following Editor's note is included in TS:  Editor's note: The list of preferred PLMN/access technology combinations provided by HPLMN to VPLMN can be a secured packet(e.g. based on ETSI TS 102 225 V12.1.0: "Smart Cards; Secured packet structure for UICC based applications") or a plain non secured packet. It has to be decided by SA3, CT1 will align this aspect after SA3 defines the security mechanism.  In addition, TR 24.890 includes:  Editor's note: It is ffs whether one possibility to encode the list of preferred PLMN/access technology combinations is the secured packet mechanism as specified in 3GPP TS 31.111 [37], 3GPP TS 31.115 [38], and 3GPP TS31.116 [39].  This CR addresses these ENs by introducing the secured packet mechanism, it relies on legacy steering of roaming functionality in subclause 4.4.6.  4.4.6 Steering of roaming If the MS receives a USAT REFRESH command qualifier (3GPP TS 31.111 [41]) of type "Steering of Roaming", the MS shall: a) replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME with the list provided in the REFRESH command; b) delete the PLMNs identified by the list in the REFRESH command from the Forbidden PLMN list and from the Forbidden PLMNs for GPRS service list, if they are present in these lists. This includes any information stored in the SIM and the ME internal memory;  c) take the new information into account in subsequent attempts to access a higher priority PLMN; and d) attempt to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3 by acting as if timer T that controls periodic attempts has expired.
	! Introduce secured packet as a means to convey a list of preferred PLMN/access technology combinations provided by HPLMN.
	Control plane solution for steering of roaming in 5GS incomplete.
	False
	True
	False
	True

	23.122
	0359
	2
	Rel-15
	Unclear how to derive PLMN ID from broadcast in 3G, 4G, and 5G
	F
	15.4.0
	
	C1-184871
	BlackBerry UK Ltd.
	5GS_Ph1-CT, TEI15
	1.1, 1.2, Annex A
	
	TS 23.122 is being updated to include particular aspects of NAS functions related to the UE in idle mode when using NR.  Deriving a PLMN identity when using NR has been insufficiently described.
	! Add reference to 38.221 and an editor's note  Describe how to derive PLMN entity when using UTRA or E-UTRA.
	Inconsistent specification.
	False
	True
	False
	False

	23.122
	0360
	-
	Rel-15
	Per RAT higher priority PLMN search timer T for UEs supporting IoT and non IoT RATs
	C
	15.4.0
	
	C1-184236
	Qualcomm Incorporated
	TEI15
	4.4.3.3.1
	
	SA1 agreed in S1-181677 to make the interpretation of higher priority PLMN search timer T stored in the SIM dependent on the RAT currently in use for UEs that support IoT and non IoT RAT:  For UEs supporting a combination of IoT and non-IoT Access Technologies the UE shall interpret the interval value to determine the timer value as above based on the Access Technology currently in use by the UE.  Based on this, there will be three different categories of UEs for the purpose of interpreting the value of timer T: UEs that do not support any of the IoT RATs UEs that only support IoT RATs UEs that support both IoT and non IoT RATs  For category (a), shorter timer interpretation of timer T is used all the time (range 6 minutes to 8 hours in 6 minute steps).  For category (b), longer timer interpretation of timer T is used all the time (range 2 hours to 240 hours, using 2 hour steps from 2 hours to 80 hours and 4 hour steps from 84 hours to 240 hours).  For category(c), the interpretation of timer T depends on the RAT currently in use at the time of starting timer T. For simplicity, it is proposed that, if the UE performs inter-RAT mobility to/from an IoT RAT and a non-IoT RAT while the timer T is running, the UE does not restart the timer T with a value based on the new RAT in use. Instead the UE continues to run the timer T with the value based on the old RAT and use the timer T value based on the new RAT only the next time the timer T is started.
	! Clarify that shorter higher priority PLMN search timer T is applicable to UEs that do not support any of the IoT RATs Clarify that UEs supporting both IoT and non IoT RATs will determine the value of timer T based on the RAT currently in use at the time of starting the timer T
	Misalignment between stage 1 and stage 2 specifications for higher priority PLMN search timer setting.
	False
	True
	False
	False

	23.122
	0361
	-
	Rel-15
	Alignment on handling of forbidden LAI/TAI list
	F
	15.4.0
	
	C1-184330
	Huawei, HiSilicon
	TEI15
	3.1
	
	In TS 23.122, the general description on the removal of the forbidden LA/TA was not fully agligned with TS 24.008 and TS 24.301 in which it covers these list shall be erased "periodically (with a period in the range 12 to 24 hours)"  In TS 24.301: "The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). "  In TS 24.008: "The mobile equipment shall contain a list of "forbidden location areas for roaming", as well as a list of "forbidden location areas for regional provision of service". These lists shall be erased when the MS is switched off or when the SIM/USIM is removed, and periodically (with period in the range 12 to 24 hours). ".
	! It proposes to align the description on the removal of the forbidden LA/TA with TS 24.008 and TS 24.301.
	The description on the removal of the forbidden LA/TA list in TS 23.122 is not aligned with TS 24.008 and TS 24.301.
	False
	True
	False
	False

	23.122
	0364
	1
	Rel-15
	Introduction of 5GMM cause #15
	B
	15.4.0
	
	C1-184717
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	3.1
	
	Cause #15 has been successfully used for releases.
	! Use of 5GMM cause #15 is specified.
	Inability to use 5GMM cause #15
	False
	True
	False
	True

	23.122
	0365
	3
	Rel-15
	Aligning SOR stage-2 flow as per SA3 agreements and other editorials
	B
	15.4.0
	
	C1-184910
	Samsung, Ericsson, Huawei, HiSilicon, Qualcomm Incorporated, InterDigital, Intel, Idemia, Gemalto
	5GS_Ph1-CT
	1.1, 1.2, C.1, C.2, C.3
	
	Change 1: The following editors notes can be removed as SA3 has already defined the security mechanism: Editor's note: In order to guarantee end-to-end security between HPLMN and roaming UEs, CT1 in close cordination with SA3 will work further on this procedure.  Editor's note: Further messages and further entities might be involved in order to secure the solution. Change 2: SA3 has defined the security mechanism. The transparent container IE coding is a stage-3 issue (in the scope of CT1), and will be specified in TS 24.501. Therefore the editor's note below can be removed from TS 23.122 (which is a stage 2 specification). Editor's note: The list of preferred PLMN/access technology combinations provided by HPLMN to VPLMN can be a secured packet(e.g. based on ETSI TS 102 225 V12.1.0: "Smart Cards; Secured packet structure for UICC based applications") or a plain non secured packet. It has to be decided by SA3, CT1 will align this aspect after SA3 defines the security mechanism. Change 3: The following editors note is a stage-3 issue and will be specified in TS 24.501. Hence, it is proposed to remove it from TS 23.122. Editor's note: How the need for the UE to provide an acknowledgment is encoded in the DL NAS TRANSPORT is FFS.  Change 4: The following text is repeated multiple times across the procedure. Thus it is proposed to define it and use the definition in the procedure. "HPLMN protected list of preferred PLMN/access technology combinations (or HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided')."  Change 5: Step 7 indicates below When the UE receives the SOR information and no acknowlegement is requested, and the UE determines there is higher priority PLMN then the UE has two implemenation options: 1. UE can abort the registration procedure and attach on available higher priroity PLMN.  2. UE can continue with registration procedure, after registration is done UE will try registration on higher priority PLMN.  But the text below could be misunderstood that if the UDM requests acknowledgement then step 1 above is executed, else if the UDM has not requested acknowledgment step 2 above is executed (due to the use of the word alternatively). Hence its proposed to clarify the text in step 7 (see below).  "if the UDM has not requested an acknowledgement from the UE and if the UE has a list of available and allowable PLMNs in the area and based on this list the UE determines that there is a higher priority PLMN than the currently camped chosen VPLMN and the UE is in automatic network selection mode, then the UE may release the current N1 NAS signalling connection locally and abort the ongoing registration procedure before performing PLMN selection, and steps 8 to 11 are skipped; Alternatively, if the UE does not release the current N1 NAS signalling connection locally, then the UE completes the registration procedure as specified in 3GPP TS 24.501 [64] and steps 8 to 10 are skipped; Other editorial changes."  Change 6: Other editorial changes
	! Remove editors notes related to SA3 work. As SA3 has completed their work, the stage 2 flow needs to reference those agreed SA3 procedures. Further clarifications and editorial changes are proposed.
	Misalignment between CT1 and SA3 specification.
	False
	True
	False
	True

	24.008
	3133
	1
	Rel-15
	5G QoS - PCO parameter due to restructuring QoS rules
	B
	15.3.0
	
	C1-184061
	Ericsson, Qualcomm Incorporated, MediaTek Inc.
	5GS_Ph1-CT
	10.5.6.3.1
	
	When several QoS rules relate to the same QoS flow, the QoS flow parameters (5QI, GFBR uplink, GFBR downlink, MFBR uplink, MFBR downlink, Averaging window, EPS bearer identity) are repeated in those several QoS rules. This repetition of the QoS flow parameters in several QoS rules associated with the same QoS flow wastes radio resources, and opens for errors.  When in 5GS, it is proposed to transport the QoS flow parameters using a new QoS flow descriptions IE (rather than as part of the existing QoS rules IE). The new QoS flow descriptions IE contains a list of <QFI, QoS flow parameters>.
	! When the UE is in EPS and is able to move to 5GS, the QoS flow descriptions are transported using QoS flow descriptions PCO parameter.
	Waste of radio resources. Necessity to define abnormal handling for errror situations.
	False
	True
	False
	True

	24.008
	3140
	1
	Rel-15
	Pass Emergency Number List to upper layers
	F
	15.3.0
	
	C1-184584
	BlackBerry UK Ltd.
	TEI15
	4.4.4.6, 4.7.3.1.3, 4.7.5, 4.7.5.1.3
	
	An IE with emergency numbers is received but is not passed up to the upper layers.
	! Pass IE with emergency numbers to the upper layers.  Nit: Changed "LCS-MO,LR" into "LCS-MOLR,"
	IE with emergency numbers continue to be unavailable at the upper layers.
	False
	True
	False
	False

	24.008
	3143
	1
	Rel-15
	Introduction of capability support for Security for MTA in network configuration without LLC security
	B
	15.3.0
	
	C1-184737
	Nokia, Nokia Shanghai Bell
	TEI15
	10.5.5.12a
	
	Additional security is required for MTA based positioning procedure in deployments where SGSN does not enable LLC security. More detail can be found in R6-180047 and R6-180048.
	! A new capability "MTA Access Security support" is added to MSRAC to indicate the support of required MTA access security, comprising the support of the MTA Access Security method and the BSS Duplication Detection method, which may be requested by the network for the MTA positioning procedure in case of network configuration without LLC security.
	No security is provided for the network deployment configuration without LLC security.
	False
	True
	False
	True

	24.008
	3144
	-
	Rel-15
	Change NR coverage to NG-RAN coverage
	F
	15.3.0
	
	C1-184329
	Huawei, HiSilicon
	5GS_Ph1-CT
	2, 4.7.3, 2.1.2
	
	The term "New Radio (NR) coverage" was used for mobility from the 5G to 2G/3G.  However, the mobility from the 5G to 2G/3G shall also cover the E-UTRA connected to 5GC.  Actually, the term "NG-RAN" was defined in stage 2 TS 23.501 as below and used in both stage 2 and stage 3 specification. The "NG-RAN" covers all radio access network connected to 5GC:  "NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC: 1) Standalone New Radio. 2) New Radio is the anchor with E-UTRA extensions. 3) Standalone E-UTRA. 4) E-UTRA is the anchor with New Radio extensions." Hence, it proposes to change the term "New Radio (NR) coverage" to "NG-RAN coverage".
	! It proposes to change the term "New Radio (NR) coverage" to "NG-RAN coverage" for mobility from the 5G to 2G/3G.
	For mobility from the 5G to 2G/3G, the case of E-UTRA connected to 5GC is not covered.
	False
	True
	False
	False

	24.011
	0059
	-
	Rel-14
	Correction on state transition diagrams for EPS when packet-switched service is used
	F
	14.2.0
	
	C1-184246
	Nokia, Nokia Shanghai Bell
	TEI14, SIMTC-PS_Only
	B.1
	
	TS 24.011 Annex B provides SDL description of the CM layer, including state transition diagrams. Currently the state transition diagram for MO-SMC-EP entity on network side for EPS when packet-switched service is used is somehow shown as identical to the state transition diagram for MT-SMC-EP entity, which needs to be fixed.  Also there is a mistake for the state transition diagram for MT-SMC-EP entity on MS side for EPS when packet-switched service is used as CP_DATA should be CP_ACK.
	! Fix the state transition diagrams for MO-SMC-EP entity on network side and MT-SMC-EP entity on MS side
	Incorrect state transition diagrams.
	False
	True
	False
	True

	24.011
	0060
	-
	Rel-15
	Correction on state transition diagrams for EPS when packet-switched service is used
	A
	15.1.0
	
	C1-184247
	Nokia, Nokia Shanghai Bell
	TEI14, SIMTC-PS_Only
	B.1
	
	TS 24.011 Annex B provides SDL description of the CM layer, including state transition diagrams. Currently the state transition diagram for MO-SMC-EP entity on network side for EPS when packet-switched service is used is somehow shown as identical to the state transition diagram for MT-SMC-EP entity, which needs to be fixed.  Also there is a mistake for the state transition diagram for MT-SMC-EP entity on MS side for EPS when packet-switched service is used as CP_DATA should be CP_ACK.
	! Fix the state transition diagrams for MO-SMC-EP entity on network side and MT-SMC-EP entity on MS side
	Incorrect state transition diagrams.
	False
	True
	False
	True

	24.229
	6077
	4
	Rel-15
	Use TCP for SIP signaling in case of voice fallback to EPS without N26 interface
	B
	15.3.0
	
	C1-184593
	Qualcomm Incorporated, Charter Communications
	5GS_Ph1-IMSo5G
	U.3.1.0, U.3.1.x (New)
	
	In LS S2-181212, SA2 stated that "the use of TCP transport for SIP messages, in particular for those that are likely to be lost during the service break, would help reduce the IMS voice call establishment delays" in case of fallback from 5GS to EPS for IMS voice without N26 interface, and asked CT1 for feedback on mechanisms to enforce the use of TCP in that case.  For the MT case, having the UE include a transport=tcp URI parameter in the Contact header when it sends a REGISTER can ensure that the P-CSCF will use TCP when it receives an initial request for a dialog or a request for a standalone transaction destined for the UE.   For the MO case, a recommendation for the UE to use TCP when establishing an IMS voice/video call can be added.
	! For the MT case, a recommendation for the UE to include a transport=tcp URI parameter in the Contact header when it sends a REGISTER in 5GS and there is no N26 is added so that TCP is used as transport of SIP messages.  For the MO case, a recommendation for the UE to use TCP for transport of SIP messages when the UE originates an IMS MMTEL session with an audio media stream and there is no N26 is added.
	SIP messages may be lost during fallback from 5GS to EPS for IMS voice when there is no N26 interface.
	False
	True
	False
	True

	24.229
	6119
	5
	Rel-15
	Emergency call in dual registration mode
	B
	15.3.0
	
	C1-184923
	SHARP, Nokia, Nokia Shanghai Bell
	5GS_Ph1-IMSo5G
	(new)U.2.2.6.x
	
	This CR intends to define IP-CAN specific procedure for emergency call if the UE operates in dual registration mode.   In TS24.229 Annex U perspective, there is not much of difference from single registration mode.   The differences between single registration mode and dual registration mode for emergency call is: - The domain selection i.e., IMS or CS; and - The access domain selection i.e., RAT selection  And those differences are not in the scope of TS24.229 Annex U.  Main update from previous meeting as follows  As described in the discussion paper C1-184399, the EMC and EMC BS are treated equally by the UE in dual registration mode i.e., the IP-CAN procedures are defined as "or".  The description for the UE supporting EMF capability and the UE not supporting EMF capability is separated.  The UE behavior related to CS emergency call is not included i.e., the case when both 4G and 5G do not support emergency call (i.e., EMC: not supported and EMC BS: not supported) is not included, but mentioned in the NOTE1.   The UE behavior related to CS emergency call is not included i.e., the case when both 4G and 5G do not support emergency call (i.e., EMC: not supported and EMC BS: not supported) is not included, but mentioned in the NOTE1.  Rev 5  For the case the UE selects other RAT, aligned with single registration mode description the phrase "If the UE finds a suitable cell" is added.   Incorporate the changes from C1-184546.
	! When the UE is registered via NR connected to 5GC, based on the EMC and EMC BS indication, the UE performs appropriate IP-CAN specific procedure.  When the UE is registered via E-UTRA connected to 5GC, based on the EMC and EMC BS indication, the UE performs appropriate IP-CAN specific procedure.
	May lead to wrong implication and wrong implementation for emergency call related feature
	False
	True
	False
	False

	24.229
	6127
	1
	Rel-15
	Correct procedures due to receiving URN information
	F
	15.3.0
	
	C1-184560
	BlackBerry UK Ltd.
	5GS_Ph1-IMSo5G
	5.1.6.1, 5.1.6.8.1, B5, U.2.2.6.4
	
	Subclause 5.1.6.1 contains the following EN:  Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6061]: As part of the introduction of the Extended Local Emergency Number list (see 3GPP TS 24.301) it is FFS that the UE makes a TS12 call if the call attempt is made in the CS domain and the dialled number, while in the Extended Local Emergency Number list, is neither in the Local Emergency Numbers list, the USIM nor the ME.  This EN can be removed by means of refering to requirements in TS 24.301 when the CS domain is based on TS 24.008.  It is FFS what the behaviour of the UE is when the emergency call is detected due to local non-3GPP emergency numbers.
	! Initiate normal CS call setup, if a number is recognized only using emergency numbers that are not suitable for attempting the call as an emergency call on the CS domain. This is specified in TS 24.301.
	UE may initiate CS emergency call on a network not configured to handle the call as such.
	False
	True
	False
	False

	24.229
	6128
	2
	Rel-15
	Correct annexes due to receiving URN information
	F
	15.3.0
	
	C1-184915
	BlackBerry UK Ltd., Deutsche Telekom, T-Mobile USA
	5GS_Ph1-IMSo5G
	B.2.2.6.1, B.2.2.6.1B, L.2.2.6.1, R.2.2.6.1, R.2.2.6.1B, U.2.2.6.1
	
	Editor notes exist in annex B and Annex R.  Issue 1  A UE supporting EPS IP-CAN or 5GS IP-CAN may receive EENL. Like the ENL (legacy emergency number list), the EENL (extended emergency number list) can be used when using WLAN IP-CAN. This is clarified.  A UE supporting EPS IP-CAN or 5GS IP-CAN may receive EENL. Like the ENL (legacy emergency number list), the EENL (extended emergency number list) cannot be used when using GPRS IP-CAN. This is clarified.  It is FFS what the behaviour of the UE is when the emergency call is detected due to local non-3GPP emergency numbers.
	! Allow use of EENL when using WLAN and if it is available (i.e because it was received prior when the UE was attached/registered via EPS or 5GS).  Removed "local" from "local emergency number" where the number need not be local.  Fixed a NOTE style issue.
	Contents of EENL are not considered when initiating an emergency session, resulting in an inconsistent service experience.  Emergency call not attempted, even though the UE is provisioned with the emergency number.
	False
	True
	False
	False

	24.229
	6133
	2
	Rel-15
	Enable replacing emergency service URN if unknown
	B
	15.3.0
	
	C1-184659
	BlackBerry UK Ltd., T-Mobile USA, Deutsche Telekom
	5GS_Ph1-CT
	5.2.10.2, 5.2.10.3
	
	A P-CSCF may receive a URN that isn't recognized by the PLMN.
	! Enable a P-CSCF to remove service identifiers if the network does not recognize the emergency service URN.
	Emergency call failure.
	False
	False
	False
	True

	24.229
	6137
	1
	Rel-15
	3 Octet TAC in PANI
	F
	15.3.0
	
	C1-184789
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-IMSo5G
	7.2.15.3, 7.2A.4.3
	
	SA2 has defined that 5GS uses 3 byte TAC (S2-185436). However, current encoding of PANI in 24.229 only shows 2 bytes for TAC.
	! Change TAC to 3 byte, i.e. 6 hexadecimal digits. This is to be encoded in PANI and in Cellular-Network-Info header field. Further some renumbering of bulleted list. Define usage of access-class ""3GPP-NR" in PANI.
	TAC for 5GS can not be included in PANI and Cellular-Network-Info header field.
	False
	True
	False
	True

	24.229
	6139
	-
	Rel-15
	deletion of superfluous "void" in H.5
	F
	15.3.0
	
	C1-184122
	MCC, BlackBerry UK Ltd.
	TEI15
	H.5
	
	Misimplementation of CR2333R2 (C1-082778, approved in September 2008), which introduced the word "void" and removed it at the same time with changes on changes. The editor added it to the spec.
	! Deletion of word "void"
	Not clear whether or not there is CS domain
	False
	False
	False
	False

	24.229
	6140
	1
	Rel-15
	TS 23.221 does not apply to 5GS
	F
	15.3.0
	
	C1-184791
	BlackBerry UK Ltd.
	5GS_Ph1-IMSo5G
	4.2, U.3.1.2, U.3.1.2A
	
	It was discovered that TS 23.221 does not apply to 5GS.  Furrthermore the following, related, editor's note is found in TS 24.229:  Editor's note [CR#6096, WID 5GS_Ph1-IMSo5G]: 3GPP TS 23.221 subclause 5.1 does not (yet) specify that IM CN subsystem entities can be allocated IPv4 only, IPv6 only or both IPv4 and IPv6 addresses.  It is proposed to change references to TS 23.221 for 5GS into other references
	! Change references to TS 23.221 for 5GS into other references
	Inconsistent specification
	False
	True
	False
	True

	24.229
	6143
	-
	Rel-12
	Reference update for the Feature-Capability Indicators
	F
	12.20.0
	
	C1-184186
	Deutsche Telekom
	IMSProtoc6
	2, 7.9A.7
	
	draft-allen-sipcore-sip-tree-cap-indicator has been replaced by draft-jesske-sipcore-sip-tree-cap-indicators. The specification needs to be updated to reflect the new reference.  There are no technical changes between the two drafts.
	! draft-allen-sipcore-sip-tree-cap-indicator is replaced with draft-jesske-sipcore-sip-tree-cap-indicators.
	Specification would refer to an expired Internet Draft, leading to potential interoperability problems.
	False
	False
	False
	True

	24.229
	6144
	-
	Rel-13
	Reference update for the Feature-Capability Indicators
	A
	13.13.0
	
	C1-184187
	Deutsche Telekom
	IMSProtoc6
	2, 7.9A.7
	
	draft-allen-sipcore-sip-tree-cap-indicator has been replaced by draft-jesske-sipcore-sip-tree-cap-indicators. The specification needs to be updated to reflect the new reference.  There are no technical changes between the two drafts.
	! draft-allen-sipcore-sip-tree-cap-indicator is replaced with draft-jesske-sipcore-sip-tree-cap-indicators.
	Specification would refer to an expired Internet Draft, leading to potential interoperability problems.
	False
	False
	False
	True

	24.229
	6145
	-
	Rel-14
	Reference update for the Feature-Capability Indicators
	A
	14.8.0
	
	C1-184188
	Deutsche Telekom
	IMSProtoc6
	2, 7.9A.7
	
	draft-allen-sipcore-sip-tree-cap-indicator has been replaced by draft-jesske-sipcore-sip-tree-cap-indicators. The specification needs to be updated to reflect the new reference.  There are no technical changes between the two drafts.
	! draft-allen-sipcore-sip-tree-cap-indicator is replaced with draft-jesske-sipcore-sip-tree-cap-indicators.
	Specification would refer to an expired Internet Draft, leading to potential interoperability problems.
	False
	False
	False
	True

	24.229
	6146
	-
	Rel-15
	Reference update for the Feature-Capability Indicators
	A
	15.3.0
	
	C1-184189
	Deutsche Telekom
	IMSProtoc6
	2, 7.9A.7
	
	draft-allen-sipcore-sip-tree-cap-indicator has been replaced by draft-jesske-sipcore-sip-tree-cap-indicators. The specification needs to be updated to reflect the new reference.  There are no technical changes between the two drafts.
	! draft-allen-sipcore-sip-tree-cap-indicator is replaced with draft-jesske-sipcore-sip-tree-cap-indicators.
	Specification would refer to an expired Internet Draft, leading to potential interoperability problems.
	False
	False
	False
	True

	24.229
	6148
	-
	Rel-14
	Support of Identity header field
	F
	14.8.0
	
	C1-184198
	Ericsson
	SPECTRE-CT
	A.2.2.4.7, A.2.2.4.7A
	
	Support of authenticated identity management in the Session Initiation Protocol is specified for the proxy role in the major capability table A.162, and related status code defined in RFC 8224 in table A.164.  However, support of an Identity header field in INVITE and MESSAGE requests is missing in tables A.204 and A.218A.
	! Identity header field added in table A.204 for INVITE request and in table A.218A for MESSAGE request.
	Calling number verification status determination will not work properly i.e. the terminating UE will not be able to determine whether the network has verified the calling party number.
	False
	False
	False
	True

	24.229
	6149
	-
	Rel-15
	Support of Identity header field
	A
	15.3.0
	
	C1-184199
	Ericsson
	SPECTRE-CT
	A.2.2.4.7, A.2.2.4.7A
	
	Support of authenticated identity management in the Session Initiation Protocol is specified for the proxy role in the major capability table A.162, and related status code defined in RFC 8224 in table A.164.  However, support of an Identity header field in INVITE and MESSAGE requests is missing in tables A.204 and A.218A.
	! Identity header field added in table A.204 for INVITE request and in table A.218A for MESSAGE request.
	Calling number verification status determination will not work properly i.e. the terminating UE will not be able to determine whether the network has verified the calling party number.
	False
	False
	False
	True

	24.229
	6150
	-
	Rel-15
	Attestation information in SIP profile tables
	B
	15.3.0
	
	C1-184200
	Ericsson
	eSPECTRE
	A.2.1.2, A.2.1.4.7, A.2.1.4.7A, A.2.2.2, A.2.2.4.7, A.2.2.4.7A
	
	Support of theAttestation-Info and Origination-Id header fields is specified for the proxy role in the major capability table A.162. However, support of the Attestation-Info and the Origination-Id header fields in INVITE and MESSAGE requests is missing in tables A.204 and A.218A.  As specified in subclause 5.10.10 the IBCF shall support an Identity header field in INVITE and MESSAGE requests and the related conditional items in tables A.46 and A.62A need to be modified to reflect support of the Identity header field by the IBCF.
	! Conditional items c68 in table A.46 and c51 in table A.62A updated to include IBCF. Attestation-Info and the Origination-Id header fields added in table A.204 for INVITE request and in table A.218A for MESSAGE request.  In addition, editorial errors corrected in tables A.4, A.46, A.62A and A.162.
	"Calling number verification using signature verification and attestation information" feature will not be supported will work properly.
	False
	False
	False
	True

	24.229
	6151
	1
	Rel-11
	Update draft ref for Originating-CDIV param in P-Served-User
	F
	11.26.0
	
	C1-184761
	Orange
	IMSProtoc5
	2
	
	A new version of the Internet-Draft draft-ietf-sipcore-originating-cdiv-parameter-01 has been published in IETF (v-02) on may 22nd 2018. From v-01 to v-02 of the draft, the main changes are on the syntax which is simplified, the general document organization and editorial corrections. The following change on the syntax has no impact on the parameters usage/writing and do not introduce any backward compatibility: OLD:  sessioncase-param = 1("sescase" EQUAL 1("orig" / "term")/ orig-cdiv) registration-state-param = "regstate" EQUAL 1("unreg" / "reg") NEW: sessioncase-param = "sescase" EQUAL ("orig" / "term")/ orig-cdiv   registration-state-param = "regstate" EQUAL ("unreg" / "reg")
	! draft-ietf-sipcore-originating-cdiv-parameter-01 changed into draft-ietf-sipcore-originating-cdiv-parameter-02
	Specification contains outdated reference.
	False
	False
	False
	True

	24.229
	6152
	1
	Rel-12
	Update draft ref for Originating-CDIV param in P-Served-User
	A
	12.20.0
	
	C1-184762
	Orange
	IMSProtoc5
	2
	
	A new version of the Internet-Draft draft-ietf-sipcore-originating-cdiv-parameter-01 has been published in IETF (v-02) on may 22nd 2018. From v-01 to v-02 of the draft, the main changes are on the syntax which is simplified, the general document organization and editorial corrections. The following change on the syntax has no impact on the parameters usage/writing and do not introduce any backward compatibility: OLD:  sessioncase-param = 1("sescase" EQUAL 1("orig" / "term")/ orig-cdiv) registration-state-param = "regstate" EQUAL 1("unreg" / "reg") NEW: sessioncase-param = "sescase" EQUAL ("orig" / "term")/ orig-cdiv   registration-state-param = "regstate" EQUAL ("unreg" / "reg")
	! draft-ietf-sipcore-originating-cdiv-parameter-01 changed into draft-ietf-sipcore-originating-cdiv-parameter-02
	Specification contains outdated reference.
	False
	False
	False
	True

	24.229
	6153
	1
	Rel-13
	Update draft ref for Originating-CDIV param in P-Served-User
	A
	13.13.0
	
	C1-184763
	Orange
	IMSProtoc5
	2
	
	A new version of the Internet-Draft draft-ietf-sipcore-originating-cdiv-parameter-01 has been published in IETF (v-02) on may 22nd 2018. From v-01 to v-02 of the draft, the main changes are on the syntax which is simplified, the general document organization and editorial corrections. The following change on the syntax has no impact on the parameters usage/writing and do not introduce any backward compatibility: OLD:  sessioncase-param = 1("sescase" EQUAL 1("orig" / "term")/ orig-cdiv) registration-state-param = "regstate" EQUAL 1("unreg" / "reg") NEW: sessioncase-param = "sescase" EQUAL ("orig" / "term")/ orig-cdiv   registration-state-param = "regstate" EQUAL ("unreg" / "reg")
	! draft-ietf-sipcore-originating-cdiv-parameter-01 changed into draft-ietf-sipcore-originating-cdiv-parameter-02
	Specification contains outdated reference.
	False
	False
	False
	True

	24.229
	6154
	1
	Rel-14
	Update draft ref for Originating-CDIV param in P-Served-User
	A
	14.8.0
	
	C1-184764
	Orange
	IMSProtoc5
	2
	
	A new version of the Internet-Draft draft-ietf-sipcore-originating-cdiv-parameter-01 has been published in IETF (v-02) on may 22nd 2018. From v-01 to v-02 of the draft, the main changes are on the syntax which is simplified, the general document organization and editorial corrections. The following change on the syntax has no impact on the parameters usage/writing and do not introduce any backward compatibility: OLD:  sessioncase-param = 1("sescase" EQUAL 1("orig" / "term")/ orig-cdiv) registration-state-param = "regstate" EQUAL 1("unreg" / "reg") NEW: sessioncase-param = "sescase" EQUAL ("orig" / "term")/ orig-cdiv   registration-state-param = "regstate" EQUAL ("unreg" / "reg")
	! draft-ietf-sipcore-originating-cdiv-parameter-01 changed into draft-ietf-sipcore-originating-cdiv-parameter-02
	Specification contains outdated reference.
	False
	False
	False
	True

	24.229
	6155
	1
	Rel-15
	Update draft ref for Originating-CDIV param in P-Served-User
	A
	15.3.0
	
	C1-184765
	Orange
	IMSProtoc5
	2
	
	A new version of the Internet-Draft draft-ietf-sipcore-originating-cdiv-parameter-01 has been published in IETF (v-02) on may 22nd 2018. From v-01 to v-02 of the draft, the main changes are on the syntax which is simplified, the general document organization and editorial corrections. The following change on the syntax has no impact on the parameters usage/writing and do not introduce any backward compatibility: OLD:  sessioncase-param = 1("sescase" EQUAL 1("orig" / "term")/ orig-cdiv) registration-state-param = "regstate" EQUAL 1("unreg" / "reg") NEW: sessioncase-param = "sescase" EQUAL ("orig" / "term")/ orig-cdiv   registration-state-param = "regstate" EQUAL ("unreg" / "reg")
	! draft-ietf-sipcore-originating-cdiv-parameter-01 changed into draft-ietf-sipcore-originating-cdiv-parameter-02
	Specification contains outdated reference.
	False
	False
	False
	True

	24.229
	6159
	-
	Rel-15
	Correct terminating AS procedure
	F
	15.3.0
	
	C1-184363
	Ericsson
	eSPECTRE
	5.7.1.25.3
	
	It is possible that gateway attestation performed by an MGCF or MSC server can result in an Attestation-Info header field set to "B" due to mapping of the screening indicator from CS.
	! Add the possibility to have Attestation_Info header field set to "B".
	Incorrect specification.
	False
	False
	False
	True

	24.229
	6160
	2
	Rel-15
	Ms reference point specification
	B
	15.3.0
	
	C1-184808
	Ericsson
	eSPECTRE
	2, V.1, V.2 (new), V.2.1 (new), V.2.2 (new), V.2.3 (new), V.2.4 (new), V.2.5 (new), V.2.5.1 (new), V.2.5.2 (new), V.2.5.3 (new), V.2.5.4 (new),
	
	Since HTTP procedures are now specified in 24.229 it is necessary to describe those procedures in 24.229. It is proposed to create a new normative annex for this. HTTP 1.1 specified in RFC 2616 is used as base following the current specification in CT1.
	! Introduce a new normative annex.
	The HTTP procedures over the HTTP based reference points not well described.
	False
	False
	False
	True

	24.229
	6161
	2
	Rel-15
	Emergency service in single registration mode
	F
	15.3.0
	
	C1-184674
	Nokia, Nokia Shanghai Bell, Samsung R&D Institute UK, Qualcomm Incorporated
	5GS_Ph1-IMSo5G
	U.2.2.6.4
	
	Subclause U.2.2.6.4 describes how the UE in SR mode operates according to the EMC and EMF indicators and UE's support of ESFB when a UE is in a cell of a specific access technology (either NR or E-UTRA) connected to 5GCN (for simplicity, let us denote the access technology of the cell in which the UE is currently camping as AT1 and the other access technology as AT2; for example, if the UE is camping in an NR cell connected to 5GCN, AT1 and AT2 are NR and E-UTRA, respectively). However, there are several incorrect or inaccurate descriptions in the subclause: If the EMC indicates "Emergency services not supported", the UE supports ESFB, and the "ESFB is N", it is desirable that: the UE attempts to select a cell of AT2 if the EMF indicates that ESFB is supported in AT2; and the UE supports accessing 5GCN via AT2; or  the UE disables N1 mode capability for 3GPP access and attempt to select a E-UTRAN cell if the EMF indicates that ESFB is not supported in AT2 either; or the UE does not support accessing 5GCN via AT2. However, the conditions written in bold text above are not reflected in the current specification. If the EMC indicates that the emergency services are supported in AT2 only and if the UE does not support ESFB or the ESFB is N, it is desirable that: the UE attempts to select a cell of AT2 if the UE supports accessing 5GCN via AT2; or  the UE disables N1 mode capability for 3GPP access and attempt to select a E-UTRAN cell if the UE does not support accessing 5GCN via AT2. However, the conditions written in bold text above are not reflected in the current specification. The UE's attempt to select a cell of AT2 connected to 5GCN may fail. But the failure case is not addressed. In the failure case, the UE should attempt to select an E-UTRAN cell. The UE's attempt to select an E-UTRAN cell may fail. Even if there is no need to address the failure case because it is outside the scope of the subclause, the specification should not be described as if the success is guaranteed. Establishment of the emergency call via E-UTRAN is performed if the EMC BS is set to "emergency bearer services in S1 mode supported". However, the condition written in bold text is not reflected in the current specification. If the EPS does not support emergency bearer services, the UE might try e.g. CS, but it is outside of the scope of the subclause.
	! As per the reasons specified above: The conditions are added. The conditions are added. It is described how the UE operates if the UE's attempt to select a cell of AT2 fails: the UE attempts to select an E-UTRAN cell. The UE's finding an E-UTRAN cell is now conditional. The condition is added.  rev 1 Change in the sourcing companies; restructuring of bullets; if the EMF is not set to "Emergency service fallback supported in E-UTRA/NR connected to 5GCN only" ( if the EMF is set to "Emergency services fallback not supported"; emergency service ( emergency services; if the network indicates in the TRACKING AREA UPDATE ACCEPT message that the EMC BS is set to "emergency bearer services in S1 mode supported" ( if the network provides the UE with the EMC BS set to "emergency bearer services in S1 mode supported"; does find ( does not find; correction in the WI code  rev 2 Change in the sourcing companies; added an editor's note; removal of duplicated text
	Inability or high failure rate to establish emergency calls
	False
	True
	False
	True

	24.229
	6163
	1
	Rel-15
	Term Voice Centric in Annex U
	F
	15.3.0
	
	C1-184792
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-IMSo5G
	U.3.1.2.
	
	24.501 uses the term "voice centric" and hence 24.229 Annex U needs to use the term in the same manner.
	! EN related to usage of "voice centric" can be deleted, usage of "voice centric" is inline with 24.501
	EN stays in spec
	False
	False
	False
	True

	24.281
	0046
	-
	Rel-15
	Fix issues with encoding of IEs in MONP messages for MCVideo
	F
	15.1.0
	
	C1-184086
	Samsung R&D Institute UK
	eMCVideo-CT
	17.1.20.1, 17.1.21.1, 17.1.23.1
	
	The following issues have been identified with MONP message IEs   The IE "Video Information" is defined as a TLV-E (Type 6) but an IEI is not yet defined.  On analysing the conditions for inclusion of "MCVideo remote push call recipient user" or "MCVideo remote push call recipient group" in the NOTIFY VIDEO PUSH, the inclusion is conditional on whether the video push is intended for an MCVideo user or MCVideo group. Hence it cannot be encoded as an mandatory LV-E.  The "Reason" IE is defined in NOTIFY VIDEO PUSH is a Type 3 V, but is defined as optional. If it is optional, then it must have a tag to identify it in the message, and so needs to be either a TV or TLV.
	! Define IEI for "Video Information". Make "MCVideo remote push call recipient user" or "MCVideo remote push call recipient group" TLV-Es and assign IEIs. As there are no TV encoded IEs yet in TS 24.281, create the first one and assign it the IEI of #20.
	MONP messages will not be encoded correctly leading to loss of functionality.
	False
	True
	False
	False

	24.281
	0047
	-
	Rel-15
	Reason IE needs to be better clarified as being optional in NOTIFY VIDEO PUSH
	F
	15.1.0
	
	C1-184087
	Samsung R&D Institute UK
	eMCVideo-CT
	13.3.2.1.4, 13.3.2.2.6
	
	Subclause 13.3.2.1.4 and subclause 13.3.2.2.6 define the procedures for the MCVideo client sending a video push notification as a result of video push to another MCVideo user and remotely initiated video push, respectively. It is understood that the Reason IE only needs to be included in the NOTIFY VIDEO PUSH message when the result is "FAILURE". While the conditions indicate that the failure reason is stored when the result is "FAILURE" and the MCData client shall set the Reason IE with stored failure reason, the issue is that the setting of the Reason IE is not conditional on the stored result. Hence, if the stored failure reason had not be initialised or contained previous information and had not been re-iniatialised, it would always be included.
	! Make it clear that the Reason IE is optional in the NOTIFY VIDEO PUSH message, conditional on the result being "FAILURE".
	Reason IE included in the NOTIFY VIDEO PUSH when not required, and also not in line with the encoding which clearly indicates it to be optional.
	False
	True
	False
	False

	24.281
	0048
	1
	Rel-14
	Void some clauses
	F
	14.3.0
	
	C1-184753
	Huawei, HiSilicon
	MCImp-MCVIDEO-CT
	12; 12.1(delete); 12.2(delete); 12.2.1(delete); 12.2.2(delete); 12.2.3(delete); 12.3(delete); 12.3.1(delete); 12.3.2(delete); 12.3.3(delete) 13; 13.1(delete); 13.2(delete); 13.2.1(delete); 13.2.2(delete); 13.2.3(delete); 13.3(delete); 13.3.1(delete); 13.3.2(delete); 13.3.3(delete) 14; 14.1(delete); 14.2(delete); 14.2.1(delete); 14.2.2(delete); 14.2.3(delete); 14.3(delete); 14.3.1(delete); 14.3.2(delete); 14.3.3(delete) 15; 15.1(delete); 15.2(delete); 15.3(delete) 16; 16.1(delete); 16.2(delete); 16.3(delete)
	
	In the TS 24.281 version 14.3.0, the clauses 12, 13, 14, 15 and 16 are currently empty. The related features are specified in the Rel-15.
	! Void the clauses 12, 13, 14, 15 and 16.
	Some clauses with headings but no text. This will lead to misunderstand the current specifications.
	False
	True
	False
	True

	24.281
	0049
	1
	Rel-15
	Corrections on on-network video pull
	F
	15.1.0
	
	C1-184754
	Huawei, HiSilicon
	eMCVideo-CT
	12.2.3; 12.2.3.1(new); 12.2.3.1.1(new); 12.2.3.1.2(new); 12.2.3.1.3(new); 12.2.3.1.4(new); 12.2.3.1.5(new); 12.2.3.1.6(new); 12.2.3.2(new); 12.2.3.2.1(new); 12.2.3.2.2(new); 12.2.3.2.3(new); 12.2.3.2.4(new); 12.2.3.2.5(new); 12.2.3.2.6(new);  12.3.3(delete); 12.2.3.1(delete); 12.2.3.2(delete); 12.2.3.3(delete); 12.2.3.4(delete); 12.2.3.5(delete); 12.2.3.6(delete); 12.2.4(delete); 12.2.4.1(delete); 12.2.4.2(delete); 12.2.4.3(delete); 12.2.4.4(delete); 12.2.4.5(delete); 12.2.4.6(delete);
	
	In TS 24.281 version 15.1.0: the subclause 12.3.3 should be placed under the subclause 12.2. the subclause 12.2.4 should be placed under the subclause 12.2.
	! 1. Place the subclause 12.3.3 under the subclause 12.2, the new subclause is 12.2.3.1; 2. Place the subclause 12.2.4 under the subclause 12.2, the new subclause is 12.2.3.2; 3. Remove the subclause 12.3.3 and subclause 12.2.4.
	The on-network video pull related description is misplaced.
	False
	True
	False
	True

	24.282
	0047
	1
	Rel-14
	Completed IANA registrations for MCData
	F
	14.4.0
	
	C1-184750
	Samsung R&D Institute UK
	MCImp-MCDATA-CT
	B.2, B.3, E.1, E.2
	
	The following media feature tags have been registered by IANA on https://www.iana.org/assignments/media-feature-tags/media-feature-tags.xhtml: g.3gpp.mcdata.sds g.3gpp.mcdata.fd  The following MIME types have been registered by IANA on: See https://www.iana.org/assignments/media-types/media-types.xhtml#application application/vnd.3gpp.mcdata-signalling application/vnd.3gpp.mcdata-payload  Please note that the INFO package g.3gpp.mcdata-com-release has also been registered with IANA.
	! Remove editor's notes.
	Editor's notes for completed registrations remain in specifications in frozen releases giving the impression that the feature is not complete.
	False
	True
	False
	True

	24.282
	0048
	1
	Rel-15
	Completed IANA registrations for MCData
	A
	15.2.0
	
	C1-184751
	Samsung R&D Institute UK
	MCImp-MCDATA-CT
	B.2, B.3, E.1, E.2
	
	The following media feature tags have been registered by IANA on https://www.iana.org/assignments/media-feature-tags/media-feature-tags.xhtml: g.3gpp.mcdata.sds g.3gpp.mcdata.fd  The following MIME types have been registered by IANA on: See https://www.iana.org/assignments/media-types/media-types.xhtml#application application/vnd.3gpp.mcdata-signalling application/vnd.3gpp.mcdata-payload  Please note that the INFO package g.3gpp.mcdata-com-release has also been registered with IANA.
	! Remove editor's notes.
	Editor's notes for completed registrations remain in specifications in frozen releases giving the impression that the feature is not complete.
	False
	True
	False
	True

	24.282
	0049
	-
	Rel-14
	Fix issues with encoding of IEs in MONP messages for MCData
	F
	14.4.0
	
	C1-184077
	Samsung R&D Institute UK
	MCImp-MCDATA-CT
	15.1.4.1, 15.1.7.1
	
	Rapporteur review has identified the following issues with MONP message IEI encoding for MCData:  As specified in TS 24.379 Annex I (adapted from TS 24.007), the encoding of a TLV-E complies with the following rule:  Bit 8 of the IEI octet set to "0" and bits 7 to 4 set to "1" indicates a TLV-E formatted type 6 IE, i.e. the following two octets are length octets.  However, the following IEs are TLV-Es and the IEIs are not encoded according to the above rule:  Security parameters and Payload (IEI specified incorrectly as "80") MCData group ID (IEI specified incorrectly as "81") Recipient MCData user ID (IEI specified incorrectly as "82")  In the SDS OFF-NETWORK MESSAGE message, the Security parameters IE is defined as a TV of Type 3 format and is given the encoding "80". This is incorrect according the the following rule:  Bit 8 of the IEI octet is set to "1" indicates a TV formatted type 1 standard IE or a T formatted type 2 IEs. Hence, a 1 valued bit 8 indicates that the whole IE is one octet long  The Security parameters IE is not 1 octet long, and if it was the encoding for such a TV sets "-" in the 2nd nibble if the IE is 1 octet long.
	! Rapporteur assigns the IEIs: Security parameters and Payload to be "7A" MCData group ID to be "7B" Recipient MCData user ID to be "7C" Security parameters to be "23"
	MONP messages will not be decoded correctly by the receiver leading to loss of functionality.
	False
	True
	False
	False

	24.282
	0050
	-
	Rel-15
	Fix issues with encoding of IEs in MONP messages for MCData
	A
	15.2.0
	
	C1-184078
	Samsung R&D Institute UK
	MCImp-MCDATA-CT
	15.1.4.1, 15.1.7.1, 15.1.12.1
	
	Rapporteur review has identified the following issues with MONP message IEI encoding for MCData:  As specified in TS 24.379 Annex I (adapted from TS 24.007), the encoding of a TLV-E complies with the following rule:  Bit 8 of the IEI octet set to "0" and bits 7 to 4 set to "1" indicates a TLV-E formatted type 6 IE, i.e. the following two octets are length octets.  However, the following IEs are TLV-Es and the IEIs are not encoded according to the above rule:  Security parameters and Payload (IEI specified incorrectly as "80") MCData group ID (IEI specified incorrectly as "81") Recipient MCData user ID (IEI specified incorrectly as "82")  In the SDS OFF-NETWORK MESSAGE message, the Security parameters IE is defined as a TV of Type 3 format and is given the encoding "80". This is incorrect according the the following rule:  Bit 8 of the IEI octet is set to "1" indicates a TV formatted type 1 standard IE or a T formatted type 2 IEs. Hence, a 1 valued bit 8 indicates that the whole IE is one octet long  The Security parameters IE is not 1 octet long, and if it was the encoding for such a TV sets "-" in the 2nd nibble if the IE is 1 octet long.
	! Rapporteur assigns the IEIs: Security parameters and Payload to be "7A" MCData group ID to be "7B" Recipient MCData user ID to be "7C" Security parameters to be "23"
	MONP messages will not be decoded correctly by the receiver leading to loss of functionality.
	False
	True
	False
	False

	24.282
	0051
	-
	Rel-15
	Change Extended Application ID from TLV to TLV-E
	F
	15.2.0
	
	C1-184079
	Samsung R&D Institute UK, Sepura plc, Hytera Communications Corp
	eMCDATA-CT
	15.1.2.1, 15.1.5.1, 15.1.7.1, 15.1.8.1, 15.2.24
	
	Extended Application ID is defined as a TLV and the encoding indicates that the maximum size is 255 octets (by virtue of the length field being 1 byte). Octet 3 is the Extended application ID content type and the Extended application ID data has a maximum of 254 octets. However the Extended application ID can be TEXT or URI. For other URIs defined in TS 24.282, e.g. MCData Group ID and MCData User ID, we have defined them as TLV-E allowing a value of up to 65535 octets in length. Although it unlikely that a URI will be this large for an Application ID, it is proposed that for consistency with MCData Group ID and MCData User ID and to allow the possibility of URIs greater than 255 octets to be specified, that the Extended Application ID is changed to a TLV-E.
	! Change Extended Application ID from a TLV to a TLV-E.
	Possibility for URIs to be larger than 255 octets and they will not be able to be represented using TLV encoding.
	False
	True
	False
	False

	24.282
	0052
	-
	Rel-14
	Addition of Registration without Auth Token
	F
	14.4.0
	
	C1-184084
	Samsung R&D Institute UK, BlackBerry UK Ltd.
	MCImp-MCDATA-CT
	7.1, 7.2.1, 7.2.1AA (new), 7.3.1, 7.3.2
	
	TS Rapporteur has identified that CR C1-173430 was agreed to TS 24.379 at CT1#105 and placed into version 13.6.0 after CT#77. CR C1-173430 added in the procedure for Registration without Auth Token to TS 24.379, reason for change says:  There only exists a procedure for SIP REGISTER request for service authorisation but it is necessary to register with the MCPTT feature tags even if service authorisation is not performed.  Also there exist text for the MCPTT server "if service authorization was not successful, shall send a SIP 403 (Forbidden) response towards the MCPTT server" which is not possible.  As registration is a general procedure which also applies to an MCData client requesting registration and MCData service authorisation, the contents of CR C1-173430 are generic and should also apply to MCData in TS 24.282.
	! Procedure for SIP REGISTER request without service authorisation is added. MCData Server procedure is modified to handle the possibility that the SIP REGISTER request from the UE does not contain an MCData ID and an access token. Text regarding if service authorization was not successful, shall send a SIP 403 (Forbidden) response towards the MCData server is deleted.
	Procedure for registration without service authorisation is not defined and a MCData UE will not be able to receive MCData service if not performing service authorisation using SIP REGISTER.
	False
	True
	False
	True

	24.282
	0053
	-
	Rel-15
	Addition of Registration without Auth Token
	A
	15.2.0
	
	C1-184085
	Samsung R&D Institute UK, BlackBerry UK Ltd.
	MCImp-MCDATA-CT
	7.1, 7.2.1, 7.2.1AA (new), 7.3.1, 7.3.2
	
	TS Rapporteur has identified that CR C1-173430 was agreed to TS 24.379 at CT1#105 and placed into version 13.6.0 after CT#77. CR C1-173430 added in the procedure for Registration without Auth Token to TS 24.379, reason for change says:  There only exists a procedure for SIP REGISTER request for service authorisation but it is necessary to register with the MCPTT feature tags even if service authorisation is not performed.  Also there exist text for the MCPTT server "if service authorization was not successful, shall send a SIP 403 (Forbidden) response towards the MCPTT server" which is not possible.  As registration is a general procedure which also applies to an MCData client requesting registration and MCData service authorisation, the contents of CR C1-173430 are generic and should also apply to MCData in TS 24.282.
	! Procedure for SIP REGISTER request without service authorisation is added. MCData Server procedure is modified to handle the possibility that the SIP REGISTER request from the UE does not contain an MCData ID and an access token. Text regarding if service authorization was not successful, shall send a SIP 403 (Forbidden) response towards the MCData server is deleted.
	Procedure for registration without service authorisation is not defined and a MCData UE will not be able to receive MCData service if not performing service authorisation using SIP REGISTER.
	False
	True
	False
	True

	24.301
	3054
	1
	Rel-15
	Pass (Extended) Emergency Number List to upper layers
	F
	15.3.0
	
	C1-184583
	BlackBerry UK Ltd.
	5GS_Ph1-CT, TEI15
	5.3.7
	
	IEs with emergency numbers are received but are not passed up to the upper layers.
	! Pass IEs with emergency numbers to the upper layers.
	IEs with emergency numbers continue to be unavailable at the upper layers.
	False
	True
	False
	False

	24.301
	3055
	2
	Rel-15
	Correct Extended Emergency Number List
	F
	15.3.0
	
	C1-184892
	BlackBerry UK Ltd., Ericsson
	5GS_Ph1-CT
	9.9.3.37A
	
	TS 24.007 defines the format of information elements. For IEs of type TLV or TLV-E an IEI is required to be present.  A standard IE has one of the formats shown in table 11.1: Table 11.1: Formats of information elements Format Meaning IEI present LI present Value part present  T Type only yes no no  V Value only no no yes  TV Type and Value yes no yes  LV Length and Value no yes yes  TLV Type, Length and Value yes yes yes  LV-E Length and Value no yes yes  TLV-E Type, Length and Value yes yes yes   IE definition of Extended Emergency Number List does not have an IEI.
	! Conform definition of Extended Emergency Number List to rules as defined in table 11.1 in TS 24.007.
	IEI absent for an IE type that requires it to be present, specification continues to be in violation of the format for information elements as defined in TS 24.007
	False
	True
	False
	True

	24.301
	3056
	1
	Rel-15
	Correcting ambiguities when detecting an emergency number not provided using EENL
	F
	15.3.0
	
	C1-184558
	BlackBerry UK Ltd.
	5GS_Ph1-CT
	5.3.7
	
	The meaning of "or not" and "call control procedures" in "to determine if the call control procedures specified in 3GPP TS 24.008 [13] is to initiate an emergency call or not" is ambigious.  "or not" The text "to initiate an emergency call or not" does not suggest the UE shall attempt a CS non-emergency call with the number.  "call control procedures" TS 24.008 does not differentiate between call control procedures used for emergency call and those for non-emergency call. There are 6 hits, and all hits are in Annex E in which call control procedures are identified as either specified in 3GPP TS 24.008 or in ITU-T Recommendation Q.931:  Annex E (informative): Comparison between call control procedures specified in 3GPP TS 24.008 and ITU-T Recommendation Q.931  Instead, TS 24.008 differentiates as follows between establishing an emergency call and not establishing an emergency call:  [..], the call control entity of the mobile station sends a setup message to its peer entity. This setup message is: - a SETUP message, if the call to be established is a basic call, and - an EMERGENCY SETUP message, if the call to be established is an emergency call.
	! Align with TS 24.008 terminology and change "call control procedures" in to "call control entity at the UE".  Align with TS 24.008 and change "initiate an emergency call or not" into "send a SETUP message or an EMERGENCY SETUP message". This change makes it clear that a CS (emergency) call will be attempted.
	Ambigious specificiation, allowing a compliant UE to select PS domain for a non-emergency call setup to a number received in the EENL.
	False
	True
	False
	False

	24.301
	3058
	-
	Rel-15
	Code points split into "unused values" and "reserved values"
	F
	15.3.0
	
	C1-184035
	Samsung R&D Institute UK, InterDigital Communications
	TEI15
	9.9.3.47
	
	For extended service request, the Service type value (4 bits) of the Service type IE (specified in subclause 9.9.3.27) is split up into "assigned values", "unused values" (to allow for future values) and "reserved values" ("reserved values" are indicated by virtue of the statement "All other values are reserved" as only the assigned values and unused values are specified). However, for control plane service request, the  Control plane service type value (3 bits) of the Control plane service type value has only "assigned values" and "unused values" with no possible way of having reserved values as the full range 000 to 111 is used up. Yet, the IE still says "All other values are reserved".
	! In the Control plane service type value description, remove the statement "All other values are reserved".
	Confusion for implementers as clearly there are no other values reserved, hence it is not clear what is meant by "All other values are reserved".
	False
	True
	False
	True

	24.301
	3059
	1
	Rel-15
	Message sequence charts should be documented in the correct subclause
	D
	15.3.0
	
	C1-184724
	Samsung R&D Institute UK, InterDigital Communications, Huawei, HiSilicon
	TEI15
	6.6.4.2, 6.6.4.3
	
	Subclause 6.6.4 describes "Transport of user data via the control plane procedure" by use of the ESM DATA TRANSPORT message. This procedure may be initiated by the UE or the network when the UE is in EMM-CONNECTED mode. The procedure may also be initiated by the UE in EMM-IDLE mode by including the ESM DATA TRANSPORT message in a CONTROL PLANE SERVICE REQUEST message. Subclause 6.6.4.2 describes the uplink procedure (UE initiated transport of user data via the control plane), but figure 6.6.4.2.1 shows both the uplink and downlink procedure (network initiated transport of user data via the control plane). Additionally, subclause 6.6.4.3 describes the downlink procedure (network initiated transport of user data via the control plane), but there is no figure 6.6.4.3.1 illustrating this.  As an example of how it should be documented, check TS 24.501 subclause 5.4.5 NAS transport procedure(s) which shows the diagram for the UL NAS TRANSPORT documented within the subclause on "UE-initiated NAS transport procedure" and the diagram for the DL NAS TRANSPORT documented within the subclause on "Network-initiated NAS transport procedure".
	! Modify Figure 6.6.4.2.1: Transport of user data via the control plane procedure to document the uplink procedure and rename the figure as "UE initiated transport of user data via the control plane procedure". Create a new Figure 6.6.4.3.1 and call it "Network initiated transport of user data via the control plane procedure. Also correct the styles as TH should be used for the figure and TF should be used for the title.
	Editorial clarification. Improves the readability of the specification.
	False
	True
	False
	True

	24.301
	3060
	-
	Rel-15
	QCIs for URLLC
	B
	15.3.0
	
	C1-184071
	Vodafone, Ericsson
	TEI15
	9.9.4.3
	
	SA2 (TS23.203 CR1116)  and CT3 (TS29.212 CR1661) had specified QCIs 84 and 85 in Release 15 to align the SA1 requirements for URLLC with the capabilities of the LTE and NR radio interfaces (that are targeted to deliver transmission over the radio interface of at least a packet of 32 bytes with a reliability of 99,999% and a user plane latency of 1ms). Adding these QCIs into CT1 TS24.301 is missing.
	! QCI 84 and QCI 85 are added.
	Missaligment of spefications and Release 15 radio capabilities cannot be exercised by EPC based systems.
	False
	True
	False
	True

	24.301
	3061
	1
	Rel-15
	Correcting message definition of messages including EENL
	F
	15.3.0
	
	C1-184586
	BlackBerry UK Ltd., Ericsson
	5GS_Ph1-CT
	8.2.1.1, 8.2.26.1
	
	The Extended emergency number list is a type 6 IE. But the "type" in the message definition suggests it is a TLV. According to TS 24.008, a type 6 IE cannot be type TLV.  Length of Extended emergency number list has not been specified.  Change maximum length of Extended emergency number list from 65536 to 65538 (65535+3), per TS 24.007:  A type 6 standard information element has format TLV-E. The IEI has one octet length and precedes the LI of 2 octets and the value part which consists of zero, one or up to 65535 octets. See figure 11.9 and figure 11.10. [..]  Figure 11. 10: Type 6 IE of format TLV-E (k = 1, 2, ...)
	! Change type of Extended emergency number list into TLV-E and specify max and min length of the IE
	Inconsistent and incomplete specification
	False
	True
	False
	True

	24.301
	3063
	1
	Rel-15
	5GMM context handling
	B
	15.3.0
	
	C1-184605
	ZTE, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.5.1.2.5, 5.5.2.3.2, 5.5.3.2.5, 5.6.1.5
	
	The EMM cause is received in the EMM REJECT message.  However how the UE handles the 5GMM context has not defined when the UE received the EMM cause and the UE is operating in single-registration mode. In the 5GMM initial registration procedure, the UE can receive the cause # 3, #6, #7, #11, #12, #13, #22. In the 5GMM mobilitity registration updating procedure, the UE can receive the cause # 3, #6, #7, #9, #10, #11, #12, #13, #22. In the 5GMM degistration procedure, the cause # 3, #6, #7, #11, #12, #13 is included. In the 5GMM service request procedure, the UE can receive cause  # 3, #6, #7, #9, #10, #22.
	! The 5GMM context handling at the UE is defined when the UE received the EMM cause and the UE is in single-registration mode.
	If the 5GMM context is not deleted, the UE may be rejected agai and this would impact user experience.
	False
	True
	False
	False

	24.301
	3064
	2
	Rel-15
	Service GAP and attach without PDN, allow UL NAS transport
	F
	15.3.0
	
	C1-184930
	Ericsson
	TEI15
	5.3.17, 5.6.3.4
	
	When the UE attaches without PDN connection when the service gap timer is running in the UE and there is pending MT SMS, it will not be possible for the network to deliver the SMS to the UE while the UE remains in this state as the UE is not allow to send the UL NAS transport message carrying the SMS acknowledge. This is not accptable and must be corrected.
	! When the UE attached without PDN connection while the service GAP control timer is running in the UE and remains attached, the UE is allowed to send uplink NAS transport messages if the UE receives a downlink NAS transport message. This remains as long the UE is in this state. This is the same logic as when the UE is 5GMM-IDLE when service GAP control timer is running and the UE receives paging, i.e. uplink data is allowed until the UE moves to 5GMM-IDLE again.
	A built-in systematic error. Pending MT SMS will not be delivered as long the UE is attached.
	False
	True
	False
	False

	24.301
	3065
	-
	Rel-15
	Handling IMS calls while timer T3325 is running
	F
	15.3.0
	
	C1-184229
	Intel
	TEI15
	5.6.1.6
	
	Since the introduction of CR#2956 rev 1 (C1-175327), the UE is allowed to inform the upper layers of the failure to establish the connection, if a service request was initiated for MO MMTEL voice call, T3417 expires and the service request attempt counter is incremented to a value greater than or equal to 5 (so that T3325 is started). The purpose of that notification is to allow the upper layers to establish a voice call through other means, like e.g. voice over CS domain or voice over other IPCAN, if supported by the UE.  It was intended that the same behavior (to inform upper layers of the failure to establish the connection) is also allowed for the case when the service request is initiated and T3325 is already running. Unfortunately this is not clear from the current wording.
	! If the service request for "originating MMTEL voice" call type was triggered while T3325 is running, a notification that the service request was not accepted and that timer T3325 is running shall be provided to the upper layers.
	MO voice calls are unnecessarily blocked when there are other means of establishing them. This will lead to bad user experience.
	False
	True
	False
	False

	24.301
	3068
	2
	Rel-15
	Correction on S1-u data capability indication and handling
	F
	15.3.0
	
	C1-184868
	Nokia, Nokia Shanghai Bell
	TEI15, CIoT-CT
	9.9.3.12A
	
	CR #3000 (C1-181336) was agreed back in CT1#109 meeting to add an exception handling in case of the absence of the EPS network feature support IE for Rel-15. Then additional CRs were approved (CR#3021/22/23) on receipt of the EPS network feature support IE in CT#80 plenary to carry the changes back to Rel-13 and Rel-14, as well as to add further clarification in subclause 9.9.3.12A on how the UE interprets the receipt of an EPS network feature support IE which does not include all the octets of the value part that are specified in the version of the protocol implemented by the UE.  In the agreed changes, it is specified that S1-U data indication bit shall be considered only if the Control plane CIoT EPS optimization (CP CIoT) bit (octet 3, bit 8) is set to 1":  S1-u data transfer (S1-U data) (octet 4, bit 2) This bit indicates the capability for S1-u data transfer. This bit shall be considered only if the Control plane CIoT EPS optimization (CP CIoT) bit (octet 3, bit 8) is set to 1. Bit 2 0    S1-u data transfer not supported 1    S1-u data transfer supported  However, this condition is not entirely correct. S1-U does not apply to CP-CIoT according to 23.401: S1-U: Reference point between E-UTRAN and Serving GW for the per bearer user plane tunnelling and inter eNodeB path switching during handover. S1-U does not apply to the Control Plane CIoT EPS Optimisation. and S1-U must be supported if the network indicates support of UP-CIoT: If the network supports user plane CIoT EPS optimization, it shall also support S1-U data transfer. In addition, the list of CIoT optimization can be supported independently on the network side. For example, when the UE indicates capability of CP-CIoT and UP-CIoT and S1-U, the network may support only UP-CIoT but not CP-CIoT, or the network may support neither CP-CIoT nor UP-CIoT.
	! If the Control plane CIoT EPS optimization (CP CIoT) bit (octet 3, bit 8) is set to 0, the UE shall assume S1-u data transfer is supported.
	S1-U data indication handled incorrectly by the UE
	False
	True
	False
	False

	24.301
	3069
	-
	Rel-15
	Including UE additional security capability IE in Attach/TAU Request for UE supporting N1 mode
	B
	15.3.0
	
	C1-184258
	Qualcomm Incorporated
	5GS_Ph1-CT
	5.5.1.2.2, 5.5.3.2.2, 8.2.4.21, 8.2.29.27
	
	Currently only the UE which supports dual connectivity with NR is required to include the UE additional security capability IE in the Attach and TAU Request messages. However TS 33.501 subclause 8.4.2 (procedure for handover from EPS to 5GC over N26) contains the following text at Step 2:  If the source MME has the UE NR security capabilities stored, then it will forward the UE NR security capabilities as well to the target AMF.  Consequently, the UE supporting N1 mode also needs to include the UE additional security capability IE in the Attach and TAU Request messages, so that an MME which understands this IE can pass it to the AMF during a handover from EPS to 5GS over N26.
	! A requirement for the UE supporting N1 mode to include the UE additional security capability IE in the Attach and TAU Request messages was added.
	The MME will not be able to pass the UE NR security capabilities to the target AMF during EPS to 5GS handover over N26
	False
	True
	False
	True

	24.301
	3070
	-
	Rel-15
	Update of UE identity used for attach in S1 mode for single-registered UE without N26
	B
	15.3.0
	
	C1-184259
	Qualcomm Incorporated
	5GS_Ph1-CT
	5.5.1.2.2
	
	At SA2#127bis, SA2 agreed S2-185883 according to which, upon inter-system change from N1 mode to S1 mode in single-registration mode without N26, if performing an attach procedure with the Attach Request including a PDN connectivity request with request type "handover", the UE shall: If the UE has a native 4G GUTI, use the native 4G GUTI as UE identity in the  Old GUTI IE If the UE does not have a native 4G GUTI, use the UE's IMSI as UE identity in the Old GUTI IE  TS 24.301 needs to be updated accordingly.
	! TS 24.301 was updated such that upon inter-system change from N1 mode to S1 mode in single-registration mode without N26, if performing an attach procedure with the Attach Request including a PDN connectivity request with request type "handover", the UE shall: If the UE has a native 4G GUTI, use the native 4G GUTI as UE identity in the  Old GUTI IE If the UE does not have a native 4G GUTI, use the UE's IMSI as UE identity in the Old GUTI IE
	Stage 3 will remain misaligned with stage 2.
	False
	True
	False
	True

	24.301
	3071
	-
	Rel-15
	First TAU in EPS after initial registration in 5GS
	B
	15.3.0
	
	C1-184261
	Qualcomm Incorporated
	5GS_Ph1-CT
	5.5.3.2.2
	
	At SA2#127bis, SA2 agreed in S2-185889 to adopt the same mechanims for update of the UE's radio capabilities when the UE in single-registration mode moves to EPS after initial registration in 5GC as what was specified for the case when the UE moves to EPS after attach in GERAN/UTRAN, i.e. during the first TAU procedure the UE shall include a UE radio capability information update needed IE in the TRACKING AREA UPDATE REQUEST message.  TS 24.301 needs to be updated accordingly.
	! TS 24.301 was updated such that for the first TAU after initial registration in 5GS, the UE in single-registration mode shall include a UE radio capability information update needed IE in the TRACKING AREA UPDATE REQUEST message.
	The network will be not be able to obtain the UE's radio capabilities when the UE moves to EPS after initial registration in 5GS.
	False
	True
	False
	True

	24.301
	3072
	-
	Rel-15
	Update of the Ciphering key data IE
	F
	15.3.0
	
	C1-184275
	Qualcomm Incorporated
	TEI15
	9.9.3.56
	
	The Ciphering key data IE currently includes a code point for positioning SIB Type 3-2. However RAN2 has decided at RAN2#102 (May 2018) to not introduce this new positioning SIB Type (see agreed CRs in R2-1808889 and R2-1808890). Consequently the code point needs to be removed.
	! The code point for positioning SIB Type 3-2 was removed from the Ciphering key data IE.
	A code point for a positioning SIB Type which does not exist will remain in the specification.
	False
	True
	False
	True

	24.301
	3073
	3
	Rel-15
	Provision of IWK N26 indication in TAU procedures
	F
	15.3.0
	
	C1-184899
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.3.2.4,9.9.3.12A
	
	Descriptions on handling the IWK N26 indication sent by the NW to the UE in theTAU procedure are missing. This handling is needed if the UE supports N1 mode and is initially registered in 2G/3G and then move to 4G (UE performs a TAU in this scenario)
	! 1) Add descriptions on handling of IWK N26 indication sent by the NW to the UE in TAU procedure, similar to attach procedure. 2) An editorial correction to "EPS network feature support" IE definition is made.
	1) A UE may miss the information whether or not the network supports interworking without N26, if moving to EPS via TAU procedure, e.g. from PLMN A (5GS or UMTS) to PLMN B (EPS, equivalent PLMN to PLMN A) and then to PLMN C (5GS, equivalent PLMN to PLMN B but not to PLMN A).
	False
	True
	False
	True

	24.301
	3074
	-
	Rel-14
	NAS-MAC calculation for RRC connection reestablishment for NB-IoT CP optimisation
	F
	14.8.0
	
	C1-184325
	Huawei, HiSilicon
	CIoT-Ext-CT
	6.6.4.4
	
	Back to 2017, RAN2, RAN3 and SA3 have agreed to enhance the existing RRC connection re-establishment procedure for Control Plane (CP) CIoT EPS optimisation in Rel-14 based on several rounds of LS coordination.  However, during the inter-WGs coordination, CT1 was never involved but the final agreement actually added new NAS-AS interaction at the UE which requires CT1 alignment work.  As detail discussed in C1-184324, we would propose: Proposal: CT1 covers the alignment work as an abnormal case of the transport of user data via the control plane procedure.
	! It proposes CT1 to cover the alignment work as an abnormal case of the transport of user data via the control plane procedure.
	The required CT1 alignment work for the enhancement of the existing RRC connection re-establishment procedure for Control Plane (CP) CIoT EPS optimisation is missing.  FASMO due to the agreement made by RAN2 and SA3 was for Rel-14.
	False
	True
	False
	False

	24.301
	3075
	-
	Rel-15
	NAS-MAC calculation for RRC connection reestablishment for NB-IoT CP optimisation
	A
	15.3.0
	
	C1-184326
	Huawei, HiSilicon
	CIoT-Ext-CT
	6.6.4.4
	
	Back to 2017, RAN2, RAN3 and SA3 have agreed to enhance the existing RRC connection re-establishment procedure for Control Plane (CP) CIoT EPS optimisation in Rel-14 based on several rounds of LS coordination.  However, during the inter-WGs coordination, CT1 was never involved but the final agreement actually added new NAS-AS interaction at the UE which requires CT1 alignment work.  As detail discussed in C1-184324, we would propose: Proposal: CT1 covers the alignment work as an abnormal case of the transport of user data via the control plane procedure.
	! It proposes CT1 to cover the alignment work as an abnormal case of the transport of user data via the control plane procedure.
	The required CT1 alignment work for the enhancement of the existing RRC connection re-establishment procedure for Control Plane (CP) CIoT EPS optimisation is missing.  FASMO due to the agreement made by RAN2 and SA3 was for Rel-14.
	False
	True
	False
	False

	24.301
	3076
	-
	Rel-15
	Handling of T3346 for paging for MT CS call
	F
	15.3.0
	
	C1-184331
	Huawei, HiSilicon
	SAES6-CSFB
	5.6.2.3.1
	
	As per current TS 29.118, even the MME is performing the NAS signalling congestion control, it will still page the UE upon receipt of the SGs paging from the MSC/VLR for the MT CS call. This is reasonable to avoid the PS domain congestion impacts the legacy CS services.   However, as per current TS 24.301, at the UE side, regardless of the paging is for PS services or CS call, it will always stop the running PS domain back-off timer T3346 upon receipt of the paging. This will worsen the PS domain congestion situation due to actually the MME was still under a congested situation.  What the UE should stop is the running back-off timer T3246 for CS domain and this was already specified in TS 24.008 as below: "At reception of an indication of paging for CS services from EMM, the MS shall stop timer T3246, if it is running. The MM sublayer in the MS requests EMM to perform the service request procedure for CS fallback."  Hence, it proposes the UE shall NOT stop the running T3346 when responds the paging for MT CS call.  Note that for MT SMS, the MME will also page the UE upon receipt of the SGs paging from the MSC/VLR but it sets the CN domain to "PS" in the paging message. The UE cannot distinguish this PS paging is for MT SMS over SGs or for normal PS services and hence the UE cannot stop the running T3346 for MT SMS.
	! It proposes the UE shall NOT stop the running T3346 when responds the paging for MT CS call.
	The UE will also stop the running PS domain back-off timer for the paging triggered for MT CS call which will worsen the PS domain congested situation at the MME.
	False
	True
	False
	False

	24.301
	3077
	-
	Rel-15
	Checking emergency for stopping the back-off timer
	F
	15.0.0
	
	C1-184332
	Huawei, HiSilicon
	TEI15
	6.5.1.4.2
	
	About the handling of network rejection due to ESM cause #26 for PDN connectivity request, the UE behaviour is not aligned on stop the running T3396 between the standalone procedure and the attach procedure:  In standalone procedure, in case of no APN was provided, the UE does not check the request type for emergency service: "i) if the timer value indicates neither zero nor deactivated and an APN was included in the PDN CONNECTIVITY REQUEST message, the UE shall stop timer T3396 associated with the corresponding APN, if it is running. If the timer value indicates neither zero nor deactivated and no APN was included in the PDN CONNECTIVITY REQUEST message, the UE shall stop timer T3396 associated with no APN if it is running. The UE shall then start timer T3396 with the value provided in the Back-off timer value IE and:" While in attach procedure, in case of no APN was provided, the UE checks the request type for emergency service: "i) if the ATTACH REJECT message is not integrity protected and an APN was sent by the UE during the attach procedure, the UE shall stop timer T3396 associated with the corresponding APN if it is running. If the ATTACH REJECT message is not integrity protected, the request type was different from "emergency" and from "handover of emergency bearer services", and an APN was not sent by the UE, the UE shall stop timer T3396 associated with no APN if it is running. The UE shall then start timer T3396 with a random value from a default range specified in table 11.2.3 defined in 3GPP TS 24.008 [13], and:" The UE behaviour needs to be aligned due to in case of the initiated standalone PDN connectivity request is for emergency, then even if it was rejected by the network with ESM value #26, the UE shall not stop the running T3396 associated with no APN.  Hence, it proposes to align UE behaviour to stop the running T3396 between the standalone procedure and the attach procedure for the handling of network rejection due to ESM cause #26 for PDN connectivity request.
	! It proposes to align UE behaviour to stop the running T3396 between the standalone procedure and the attach procedure for the handling of network rejection due to ESM cause #26 for PDN connectivity request..
	The UE behaviour is misaligned for the same handling.
	False
	True
	False
	False

	24.301
	3078
	-
	Rel-15
	Correction on transmission failure of IDENTITY RESPONSE message
	F
	15.3.0
	
	C1-184333
	Huawei, HiSilicon
	TEI15
	5.4.4.5
	
	The abnormal case handling in the UE for the identification procedure only covers the case in which it was triggered by a tracking area updating procedure: "b) Transmission failure of IDENTITY RESPONSE message indication from lower layers (if the identification procedure is triggered by a tracking area updating procedure)  The UE shall re-initiate the tracking area updating procedure." This is imcomplete due to the identification procedure can also be triggered by the MME during the service request procedure. Note that for other EMM common procedures, the UE abnormal case handling covers service request procedure as well, e.g. for SMC procedure, it specifies as below:  "a) Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication from lower layers (if the security mode control procedure is triggered by a tracking area updating procedure)  The UE shall abort the security mode control procedure and re-initiate the tracking area updating procedure. b) Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication with TAI change from lower layers (if the security mode control procedure is triggered by a service request procedure)  If the current TAI is not in the TAI list, the security mode control procedure shall be aborted and a tracking area updating procedure shall be initiated.  If the current TAI is still part of the TAI list, the security mode control procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the security mode control procedure. c) Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication without TAI change from lower layers (if the security mode control procedure is triggered by a service request procedure)  The security mode control procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the security mode control procedure." Hence it proposes to complete the UE abnormal case handling for the identification procedure as other EMM common procedure, e.g. SMC procedure.
	! It proposes to complete the UE abnormal case handling for the identification procedure as other EMM common procedure, e.g. SMC procedure.
	The UE abnormal case handling for the identification procedure is incomplete.
	False
	True
	False
	False

	24.301
	3080
	-
	Rel-15
	New QCI for MCVideo
	B
	15.3.0
	
	C1-184406
	Huawei, HiSilicon
	eMCVideo-CT
	9.9.4.3
	
	Stage 2 introduced new QCI value for MCVideo service. In TS 23.203, Table 6.1.7-A: Standardized QCI characteristics: QCI=67 is used for Mission Critical Video user plane.
	! Add QCI for MCVideo service.
	The MCVideo solution will not be functioning properly due to performance issues and UE will not receive the correct QCI value.
	False
	True
	False
	True

	24.301
	3081
	1
	Rel-14
	TFT operation for header compression re-negotiation and PS data off
	F
	14.8.0
	
	C1-184686
	MediaTek Inc.
	PS_DATA_OFF-CT
	6.5.4.2
	
	The TFT operation on the BEARER RESOURCE MODIFICATION REQUEST message is not defined in the current specification for the purposes  re-negotiation of header compression configuration indicating change of 3GPP PS data off UE status and no packet filters/parameters are proposed to be changed.
	! The TFT operation is set to "Ignore this IE" when no packet filters/parameters are proposed to be changed for the following purposes: re-negotiation of header compression configuration  indicating change of 3GPP PS data off UE status
	TFT operation is not specified for header compression re-negotiation and PS data off when no packet filters/parameters are proposed to be changed.
	False
	True
	False
	False

	24.301
	3082
	1
	Rel-15
	TFT operation for header compression re-negotiation and PS data off
	A
	15.3.0
	
	C1-184687
	MediaTek Inc.
	PS_DATA_OFF-CT
	6.5.4.2
	
	The TFT operation on the BEARER RESOURCE MODIFICATION REQUEST message is not defined in the current specification for the purposes  re-negotiation of header compression configuration indicating change of 3GPP PS data off UE status and no packet filters/parameters are proposed to be changed.
	! The TFT operation is set to "Ignore this IE" when no packet filters/parameters are proposed to be changed for the following purposes: re-negotiation of header compression configuration  indicating change of 3GPP PS data off UE status
	TFT operation is not specified for header compression re-negotiation and PS data off when no packet filters/parameters are proposed to be changed.
	False
	True
	False
	False

	24.301
	3083
	1
	Rel-15
	Correction for the RRC Resume procedure
	F
	15.3.0
	
	C1-184727
	InterDigital Communications
	TEI15
	5.3.1
	
	The text in section 5.3.1 refers to an RRC connection resume that has been "fallbacked". This is not the correct way of indicating what actually is meant in that paragraph and can also create confusion due to the useage of the word "fallbacked"
	! The text has been changed from "Upon indication from the lower layers that RRC connection resume has been fallbacked" to "Upon fallback indication from the lower layers at RRC connection resume"
	Incorrect usage of the language will remain in the specification and readers can also have the wrong interpretation of the text.
	False
	True
	False
	False

	24.333
	0064
	-
	Rel-13
	Change of "RestrictedDiscoveryPolicyforPS" to DiscoveryPolicyforPS"
	F
	13.5.0
	
	C1-184031
	Samsung R&D Institute UK, Qualcomm Incorporated
	eProSe-Ext-CT
	5.2.160, 5.2.160A
	
	CR C1-162920 agreed at CT1#98 removed the word "Restricted" from the name of the Restricted Discovery Policy for PS" and its subordinate nodes to align with the terminology used in TS 24.334 (i.e. "ProSe direct discovery for public safety use") However, one occurrence was missed, in subclause 5.2.160:  5.2.160 <X>/RestrictedDiscoveryPolicyForPS /RestrictedModelBDiscovereePolicy/<X>/ValidityTimerT4005
	! Align subclause 5.2.1.60 with the other subclauses in TS 24.333 based upon the implementation of CR C1-162920. Additionally, subclause 5.2.160A is out of order and should be placed after subclause 5.2.160.
	Service authorization for ProSe direct discovery for PS use may be wrongly implemented due to misalignment of terminology.
	False
	True
	False
	False

	24.333
	0065
	-
	Rel-14
	Change of "RestrictedDiscoveryPolicyforPS" to DiscoveryPolicyforPS"
	A
	14.1.0
	
	C1-184032
	Samsung R&D Institute UK, Qualcomm Incorporated
	eProSe-Ext-CT
	5.2.160, 5.2.160A
	
	CR C1-162920 agreed at CT1#98 removed the word "Restricted" from the name of the Restricted Discovery Policy for PS" and its subordinate nodes to align with the terminology used in TS 24.334 (i.e. "ProSe direct discovery for public safety use") However, one occurrence was missed, in subclause 5.2.160:  5.2.160 <X>/RestrictedDiscoveryPolicyForPS /RestrictedModelBDiscovereePolicy/<X>/ValidityTimerT4005
	! Align subclause 5.2.1.60 with the other subclauses in TS 24.333 based upon the implementation of CR C1-162920. Additionally, subclause 5.2.160A is out of order and should be placed after subclause 5.2.160.
	Service authorization for ProSe direct discovery for PS use may be wrongly implemented due to misalignment of terminology.
	False
	True
	False
	False

	24.333
	0066
	-
	Rel-15
	Change of "RestrictedDiscoveryPolicyforPS" to DiscoveryPolicyforPS"
	A
	15.1.0
	
	C1-184033
	Samsung R&D Institute UK, Qualcomm Incorporated
	eProSe-Ext-CT
	5.2.160, 5.2.160A
	
	CR C1-162920 agreed at CT1#98 removed the word "Restricted" from the name of the Restricted Discovery Policy for PS" and its subordinate nodes to align with the terminology used in TS 24.334 (i.e. "ProSe direct discovery for public safety use") However, one occurrence was missed, in subclause 5.2.160:  5.2.160 <X>/RestrictedDiscoveryPolicyForPS /RestrictedModelBDiscovereePolicy/<X>/ValidityTimerT4005
	! Align subclause 5.2.1.60 with the other subclauses in TS 24.333 based upon the implementation of CR C1-162920. Additionally, subclause 5.2.160A is out of order and should be placed after subclause 5.2.160.
	Service authorization for ProSe direct discovery for PS use may be wrongly implemented due to misalignment of terminology.
	False
	True
	False
	False

	24.334
	0312
	-
	Rel-15
	Correction for reliable transmission over ProSe PC5
	F
	15.1.0
	
	C1-184041
	Ericsson
	LTE_eV2X-Core
	3.1, 10.2.2, 10.2.4.1
	
	23.303 states: ---------------- 5.4.7 ProSe Per-Packet Reliability 5.4.7.1 General When the ProSe upper layer (i.e. above PC5 access stratum) passes a protocol data unit for transmission to the PC5 access stratum, the ProSe upper layer provides a ProSe Per-Packet Reliability from a range of 8 possible values. The ProSe Per-Packet Reliability is selected by the application layer based on criteria that are outside the scope of this specification. The ProSe Per-Packet Reliability is neutral to the mode in which the UE accesses the medium i.e. whether scheduled or autonomous transmission modes defined in TS 36.300 [17] are used. The ProSe access stratum uses the ProSe Per-Packet Reliability associated with the protocol data unit as received from the upper layers to decide and adjust the transmission behaviour as defined in TS 36.300 [17]. ----------------
	! PPPR value is provided to lower layers, if received from upper layers.
	PPPR cannot be used since it is not passed by ProSe layer.
	False
	True
	False
	False

	24.334
	0313
	1
	Rel-15
	Corrections of coding of length fields in PC5 Signalling messages
	F
	15.1.0
	
	C1-184730
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	11.4.6.1, 11.4.12.1, 11.4.15.1, 11.4.17.1, 12.2.2.9, 12.5.1.6, 12.5.1.7, 12.5.1.8, 12.5.1.9, 12.5.1.16, 12.5.1.18, 12.5.1.24, 12.5.1.25, 12.5.1.26, 12.5.1.27, 12.5.1.28, 12.5.1.29, 12.5.1.30, 12.5.1.31, 12.5.1.33, 12.5.1.34, 12.5.1.35
	
	The lengths of some IE fields in some messages or in their definition are not correct, thus creating coding issues.
	! Correct length of IEs in the imperative (mandatory) part of a message to not contain the IEI field and to require the IEI field in IEs that are in the optional part of the message. Correct cross references. Correct names of messages. NOTE: A new IEI value needs to be allocated in 12.5.1.16 for Requested ProSe Per-Packet Priority to replace the "to be determined" text.
	Incompatible processing (encoding/decoding) of some transmission/received messages. Cannot locate item due to wrong reference
	False
	True
	False
	True

	24.334
	0314
	1
	Rel-15
	Correction of MBMS SAI IE to conform to TLV-E
	F
	15.1.0
	
	C1-184731
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	11.4.9.1, 12.5.1.11
	
	The MBMS SAI IE violates the definition of LV as per TS 24.007 clause 11.2.1.1.2. First it violates the length field representing the binary encoding of the number of octets of the value part and second violates the coding of 0 as being empty. Also it is not a type 4 information element because of these violations. The figure and text state that this is the MBMS SAI list IE, but the table information states that it is only the value part of the IE.  This cannot be since type 4 length field is only one octet. Thus it cannot represent a value part that exceeds 255 octets, It must be a type 6 (TLV-E) IE.  NOTE: A new IEI value needs to be allocated in 12.5.1.11 for MBMS SAI list to replace the "to be determined" text.
	! Change type 4 to type 6; Change LV to LV-E; Adjust length values; and Include type 6 TL.
	Incompatible processing (decoding) of standard type 4 LV IEs.
	False
	True
	False
	True

	24.334
	0315
	-
	Rel-15
	Corrections to One to one ProSe direct communication release procedures
	F
	15.1.0
	
	C1-184127
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	10.4.4.3
	
	Confusion using incorrect terminology for identifying the participants in a particular procedure.  Timer not explicitly specified to be stopped, if running.
	! Correct initiating UE to peer UE; and Add timer T4108 to the list of timers that shall be stopped if a DIRECT_COMMUNICATION_RELEASE message is received.
	Incorrectly placing a condition on the UE to behave a certain way and confusion as to whether this timer is stopped when message is received.
	False
	True
	False
	True

	24.334
	0316
	-
	Rel-15
	Correction of message names.
	F
	15.1.0
	
	C1-184128
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	7.2.8.3, 10.7.4, 11.2.3, 13.2
	
	There are incorrect names for messages
	! In 7.2.8.3 change PROXIMITY_REQUEST_VALIDATION_ACCEPT to PROXIMITY_REQUEST_VALIDATION_RESPONSE. In 10.7.4 change REMOTE_UE_INFO_REQUEST to REMOTE_UE_INFO_RESPONSE; In 11.2.3 change CANCEL-PROXIMITY_REQUEST to CANCEL-PROXIMITY_RESPONSE; In 13.2 change DIRECT_COMMUNICATION_KEEP_ALIVE to DIRECT_COMMUNICATION_KEEPALIVE
	XML Schema fails
	False
	True
	False
	True

	24.334
	0317
	-
	Rel-15
	Duplicate clause numbering
	D
	15.1.0
	
	C1-184129
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	11.4.12, 11.4.12.1
	
	There are two 11.4.12 and 11.4.12.1 clauses: CELL_ID_ANNOUNCEMENT_RESPONSE and DIRECT_SECURITY_MODE_COMMAND.
	! Change the second occurrence of 11.4.12 and 11.4.12.1 into 11.4.12A and 11.4.12A.1.
	References would not be not unique
	False
	True
	False
	True

	24.334
	0319
	1
	Rel-15
	Missing reference and wrong cross reference
	F
	15.1.0
	
	C1-184732
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	2, 11.4.1
	
	Missing reference TS 24.007 and wrong cross reference number used for it in clause 11.4.1.
	! Add missing reference TS 24.007 to clause 2; Correct clause cross reference; and Correct cross reference TS 24.007[12] to TS 24.007[43] in clause 11.4.1.
	Information on coding IEIs cannot be easily located in one case and confusion as to how to code IEIs as per TS 24.007 or TS 36.331 in others.
	False
	True
	False
	True

	24.334
	0320
	-
	Rel-15
	Correction of TV coding of IMEI IEI for PC5 signaling messages
	F
	15.1.0
	
	C1-184153
	FirstNet, National Institue of Standards and Technology (NIST)
	TEI15
	11.4.19.1, 12.5.1.36
	
	By definition a type 3 -Type Value (TV) Information Element (IE) has a fixed length.  However the IMEI IE as currently defined has two possible lengths (9 and 10).  Thus the IMEI IE violates the definition of TV IE. The original text for the inclusion of the IMEI was submitted in May 2016 (C1-162600) which had only one value and of length 9 (a correct type 3 - TV IE). However during a revision (C1-162919) IMEISV was added as an option to the IMEI IE and coded as 10 octets. Thus no longer being a type 3 - TV IE.  As per TS 29.018 both the individual IEs for IMEI (18.4.8) and IMEISV (18.4.9) are of fixed size, 10 octets.  To fix this coding/formating error one either has to change the IE from a TV to a TLV (by adding a one octet length field) or change the existing IE to a fixed size format (by adding an octet to the 9 octet form).  The latter was chosen as the proposed solution to avoid adding one additional octet to the IE for each possible coding of the IMIE IE (i.e. making IMEI 9 and 10 and IMEISV 10 and 11)
	! Change IMEI IE for PC5 signaling message to a fixed length of 10. In 11.4.19.1 change length from "9 or 10" to "10"; In 12.5.1.36 change length from "9 or 10" to "10";  In figure 12.5.1.36.1 change "octet n" to "octet 10"; In table 12.5.1.36.1change "n(n is either 9 or 10)" to "10)"; and insert additonal text for Octet 10, when IMEI is the IMEI type coding.
	Statements are inconflict as to how to properly code a type 3 - TV IE. One cannot know without processing this TV how long the IE is.
	False
	True
	False
	True

	24.341
	0091
	2
	Rel-15
	UAC for SMSoIP
	B
	15.2.0
	
	C1-184807
	Nokia, Nokia Shanghai Bell, BlackBerry UK Ltd.
	5GS_Ph1-IMSo5G
	G.2.1.1 (new)
	
	Unified Access Control is currently missing from 24.341.
	! Introduce support for UAC in Annex G.2. UE will notify NAS when SMSoIP submission starts and stops.
	UAC for SMSoIP not supported
	False
	True
	False
	True

	24.379
	0403
	-
	Rel-13
	Correction of namespace prefix for MC location XML
	F
	13.9.0
	
	C1-184156
	Ericsson
	MCPTT-CT
	F.3.2
	
	In the XML schema two occurrences of wrong namespace appear. This makes it impossible to interpret those elements.
	! Change the namespace prefix from mcpttinfo to mcpttloc in two places
	The element with the wrong prefix will be impossible to interpret and the related location information will not be possible to interpret correctly.
	False
	True
	False
	True

	24.379
	0404
	-
	Rel-14
	Correction of namespace prefix for MC location XML
	A
	14.6.0
	
	C1-184157
	Ericsson
	MCPTT-CT
	
	
	In the XML schema two occurrences of wrong namespace appear. This makes it impossible to interpret those elements.
	! Change the namespace prefix from mcpttinfo to mcpttloc in two places
	The element with the wrong prefix will be impossible to interpret and the related location information will not be possible to interpret correctly.
	False
	True
	False
	True

	24.379
	0405
	-
	Rel-15
	Correction of namespace prefix for MC location XML
	A
	15.2.0
	
	C1-184158
	Ericsson
	MCPTT-CT
	F.3.2
	
	In the XML schema two occurrences of wrong namespace appear. This makes it impossible to interpret those elements.
	! Change the namespace prefix from mcpttinfo to mcpttloc in two places
	The element with the wrong prefix will be impossible to interpret and the related location information will not be possible to interpret correctly.
	False
	True
	False
	True

	24.379
	0406
	1
	Rel-15
	Display of functional alias
	F
	15.2.0
	
	C1-184775
	Nokia, Nokia Shanghai Bell
	MONASTERY
	10.1.1.2.1.2
	
	Current version of the spec does not describe that MCPTT client displays a functional alias that is received in SIP signalling
	! On reception of SIP INVITE that contains a functional aliase, the MCPTT client may display the received FA
	Functional Alias is not displayed to the MCPTT user
	False
	True
	False
	False

	24.379
	0407
	-
	Rel-15
	Protection of functional alias
	F
	15.2.0
	
	C1-184166
	Nokia, Nokia Shanghai Bell
	MONASTERY
	4.8
	
	Current version of the spec does not describe that Functional Alias is sensitive application data.
	! FA is listed as sensitive data in section 4.8
	Functional Alias security not covered
	False
	True
	False
	True

	24.379
	0408
	1
	Rel-15
	Functional alias in REFER
	F
	15.2.0
	
	C1-184776
	Nokia, Nokia Shanghai Bell
	MONASTERY
	6.3.2.1.4, 10.1.2.2.2.1
	
	Current version of the spec does not describe that functional alias can be included in REFER request.
	! <functional-alias-URI>  element of the application/vnd.3gpp.mcptt-info+xml MIME body can be used in REFER. If received in REFER, then it will be included in the related outgoing INVITE
	Functional Alias not supported in REFER
	True
	False
	False
	True

	24.379
	0409
	1
	Rel-15
	SUBSCRIBE to contain Event header
	F
	15.2.0
	
	C1-184777
	Nokia, Nokia Shanghai Bell
	MONASTERY
	9A.2.1.3; 9A.2.2.2.7
	
	RFC 6665 section 3.1.2 contains the following requirement: Subscribers MUST include exactly one "Event" header field in SUBSCRIBE requests, indicating to which event or class of events they are subscribing  However, this is missing in the SUBSCRIBE requests described in section 9A for Functional Alias
	! When sending SUBSCRIBE to get status of Functional Alias, an Event header set to "presence" is included
	FA status notification does not work
	False
	True
	False
	True

	24.379
	0410
	2
	Rel-15
	Location of Talker
	B
	15.2.0
	
	C1-184813
	FirstNet
	enhMCPTT-CT
	6.3.2.1.4, 6.3.4.1.3, 10.1.1.2.1.3, 10.1.2.2.1.4, 10.1.1.3.1.1, 10.1.1.4.2, 10.1.2.2.2.1, 10.1.2.3.1.1, 11.1.1.2.1.1, 11.1.1.2.1.4, 11.1.1.2.1.5, 11.1.1.2.2.1, 11.1.1.3.1.1, 11.1.6.2.2.1, 11.1.6.3.1.1
	
	Implementation of Location of Talker feature
	! These changes cause the MCPTT client to forward its location, if allowed, to the participating MCPTT function on SIP messages that include an implicit floor request, and cause the participating MCPTT function to forward the location of the requesting MCPTT client to the controlling MCPTT function when the location information is available and allowed to be sent to other MCPTT clients on the call.  In some cases dealing with emergency calls, the location information is already included by the MCPTT client in the SIP message and a check is made to avoid including the location information twice. In situations where the SIP message sent by the MCPTT client does not include location information, the participating MCPTT function includes the location information, if allowed and available, in the SIP signalling sent to the controlling MCPTT function.
	The Location of Talker feature will not be implemented in Rel-15, making it impossible in Mission Critical situations for the listeners in a call to know the location of the talker.
	False
	True
	False
	True

	24.379
	0411
	2
	Rel-15
	Enter-Exit emergency alert area
	B
	15.2.0
	
	C1-184816
	FirstNet, Samsung R&D Institute UK
	enhMCPTT-CT
	6.2.0.1, 6.3.3.1.X (new subclause), 12.1.1.X (new subclause), 13.2.4, F.1.3
	
	Implement the Enter Emergency Alert Area Indication feature
	! When the participating MCPTT function receives a location report that includes a location of the MCPTT client within an emergency alert area, the MCPTT function sends a SIP MESSAGE to the MCPTT client to notify it (6.3.3.1.X). When the MCPTT client receives a SIP MESSAGE notifying it that it is within an emergency alert area, the MCPTT client initiates an Emergency Alert Origination (12.1.1.1)
	The Enter Emergency Alert Area Indication feature will not be implemented in Rel-15, leaving First Responders without the possibility of being alerted when entering an area that has life/death consequences.
	False
	True
	False
	True

	24.379
	0412
	1
	Rel-15
	FA Take Over
	F
	15.2.0
	
	C1-184780
	Nokia, Nokia Shanghai Bell
	MONASTERY
	9A.2.1.2, 9A.2.2.2.6, 9A.2.2.3.2, 9A.2.2.3.3, 9A.3.1.2
	
	Stage-2 requires that functional alias can be taken over by UE.
	! MCPTT server uses "take-over-possible" value in status element to indicate in notifications towards MCPTT client that client can take over a FA MCPTT client uses "take-over" element in application/pidf+xml MIME in SIP PUBLISH that the request is for FA take over Coding in 9A.3 for FA extensions to application/pidf+xml MIME type contain new status value and new element
	Functional Alias security not covered
	False
	True
	False
	True

	24.380
	0190
	1
	Rel-15
	Handling Floor Requests received by former floor arbitrator from floor granted user
	A
	15.2.0
	
	C1-184773
	FirstNet, National Institue of Standards and Technology (NIST)
	MCPTT-CT
	7.2.3.7.10
	
	Current protocol 7.2.3.7.10 automatically sends a Floor Deny message to any and all Floor Request messages received.  This can lead to the floor granted participant being denied the floor to which it was previously granted.
	! Add check to receipt of Floor Request message in 7.2.3.710 for origination from the floor granted participant.
	Can result in the floor granted participant not getting the floor and inhibiting the use of the group until the multiple (4) timeouts of T205 (80 ms) and T233 (3 s) before a new user is granted the floor.
	False
	True
	False
	True

	24.380
	0191
	-
	Rel-15
	Handling mulitple Floor Requests from same user when queuing
	C
	15.2.0
	
	C1-184132
	FirstNet, National Institue of Standards and Technology (NIST)
	MCProtoc15
	7.2.3.5.4
	
	Current protocol can result in multiple duplicate entries in the queue, since no check is performed when a Floor Request message is received to determine if it is already in the queue.
	! Add check for duplication of floor request already in queue to 7.2.3.5.4; and change the plural form of "messages;" to the singular form by deleting the final "s".
	Can lead to multiple (duplicate) requests being added to the queue without a method for deleting the multiple requests by the floor requester.
	False
	True
	False
	True

	24.380
	0192
	2
	Rel-15
	Coding of floor control messages to support functional alias
	B
	15.2.0
	
	C1-184802
	Nokia, Nokia Shanghai Bell
	MONASTERY
	8.2.3.1, 8.2.3.19(new), 8.2.3.20(new), 8.2.4, 8.2.9
	
	Stage-2 has described that media plane control messages for MCPTT can contain the Functional Alias information, similar to the User ID.
	! For regular MCPTT scenario, Functional Alias informaition, the FA is inclused in Floor Request and Floor Taken messaga. A new information element "functional alias" is defined. For multi-talker MCPTT scenario, in additionthe Functional Alias of all talkers needs to be included I Floor Taken message. A new element "list of functioanl alias" is defined.
	Functional Alias can't be provided in media plane messages
	False
	True
	False
	True

	24.380
	0193
	1
	Rel-15
	Procedures for floor control messages to support functional alias
	B
	15.2.0
	
	C1-184779
	Nokia, Nokia Shanghai Bell
	MONASTERY
	6.3.4.4.2, 6.3.4.4.7a, 6.3.5.2.2, 6.3.5.4.5, 6.3.5.6.5, 6.3.5.7.4, 6.3.6.3.2, 6.3.6.3.3, 6.3.6.3.4, 6.3.6.3.6, 6.5.4.6,
	
	Stage-2 has described that media plane control messages for MCPTT can contain the Functional Alias information, similar to the User ID.
	! For regular MCPTT scenario, Functional Alias informaition, the FA is included in Floor Request and Floor Taken message. For multi-talker MCPTT scenario, in addition the Functional Alias of all talkers needs to be included in Floor Taken message.  The procedures in section are changed accordingly.
	Functional Alias can't be provided in media plane messages
	False
	True
	False
	True

	24.380
	0194
	1
	Rel-15
	Location of Talker
	B
	15.2.0
	
	C1-184760
	FirstNet, Ericsson
	enhMCPTT-CT
	2, 8.2.3.1, 8.2.3.17, 8.2.3.21 (new), 8.2.3.22 (new), 8.2.4, 8.2.9
	
	Implementation of Location of Talker feature
	! This change: adds fields in the Floor Taken signalling to provide the location of the Granted Party or the List of Locations of Granted Users in the multi-party scenario; adds a field in the Floor Request signalling to provide the location of the requesting user; uses a new <allow-location-info-when-talking> user profile to inform the MCPTT client when it is allowed to disclose its location information as a talker. A small change was made in 8.2.3.17 and 8.2.3.18 to change "multiple talker" to "multi-talker".
	The Location of Talker feature will not be implemented in Rel-15, making it impossible in Mission Critical situations for the listeners in a call to know the location of the talker.
	False
	True
	False
	True

	24.380
	0195
	1
	Rel-15
	Clarification and correction of length values.
	F
	15.2.0
	
	C1-184774
	Ericsson, FirstNet
	MCProtoc15
	8.2.3.14, 8.2.3.16, 8.2.3.18, 8.3.3.5, 8.3.3.7, 8.4.3.4
	
	Where spare bits are used the length indicator explicitly includes the spare bits in most cases. In some places it is left undefined. It is proposed to make the text consistent and always explicitly include the spare bits. Where padding is used, the length indicator mostly excludes the padding bits from the length. In some places it is left undefined. It is proposed to make the text consistent and always explicitly exclude the padding bits. One instance of an SSRC field length is incorrectly specified.
	! Do the corrections as above.
	Incorrect and unclear specification.
	False
	True
	False
	True

	24.380
	0196
	1
	Rel-15
	Enhanced group call setup
	B
	15.2.0
	
	C1-184769
	Ericsson
	enhMCPTT-CT
	4.1.3.x (new), 4.1.3.y (new), 9.3.2.3.1, 10.2.2.2, 10.2.3.12
	
	Stage 2 has specified procedures in TS 23.379 section 10.10.6.2 where the participating MCPTT function sends an application paging message before starting up a new group call over unicast bearers or when to move a call to unicast bearers. The establishment of the new call then proceeds in the normal way.  The procedures for moving a call to unicast bearers were specified in C1-183606, but the related informative description in clause 4 needs to be added.
	! Add description as to how to start up a call over unicast bearers. Add description for the procedure to move a call to unicast bearers. Add an optional procedure to send an Application Paging message before starting the call set-up using the media plane control for a call using a pre-established session. An implementation error from C1-183606 on a reference to a subclause is corrected in 10.2.2.2. A spelling error in 10.2.3.12 is also corrected.
	Stage 2 requirement not fulfilled. Slower call set-up procedures.
	False
	True
	False
	True

	24.380
	0197
	2
	Rel-15
	MBMS bearer announcement over an MBMS bearer
	B
	15.2.0
	
	C1-184803
	Ericsson
	MBMS_MCservices
	4.1.3.x (new), 8.4.2, 8.4.3.1, 8.4.3.c (new), 8.4.x (new), 10.3.5 (new)
	
	According to stage 2 in 23.280 10.7.3.5.2 the participating MC server can send an MBMS bearer announcement over an MBMS bearer. This is particularly useful in the case where the bearer has been previously announced over a unicast bearer, but is not active.
	! -Introduce descriptive text for MBMS bearer announcement over an MBMS bearer. -Define a Bearer Announcement message for the MBMS subchannel control messages. -Define a new Monitoring State field to be included in the above message. -Define that the MCPTT client shall send a MBMS listening status report when receiving the MBMS bearer announcement.
	To activate an already announced MBMS subchannel is not possible. This will slow down the activation and consume more resources in the system.
	False
	True
	False
	True

	24.380
	0198
	-
	Rel-13
	Handling Floor Requests received by former floor arbitrator from floor granted user
	F
	13.8.0
	
	C1-184771
	FirstNet, National Institue of Standards and Technology (NIST)
	MCPTT-CT
	7.2.3.7.10
	
	Current protocol 7.2.3.7.10 automatically sends a Floor Deny message to any and all Floor Request messages received.  This can lead to the floor granted participant being denied the floor to which it was previously granted.
	! Add check to receipt of Floor Request message in 7.2.3.710 for origination from the floor granted participant.
	Can result in the floor granted participant not getting the floor and inhibiting the use of the group until the multiple (4) timeouts of T205 (80 ms) and T233 (3 s) before a new user is granted the floor.
	False
	True
	False
	True

	24.380
	0199
	-
	Rel-14
	Handling Floor Requests received by former floor arbitrator from floor granted user
	A
	14.6.0
	
	C1-184772
	FirstNet, National Institue of Standards and Technology (NIST)
	MCPTT-CT
	7.2.3.7.10
	
	Current protocol 7.2.3.7.10 automatically sends a Floor Deny message to any and all Floor Request messages received.  This can lead to the floor granted participant being denied the floor to which it was previously granted.
	! Add check to receipt of Floor Request message in 7.2.3.710 for origination from the floor granted participant.
	Can result in the floor granted participant not getting the floor and inhibiting the use of the group until the multiple (4) timeouts of T205 (80 ms) and T233 (3 s) before a new user is granted the floor.
	False
	True
	False
	True

	24.385
	0011
	-
	Rel-14
	"V2XServiceIDtoV2XFrequencyMappingRule" should be under the node "V2XoverPC5"
	F
	14.3.0
	
	C1-184034
	Samsung R&D Institute UK, LG Electronics
	V2X-CT
	5.5.38, 5.5.39, 5.5.40, 5.5.41, 5.5.42, 5.5.43, 5.5.44, 5.5.45
	
	Figure 4.1.3 (The V2X communication provisioning MO (part 3)) shows the node "V2XServiceIDtoV2XFrequencyMappingRule" to be under the node "V2XoverPC5". However, the title descriptions in subclauses 5.5.38 to 5.5.45 (inclusive) indicate that "V2XServiceIDtoV2XFrequencyMappingRule" is under the root node <X>.
	! Align subclauses 5.5.38 to 5.5.45 (inclusive) with Figure 4.1.3.
	Incorrect specification leading to misinterpretation when implementing the managed object.
	False
	True
	False
	False

	24.385
	0012
	-
	Rel-15
	"V2XServiceIDtoV2XFrequencyMappingRule" should be under the node "V2XoverPC5"
	A
	15.0.0
	
	C1-184106
	Samsung R&D Institute UK, LG Electronics
	V2X-CT
	5.5.38, 5.5.39, 5.5.40, 5.5.41, 5.5.42, 5.5.43, 5.5.44, 5.5.45
	
	Figure 4.1.3 (The V2X communication provisioning MO (part 3)) shows the node "V2XServiceIDtoV2XFrequencyMappingRule" to be under the node "V2XoverPC5". However, the title descriptions in subclauses 5.5.38 to 5.5.45 (inclusive) indicate that "V2XServiceIDtoV2XFrequencyMappingRule" is under the root node <X>.
	! Align subclauses 5.5.38 to 5.5.45 (inclusive) with Figure 4.1.3.
	Incorrect specification leading to misinterpretation when implementing the managed object.
	False
	True
	False
	False

	24.385
	0013
	1
	Rel-15
	MO for service type and Tx profile mapping rules
	B
	15.0.0
	
	C1-184728
	LG Electronics
	LTE_eV2X-Core
	4.1, 5.5.46 (new), 5.5.47 (new), 5.5.48 (new), 5.5.49 (new), Annex A
	
	At SA2#127bis, SA2 agreed that the UEs are configured with Tx Profiles that are associated with the V2X services (PSID or ITS-AID). The Tx Profile for a packet is located by the V2X layer based on the service identifier (PSID or ITS-AID) provided from upper layer. The packet is passed to the AS layer with a pointer to the idnetified Tx Profile (TS 23.285 CR#0044R2 in S2-185771).  "-  The mapping of service types (e.g. PSID or ITS-AIDs) to Tx Profiles (see TS 36.300 [10] for further information)." A new V2X communication provisioning MO needs to be added for this configuration parameter.
	! Add a new V2X MO for the service identifiers and Tx profiles mapping rule used for V2X communication over PC5.
	Stage 2 requirement is not implemented in stage 3.
	False
	True
	False
	False

	24.385
	0014
	-
	Rel-14
	Correction of DDF to be valid XML document
	F
	14.3.0
	
	C1-184512
	LG Electronics, Samsung R&D Institute UK
	V2X-CT
	Annex A
	
	DDF in Annex A is not a valid XML document.
	! It is proposed to correct DDF in Annex A to be valid XML document.
	Not possible to implement the management object.
	False
	True
	False
	False

	24.385
	0015
	-
	Rel-15
	Correction of DDF to be valid XML document
	A
	15.0.0
	
	C1-184513
	LG Electronics, Samsung R&D Institute UK
	V2X-CT
	Annex A
	
	DDF in Annex A is not a valid XML document.
	! It is proposed to correct DDF in Annex A to be valid XML document.
	Not possible to implement the management object.
	False
	True
	False
	False

	24.386
	0018
	1
	Rel-15
	Correction for reliable transmission over V2X PC5
	F
	15.0.0
	
	C1-184729
	Ericsson
	LTE_eV2X-Core
	3.1, 5.2.4, 6.1.2.1, 6.1.2.2
	
	TS 23.285 states: ------------ When PC5 is used for the transmission of V2X messages, the following principles are followed for both network scheduled operation mode and UE autonomous resources selection mode: ... - ProSe Per-Packet Reliability (PPPR) applies to the V2X communication over PC5 as defined in TS 23.303 [5]. PPPR has a value range of 1 to 8, where the higher value represents the lower reliability requirement for that message. The UE may be configured with a list of V2X services, e.g. PSID or ITS-AIDs allowed to use the specific PPPR value. ... When the network scheduled operation mode is used, following additional principles apply: ... - UE may provide PPPR information reflecting reliability requirement described in TS 22.186 [28] to the eNB for resources request. ... The following information for V2X communications over PC5 reference point is provisioned to the UE: ... 3) Policy/parameters: ... - The list of V2X services, e.g. PSID or ITS-AIDs of the V2X applications, allowed to use a specific PPPR value. ... ------------
	! PPPR value provided by upper layer is authorized against the list of V2X services allowed to use PPPR, if such list is configured.  Authorized PPPR value is provided to lower layers, when requesting radio resources for V2X communication over PC5.
	Waste of radio resources by PPPR functionality used by unauthorized applications.
	False
	True
	False
	False

	24.386
	0019
	1
	Rel-15
	Support of V2X over PC5 message transmission using Tx Profiles
	B
	15.0.0
	
	C1-184726
	LG Electronics
	LTE_eV2X-Core
	5.2.4, 6.1.2.2
	
	At SA2#127bis, SA2 agreed that the UEs are configured with Tx Profiles that are associated with the V2X services (PSID or ITS-AID). The Tx Profile for a packet is located by the V2X layer based on the service identifier (PSID or ITS-AID) provided from upper layer. The packet is passed to the AS layer with a pointer to the idnetified Tx Profile (TS 23.285 CR#0044R2 in S2-185771).  Therefore, this stage 2 agreement needs to be captured in TS 24.386.
	! Add V2X service identifier to Tx Profile mapping rules between the V2X service identifiers and the Tx Profile as a configuration parameters for V2X communication over PC5.  Add the Tx Profile associated with the V2X service identifier for V2X message transmission.
	Stage 2 requirement is not implemented in stage 3.
	False
	True
	False
	False

	24.424
	0003
	2
	Rel-15
	3GPP data off in roaming and Ut/XCAP services configuration MO
	F
	15.0.0
	
	C1-184673
	Huawei, HiSilicon, Orange
	PS_DATA_OFF2-CT
	4, Annex A
	
	As per current stage 1 requirements, up to two sets of 3GPP PS Data Off Exempt Services can be configured by the HPLMN at the UE (see below text copied from TS 22.011): "3GPP PS Data Off may be activated based on roaming status, and the HPLMN may configure up to two sets of 3GPP PS Data Off Exempt Services for its subscribers: one is used when in HPLMN and another when roaming."  The above SA1 requirements were already covered in stage 2 TS 23.228 under PS_DATA_OFF2 WID in Rel-15 as below: "The UE may be provisoned by HPLMN with up to two enumerated lists of SIP-based services that are 3GPP PS Data Off exempted either via Device Management or in the UICC, one list is valid for the UEs camping in the home PLMN and the other list is valid for any VPLMN the UE is roaming in. When the UE is configured only with a single list, without an indication to which PLMNs the list is applicable, then this list is valid for the home PLMN and any PLMN the UE is roaming in."  "The HPLMN network shall provision in the UE either via Device Management or in the UICC the lists of 3GPP PS Data Off Exempt Services. Up to two lists are provisioned in the UE for that purpose: one list is used when the UE is at home, while the second list is used when the UE is roaming in any visited PLMN."  However, this updated requirement was not implemented in stage 3 under PS_DATA_OFF2-CT WID in Rel-15.
	! It proposes to implement the stage 1 and stage 2 requirements to support two lists of 3GPP PS Data Off exempt service in the for the supplementary services configuration via XCAP over Ut interface
	The stage 1 and stage 2 requirements on the PS data off using two lists of 3GPP PS Data Off exempt service is not implemented in stage 3.
	False
	True
	False
	False

	24.483
	0044
	1
	Rel-14
	Removal of leaf node for enhanced status operational value
	F
	14.4.0
	
	C1-184498
	Samsung Electronics
	MCImp-MCDATA-CT
	6.1, 6.2.23L, 6.2.23M, 6.2.23N
	
	The "/<x>/<x>/Common/MCData/EnhSvcOpValues" node is not being used in release-14 and is creating compatibility issues in the future releases.
	! The "/<x>/<x>/Common/MCData/EnhSvcOpValues" node is removed.
	Compatibility issues in future releases.
	False
	True
	False
	True

	24.483
	0045
	2
	Rel-15
	Location of Talker
	B
	15.2.0
	
	C1-184814
	FirstNet
	enhMCPTT-CT
	5.1, 5.2.48W10 (new clause)
	
	Implementation of the Location of Talker feature per 23.379 clause 10.6.2.7 and table A.3-1: "Authorisation to provide location information to other MCPTT users on a call when talking"
	! This change adds the OnNetwork/AllowedLocationInfoWhenTalking leaf node in the OnNetwork portion of the MCPTT user profile.
	The Location of Talker feature will not be implemented in Rel-15, making it impossible in Mission Critical situations for the listeners in a call to know the location of the talker.
	False
	True
	False
	False

	24.483
	0046
	-
	Rel-15
	Reception Priority
	B
	15.2.0
	
	C1-184408
	Huawei, HiSilicon
	eMCVideo-CT
	13.2.38m(new)
	
	The MO <ReceptionPriority> for the MCVideo user profile is missing.
	! Add the MO <ReceptionPriority> for the MCVideo user profile.
	The MCVideo user cannot determine its reception priority.
	False
	True
	False
	True

	24.484
	0095
	2
	Rel-15
	Location of Talker mcptt profile element
	B
	15.3.0
	
	C1-184815
	FirstNet
	enhMCPTT-CT
	8.3.2.1, 8.3.2.3, and 8.3.2.7
	
	Implementation of the Location of Talker feature per 23.379 clause 10.6.2.7 and table A.3-1: "Authorisation to provide location information to other MCPTT users on a call when talking"
	! This change adds the <allow-location-info-when-talking> MCPTT profile element. This element is used to determine whether the location of the talker is allowed to be sent to the other MCPTT clients on the call.
	The Location of Talker feature will not be implemented in Rel-15, making it impossible in Mission Critical situations for the listeners in a call to know the location of the talker.
	False
	True
	False
	True

	24.501
	0001
	-
	Rel-15
	Replace unknown "registration update accept"
	F
	15.0.0
	
	C1-184000
	BlackBerry UK Ltd., HOME OFFICE
	5GS_Ph1-CT
	5.3.12
	
	The REGISTRATION UPDATE ACCEPT message is not defined.
	! Change REGISTRATION UPDATE ACCEPT message into REGISTRATION ACCEPT message.
	TS 24.501 contains unknown message
	False
	True
	False
	True

	24.501
	0003
	2
	Rel-15
	Pass (Extended) Emergency Number List to upper layers
	F
	15.0.0
	
	C1-184867
	BlackBerry UK Ltd.
	5GS_Ph1-CT, TEI15
	5.3.12
	
	IEs with emergency numbers are received but are not passed up to the upper layers.
	! Pass IEs with emergency numbers to the upper layers.
	IEs with emergency numbers continue to be unavailable at the upper layers.
	False
	True
	False
	False

	24.501
	0004
	-
	Rel-15
	Correcting access selection for SMS over NAS
	F
	15.0.0
	
	C1-184023
	Samsung R&D Institute UK, Qualcomm Incorporated, Interdigital Communications
	5GS_Ph1-CT
	5.4.5.2.2
	
	pCR C1-183834 introduced conditions explaining how the UE decides which access to send MO SMS on when registered over both 3GPP access and non-3GPP access, based on the UE preferences regarding access selection for mobile originated SMS as specified in TS 23.501.  However the two documented conditions for the UE attempting SMS are not symmetrical. Bullet b) describes the case where the UE prefers to send the SMS over non-3GPP access, and qualifies that further by indicating that when non-3GPP access is not available, the UE attempts to deliver the SMS over 3GPP access. However, bullet a) (which describes the case where the UE prefers to send SMS over 3GPP access) does not qualify the case where 3GPP access is not available.
	! Clarify the UE conditions for the UE attempting to send SMS when the UE is registered over both 3GPP access and non-3GPP access and prefers to send SMS over 3GPP access, but 3GPP access is not available.
	SMS will not be sent even though non-3GPP access is available. There could be a case where you are in a tunnel (no 3GPP access), but there is an access point giving you non-3GPP access.
	False
	True
	False
	False

	24.501
	0006
	1
	Rel-15
	Referring to the correct bits for SMS over NAS during the registration procedure
	F
	15.0.0
	
	C1-184595
	Samsung R&D Institute UK, Interdigital Communications, CATT, Qualcomm Incorporated, Huawei, HiSilicon
	5GS_Ph1-CT
	5.4.5.3.2, 5.5.1.2.2, 5.5.1.2.4, 5.5.1.3.2, 5.5.1.3.4
	
	At CT1#111, it was decided that UE support for SMS over NAS and network allowance for the use of SMS over NAS would not be specified in dedicated type 1 IEs of TV format, but instead merged into the existing type 4 IEs of TLV format: 5GS registration type IE and 5GS registration result IE. This impacted the normative conditions in the registration procedure for referring to these bits. While some of the conditions were modified during CT1#111, not all were done.
	! Modify conditions to refer correctly to the SMS over NAS bits in the 5GS registration type IE and 5GS registration result IE.
	SMS over NAS cannot be implemented without accurate conditions of UE support and network allowance.
	False
	True
	False
	True

	24.501
	0007
	1
	Rel-15
	Setting and checking 5GS update status
	F
	15.0.0
	
	C1-184718
	Samsung R&D Institute UK
	5GS_Ph1-CT
	5.5.1.2.4, 5.5.1.3.4, 5.6.1.1
	
	When the UE receives the REGISTRATION ACCEPT message, it needs to reset the registration attempt counter, enter state 5GMM-REGISTERED and set the 5GS update status to 5U1 UPDATED. This is missing from TS 24.501.  Additionally, the following conditions are missing from the service request procedure for the UE to be allowed to initiate service request after one of the criteria a) to h) in subclause 5.6.1.1 has been met: its 5GS update status is 5U1 UPDATED, and the TAI of the current serving cell is included in the TAI list; and no 5GMM specific procedure is ongoing.
	! Upon receipt of the REGISTRATION ACCEPT message, the UE shall reset the registration attempt counter, enter state 5GMM-REGISTERED and set the 5GS update status to 5U1 UPDATED. Modify general section of service request procedure to add conditions for when UE is allowed to send service request.
	UE's update status, registration status and registration update counter will not be set correctly, state leading to incorrect UE operation.
	False
	True
	False
	False

	24.501
	0008
	1
	Rel-15
	Clarifications on MICO indication
	F
	15.0.0
	
	C1-184596
	Samsung R&D Institute UK, Huawei, HiSilicon, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.4.4.3, 8.2.19.13, 9.10.3.28
	
	TS 24.501 subclause 5.4.4.2, requires that the AMF includes the "registration requested" in the CONFIGURATION UPDATE COMMAND message whenever the AMF needs to request that the UE perform parameter negotiation with the network. Strictly speaking this is not required for the case of MICO as the UE can just use the "MICO indication" as a trigger to perform mobility registration in 5GMM-CONNECTED mode to re-negoitiate MICO.  However, it may be seen to simplify the AMF implementation to always include the "registration requested" indication when the AMF wishes the UE to perform registration and then use the combination of parameters to indicate any special behaviour (e.g. when included with allowed NSSAI and/or configured NSSAI, the 5G-GUTI is not sent to the lower layers). This is understood.  Nevertheless, the current conditions at the UE for checking "registration requested" in subclause 5.4.4.3 are unclear as they are joined with an "or" condition which allows the UE to pick a required behaviour based on the inclusion of certain parameters, but without non-inclusion of certain parameters clearly specified.  UE receiving "registration requested" with allowed NSSAI and/or configured  - MICO indication could be included, and in this case it is simply ignored because AMF relocation will occur so renegotiation of MICO does not make sense. UE receiving "registration requested" with MICO indication: - Nothing is stated about inclusion of allowed NSSAI and/or configured NSSAI. Therefore the UE receiving "registration requested" and MICO indication is free to choose a behaviour irrespective or other parameters, which is not what is desired.  Additionally, in the CONFIGURATION UPDATE COMMAND, the UE is not required to process the value of the Registration Area Allocation Indication (RAAI) in the MICO indication. Its purely the presence of this indication that is reqiured for the UE to be requested to re-negotiate MICO.
	! Clarify that in the case of "registration requested" and MICO indication that registration will occur in 5GMM-CONNECTED mode only when allowed NSSAI and/or configured NSSAI are not included.  Clarify the the inclusion criteria of the MICO indication in the CONFIGURATION UPDATE COMMAND and the setting of the bits in the MICO indication.
	Unclear behaviour for the UE. This could result in undesired behaviour. Some UE implementations executing one condition and some UE implementations executing the other condition.
	False
	True
	False
	False

	24.501
	0009
	1
	Rel-15
	Timer T3540 clarifications
	F
	15.0.0
	
	C1-184873
	Samsung R&D Institute UK
	5GS_Ph1-CT
	10.2
	
	Timer T3540 (guard timer for release of the NAS signalling connection) is documented in "Table 10.2.1: Timers of 5GS mobility management - UE side". Issue 1: Although it is understood that timer tables are not supposed to be exhaustive, still subclause 5.3.1.2 item b) and item e) are not covered in the timer table and some generic text should be provided. Issue 2: CONFIGURATION UPDATE COMMAND is received when the UE is normally registered, but 5GMM-REGISTERED is not mentioned in the STATE cell Issue 3: ON EXPIRY in the timer table only covers cases a), b) and c) of subclause 5.3.1.2. Cases d) and e) are missing
	! For Issue 1, propose to cover the missing conditions in subclause 5.3.1.2 in CAUSE OF START as: REGISTRATION ACCEPT message received as described in subclause 5.3.1.2 case b) CONFIGURATION UPDATE COMMAND message received as described in subclause 5.3.1.2 case e) For Issue 2, add 5GMM-REGISTERED to the STATE cell for timer T3540. For Issue 3, in ON EXPIRY cells for T3540: For the first cell, propose: Release the NAS signalling connection for the cases a), and b) and e) as described in subclause 5.3.1.2, and additionally for case e) perform a new registration procedure as described in subclause 5.5.1.3.2. For the second cell propose: Release the NAS signalling connection for the cases c) and d) as described in subclause 5.3.1.2 and initiation of the registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.3.2
	Incomplete specification of timer T3540 could lead to timer not being started when it should be started and conditions in the UE not being executed on expiry of the timer.
	False
	True
	False
	False

	24.501
	0010
	1
	Rel-15
	Network Slicing Subscription Change Indication
	F
	15.0.0
	
	C1-184660
	Samsung R&D Institute UK, Nokia, Nokia Shanghai Bell, LG Electronics, Ericsson
	5GS_Ph1-CT
	3.1, 4.6.2.2, 5.4.4.1, 5.4.4.2, 5.4.4.3, 5.5.1.2.4, 5.5.1.3.4, 8.2.7.1, 8.2.7.xx (new), 8.2.19.1, 8.2.19.xx (new), 9.10.3.xx (new)
	
	CRs S2-186215 (TS 23.501) and S2-186216 (TS 23.502) were agreed at SA2#127-bis and approved at SA#80. These CRs introduce the network slicing subscription change indication into the REGISTRATION ACCEPT message and the CONFIGURATION UPDATE COMMAND message. Prior to these CRs being approved, any updates to the network slicing subscription information were not reflected in changes to the Configured NSSAI and slice configuration for any PLMN other than the current serving PLMN as the AMF in the serving PLMN is the only one that notices the slice subscription has changed when the UE is registered. If the UE is not registered, an indication that the subscription has changed is provided to the first AMF that contacts the UDM, subsequent to a network slicing subscription change, for the UE to then update the UE configuration. On receipt of the indication, the UE deletes all stored slicing information for each and every PLMN (except for the current PLMN) and updates the current PLMN network slicing configuration information with any received values from the AMF.in the REGISTRATION ACCEPT message and the CONFIGURATION UPDATE COMMAND message.
	! Provide a network slicing subscription change indication into the REGISTRATION ACCEPT message and the CONFIGURATION UPDATE COMMAND message. On receipt of this indication, the UE shall delete all stored slicing configuration (Configured NSSAI, Allowed NSSAI) and asssociated mapping information for each and every PLMN (except for the current PLMN), This stored slice information is erased prior to storing any slice information received for the current PLMN in the same REGISTRATION ACCEPT message or CONFIGURATION UPDATE COMMAND message.
	UE not made aware of configuration change when UE moves to a different PLMN to the serving PLMN and already has a configured NSSAI for this new PLMN stored meaning UE cannot register for service from this new slice.
	False
	True
	False
	True

	24.501
	0012
	-
	Rel-15
	Correction for PDU session context
	F
	15.0.0
	
	C1-184042
	Ericsson, MediaTek Inc.
	5GS_Ph1-CT
	4.8.2.3, 5.5.2.2.3, 5.5.2.2.4, 5.5.2.3.1, 6.1.4.1, 6.1.4.2, 6.4.1.3, 8.3.2.6, 8.3.9.6, 9.10.3.53, 9.10.4.5, B.1
	
	In most places, 24.501 uses "PDU session".  In some places 24.501 uses "PDU session context". This inconsistency is confusing for readers.  "PDU session" should be used as in pCR C1-183378 (agreed in CT1#111 meeting).
	! "PDU session" is used consistently.
	Inconsistent specification.
	False
	True
	False
	True

	24.501
	0013
	1
	Rel-15
	Correction for establishment of user-plane resources
	F
	15.0.0
	
	C1-184891
	Ericsson
	5GS_Ph1-CT
	3.1, 4.7.2.1, 5.1.2, 5.1.3.2.1.2.4, 5.1.3.2.3.4, 5.5.1.3.2, 5.5.1.3.4, 5.6.1.1, 5.6.1.4, 5.6.1.5, 8.2.7.10, 8.2.16.1, 8.2.17.3, 9.10.3.11, 9.10.3.38, 9.10.3.39, A.3
	
	Issue-1:   In CT1#111, it was agreed that user-plane resources are "(re-)established" (instead of being "(re-)activated") using the service request procedure.  However, given that: 1) PDU session is established (using UE-requested PDU session procedure); and 2) user-plane resources of the PDU session are (re-)established (using service request procedure) some 24.501 text is not clear on whether it refers to 1) or 2) above.   Issue-2:   There are still occurences referring to (re-)activaction of user-plane resources.   Issue-4:  There is an occurence of "PDU sessions which are activated without user-plane resources" and it is not clear what "activated without user-plane resources" means.
	! Issue-1:   The text is cleaned up so that it is clear whether which of the below is meant: 1) PDU session is established (using UE-requested PDU session procedure); or 2) user-plane resources of the PDU session are (re-)established (using service request procedure)   Issue-2:  "(re-)activaction of user-plane resources" becomes "(re-)establishment of user-plane resources"   Issue-4:  "PDU sessions which are activated without user-plane resources" becomes "PDU sessions which are without user-plane resources".
	Inconsistent specification.
	False
	True
	False
	True

	24.501
	0014
	1
	Rel-15
	Correction for establishment cause
	F
	15.0.0
	
	C1-184599
	Ericsson
	5GS_Ph1-CT
	4.5.3, 4.5.5, 4.5.6, 4.7.2.1, 4.7.2.2
	
	Issue-1:  The establishment cause is derived differently for 3GPP access and non-3GPP access.  For 3GPP access, it is sometimes called "RRC establishment cause" and sometimes "establishment cause". One term ("RRC establishment cause") should be used consistently.  For non-3GPP access, it is sometimes called "establishment cause for non-3GPP access" and sometimes "establishment cause". One term ("establishment cause for non-3GPP access") should be used consistently.   Issue-2:  In table 4.7.2.2.1 and table 4.5.6.1, some establishment cause code points are within quoation marks and others are without quoation marks.
	! RRC establishment cause used consistently. establishment cause for non-3GPP access used consistently.  Quotation marks removed in table 4.7.2.2.1 and table 4.5.6.1.
	Confusing specification.
	False
	True
	False
	False

	24.501
	0015
	-
	Rel-15
	Correction for abnormal cases in the UE of service request procedure
	F
	15.0.0
	
	C1-184048
	Ericsson, Nokia, Nokia Shanghai Bell, Qualcomm Incorporated, NTT DOCOMO, LG Electronics
	5GS_Ph1-CT
	5.6.1.7
	
	Issue-1:  If MO MMTEL voice, MO MMTEL video or MO SMSoIP is barred by UAC, the UE in 5GMM-IDLE mode is operating in the single-registration mode and the UE's usage setting is "voice centric", and the UE decides to attempt the access in EPC: - if the N26 is supported, the UE needs to perform EMM attach procedure or EMM tracking area update procedure (rather than EMM service request procedure) as described in subclause 4.8.2.2. - if the N26 is not supported, the UE needs to perform EMM attach procedure with ESM UE requested PDN connectivity with request type ="handover" and APN="IMS" and PDN type derived PDU session type of the IMS PDU session (rather than of EMM service request procedure) as described in subclause 4.8.2.3.  Issue-2:  If MO MMTEL voice, MO MMTEL video or MO SMSoIP is barred by UAC and the UE operates in dual-registration mode, and the UE decides to attempt the access in EPC:  - if the UE is already attached in EPC, the UE needs to perform ESM UE requested PDN connectivity with request type ="handover" and APN="IMS" and PDN type derived PDU session type of the IMS PDU session (rather than of EMM service request procedure); and - if the UE is not attached in EPC yet, the UE needs to perform EMM attach procedure with ESM UE requested PDN connectivity with request type ="handover" and APN="IMS" and PDN type derived PDU session type of the IMS PDU session (rather than of EMM service request procedure); as described in subclause 4.8.3.
	! Abnormal case in the UE due to a barred access attempt updated to refer to subclause 4.8.2 and subclause 4.8.3.
	Not possible to move to EPS after MO MMTEL voice, MO MMTEL video or MO SMSoIP is barred by UAC.
	False
	True
	False
	False

	24.501
	0016
	3
	Rel-15
	Correction for maximum data rate per UE for integrity protection for DRBs
	F
	15.0.0
	
	C1-184933
	Ericsson
	5GS_Ph1-CT
	6.1.4.1, 6.3.2.2, 6.4.1.2, 6.4.1.3, 6.4.1.4.1, 6.4.2.1, 6.4.2.2, 8.3.1.1, 8.3.1.x (new), 8.3.7.1, 8.3.7.x (new), 9.10.4.2, 9.10.4.x (new), B.1
	
	23.501 states: --------------------- 5.10.3 PDU Session User Plane Security ... The SMF determines at PDU session establishment a User Plane Security Enforcement information for the user plane of a PDU session based on: ... -  The maximum supported data rate per UE for integrity protection for the DRBs, provided by the UE as part of the 5GSM capability IE during PDU Session Establishment. The SMF may, based on local configuration, reject the PDU Session Establishment request depending on the value of the maximum supported data rate per UE for integrity protection. ... 5.4.4a UE MM Core Network Capability handling ... The UE shall provide the UE Integrity Protection Data Rate capability in the 5GSM Capability IE. The UE Integrity Protection Data Rate capability indicates the maximum data rate up to which the UE can support UP integrity protection. ... --------------------- Therefore, the UE needs to provide to the SMF the maximum data rate per UE for integrity protection for DRBs which the UE supports.   stage-2 suggests to provide this information in 5GSM capability IE but 5GSM capability IE contains just bits indicating support of a feature. Thus, it would be more reasonable to provide this information in a dedicated IE, similarly as the maximum number of packet filters that can be supported for the PDU session.  Furthermore, this information should be provided also after first inter-system change from EPS to 5GS with N26, using a UE-requested PDU session modification, similarly as the maximum number of packet filters that can be supported for the PDU session is provided.  Furthermore, RAN2 LS R2-1804056 / C1-182366 states: --------------------- RAN2 had previously agreed that the maximum supported data rate per UE for integrity protection for the DRBs will be signalled as a UE capability. This capability defines the upper bound of the aggregated data rate of user plane integrity protected data in either UL or DL DRBs. RAN2 has agreed to signal two values so far: 64Kb/s and the "full data rate" of the UE; additional values are expected to be agreed later. ---------------------
	! The UE provides SMF with the maximum data rate per UE for integrity protection for DRBs supported by the UE.  The SMF can reject PDU session establishment depending on the maximum data rate per UE for integrity protection for DRBs provided by the UE.
	Integrity protection for DRBs not possible.
	False
	True
	False
	True

	24.501
	0018
	2
	Rel-15
	Invalid DNN
	F
	15.0.0
	
	C1-184857
	Ericsson, Telecom Italia, Samsung, MediaTek Inc.
	5GS_Ph1-CT
	5.4.5.2.3, 5.4.5.2.5, 5.4.5.3.2, 5.4.5.3.3, 6.4.1.4.3, 9.10.3.2, A.3
	
	23.501 states (text added as part of SP-180591): ----------- The Subscription Information for each S-NSSAI may contain multiple DNNs and one default DNN. When the UE does not provide a DNN in a NAS Message containing PDU Session Establishment Request for a given S-NSSAI, the serving AMF determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAI if a default DNN is present in the UE's Subscription Information; otherwise the serving AMF selects a locally configured DNN for this S-NSSAI. If the DNN provided by the UE is not supported by the network and AMF can not select an SMF by querying NRF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with a cause indicating that the DNN is not supported. -----------  23.502 states (text added as part of S2-186018): ----------- 2. The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF determines a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy. When the NAS Message contains an S-NSSAI but it does not contain a DNN, the AMF determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAI if the default DNN is present in the UE's Subscription Information; otherwise the serving AMF selects a locally configured DNN for this S-NSSAI. If the DNN provided by the UE is not supported by the network and AMF can not select an SMF by querying NRF, based on operator policy, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with an appropriate cause. -----------  Given that SMF selection is out of scope of CT1 and in scope of CT4, then from a CT1 perspective, the stage-2 text on "AMF can not select an SMF by querying NRF" is handled by 24.501 text on "the SMF selection fails".  Furthermore, the AMF uses the DNN provided by the UE in a slice used by the AMF.  Thus, if the SMF selection fails due to the DNN is not supported in the slice identified by the S-NSSAI used by the AMF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with an dedicated 5GMM cause.
	! If the SMF selection fails due to the DNN is not supported in the slice identified by the S-NSSAI used by the AMF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with an 5GMM cause indicating that payload was not forwarded due to the DNN is not supported in a slice. The new cause is handled similarly as 5GMM cause #90 "payload was not forwarded" and the 5GSM cause #70 "missing or unknown DNN in a slice".
	PDU session is established to incorrect DNN
	False
	True
	False
	True

	24.501
	0020
	1
	Rel-15
	Correction for 5GMM cause #90 in subclause A.3
	F
	15.0.0
	
	C1-184883
	Ericsson
	5GS_Ph1-CT
	A.3
	
	5GMM cause #90 is missing in subclause A.3
	! 5GMM cause #90 is added to subclause A.3
	Not clear whether it is possibe to use 5GMM cause #90.
	False
	True
	False
	True

	24.501
	0021
	-
	Rel-15
	Editor's notes in UPDP
	F
	15.0.0
	
	C1-184057
	Ericsson
	5GS_Ph1-CT
	D.1, D.2.1.4, D.4
	
	1) UPDP description contains several editor's notes on work to be done in CT3. CT3 works on its own and does not need those reminders.  2) Subclause D.4 contains the following editor's note which has already been resolved: Editor's note: The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery protocol are FFS.
	! Remove the editor's notes.
	Delayed implementation of UPDP since it is seen as incomplete.
	False
	True
	False
	True

	24.501
	0023
	2
	Rel-15
	Exchange of extended protocol configuration options
	F
	15.0.0
	
	C1-184934
	Ericsson
	5GS_Ph1-CT
	6.6.1
	
	subclause 6.6.1 "Exchange of extended protocol configuration options" is empty.
	! Text added to subcluase 6.6.1 "Exchange of extended protocol configuration options".
	Not clear whether the exchange of extended protocol configuration option is supported in 5GS.
	False
	True
	False
	True

	24.501
	0024
	-
	Rel-15
	5G QoS - restructuring QoS rules IE
	F
	15.0.0
	
	C1-184060
	Ericsson, Qualcomm Incorporated, MediaTek Inc.
	5GS_Ph1-CT
	6.1.4.1, 6.2.5.1.1.2, 6.2.5.1.1.x (new) 6.3.2.2, 6.3.2.3, 6.3.2.4, 6.4.1.3, 6.4.2.2, 8.3.2.1, 8.3.2.x (new), 8.3.7.1, 8.3.7.x (new), 8.3.9.1, 8.3.9.x (new), 9.10.4.9, 9.10.4.z (new)
	
	When several QoS rules relate to the same QoS flow, the QoS flow parameters (5QI, GFBR uplink, GFBR downlink, MFBR uplink, MFBR downlink, Averaging window, EPS bearer identity) are repeated in those several QoS rules. This repetition of the QoS flow parameters in several QoS rules associated with the same QoS flow wastes radio resources, and opens for errors.  Furthermore, TS 23.501 states (text added by S2-186005): ---------------- 5.7.1.5 QoS Flow mapping ... For each SDF, when applicable, the SMF generates an explicitly signalled QoS rule (see clause 5.7.1.4) according to the following principles and provides it to the UE: ... - for a dynamically assigned QFI, the QoS rule(s) and the QoS Flow level QoS parameters (e.g. 5QI, GBR, MBR, Averaging Window) are signalled to UE on per QoS Flow basis. The QoS Flow level QoS parameters may be updated based on the information received in the PCC rule. ---------------- and 23.502 states (text added by S2-186006): ---------------- 4.3 Session Management procedures 4.3.1 General ... As defined in 23.501 [2] clause 5.6.3, considering the case of Home Routed PDU Session, the NAS SM information processing by SMF considers following kind of NAS SM information: ... - Information that is not visible to the V-SMF, only processed by the H-SMF: SSC mode, Protocol Configuration Options, SM PDU DN Request Container, QoS Rule(s) and QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s). ---------------- so QoS flow parameters should be provided separately from QoS rules.
	! QoS flow parameters are transported using a new QoS flow descriptions IE (rather than as part of the existing QoS rules IE). The new QoS flow descriptions IE contains a list of <QFI, QoS flow parameters>.
	Misalignment with stage-2. Waste of radio resources. Abnormal handling needed for cases when several QOS rules have the same QFI but different QoS flow parameters.
	False
	True
	False
	True

	24.501
	0025
	1
	Rel-15
	Correction for editor's note on further 5GSM causes and further minor issues
	F
	15.0.1
	
	C1-184888
	Ericsson
	5GS_Ph1-CT
	6.3.2.4, 6.3.3.2, 6.4.1.4, 6.4.1.4.1, 6.4.1.4.2, 6.4.1.4.3, 6.4.1.7
	
	Isuse-1) 24.501 contains editor's notes on further 5GSM causes being FFS. Given that Rel-15 is now frozen, those editor's notes are not needed any more.  Issue-2) the list of 5GSM causes in subclause 6.3.2.4 needs to be moved up, before any procedures setting up those 5GSM causes.  Issue-3) the list of 5GSM causes in subclause 6.3.3.2 is incomplete as 5GSM cause #43 used in subclause 6.3.3.6 is missing.  Issue-4) subclause 6.4.1.4 was supposed to be split to: 6.4.1.4.1 General 6.4.1.4.2 Handling of network rejection due to 5GSM cause #26 6.4.1.4.3 Handling of network rejection due to 5GSM cause other than 5GSM cause #26  However, procedures related to 5GSM cause #26 were placed in subclause 6.4.1.4.1 rather than in subclause 6.4.1.4.2 and subclause 6.4.1.4.2 now contains solely editor's note:. Editor's note: Handling of network rejection due to 5GSM cause #26 is FFS.  Issue-5) 24.501 contains the following editor's note:  Editor's note: Further abnormal cases in the network side are FFS. Given that Rel-15 is now frozen, this editor's notes is not needed any more.
	! Issue-1) Editor's notes on further 5GSM causes being FFS were removed.  Issue-2) The list of 5GSM causes in subclause 6.3.2.4 was moved up.  Issue-3) The list of 5GSM causes in subclause 6.3.3.2 was extended.  Issue-4) subclause 6.4.1.4.1, subclause 6.4.1.4.2 and subclause 6.4.1.4.3 collapsed into subclause 6.4.1.4 and the editor's note was removed.  Issue-5) editor's note is removed.
	Delayed implementation due to specification seems not finished yet.
	False
	True
	False
	True

	24.501
	0026
	-
	Rel-15
	Correction and alignment of cause code values
	F
	15.0.0
	
	C1-184072
	Ericsson, LG Electronics, Samsung R&D Institute UK, MediaTek Inc.
	5GS_Ph1-CT
	5.4.1.3.6, 5.4.1.3.7, 6.4.1.2, 6.4.1.4.1, 6.4.1.7, 9.10.3.2, 9.10.4.2, 10.2, A.3
	
	Cause code values are not aligned with values in 24.008 & 24.301.  Same cause code value with different meaning is used in MM and SM.
	! Cause code values are added and aligned.
	Cause code values will not be aligned.
	False
	True
	False
	True

	24.501
	0028
	2
	Rel-15
	Corrections for operator-defined access categories
	F
	15.0.0
	
	C1-184938
	Ericsson, Qualcomm Incorporated, T-Mobile USA, NTT Docomo
	5GS_Ph1-CT
	2, 4.5.2, 4.5.3, 5.4.4.1, 5.4.4.2, 5.4.4.3, 8.2.19.1, 8.2.19.x (new), 9.10.3.x (new)
	
	Issue-1  Subclause 4.5.3 refers to "Operator-defined access categories" and "Operator-defined access category definitions". These terms seem to have the same meaning and thus it is proposed to use "Operator-defined access category definitions" whenever referring to the information provided by the network.  Issue-2  24.501 contains the following editor's notes: Editor's note: The encoding of the operator-defined access categories is FFS. Editor's note: Whether the operator-defined access categories are sent to the UE in a CONFIGURATION UPDATE COMMAND message, a DL NAS TRANSPORT message or another NAS message is FFS.  Issue-3  It is not clear how the UE acts when several operator-defined access category definitions have the same precedence value. It is proposed to state that each operator-defined access category definition has a different precedence value.  Issue-4  It is not clear how to configure the UE with information that a particular operator-defined access category number is to be used: - for access attemps related to DNN X (regardless of application which sent them); or - for access attemps related to app ID Y (regardless of DNN to which they relate).  It is proposed to enable several operator-defined access category definitions to contain the same operator-defined access category number and then the UE would receive two operator-defined access category definitions with the same operator-defined access category number but different criteria.
	! Coding and transport method for operator-defined access category definitions is defined.
	No standardized means to configure the UE with operator-defined access category definitions.
	False
	True
	False
	True

	24.501
	0030
	1
	Rel-15
	AMF Region ID (8 bits), AMF Set ID (10 bits), and AMF Pointer (6 bits)
	F
	15.0.0
	
	C1-184600
	Nokia, Nokia Shanghai Bell, Ericsson, Samsung, InterDigital Communications
	5GS_Ph1-CT
	9.10.3.4
	
	In LS S2-186176, SA2 recommends as follows: AMF Region ID with a length of 8 bits (16 bits previously); AMF Set ID with a length of 10 bits (4 bits previously); AMF Pointer with a length of 6 bits (4 bits previously); and 5G-TMSI with a length of 32 bits. This should be reflected in 3GPP TS 24.501.
	! Coding of 5G-GUTI and 5G-S-TMSI is adjusted according to the SA2 recommendation.
	Misalignment among 3GPP TSs
	False
	True
	False
	True

	24.501
	0031
	1
	Rel-15
	Correcting message definition of message including EENL
	F
	15.0.0
	
	C1-184587
	BlackBerry UK Ltd., Ericsson
	5GS_Ph1-CT
	8.2.7.1
	
	The Extended emergency number list is a type 6 IE. But the "type" in the message definition suggests it is a TLV. According to TS 24.008, a type 6 IE cannot be type TLV.  Length of Extended emergency number list has not been specified.
	! Change type of Extended emergency number list into TLV-E and specify max and min length of the IE
	Inconsistent and incomplete specification
	False
	True
	False
	True

	24.501
	0032
	2
	Rel-15
	SMF knowledge that a UE is configured for high priority access
	F
	15.0.0
	
	C1-184741
	Vencore Labs, OEC, AT&T, T-Mobile USA
	5GS_Ph1-CT
	6.4.1.4.1, 6.4.2.4
	
	TS 24.501 V15.0.0 (6.4.1.4.1 and 6.4.2.4) includes three occurrences of the following Editor's Note:  "Whether the SMF knows that the UE is a UE configured for high priority access so as not to include the Back-off timer is FFS."  These Editor's Notes can be addressed via appropriate use of the new SBI Message Priority Mechanism as specified in TS 29.500. TS 29.500 6.8.6 indicates: "Servers should use "3gpp-Sbi-Message-Priority" value when making overload throttling decisions."   This mechanism allows a client (e.g., an AMF sending a PDU Session Establishment Request to an SMF) to assign the request priority by adding the "3gpp-Sbi-Message-Priority" custom HTTP header to the message and setting its value to support throttling decisions related to overload control.
	! Remove Editor's Notes that questioned whether the SMF knows that the UE is a UE configured for high priority access.
	If the SMF does not know that the UE is configured for high priority access, this may lead to the SMF rejecting a NAS request from UEs configured for high priority access.
	False
	False
	False
	True

	24.501
	0035
	2
	Rel-15
	Authentication for normal services not accepted by network
	F
	15.0.0
	
	C1-184913
	MediaTek Inc.
	5GS_Ph1-CT
	5.4.1.3.5
	
	Authentication not accepted by network contains editor's note indicating Authentication not accepted by network for normal services description is missing.
	! Both network and UE behavior in a case when authentication is not accepted by network for normal services is now described.
	The UE and network behavior when authentication is not accepted by network for normal services remains undefined.
	False
	True
	False
	True

	24.501
	0036
	2
	Rel-15
	Addition of ABBA in 5G based primary authentication procedure
	C
	15.0.0
	
	C1-184939
	Ericsson, Samsung
	5GS_Ph1-CT
	3.1, 8.2.1.1, 8.2.1.x (new), 9.10.3.x (new)
	
	Recent updates in 33.501 mandates the ABBA parameter at 5G based primary authentication, as it was decided in SA3 to not include the ABBA parameter in SMC This change needs to be reflected in stage 3.
	! ABBA parameter inclusion in added to the procedure description of 5G AKA. The message definition and inclusion criteria is updated.
	Mandatory security parameter not included in 5G AKA and security solution does not fulfil stage 2 requirements
	False
	True
	False
	True

	24.501
	0037
	2
	Rel-15
	Alignment and correction of mapped security context creation at S1 to N1 mode HO
	C
	15.0.0
	
	C1-184940
	Ericsson, Samsung
	5GS_Ph1-CT
	4.4.2.2
	
	Further stage 2 updates in 33.501 for security context creation at S1 to N1 mode HO have been done. The corresponding subclause in 24.501 needs to be aligned and corrected. E.g. the Kasme is not sent in the transparent container.  The stage 2 requirements used as basline for the proposed changes: 33.501 v15.1.0, subclause 8.4.
	! AMF requirements for creation of a mapped 5G NAS security context at S1 to N1 mode HO are updated. UE requirements to derive the mapped 5G NAS security context at S1 to N1 mode HO are updated.
	Stage 3 requirements for mapped security context creation at S1 to N1 mode HO are not aligned to stage 2 requirements.
	False
	True
	False
	True

	24.501
	0038
	1
	Rel-15
	Addition of NAS container IE for N1 mode HO
	C
	15.0.0
	
	C1-184722
	Ericsson, Huawei, HiSilicon, Samsung
	5GS_Ph1-CT
	9.10.2.x (new)
	
	Stage 2 in 33.501 defines requirements for security context handling at N1 mode HO including signalling of a NAS container via radio. The contents of the NAS container is similar but not identical to the transparent NAS container used at S1 mode to N1 mode handover. The messages in which the transparent containers are included differ in the two cases and no type indication is needed in the container itself. To allow independent updates and minimize container size and handling complexity, it is therefore proposed to define individual NAS IEs for the containers used in the two cases.  The stage 2 requirements used as basline for the proposed changes: 33.501 v15.1.0, subclause 6.9.2.3.  The UE requitements for, and use of, the KAMF change flag are specified in 33.501 as:  "If the verification succeeds and the NASC indicates a new KAMF has been calculated (i.e., K_AMF_change_flag is one), the UE shall further compute the horizontally derived KAMF using the KAMF from the current 5G NAS security context identified by the ngKSI included in the NASC and the  downlink NAS COUNT in the NASC, as specified in Annex A.13."  Naming and meaning of the KAMF change flag code points are aligned to this.
	! A new NAS container IE for Intra N1 mode HO is added
	Signalling of NAS parameters at Intra N1 mode HO is not supported.
	False
	True
	False
	True

	24.501
	0039
	-
	Rel-15
	Correction and update of S1 mode to N1 mode NAS transparent container
	F
	15.0.0
	
	C1-184147
	Ericsson
	5GS_Ph1-CT
	9.10.2.7
	
	Further stage 2 updates in 33.501 for contents of the NAS parameter container at S1 to N1 mode HO have been done. The corresponding definition in 24.501 needs to be aligned and corrected.   1) The NCC is included  2) 8 LSB of NAS COUNT are included, i.e the sequence number, from which the UE can construct the full NAS COUNT  The stage 2 requirements used as basline for the proposed changes: 33.501 v15.1.0, subclause 8.4.  References are proposed to be corrected.
	! The definition of the NAS parameter container at S1 to N1 mode HO is updated.
	Required contents of the NAS parameter container at S1 to N1 mode HO are not included.
	False
	True
	False
	True

	24.501
	0040
	1
	Rel-15
	Removal of MAC editors note
	C
	15.0.0
	
	C1-184748
	Ericsson, Huawei, HiSilicon
	5GS_Ph1-CT
	9.8
	
	There is a remaining Editors note on MAC usage in the definition of MAC. Since added the use of MAC can be found in the subclause on integrity protection where also 33.501 is referenced for further details on the use. It is proposed to add a reference to 4.4.3.3 and remove the Editors note
	! Reference to usage of MAC in integrity protection subclause is added. EN is removed
	Unresolved Editors note remains
	False
	True
	False
	True

	24.501
	0041
	1
	Rel-15
	Removal of transparent container at N1 mode to S1 mode HO
	F
	15.0.0
	
	C1-184850
	Ericsson, Huawei, HiSilicon
	5GS_Ph1-CT
	4.4.3.1
	
	Current 24.501 specifies that a transparent NAS container is used both at handover to 5GS and handover from 5GS. This is incorrect as no transparent container is used at handover from 5GS to EPS. It is proposed to remove the the incorrect statements.
	! Requirements implying that a transparent container is created at 5GS to EPS HO are removed. Correction of terminology
	Invalid information remains in the TS
	False
	True
	False
	True

	24.501
	0042
	-
	Rel-15
	Correction of 5GS TAC LSB
	F
	15.0.0
	
	C1-184152
	Ericsson
	5GS_Ph1-CT
	9.10.3.8
	
	In the definition of 5GS tracking area identity IE the LSB is incorrectly specified to be bit 1 of the second octet instead of the third octet. It is proposed to correct the specification of the LSB
	! Specification od TAC LSB is corrected
	Incorrect defintion of TAC
	False
	True
	False
	True

	24.501
	0043
	1
	Rel-15
	Handling of Emergency PDU sessions and null algorithms
	B
	15.0.0
	
	C1-184645
	MediaTek Inc.
	5GS_Ph1-CT
	5.4.2.3
	
	Handling of emergency PDU session and related null algorithms is not defined for the case when the UE accepts the security mode command.
	! The UE actions are specified when receiving null algorithms in security mode command.
	The UE behavior in case of security mode command assigns null algorithms for the UE remains unclear.
	False
	True
	False
	False

	24.501
	0044
	2
	Rel-15
	Request for Kamf re-derivation
	B
	15.0.0
	
	C1-184916
	MediaTek Inc.
	5GS_Ph1-CT
	5.4.2.2, 5.4.2.3, 8.2.25.1, 8.2.25.x (new), 9.10.3.xx (new)
	
	TS 33.501 sub clause 6.7.2 specifies: "In the case of horizontal derivation of KAMF during mobility registration update or during multiple registration in same PLMN, horizontal derivation parameter shall be included in the NAS Security Mode Command message as described in clause 6.9.3." .. "In case the NAS Security Mode Command message includes a horizontal derivation parameter, the UE shall derive a new KAMF as described in Annex A.13 and set the NAS COUNTs to zero."  Summary: when AMF has re-derivated Kamf and set NAS COUNT to zero, the AMF needs to provide the UE with horizontal derivation parameter in SECURITY MODE COMMAND message to order the UE to derivate Kamf accordingly.
	! Added requirements for AMF and UE for horizontal derivation of a Kamf' as specified in 3GPP TS 33.501. Introducing new IE "Additional 5G security information" in SECURITY MODE COMMAND for horizontal derivation parameter and possible other additional 5G security parameters.
	The UE cannot be informed about Kamf derivation done by AMF causing security failure.
	False
	True
	False
	True

	24.501
	0045
	1
	Rel-15
	Mobility Registration when T3346 running
	F
	15.0.0
	
	C1-184604
	ZTE
	5GS_Ph1-CT
	5.5.1.3.2, 5.5.1.3.6
	
	When the UE performs the mobility registration update procedure and the AMF performs the congestion control procedure, the AMF may send the REGISTRATION REJECT message with cause #22 and T3346 timer. In that case, the UE will change to 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE. In this state, if the UEreceives a request for emergency service from the upper layer and the UE need to performs the emergency services fallback, it is unclear whether the UE can perform the mobility registration update procedure
	! The UE is allowed to perform the mobility registration updating procedure for the emergency services fallback when the timer T3346 is running.
	The emergency services may be delayed.
	False
	True
	False
	False

	24.501
	0046
	-
	Rel-15
	DL NAS Transport message
	F
	15.0.0
	
	C1-184160
	ZTE
	5GS_Ph1-CT
	5.4.5.3.3
	
	In the DL NAS TRANSPORT message, the 5GMM cause can be included. And the cause value can be set to #22, #67, #69 and #90. The bullet a ) in the subclause 5.4.5.3.3 can be considered as other 5GMM cause included. Additionally the reference is not correct in the bullet a).
	! The 5GMM cause condition is corrected in the bullet a) and the reference has been corrected in the first bullet.
	The first bullet of handling the DL NAS TRANSPORT message looks very confusing.
	False
	True
	False
	False

	24.501
	0047
	1
	Rel-15
	Single-registration mode
	F
	15.0.0
	
	C1-184633
	ZTE
	5GS_Ph1-CT
	4.2.8.1
	
	The UE supporting S1 mode shall operate in the mode for inter-system interworking with EPS as follows: a) if the IWK N26 bit in the 5GS network feature support IE is set to "interworking without N26 not supported", the UE shall operate in single-registration mode; b) if the IWK N26 bit in the 5GS network feature support IE is set to "interworking without N26 supported" and the UE supports dual-registration mode, the UE may operate in dual-registration mode; or  Even the UE supports dual-registration mode, the UE may also operate in single-registration mode. In that case, the UE shall follow the single-registration procedure.
	! It is clarfied that the UE supporting dual-registration mode may also follow the procedure in the subclause 4.8.2.3
	The UE supporting dual-registration mode will not follow the single-registration for the coordination for ESM and 5GSM.
	False
	True
	False
	False

	24.501
	0048
	-
	Rel-15
	Authentication Response
	F
	15.0.0
	
	C1-184163
	ZTE
	5GS_Ph1-CT
	5.4.1.3.3, 5.4.1.3.6, 10.2
	
	In the table 10.2, when the UE enters the 5GMM state 5GMM-DEREGISTERED or 5GMM-NULL or 5GMM-IDLE, the UE will stop the timer T3516. However in the the subclause 5.4.1.3.3, this condition is linked to the expiry of the timer T3516. The condition of the subclause 5.4.1.3.3 is not correct.  In the 5GS, the RAND is stored together with the RES* which is generated from the RES. Several subclauses still use the RES term.
	! The format of the bullet is corrected. The RES is replaced with the RES*.
	The condition of the stopping T3516 is not correct.
	False
	True
	False
	False

	24.501
	0049
	1
	Rel-15
	Parameters for PDU session establishment due to change of SSC mode 3 or 2 PSA
	F
	15.0.0
	
	C1-184622
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.4.5.2.3, 6.3.2.3, 6.3.3.3
	
	In the change of SSC mode 3 PSA with multiple PDU sessions procedure, 3GPP TS 23.502 clarifies that the PDU session establishment is performed towards the same DNN. 4.3.5.2 Change of SSC mode 3 PDU Session Anchor with multiple PDU Sessions  4. If the UE receives PDU Session Modification Command, the UE may decide to initiate the PDU Session Establishment procedure described in clause 4.3.2.2, to the same DN with the following differences:  In order to ensure this, the UE needs to include the DNN associated with the present PDU session when it initiates the UE-requested PDU session establishment procedure. Furthermore, there is no reason to not use other parameters associated with the present PDU session: the PDU session type, and the SSC mode. Thus, in this case, the AMF forwarding the PDU SESSION ESTBLISHMENT REQUEST message always receives the DNN from the UE.  Similar principle can be applied for the change of SSC mode 2 PSA with different PDU sessions either.
	! For the change of SSC mode 3 PSA with multiple PDU sessions or change of SSC mode 2 PSA with different PDU sessions, the UE includes the PDU session type, the SSC mode, the DNN associated with the present PDU session. Thus, in this case, the AMF carrying the 5GSM message can always use the DNN received from the UE in normal cases.
	Unnecessary complexity for DNN derivation
	False
	True
	False
	True

	24.501
	0054
	-
	Rel-15
	Equivalent PLMNs
	F
	15.0.0
	
	C1-184205
	vivo
	5GS_Ph1-CT
	5.5.1.2.4, 5.5.1.3.4
	
	The network should be able to update the list of equivalent PLMNs during registration procedure, so that the UE could be able to store or update the list of equivalent PLMNs accordingly.  However the requirement is missing in the registration procedure.
	! the AMF provides a list of equivalent PLMNs in the REGISTRATION ACCEPT message. The UE stores and updates the list of equivalent PLMNs accordingly.
	No update of equivalent PLMNs list in the initial registration procedure and Mobility and periodic registration update procdure.
	False
	True
	False
	True

	24.501
	0055
	-
	Rel-15
	remainming instanse of SUPI paging
	F
	15.0.0
	
	C1-184206
	vivo
	5GS_Ph1-CT
	5.1.2
	
	There is no IMSI paging or SUPI paging in 5G.  However there is still a remaining instance of SUPI paging in implied words: "prompt the UE to perform re-registration if necessary as a result of a network failure"
	! Remove the remaing instance implying the SUPI paging.
	Misleading that SUPI paging is supported in 5G
	False
	False
	False
	True

	24.501
	0056
	2
	Rel-15
	PDU session status
	F
	15.0.0
	
	C1-184947
	vivo
	5GS_Ph1-CT
	5.5.1.3.4
	
	For the synchronization of PDU session, the UE shall only release all those PDU sessions locally (without peer-to-peer signalling between the SMF and the UE) which are in active on the UE side associated with the access type the REGISTRATION ACCEPT message is sent over, but are indicated by the AMF as being inactive.  However the limitation of association with the access type the REGISTRATION ACCEPT message is sent over is missing in the current specification.
	! Add the the limitation of association with the access type the REGISTRATION ACCEPT message is sent over when the UE release PDU sessions locally trigger by the PDU session status IE in the REGISTRATION ACCEPT message,
	The UE could release all those PDU sessions locally which are not associated with the access type the REGISTRATION ACCEPT message is sent over.
	False
	True
	False
	False

	24.501
	0058
	1
	Rel-15
	Clarification on NAS level MM congestion Control
	F
	15.0.0
	
	C1-184714
	vivo
	5GS_Ph1-CT
	5.3.9
	
	According to the descriptions of general NAS level congestion control in TS23.501, while the Mobility Management back-off timer is running, the UE shall not initiate any NAS request except for Deregistration procedure and except for high priority access, emergency services and mobile terminated services, and the UE is also allowed to perform Registration for mobility registration update if the UE is already in CM-CONNECTED state. In other words, under the NAS level congestion control, the AMF should not reject the above permitted NAS requests of UE. But, in the subclause 5.3.9 of current version TS24.501, only two kinds of NAS requests which are not rejected by AMF are listed, which is incomplete for the descriptions of AMF behaviors under the NAS level congestion control.
	! In subclause 5.3.9, add the following UE requests that the AMF should not reject, - requests for emergency services fallback; - deregistration request message; and - requests if the UE is already in CM-CONNECTED state.
	It is incomplete to describe the AMF behaviors under the NAS level congestion control.
	False
	True
	False
	True

	24.501
	0060
	2
	Rel-15
	SM cause for out of LADN service area
	B
	15.0.0
	
	C1-184860
	vivo
	5GS_Ph1-CT
	6.3.3.2, 6.4.1.4.1, 6.4.2.4, 9.10.4.2
	
	If the UE requests a PDU session establishment for an LADN when the UE is located outside the LADN service area, the SMF shall reject the request. But, the 5GSM cause value is still missing
	! Add the 5GSM cause value "out of LADN service area".
	Missing the 5GSM cause value for out of LADN service area.
	False
	True
	False
	True

	24.501
	0064
	1
	Rel-15
	Removal of redundant MICO statement
	F
	15.0.0
	
	C1-184890
	Ericsson
	5GS_Ph1-CT
	5.5.1.3.4
	
	There is a redundant statement with regards to MICO mode in the mobility and periodic registration update procedure that needs to be corrected.
	! Removal of one out of two similar MICO mode statements in the mobility and periodic registration update procedure.
	Incorrect NAS specification.
	False
	True
	False
	False

	24.501
	0065
	2
	Rel-15
	LADN indication from UE at registration
	C
	15.0.0
	
	C1-184924
	Ericsson, Sharp
	5GS_Ph1-CT
	5.5.1.2.2, 5.5.1.2.4, 5.5.1.3.2, 6.2.6, 8.2.6.1, 8.2.6.x, 9.10.3.x
	
	SA2 CR SA2-185923 added the following to subcluase 5.6.5 (Support for local area data network) in TS 23.501:  When the UE performs a successful (Re)registration procedure, the AMF may provide to the UE, based on local configuration (e.g. via OAM) about LADN, on UE location, and on UE subscription information received from the UDM about subscribed DNN(s), the LADN Information for the list of LADN available to the UE in that Registration Area in the Registration Accept message. The list of LADN is determined as following: If neither LADN DNN nor an indication of requesting LADN Information is provided in the Registration Request message, the list of LADN is the LADN DNN(s) in subscribed DNN list except for wildcard DNN.  If the UE provides LADN DNN(s) in the Registration Request message, the list of LADN is LADN DNN(s) the UE requested if the UE subscribed DNN(s) includes the requested LADN DNN or if a wildcard DNN is included in the UE's subscription data. NOTE X: It is assumed that an application can use only one LADN DNN at a time. If the UE provides an indication of requesting LADN Information in the Registration Request message, the list of LADN is all the LADN DNN(s) configured in the AMF if the wildcard DNN is subscribed, or the LADN DNN(s) which is in subscribed DNN list and no wildcard DNN is subscribed. The present CR implements support for this in 24.501.
	! The UE may explicit indicate in the registration request message to request LADN information for either specific LADN DNN(s) or all available LADN DNN(s) configured in the network in case the UE has a wildcard DNN. If the UE does not include the explicit indicator, the network will povide the list of LADN with the available LADN DNN(s) in subscribed DNN list except for wildcard DNN. A new optional IE, LADN indication IE is added to be used for the two explict indication variants. The third variant is achived to not include an indication. Subclause 6.2.6 is updated with this as an additional criteria for the network how to determine available LADN DNNs.
	Not clear on how to send the LADN information to the UE if the subscribed DNN is wildcard DNN.
	False
	True
	False
	True

	24.501
	0066
	-
	Rel-15
	Mapping to configured NSSAI for HPLM shall be included if available
	F
	15.0.0
	
	C1-184217
	Ericsson
	5GS_Ph1-CT
	4.6.2.1, 5.5.1.2.2, 5.5.1.2.4, 5.5.1.3.2, 5.5.1.3.4
	
	If there exists mapping information in the network or in the UE to the configured S-NSSAIs for the HPLMN, the mapping information shall be included in the requested NSSAI in the registration request message, the allowed NSSAI in the registration accept message and configured NSSAI in the registration accept message respectively. In current NAS specification it is stated as a may and that is not apropriate.
	! Update done that mapping to configured S-NSSAIs for the HPLMN shall be inlcuded by UE and AMF, if available.
	The AMF may not properly determine the correct requested S-NSSAIs according to SLA for roaming partners UEs. Visiting UE may not be able to establish PDU sessions properly for specific applications.
	False
	True
	False
	True

	24.501
	0070
	1
	Rel-15
	Correction to 5GMM Substate
	D
	15.0.0
	
	C1-184879
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.1.3.6
	
	There is no 5GMM substate called 5GMM-REGISTERED.ATTEMPTING-TO-UPDATE . It shall be corrected to 5GMM state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE.
	! Replace 5GMM-REGISTERED.ATTEMPTING-TO-UPDATE with 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE.
	Misunderstanding when reading specification.
	False
	True
	False
	False

	24.501
	0071
	1
	Rel-15
	Definition of emergency and non-emergency PDU sessions
	F
	15.0.0
	
	C1-184880
	Huawei, HiSilicon
	5GS_Ph1-CT
	3.1
	
	The term emergency and non-emergency PDU sessions are widely used in the current specification. But the exact definition is missing.
	! Added exact definition of emergecy and non-emergency PDU sessions.
	Inconsistency in the usage of the terminologies emergency and non-emergency PDU sessions if they are not clearly defined.
	False
	True
	False
	True

	24.501
	0080
	1
	Rel-15
	Non-3GPP access to 5GCN not allowed
	C
	15.0.0
	
	C1-184875
	Nokia, Nokia Shanghai Bell
	5G_Ph1-CT
	9.10.3.2, A.2
	
	There is a need to have a cause code to indicate authentication failure due to no subscription for Non-3GPP access of 5GC when the UE initiate registration overy non-3GPP access.
	! Add cause code to indicate authentication failure due to no subscription
	Incomplete specification
	False
	True
	False
	True

	24.501
	0082
	2
	Rel-15
	Including S-NSSAI received in EPS in Requested NSSAI and in PDU session establishment request upon inter-system change from S1 mode to N1 mode
	B
	15.0.0
	
	C1-184864
	Qualcomm Incorporated
	5GS_Ph1-CT
	5.5.1.3.2, 6.1.4.2
	
	At SA2#127bis, SA2 agreed S2-186282 according to which, upon inter-system change from S1 mode to N1 mode in single-registration mode, the UE shall: include S-NSSAI(s) for the serving PLMN and mapping to the S-NSSAI(s) of the HPLMN received during PDN connection establishement in EPS in the Requested NSSAI of the Registration Request (with and without N26) include the S-NSSAI for the serving PLMN and mapping to S-NSSAI of the HPLMN associated with a PDN connection when sending a PDU session establishment request to transfer the PDN connection to 5GS (with and without N26)  TS 24.501 needs to be updated accordingly.
	! TS 24.501 was updated such that upon inter-system change from S1 mode to N1 mode in single-registration mode, the UE shal: include the S-NSSAI(s) for the serving PLMN and mapping to the S-NSSAI(s) of the HPLMN received during PDN connection establishment in EPS in the Requested NSSAI of the Registration Request, regardless of whether N26 is present. Since when there is no N26, the UE does not know in advance for which PDN connection interworking with 5GS is supported, and before getting the Registration Accept message from the network the UE also may not know whether N26 is present in the serving PLMN, it means that UE has to include all the S-NSSAI(s) received during PDN connection establishment that are 1) associated with active PDN connections and 2) applicable to the serving PLMN, in the Requested NSSAI of the Registration Request include the S-NSSAI for the serving PLMN and mapping to the S-NSSAI of the HPLMN associated with a PDN connection, if available, when sending a PDU session establishment request to transfer the PDN connection to 5GS without N26 (for the case with N26, TS 24.501 is already aligned with the SA2 agreement)
	Stage 3 will remain misaligned with Stage 2.
	False
	True
	False
	True

	24.501
	0083
	-
	Rel-15
	UE configuration for AC 11-15 and MCS (access identity 2)
	B
	15.0.0
	
	C1-184264
	Qualcomm Incorporated
	5GS_Ph1-CT
	4.5.2
	TS 31.102 CR 0794


	TS 24.501 subclause 4.5.2 currently contains an Editor's note stating:  Editor's note: The definition and configuration of Access Classes 11 to 15 for 5GS is FFS.  However the normative text below already addresses how the UE is configured for Access Classes 11 to 15 in 5GS:  When the UE is in the country of its HPLMN, the contents of the USIM files () EFACC as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of () access classes 11 - 15.  Consequently the Editor's note should be removed.   TS 24.501 subclause 4.5.2 currently contains an Editor's note stating:  Editor's note: How the UE is configured for MPS and MCS is FFS.  For MPS (access identity 1), CT6 has agreed in May 2018 to introduced new file EF_UAC_AIC enabling configuration of the UE for MCS in the HPLMN, and this new file is already referenced in the normative text below the Editor's note:  When the UE is in the country of its HPLMN, the contents of the USIM files EFUAC_AIC () as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1 ().  For MCS, it is proposed to also use EF_UAC_AIC to enable configuration fo the UE via the USIM.
	! Editor's note in TS 24.501 subclause 4.5.2 stating "The definition and configuration of Access Classes 11 to 15 for 5GS is FFS" was removed.  Editor's note in TS 24.501 subclause 4.5.2 stating "How the UE is configured for MPS and MCS is FFS" was removed and text was added stating that the UE is configured for MCS (access identity 2) using file EF_UAC_AIC in the USIM.
	Editor's notes for issues that have been resolved will remain in the specification. How the UE is configured for MCS (access identity 2) will remain unspecified.
	False
	True
	False
	True

	24.501
	0084
	-
	Rel-15
	UE configuration for NAS signalling low priority via OMA-DM or USIM not applicable in 5GS
	B
	15.0.0
	
	C1-184266
	Qualcomm Incorporated
	5GS_Ph1-CT
	4.5.2
	
	At CT1#111, CT1 agreed in C1-183238 to add normative text in TS 24.501 subclause 4.5.2 table 4.5.2.2 stating:  The UE configured for NAS signalling low priority is not supported in this release of specification.  It is however not clear how a UE which supports both S1 mode and N1 mode and which is configured for NAS signalling low priority in S1 mode (via OMA-DM or the USIM) should consider the validity of access category 1 (UE is configured for NAS signalling low priority) when moving to N1 mode.  Since there is no support for NAS signalling low priority in 5GS Rel-15, when in N1 mode the UE should ignore any configuration for NAS signalling low priority applicable in S1 mode.
	! Text was added to clarify that if the UE supports both S1 mode and N1 mode and is configured for NAS signalling low priority in S1 mode, the UE ignores the configuration for NAS signalling low priority when in N1 mode.
	A UE configured for NAS signalling low priority in S1 mode may consider itself as configured for NAS signalling low priority while in N1 mode even though UE being configured for NAS signalling low priority is not supported in 5GS Rel-15.
	False
	True
	False
	True

	24.501
	0090
	-
	Rel-15
	Service area list IE
	F
	15.0.0
	
	C1-184281
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.3.45
	
	The service area list IE consists of one or several partial service area lists, with each partial service area list containing one bit of "Allowed type" indicating whether TAIs in the list are in the allowed area or non-allowed area. However, according to subclause 5.3.5, the network conveys the service area restrictions to the UE by including either an allowed area, or a non-allowed area, but not both, in the Service area list IE. So the "Allowed type" bits in all of the partial service area lists in the service area list IE shall take the same value, i.e. either "0" or "1". This needs to be clarified in the IE definition.
	! It is claified that the "Allowed type" fields in all the partial service area lists in the service area list IE shall have the same value.
	The service area list provided to the UE may contain both TAs in allowed area and TAs in non-allowed area, which is wrong.
	False
	True
	False
	True

	24.501
	0091
	1
	Rel-15
	Handling of forbidden tracking area list
	F
	15.0.0
	
	C1-184881
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.3.13
	
	In current specification, it describes that "A tracking area shall be removed from the list of "5GS forbidden tracking areas for roaming", as well as the list of "5GS forbidden tracking areas for regional provision of service", if the UE receives the tracking area in Service area list of "allowed tracking areas" in REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message."  Here, a tracking area shall also be removed from the forbidden TA lists if the tracking area is received in the TAI list of the REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.
	! Add that a tracking area shall be removed from the forbidden TA lists if the tracking area is received in the TAI list of the REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.
	Wrong UE behavior in handling the forbidden tracking area lists.
	False
	True
	False
	False

	24.501
	0092
	2
	Rel-15
	Corrections for authentication
	F
	15.0.0
	
	C1-184914
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.4.1.3.6, 10.2
	
	For 5G AKA based authentication, when the UE enters the state 5GMM-DEREGISTERED or 5GMM-NULL or enters 5GMM-IDLE mode, the RAND and RES* shall be deleted and timer T3516, if running, shall be stopped. And, the RES* is stored in the UE instead of the RES.
	! For 5G AKA based authentication: 1) Correct the conditions for deleting RAND and RES* values and stopping the timer T3516 in the UE in subclause 5.4.1.3.3, i.e. changing the last two sub-bullets 1) and 2) to bullets c) and d). 2) Correct stored "RES" to "RES*" in several places.
	Incorrect handling of RAND, RES* and T3516 in the UE for 5G AKA based authentication.
	False
	True
	False
	True

	24.501
	0094
	2
	Rel-15
	Trigger for mobility and periodic registration update
	F
	15.0.0
	
	C1-184926
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.1.3.2
	
	Local release of PDU session by the UE may trigger a registration procedure for mobility and periodic registration update, see subclause 6.4.1.5 of current specification.
	! Add local release of PDU session as one trigger for mobility and periodic registration update initiation.
	Asynchronization of PDU session status in the UE and network side.
	False
	True
	False
	False

	24.501
	0095
	-
	Rel-15
	Abnormal cases in the UE for network-initiated de-registration procedure
	F
	15.0.0
	
	C1-184286
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.2.3.4
	
	For network-initiated de-registration procedure, upon receiption of DEREGISTRATION REQUEST with other 5GMM cause values than those treated in subclause 5.5.2.3.2 or no 5GMM cause IE, and the De-registration type IE indicating "re-registration not required", a UE operating in single-registration mode shall enter the state 5GMM-DEREGISTERED and attempt to select E-UTRAN radio access technology and proceed with the appropriate EMM specific procedures. In this case, the UE may disable N1 mode capability; or enter the state 5GMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122. This is similar to the case as described in TS 24.301 subclause 5.5.2.3.4.
	! Add to the abnormal cases in the UE for network-initiated de-registration procedure that a UE operating in single-registration mode shall attempt to select E-UTRAN radio access technology or perform PLMN selection, upon receiption of DEREGISTRATION REQUEST with other 5GMM cause values than those treated in subclause 5.5.2.3.2 or no 5GMM cause IE, and the De-registration type IE indicating "re-registration not required".
	UE behaviour upon the abnormal cases during network-initiated de-registration procedure is incomplete.
	False
	True
	False
	True

	24.501
	0096
	1
	Rel-15
	Add attempt counter to Service Request procedure
	F
	15.0.0
	
	C1-184919
	Huawei, HiSilicon, Qualcomm Incorporated
	5GS_Ph1-CT
	5.6.1.1, 5.6.1.4, 5.6.1.5, 5.6.1.7
	
	Attempt counter needs to be added to Service Request procedure.
	! Add attempt counter to Service Request procedure.
	Whether the UE is allowed to send the Service Request message multiple times is unclear.
	False
	True
	False
	False

	24.501
	0097
	1
	Rel-15
	Authentication procedure during registration procedure for mobility and periodic registration update
	F
	15.0.0
	
	C1-184854
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.1.3.3
	
	During the registration procedure for mobility and periodic registration update, the AMF: 1) may be configured to skip the authentication procedure for a UE that has only a PDU session for emergency services; 2) shall not initiate a 5GMM authentication procedure after handover or inter-system handover to N1 mode and the target cell is a shared network cell in a different PLMN. This is corresponding to the UE behavior in subclause 5.4.1.3.3 and similar to the MME behavior in TS 24.301 subclause 5.5.3.2.3. These need to be added to the current specification.
	! Add in the registration procedure for mobility and periodic registration update, that the AMF may be configured to skip the authentication procedure for a UE that has only a PDU session for emergency services, and shall not initiate a 5GMM authentication procedure after handover or inter-system handover to N1 mode and the target cell is a shared network cell in a different PLMN.
	The registration procedure for mobility and periodic registration update may fail, for emergency services, or after handover or inter-system handover to N1 mode.
	False
	True
	False
	True

	24.501
	0099
	1
	Rel-15
	Release of the N1 NAS signalling connection
	F
	15.0.0
	
	C1-184870
	Huawei, HiSilicon, Samsung R&D Institute UK
	5GS_Ph1-CT
	5.3.1.2
	
	In 5G no PDU session is established during initial registration, so the UE shall start the timer T3540 if initial registration has been initiated in 5GMM-IDLE mode and other conditions are met, same as in registration procedure for mobility and periodic registration upate.  Also, the UE may start the timer T3540 if the UE receives 5GMM cause value #7. These needs to be added to current specification. Furthermore, the "(not applicable to the service request procedure)" in bullet a) of subclause 5.3.1.2 should be removed, for it is a wrong copy-paste from TS 24.301.
	! In subclause 5.3.1.2 "Release of the N1 NAS signalling connection": 1) Remove the "(not applicable to the service request procedure)" from "a) shall start the timer T3540 if the UE receives any of the 5GMM cause values #11, #12, #13 (not applicable to the service request procedure)". 2) In b), change "5) the registration for mobility and periodic registration update procedure has been initiated in 5GMM-IDLE mode;" to cover also "initial registration".  3) add "f) may start the timer T3540 if the UE receives 5GMM cause value #7",  Also add the UE behavior for this case.
	The UE fails to release the N1 NAS signalling connection correctly under some circumstances.
	False
	True
	False
	False

	24.501
	0101
	1
	Rel-15
	On #27 N1 mode not allowed
	F
	15.0.0
	
	C1-184852
	Huawei, HiSilicon, Samsung R&D Institute UK
	5GS_Ph1-CT
	5.5.1.2.5, 5.5.1.3.5, 5.5.2.3.2, 5.6.1.5
	
	Upon receiption of cause #27 (N1 mode not allowed), in addition to disabling N1 mode, the UE shall set the 5GS update status to 5U3 ROAMING NOT ALLOWED and shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI. A UE operating in single-registration mode shall attempt to select E-UTRAN radio access technology, or perform PLMN selection. And a UE not supporting S1 mode may perform PLMN selection. These are missing in current specification.
	! Add more descriptions on UE behaviours for cause #27 (N1 mode not allowed).
	Incomplete UE behaviors for cause #27 (N1 mode not allowed).
	False
	True
	False
	True

	24.501
	0104
	2
	Rel-15
	Provision of IWK N26 indication in registration update procedure
	F
	15.0.0
	
	C1-184893
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.1.3.4
	
	Descriptions on provision of IWK N26 indication to the UE in the registration procedure for mobility and periodic registration update is missing. This indication is useful when the UE moves to a non-equivalent PLMN in 5GS and the UE context transfer between those PLMNs are supported.
	! Add descriptions on provision of IWK N26 indication to the UE in the registration procedure for mobility and periodic registration update, similar to initial registration procedure.
	A UE may miss the information whether or not the network supports interworking without N26, if moving to 5GS via registration update to a non-equivalent PLMN and the context transfer between the PLMNs are supported.
	False
	True
	False
	True

	24.501
	0105
	-
	Rel-15
	Corrections for interworking with EPS
	F
	15.0.0
	
	C1-184300
	Huawei, HiSilicon
	5GS_Ph1-CT
	4.8.2.3, 6.1.4.2
	
	For interworking without N26, the UE does not know whether interworking to EPS is supported for a PDU session, while wrong descriptions on the PDU session(s) supporting interworking still exist in subclause 4.8.2.3.  For coordination between 5GSM and ESM without N26 interface, it needs to be clarified how the UE decides which PDU sessions/PDN connections to be attempted to transfer to the EPS/5GS.
	! 1) For interworking with EPS of a UE operating in single-registration mode without N26, change the description of the PDU session(s) supporting interworking to the PDU session(s) which the UE intends to transfer. 2) For coordination between 5GSM and ESM without N26 interface, add notes that it is up to UE implementation to decide which PDU sessions/PDN connections to transfer, e.g. based on UE policy or user preference.
	Wrong/incomplete descriptions on interworking to EPS.
	False
	True
	False
	True

	24.501
	0106
	2
	Rel-15
	Emergency Services Support indicator for non-3GPP access
	F
	15.0.0
	
	C1-184928
	Orange
	5GS_Ph1
	9.10.3.5
	
	The 5GS network feature support information element can be received over 3GPP access or non-3GPP access. When received over a non-3GPP access, the EMC bits does not give information on this non-3GPP access network for the support of emergency services
	! In subclause 9.10.3.5, table 9.10.3.5.1 is modified to clarify that EMC indicator is relevant for 3GPP access only. A NOTE is added to state that this indicator is ingnored when the UE attached via a non-3GPP access.
	Unclear indicator interpretation when the UE is registered to 5GCN via non-3GPP access
	False
	True
	False
	True

	24.501
	0108
	-
	Rel-15
	Corrections on inconsistent descriptions for 5GSM and 5GMM
	F
	15.0.0
	
	C1-184317
	Huawei, HiSilicon
	5GS_Ph1-CT
	6.2.3, 6.3.1.1, 6.3.2.3, 6.5.3, 8.2.29.1
	
	There are some inconsistent description on 5GSM and 5GMM needs to be corrected: CT1 has agreed to change "PDU session establishment authentication and authorization procedure" to "PDU session authentication and authorization procedure" due to EAP based secondary re-authentication in the CT1#110 meeting. However, there are still two subclauses that have not been modified. MODIFY EPS BEARER CONTEXT REQUEST message is a EPS SM message, but it appears in the context of describing 5GS.  The subclause 6.5.3 is about 5GSM status received in the SMF. Hence, the 5GSM cause should be related to SMF, not UE. In the table 8.2.29.1.1, the length of 5G cause IE of 5GMM STATUS message should be 1 octet.
	! It proposes to fix above inconsistent description on 5GSM and 5GMM.
	Inconsistent description exist.
	False
	True
	False
	True

	24.501
	0110
	-
	Rel-15
	Corrections on the timers of 5GMM
	F
	15.0.0
	
	C1-184319
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.4.1.2.1.1, 5.4.2.2, 10.2
	
	Transmission of AUTHENTICATION REQUEST message or SECURITY MODE COMMAND message will start the timer T3560. However, the timer name shown in figure 5.4.1.2.1.1 and figure 5.4.2.2 were not updated to timer T3560.  If timer T3565 is running in the AMF, the AMF shall stop timer T3565 when a REGISTRATION REQUEST message is received.
	! Update the timer name shown in figure 5.4.1.2.1.1 and figure 5.4.2.2; To add the cause of normal stop for timer T3565.
	Incorrect name for timer T3560 and incomplete stop cause for T3565.
	False
	False
	False
	True

	24.501
	0112
	1
	Rel-15
	No operation code for UE policy management
	F
	15.0.0
	
	C1-184651
	Huawei, HiSilicon, Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	D.2.1.1, D.2.1.2, D.6.2
	
	There is below Editor's note remains for UE policy management as defined in TS 24.501 Annex D: "Editor's note: How the PCF indicates to the UE the operation to perform on a UE policy section is FFS, e.g. by providing an operation code, or using the UPSI." As discussed in C1-184322, this EN can be removed by implementing below proposals. Proposal #1: Three operations (i.e. addition, replacement (i.e. modification) and deletion) are required in stage 3 to fully align with stage 2. Proposal #2: The dedicated operation code for UE policy section management is not needed and to use UPSI is enough.
	! It proposes: To specify three operations (i.e. addition, replacement (i.e. modification) and deletion) in stage 3 to fully align with stage 2. To remove the related EN due to the dedicated operation code for UE policy section management is not needed and to use UPSI is enough.
	The remaining open issue is not resolved and the stage 3 implementation is not fully aligned with stage 2.
	False
	True
	False
	True

	24.501
	0113
	1
	Rel-15
	Correction on UE behavior for 5GSM congestion control
	F
	15.0.0
	
	C1-184745
	Huawei, HiSilicon, MediaTek Inc., LG Electronics
	5GS_Ph1-CT
	6.4.1.4.1, 6.4.2.4
	
	5GSM congestion control can be activated at 5GCN over SMF and/or AMF. However, there are several issues need to be corrected: For S-NSSAI and DNN based congestion control, considering both S-NSSAI and DNN are optional IE in the UL NAS TRANSPORT message for PDU session establishment, so it needs to cover four combinations: [S-NSSAI, DNN], [S-NSSAI, no DNN], [no S-NSSAI, DNN] and [no S-NSSAI, no DNN]. However, the current UE behaviour specified in sub 6.4.1.4.1 and 6.4.2.4 only covers two combinations [S-NSSAI, DNN] and [S-NSSAI, no DNN];  Several places states that (no) DNN and/or S-NSSAI was included in the PDU SESSION ESTABLISHMENT REQUEST message, which is wrong. DNN and/or S-NSSAI was only included in the UL NAS TRANSPORT message;  In case of DNN was provided during the PDU session establishment, then the condition "the request type was different from "initial emergency request" and different from "existing emergency PDU session"" is not needed due to under this condtion, there is no DNN included.  In DL: PDU SESSION MODIFICATION REQUEST should be PDU SESSION MODIFICATION COMMAND.  The UE behaviour for modifiction procedure in sub 6.4.2.4 is not fully aligned with the UE behaviour for establishment procedure in sub 6.4.1.4.1
	! It proposes to correct the above issues identified for UE behaviour for 5GSM congestion control.
	The UE behaviour for 5GSM congestion control is incomplete and misaligned.
	False
	True
	False
	False

	24.501
	0114
	-
	Rel-15
	Correction on UE security capability IE
	F
	15.0.0
	
	C1-184328
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.3.50
	
	As per current UE security capability IE definition, it is used to indicate which security algorithms are supported by the UE in N1 mode and S1 mode for NAS security as well as which security algorithms are supported over NR and E-UTRA for AS security.  However, for security algorithms supported by the UE in S1 mode for NAS security, it was already included by the UE in the S1 UE network capability IE. Note that for the UE supports S1 mode, it shall include the S1 UE network capability IE in the REGISTRATION REQUEST message to the AMF.  The S1 UE network capability IE copied the same coding as the UE network capability IE defined in 24.301 in which the EPS security algorithms supported by the UE in S1 mode for NAS security were included yet.  It proposes to remove the duplicated indication of security algorithms supported by the UE in S1 mode for NAS security in 5G. The EPS security algorithms indicated in this IE are only used to indicate the support for security algorithms over E-UTRA for AS security.  Furthermore, to avoid unnecessary misunderstanding, it should clearly say "support for EPS encryption algorithms for AS security over E-UTRA connected to 5GCN".
	! It proposes to remove the duplicated indication of security algorithms supported by the UE in S1 mode for NAS security in 5G.
	The duplicated indication of security algorithms supported by the UE in S1 mode for NAS security in 5G.
	False
	True
	False
	False

	24.501
	0115
	2
	Rel-15
	Including SD when Mapped configured SD is included in S-NSSAI
	F
	15.0.0
	
	C1-184865
	Intel, Rohde & Schwarz
	5GS_Ph1-CT
	9.10.2.6
	
	Please see C1-184334. The S-NSSAI is composed of SST and an optional SD, and the coding of S-NSSAI IE is described in 24.501. The S-NSSAI IE may contain two S-NSSAIs: one S-NSSAI (SST and optional SD value) related to slicing information in serving PLMN (VPLMN) and additionally another S-NSSAI (SST and optional SD value) containing mapping information to S-NSSAI in HPLMN.  According to C1-181730 there are several possible combinations involving (SST and optional SD) in serving PLMN and its mapping to (SST and optional SD) in HPLMN. In one such combination (referred to as case 4 in C1-181730) the serving PLMN (VPLMN) is using both SST and SD, whereas in the HPLMN only SST is required. In another such combination (referred to as case 5 in C1-181730) the serving PLMN (VPLMN) is just using an SST and no SD, whereas in the HPLMN both SST and SD are required.  If we try to encode this "case 5" as per definition of S-NSSAI in 24.501, and if we leave out octets 4-6 which define SD value in VPLMN and just continue with octet 7, it would violate a basic "design rule" for standard information elements, as it would be ambiguous for the receiver whether sender wanted to encode "case 5" or "case 4", i.e. whether the S-NSSAI includes octets 3 to 7 or whether it includes octet 3 and octets 7 to 10.   So it seems when octet 7 is included, generally octet 4 to 6 would also need to be included, but it is not clear what to encode in octets 4 to 6, if actually there is no SD associated with a certain SST in VPLMN. Hence it is proposed to reserve one specific SD value, e.g. "FF FF FF" to indicate "no SD associated with this SST".This is specified in 23.003. Further when Mapped configured SD is specified, SD also needs to be specified.
	! In coding of S-NSSAI IE, indicate that when a Mapped configured SST value (octet 7) is included, and the S-NSSAI value for the serving PLMN (VPLMN) only includes an SST value, the SD value for the serving PLMN (octets 4-6) shall be encoded as "no SD associated with this SST".
	Ambiguous coding of S-NSSAI in different mapping cases, making it impossible for the receiver to discriminate between certain combinations of S-NSSAI in serving PLMN and corresponding mapped configured S-NSSAI in HPLMN.
	False
	True
	False
	True

	24.501
	0116
	3
	Rel-15
	Updates to deleting a derived QoS rule in the UE
	F
	15.0.0
	
	C1-184944
	Intel
	5GS_Ph1-CT
	6.4.2.5
	
	The UE may revoke the previously indicated support of reflective QoS for a PDU session using the PDU session modification procedure. However there may not be an explicit indication from network of acceptance of this revocation and hence the UE should not wait for this indication to locally delete the derived QoS rules associated with the current PDU session. And it's possible the UE continues to receive DL user data packets marked with RQI even after revocation of reflective QoS.
	! Added an abnormal case that if a UE receives a DL user data packet marked with RQI, after the UE has already revoked reflective QoS for this PDU session, then the UE shall ignore the RQI and handle the DL user data packet.
	The UE may not get an explicit indication from the network about acceptance of revocation of RQoS, and in spite of revocation of reflective QoS, may continue to get packets marked with RQI, which it will not know how to handle.
	False
	True
	False
	True

	24.501
	0117
	-
	Rel-15
	Provisioning of ANDSP for non-3GPP access
	F
	15.0.0
	
	C1-184337
	Intel, Ericsson
	5GS_Ph1-CT
	D.2.2, D.5.4, D.6.1, D.6.X (new)
	
	SA2 agreed S2-186281 (CR 0087) for 23.503 at SA2 #127BIS.  Support of non-3GPP access is optional for the UE and hence the support of receipt of ANDSP via sinalling also nees to be optional for the UE. The UE needs to indicate that it does not support ANDSP to PCF if the UE does not support non-3GPP access. The PCF shall not send ANDSP to UE in this case.
	! Rename UPSI list transport to UE state indication and add another IE UE policy classmark to indicate support for ANDSP.
	Misalignment with stage-2. Waste of network and system resources as the UE may support 'over-the-air' provisioning of policies which cannot be used by the UE, since the UE is not supporting non-3GPP access.
	False
	True
	False
	True

	24.501
	0118
	-
	Rel-15
	Fix incorrect references
	D
	15.0.0
	
	C1-184341
	Intel
	5GS_Ph1-CT
	9.10.2.7
	
	Some incorrect references in subclause 9.10.2.7
	! Fix the references
	Difficult to read specification
	False
	True
	False
	False

	24.501
	0120
	1
	Rel-15
	Addition of ngKSI in DEREGISTRATION REQUEST
	F
	15.0.0
	
	C1-184720
	MediaTek Inc.
	5GS_Ph1-CT
	8.2.12.1
	
	Subclause 4.4.2.1 specifies: "For this purpose the initial NAS messages (i.e. REGISTRATION REQUEST, DEREGISTRATION REQUEST and SERVICE REQUEST) and the SECURITY MODE COMMAND message contain an ngKSI in the NAS key set identifier IE indicating the current 5G NAS security context used to integrity protect the NAS message". However, DEREGISTRATION REQUEST message does not contain those.
	! ngKSI added in DEREGISTRATION REQUEST message.
	5G NAS security context cannot be taken into use when a new N1 NAS signalling connection is established with DEREGISTRATION REQUEST.
	False
	True
	False
	True

	24.501
	0123
	2
	Rel-15
	Storing of MPS indicator in non-volatile memory of mobile
	F
	15.0.0
	
	C1-184894
	Intel Corporation, Vencore Labs, OEC, Ericsson
	5GS_Ph1-CT
	Annex C
	
	In GSM, GPRS, UMTS and SAE/LTE, if a parameter or piece of information provided by the NW to the UE NAS is to survive a power cycle, it is written clearly that the parameter (or piece of information) has to be stored in the non-volatile memory of the mobile equipment. Such has not been stated about the MPS indicator and this CR corrects that missing requirement.
	! It is made clear that the MPS indicator is to be stored in the non-volatile memory of the ME
	The MPS indicator risks being deleted at power cycle.
	False
	True
	False
	False

	24.501
	0125
	1
	Rel-15
	Addtion of cause values for service request reject
	F
	15.0.0
	
	C1-184872
	MediaTek Inc., Samsung R&D Institute UK
	5GS_Ph1-CT
	5.6.1.5
	
	Several reject causes are missing from subclause 5.6.1.5. E.g. causes related to registration are missing (i.e. #11, #12, #13).
	! UE actions defined when receiving reject causes #11, #12, #13.
	Lack of standardized UE actions when a registration related cause value is received at SERVICE REJECT message.
	False
	True
	False
	False

	24.501
	0126
	1
	Rel-15
	UE actions when other causes received at SERVICE REJECT
	F
	15.0.0
	
	C1-184884
	MediaTek Inc., Huawei, HiSilicon
	5GS_Ph1-CT
	5.6.1.7
	
	It is not specifed what the UE shall do if the received cause is not one of the few defined ones. In TS 24.301 the same is defined under "Abnormal scenarios".
	! UE actions defined when received other causes than those treated in subclause 5.6.1.5.
	Lack of standardized UE actions leads to different UE implementations and possible interoperability problems with networks.
	False
	True
	False
	False

	24.501
	0128
	-
	Rel-15
	Missing general description on sub-clause 9.10
	F
	15.0.0
	
	C1-184371
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.1
	
	The sub-clause 9.10 on "other information elements" contains a list of information elements (IEs) used for the 5GMM and 5GSM protocol messages others than the ones which belong to the header of a either plain 5GS NAS message or security protected 5GS NAS message.  The sub-clause 9.10.1 on "general" is actually empty, and therefore the specification fails to describe the rules and principles used for "other information elements" for the 5GMM and 5GSM protocol messages. This results in implementers doubting on the rules and principles governing the information elments of those protocols. Note that all other NAS protocols provides the rules and principles for their IEs (see TS 24.008, TS 24.301). It is therefore proposed to provide necessary description for implementers to encode and decode information elements.
	! The sub-clause 9.10.2 is updated in order to provide the general rules and principles for iencoding and decoding nformation elements of both 5GMM messages and 5GSM messages.
	No general description of "other information elements" exists. This results in no description of rules and principles to be used in order to define and describe information elements as well as how implementers can successfully encode and decode information elements of 5GMM and 5GSM protocols. Different implementations in both the UE and the network is possible which can lead to the undesirable effect of interoperability issues.
	False
	True
	False
	True

	24.501
	0130
	-
	Rel-15
	Correction to general message format
	F
	15.0.0
	
	C1-184373
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.1
	
	The sub-clause 9.1 contains the description of the general message format of every 5GS NAS message and states, quote:  HoHowever, the bullet items b) are incorrect as the security header type in the octet 2 needs to be associated with a spare half octet so the whole octet 2 is filled when the security header type is included. Note that this actually shown for all necessary NAS messages (under clause 8), e.g:  Further to that, the figures 9.9.1.1 and 9.9.1.2 illustrate how a plain 5GS NAS message and a security protected 5GS NAS message consist of. Octet 2 of a plain 5GS NAS message contains the security header type associated with a half spare octet or PDU session identity while the octet of a security protected 5GS NAS message always contains security header type associated with a spare half octet.  We propose to align TS 24.501 and therefore correct the sub-clause 9.1.
	! The sub-clause 9.1 is updated in order to indicate in the bullet items b) that the security header type associated with a half spare.
	The text for the description of the general message format of every 5GS NAS message is incorrect as when a security header type is included in the octet 2 is it's not associated with a spare half octet. The specification is not consistent itself as the NAS message described under clause 8 shows that a security hearder type is associated with a spare half octet. The lack of consistency in the specification can lead to different understanding by implementers.
	False
	True
	False
	True

	24.501
	0131
	1
	Rel-15
	Plain 5GS NAS message
	F
	15.0.0
	
	C1-184679
	Huawei, HiSilicon
	5GS_Ph1-CT
	8.2.28.1, (new) 9.8A, 9.10.3.30
	
	The general message format defines the plain 5GS message, quote of the sub-clause 9.1:  The sub-clause 9.1 further states that the security protected 5GS message contains a plain 5GS message. However, the message definition of the security protected 5GS message described differently as the term NAS message and not a plain 5GS NAS message is indicated. To further confuse more readers the NAS message IE is defined under clause 9.10 (IEs applicable to mobility management only), and not together with other information elements of the 5GS general format message which gives the impression that it's not part of the general message format when it should be. Furthermore, the description of the NAS message IE indicates that this IE contains a "5GS NAS message" rather than a plain 5GS NAS message. Readers wonder what a 5GS NAS message is as based on present specifiction this could be any NAS message defined for 5GS. Note also that in the specification is possible to include even an EPS NAS message in 5GS (i.e., REGISTRATION REQUEST message).  Now, when considering TS 24.301 one can see that there it's defined that the security protected NAS message contains a NAS message which is explicitly indicagted as being only the plain NAS message. This message is in fact defined under clause 9 with the other information elements which are part of the NAS general message format and not under IEs applicable to mobility management (EMM).
	! The specification is made consistent and removes the need of two message definitions, i.e., plain 5GS NAS message and NAS message by using a only the plain 5GS NAS message and defining it under clause 9.8 with the other information elements which are part of the NAS general message format.
	The specification describes two different terms called plain 5GS NAS message and NAS message when only one is necessary. This leads to different understanding among implementers asking why there are two terms to refer two in principle the very same thing. In addition, the NAS message is defined under clause 9.10 when it's actually a part of the general message format in 5GS (as decribed by sub-clause 9.1), and therefore it should be defined together with other information elements of this format.
	False
	True
	False
	True

	24.501
	0134
	1
	Rel-15
	Correction to the 5GMM capability IE
	F
	15.0.0
	
	C1-184889
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.3.1
	
	The 5GMM capability IE provides a code point to indicate to the network the support of an ATTACH REQUEST message containing PDN CONNECTIVITY REQUEST to transfer PDU session from N1 mode to S1 mode.  However, at present the specification only indicates the case of the request type IE being set to "handover" but the case of "handover of emergency bearer services" should also be indicated.
	! The case of the request type IE being set to "handover of emergency bearer services" is added to the description of the HO attach code point.
	The case of request type set to "handover of emergency bearer services" is not covered by the specification for the 5GMM capability IE for the HO attach. However, the UE can make transfer PDU session from N1 mode to S1 mode also for that case.
	False
	True
	False
	False

	24.501
	0135
	-
	Rel-15
	Correction to the 5GS identity type IE
	F
	15.0.0
	
	C1-184378
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.3.3
	
	The 5GS identity type IE definition indicates that any other value currently not allocated is interpreted as SUCI, quote:  Note that there is no mandatory requirement for the handling of other values to be interpreted as "SUCI" when for other information elements "shall" is used to make clear the mandatory requirement for the interpretation of the encoding rule. Further to that, it's missed that all other values should be "unused" so there won't trigger error handling if used in future release of the specification.
	! The encoding of the 5GS identity type indicates that any other value not allocated is "unused" and shall be interpreted as "SUCI", if receiced by the UE.
	The 5GS identity type is not aligned with the definition of encoding of other information elements of the specification. Furthermore, there is not mandatory requirement on the handling of the not allocated values and there is no indication of these not allocated values being of type "unused" which leads to different understanding by implementers.
	False
	True
	False
	False

	24.501
	0136
	1
	Rel-15
	Correction to the 5GS network feature support IE
	F
	15.0.0
	
	C1-184548
	Huawei, HiSilicon
	5GS_Ph1-CT
	9.10.3.5
	
	The 5GS network feature support IE definition contains a number of inconsistencies which require correction; the IE definition indicates in the encoding table that the IWK N26 code point of octet 3 is indicated in the bit 6 when it's actually in the bit 7, and the MPS code point should be indicated to be in the bit 8.
	! The encoding table of network feature support IE is fixed to remove inconsistencies. Some editorials also are fixed.
	The encoding table of the network feature support IE contains a number of inconsistencies with regards where paramters can be encoded/decoded. Hence, encoding of the information element by implementers can be incorrect.
	False
	True
	False
	True

	24.501
	0137
	1
	Rel-15
	Editorials and minor corrections
	F
	15.0.0
	
	C1-184590
	Huawei, HiSilicon
	5GS_Ph1-CT
	4.4.2.1, 4.4.2.2, 4.4.3.1, 4.4.3.3, 4.4.4.1, 4.4.5, 4.8.1, 4.8.2.1, 4.8.2.3, 5.1.3.2.1.4.4, 5.1.4.2, 5.3.1.3, 5.3.2, 5.3.3, 5.3.4, 5.4.1.2.2.2, 5.4.1.3.7, 5.4.2.2, 5.4.2.3, 5.4.2.4, 5.4.3.3, 5.4.4.3, 5.5.1.2.4, 5.5.1.2.8, 5.5.1.3.1, 5.5.1.3.2, 5.6.3.2, 6.1.2, 6.1.4.1, 6.1.4.2, 6.3.2.2, 6.3.2.4, 6.4.1.3, 6.5.2, 6.5.3, 7.1, 8.3.2.6, 8.3.9.6, 9.3, 9.8, 9.9, 9.10.2.7, 9.10.3.31, 9.10.3.3, 2
	
	The specification contains a number of editorials which require to be fixed as well as a number of minor corrections need to be done.
	! Several editorials and minor corrections are fixed.
	The specification contains a number of editorials and mistakes.
	False
	True
	False
	True

	24.501
	0138
	-
	Rel-15
	Security procedures and handling after inter-system change
	F
	15.0.0
	
	C1-184381
	Huawei, HiSilicon
	5GS_Ph1-CT
	4.4.2.2, 4.4.2.3, 4.4.3.1
	
	The specification states requirement when inter-system change or handover occurs.  However, when inter-system change occurs this can be in either 5GMM-IDLE mode or 5GMM-CONNECTED mode while handover is always an inter-system change in 5GMM-CONNECTED mode (i.e., inter-system change as part of a handover).  Note that at the last CT1 meeting (#111; in Osaka), C1-183709 already fixed a number of incorrect usage of inter-system change.
	! The cases when requirements are applicable when inter-system change occurs as part of a handover (in 5GMM-CONNECTE mode) are fixed. It is further proposed to replace the term handover by inter-system change in 5GMM-CONNECTED mode for consistency reasons and to avoid misunderstanding by implementers.
	The specification contains requirements applicable to inter-system change in general when those requirements can only be applicable to an inter-system change as a part of a handover (in 5GMM-CONNECTED mode). This results in incorrect requirements as they cannot apply for the case when in 5GMM-IDLE mode. Furthermore, the specificaiton uses two different terms, i.e., handover and inter-system change in 5GMM-CONNECTED mode to refer to the very same thing.
	False
	True
	False
	True

	24.501
	0140
	-
	Rel-15
	5GMM aspects of NAS over non-3GPP access
	F
	15.0.0
	
	C1-184383
	Huawei, HiSilicon
	5GS_Ph1-CT
	4.7.2.1, 5.5.3
	
	Not all the 5GMM procedures are applicable to non-3GPP access but unfortunately not all those procedures are captured under the sub-clause 4.7.2.1.  Additionally, for the eCall inactivity procedure, there is no text indicating that this procedure is not applicable to non-3GPP access.
	! A requirement is added to indicate that the eCall inactivity procedure is not applicable for non-3GPP access. Also, the list of exceptions of 5GMM procedures over non-3GPP access is extended and corrected.
	The eCall inactivity procedure is not indicated as not being applicable to non-3GPP access. This can lead to wrong implementations. Furthermore, both the eCall inactivity procedure and LADNs are not listed as exception for 5GMM aspects of NAS over non-3GPP access.
	False
	True
	False
	True

	24.501
	0141
	1
	Rel-15
	Resolution of editor's notes on equivalent PLMN list
	F
	15.0.0
	
	C1-184736
	Huawei, HiSilicon
	5GS_Ph1-CT
	4.8.3, 5.3.14
	
	The sub-clause 4.8.3 contains an editor's not on equivalent PLMN list, quote: Editor's note: When the UE registers in the other mode, it can receive an equivalent PLMN which is different from the equivalent PLMN list already stored in the UE. The handling of these 2 lists, e.g. whether they are maintained independently or whether the new one overrides the old one, is FFS. Furthermore, if the UE is registered in both N1 mode and S1 mode, then due to the UE's mobility the PLMNs to which the UE is registered in N1 mode and S1 mode, respectively, can become non-equivalent PLMNs. The UE reaction for this case is FFS. TS 24.501 already indicates in the sub-clause 5.3.14 on the List of equivalent PLMNs quote:  Hence, the list of equivalent PLMNs is the same for 5GMM, EMM, GMM and MM but this is only for the case the UE is not operating in dual-registration mode. If the UE operates in dual-registration mode, then the UE should maintain two independt 5GMM and EMM contexts and this includes the list of equivalent PLMNs list.
	! Part of the editor's note in sub-clause 4.8.3 is resolved by indicating that the list of equivalent PLMNs is the same for 5GMM, EMM, GMM and MM but only for the case the UE is not operating in dual-registration mode. If the UE operates in dual-registration mode, then the UE should maintain two independt 5GMM and EMM contexts and this includes the list of equivalent PLMNs list.
	An editor's note indicates that whether there are two list of equivalent PLMNs is for futher stydy when the specification already indicates that there is a single list stored in the UE which is common for 5GMM, EMM, GMM and MM.
	False
	True
	False
	False

	24.501
	0142
	-
	Rel-15
	Resolution of editor's notes on 5GMM sub-layer design
	F
	15.0.0
	
	C1-184385
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.1.1
	
	The sub-clause 5.1.1 contains an editor's not on 5GMM sub-layer design, quote: Editor's note: Sublayer design can be revisited after the protocol framework is identified. However, the sub-layer design is already completed and stabe. Further to that, note that TS 24.007 has been updated with the NAS for 5GS protocol sub-layer design.
	! The editor's note in the sub-clause 5.1.1 is removed.
	Editor's note remains in the specification which indicates that the sub-layer design of the NAS can be revisited.
	False
	True
	False
	True

	24.501
	0143
	-
	Rel-15
	Resolution of editor's note on UE behaviour in substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION
	F
	15.0.0
	
	C1-184387
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.1.3.2.1.3.4
	
	The sub-clause 5.1.3.2.1.3.4 contains an editor's note on UE behaviour in substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION, quote: Editor's note: Other cases in which this substate is chosen are FFS. However, the specification already provides the other cases in sub-clause 5.5.1.1 and 5.5.1.2.7, quote: Additionally, the registration attempt counter shall be reset when the UE is in substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION and: - a new registration area is entered; - timer T3502 expires; or - timer T3346 is started. [..]  If the registration attempt counter is equal to 5 - the UE shall delete 5G-GUTI, TAI list, last visited TAI, list of equivalent PLMNs and ngKSI, start timer T3502 and shall set the 5GS update status to 5U2 NOT UPDATED. The state is changed to 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION or optionally to 5GMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [5].
	! The editor's note is resolved so that the substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION is chosen in the UE also due to the circumstances described in subclauses 5.5.1.1 and 5.5.1.2.7.
	Editor's note remains in the specification with regards to the entering of the substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION.
	False
	True
	False
	False

	24.501
	0144
	-
	Rel-15
	Resolution of editor's note on other sub-states of state 5GMM-DEREGISTERED
	F
	15.0.0
	
	C1-184388
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.1.3.2.1.3.8, (new) 5.1.3.2.1.3.9
	
	The sub-clause 5.1.3.2.1.3.8 contains an editor's note on other sub-states of state 5GMM-DEREGISTERED, quote: Editor's note: Other substates of state 5GMM-DEREGISTERED are FFS, e.g. 5GMM-DEREGISTERED.REGISTRATION-NEEDED. However, the specification already indicates that for the case, e.g., the access is barred due to unified access control when performing registration procedure for initial registration, the UE should perform this waiting procedure as soon as possible. Hence, similarly to TS 24.301 for the sub-state EMM-DEREGISTERED.ATTACH-NEEDED, there seems to be a need for a sub-state 5GMM-DEREGISTERED.INITIAL-REGISTRATION-NEEDED.
	! The editor's note is resolved so that a new substate 5GMM-DEREGISTERED.INITIAL-REGISTRATION-NEEDED is added for the case when a registration procedure for initial registration has to be performed as soon as possible (e.g., the access is barred due to unified access control or if the network rejects the N1 NAS signalling connection establishment).
	Editor's note remains in the specification with regards to other sub-states of state 5GMM-DEREGISTERED.
	False
	True
	False
	False

	24.501
	0146
	1
	Rel-15
	Resolution of editor's note on the key derivation function field
	F
	15.0.0
	
	C1-184547
	Huawei, HiSilicon, Ericsson
	5GS_Ph1-CT
	5.4.1.2.2.2, (new) 5.4.1.2.2.12
	
	The sub-clause 5.4.1.2.2.2 contains an editor's note on the key derivation function field, quote: Editor's Note: It is FFS what the UE should do if the Key Derivation Funtion field is of a value not equal to 1. The format of the AT_KDF attribute is described by IETF RFC 5448 and there it's indicated that the value 1 of the key derivation function field represents the default key derivation function for EAP-AKA', i.e., employing CK' and IK'. This is actually the only one allowed by TS 33.501 in Rel-15, so the receipt of a value different than 1 should be considered by a Rel-15 UE that something wrong has happened. It's then proposed to handle this case as an abnormal case.  Considering what the IETF RFC 5448 states under sub-clause 3.2 and IETF RFC 4187, quote:  IETF RFC 5448: 3.2.  AT_KDF [..] However, if the peer does not support this function or is unwilling to use it, it does not process the received EAP-Request/AKA'-Challenge in any way except by responding with the EAP-Response/AKA'-Challenge message that contains only one attribute, AT_KDF withthe value set to the selected alternative. If there is no suitable alternative, the peer behaves as if AUTN had been incorrect and authentication fails (see Figure 3 of [RFC4187]).  IETF RFC 4187: The peer sends an explicit error message (EAP-Response/AKA-Authentication-Reject) to the EAP server, as usual in AKA when AUTN is incorrect.  It's therefore proposed to handle the case when the key derivation function field is of a value other than 1 as specified in IETF RFC 5448 sub-clause 3.2 for the case when the AUTN had been incorrect.
	! The editor's note is resolved so that a new abnormal case in the UE sub-clause which describe the case when key derivation function field of the AT_KDF attribute is different than 1.
	Editor's note remains in the specification with regards to the key derivation function field. No behaviour defined for the UE implementation when the key derivation function field is set to a value other than 1.
	False
	True
	False
	False

	24.501
	0147
	-
	Rel-15
	Resolution of editor's note on security context coordination
	F
	15.0.0
	
	C1-184391
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.4.1.3.3
	
	The sub-clause 5.4.1.3.3 contains an editor's note on security context coordination, quote: Editor's note: Security context coordination between EPS and 5GS is FFS. Under the sub-clause 4.4 the specification already provides description of handling of both EPS security context and 5G NAS security context for a the UE supporting both S1 mode and N1 mode. It's therefore proposed to remove the editor's note.
	! The editor's note is resolved by removing it.
	Editor's note remains in the specification with regards to security context coordination,.
	False
	True
	False
	False

	24.501
	0148
	-
	Rel-15
	Removal of unnecesary editor's notes FFS
	F
	15.0.0
	
	C1-184392
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.4.4.1, 6.3.1.2.3, 6.4.1.7
	
	The sub-clauses 5.4.4.1, 6.3.1.2.3 and 6.4.1.7 contain editor's notes on FFS work, quote: Editor's note: Other parameters requiring negotiation are FFS. [..]  Editor's note: Further abnormal cases are FFS [..]  Editor's note: Further abnormal cases in the network side are FFS. When looking to the sub-clauses 5.4.4.1, 6.3.1.2.3 and 6.4.1.7 one can see that parameters requiring negotiation for the generic UE configuration update procedure have already been identified. Also, abnormal cases for both the PDU session authentication and authorization procedure and the UE-requested PDU session establishment procedure. It's therefore proposed to remove the editor's notes. If further work is identified this can be added as business as usual without the need of keeping unnecessary editor's notes.
	! The editor's notes are resolved by removing them.
	Editor's notes remain in the specification with regards to FFS work.
	False
	False
	False
	True

	24.501
	0149
	-
	Rel-15
	Resolution of editor's notes on 5GSM cause values
	F
	15.0.0
	
	C1-184393
	Huawei, HiSilicon
	5GS_Ph1-CT
	6.3.2.4, 6.3.1.2.3
	
	The sub-clauses 6.3.2.4 and 6.3.3.2 contain an editor's note on 5GSM cause values, quote: Editor's note: Other 5GSM causes are FFS. When looking to the sub-clauses 6.3.2.4 and 6.3.3.2 one can see that 5GSM cause have already been identified. If new ones are added in the future, this would be business as usual and does not need to be reminded by unnecessary editor's note.
	! The editor's notes are resolved by removing them.
	Editor's notes remain in the specification with regards to 5GSM cause values.
	False
	True
	False
	True

	24.501
	0150
	1
	Rel-15
	Resolution of editor's notes on timer for T35cd and timer for T35ef
	F
	15.0.0
	
	C1-184749
	Huawei, HiSilicon
	5GS_Ph1-CT
	5.5.2.3.2, 10.3
	
	The sub-clause 5.5.2.3.2 contains two editor's notes on which timer to use for T35cd and T35ef, quote: Editor's note: It is FFS to use which timer for T35cd. Editor's note: It is FFS to use which timer for T35ef. When looking to the specification, one can see that both T35cd and T35ef should be new timers.
	! New timers are introduced for T35cd and T35ef.
	Editor's notes remain in the specification with regards to which timer to use for T35cd and T35ef.
	False
	True
	False
	False

	24.501
	0151
	-
	Rel-15
	Resolution of editor's note on handling of unknown, unforeseen, and erroneous protocol data
	F
	15.0.0
	
	C1-184395
	Huawei, HiSilicon
	5GS_Ph1-CT
	7.1
	
	The sub-clause 7.1 contain an editor's note on handling of unknown, unforeseen, and erroneous protocol data, quote: Editor's note: It is FFS to add more details and further alignment to align with 3GPP TS 24.301 [15]. When looking to the content of the sub-clause 7.1 one can see that there is no need of further details to be added into TS 24.501. It is therefore proposed to remove the editor's note..
	! The editor's note is resolved by removing it.
	Editor's note remains in the specification with regards to handling of unknown, unforeseen, and erroneous protocol data.
	False
	True
	False
	False

	24.501
	0153
	2
	Rel-15
	AMF taking both EMC and EMC BS availability into account in setting EMF
	C
	15.0.0
	
	C1-184855
	SHARP
	5GS_Ph1-CT
	5.5.1.2.4, 5.5.1.3.4
	
	Currently, in regard to AMF providing EMF to the UE, the requirement is purely based on the fact that the access (NGRAN and 5GC) support the emergency service fallback capability e.g.,   The AMF shall set the EMF bit in the 5GS network feature support IE to: a) "Emergency services fallback supported in NR connected to 5GCN and E-UTRA connected to 5GCN" if the network supports the emergency services fallback procedure when the UE is in an NR cell connected to 5GCN or an E-UTRA cell connected to 5GCN; However, we may need a bit more careful handling on this indication.  Imaging the case 5G and 4G does not support EMS, does the AMF indicate EMF as "supported" to the UE?   If AMF indicate so, then the UE anyhow sends the service request for the emergency service fallback; however, since 5G and 4G does not support emergency call, emergency service fallback should not be successful as the emergency call will not be successful at fallback site.   According to TS23.167 Table H.1 Rule C, as long as ESFB is set to any form of "YES" then the UE select the PS domain.   But again the scenario is that 4G and 5G does not support EMS, so selecting PS domain is wrong.   The expected behavior is to select the CS domain.   With that saying, (we can not update the TS23.167 requirement, so)to mitigate this issue, we should set a guideline to the AMF implementation by saying that   If both EMC and EMC BS is set to NO then the AMF should not set EMF "supported"; otherwise, the emergency call will delayed i.e., successful at 2nd emergency call attempt.
	! Following NOTE is added .  If the emergency services are supported in neither the EPS nor the 5GS homogeneously, based on operator policy, the AMF will set the EMF bit in the 5GS network feature support IE to "Emergency services fallback not supported".
	Current AMF requirement of setting EMF may lead to emergency call delay.
	False
	False
	False
	True

	24.501
	0154
	1
	Rel-15
	Clarification on SM congestion control specific to PLMN
	F
	15.0.0
	
	C1-184744
	SHARP
	5GS_Ph1-CT
	6.3.3.3, 6.4.1.4, 6.4.1.4.1, 6.4.2.4
	
	In 4G TS24.301, we have captured the "back off timer" handling and corresponding SM procedure handling in the way they are specific to PLMN.   For example,  "the UE shall start the back-off timer with the value provided in the Back-off timer value IE for the PDN connectivity procedure and PLMN and APN combination"  "shall not send another PDN CONNECTIVITY REQUEST message in the PLMN for the same APN  In last CT1 meeting, C1-183759 was agreed. The pCR briefly mentions the per PLMN requirement for NSSAI based congestion control.   Following this, this CR intends to complete the specification by  introducing the same change as in C1-183759 for DNN based congestion control; and some editorial.
	! Reflect per PLMN requirement for DNN based congestion control Some editorials.
	Without PLMN requirement clarification, it may lead to wrong implementation upon PLMN change.
	False
	True
	False
	True

	24.501
	0155
	1
	Rel-15
	Aligning T35cd handling upon NW initiated SM request with T3396 and T35ef
	F
	15.0.0
	
	C1-184615
	SHARP
	5GS_Ph1-CT
	6.3.2.3, 6.3.3.3
	
	Currently, the description of UE stopping T35cd is not aligned with T3396 and T35ef upon reception of NW initiated SM request.   For example,   for T35cd, it says: ---------- Upon receipt of the PDU SESSION MODIFICATION COMMAND message, the UE shall stop timer T35cd associated with the same [S-NSSAI, DNN] combination as that the UE provided when the PDU session is established, if it is running. ----------  On the other hands, for T3396 it says: ------------ Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided a DNN for the establishment of the PDU session, the UE shall stop timer T3396, if it is running for the DNN provided by the UE. ----------  Latter way of defining the behavior is aligned with TS24.301, and there are two requirement in it.  If the UE provided X If X is the same as Y(associated to the back-off timer)  Former way of defining the behavior only take care the requirement 2.    This CR propose to correct the description for T35cd by aligning with T3396 and T35ef description.
	! Correct the description of stopping T35cd upon reception of NW initiated SM request by aligning with T3396 and T35ef description. Aligning the phrase e.g., during PDU session establishment For T35cd, description for the case [no S-NSSAI, DNN] and [no S-NSSAI and no DNN] are added.
	Without clarification, it may lead to wrong implementation.
	False
	True
	False
	False

	24.501
	0157
	1
	Rel-15
	Clarification for registration attempt counter handling and introduction of lower layer failure
	F
	15.0.0
	
	C1-184693
	NTT DOCOMO
	5GS_Ph1-CT
	5.5.1.2.7, 5.5.1.3.6
	
	How the UE behaves if registration fails due to following events is not clear in current 3GPP spec.  TS24.501 section 5.5.1.2.7. c) T3510 timeout d) REGISTRATION REJECT message, other 5GMM cause values than those treated in subclause 5.5.1.2.5, and cases of 5GMM cause value #22, if considered as abnormal cases according to subclause 5.5.1.2.5. In both cases, T3510 needs to be stopped if running and the registration attempt counter shall be incremented if it is not for emergency call, unless it was already set to 5. This UE behaviour should be clarified.  Additionally, in EPC, if Attach or TAU Request procedure fails due to lower layer failure or release of NAS signalling connection, attach or tracking area updating attempt counter is incremented, unless it was already set to 5. The same handling should be applied to 5GC.
	! The UE behaviour in the case of registration failure due to lower layer failure or release of NAS signalling connection is specified in the section of abnormal cases in the UE. Additionally, it is clarified that T3510 is stopped if running and the registration attempt counter shall be incremented if it is not for emergency call, unless it was already set to 5 when registration fails due to T3510 timeout, reject with other cause values than those treated in subclause 5.5.1.2.5 or lower layer failure.
	Registration attempt counter handling may not work appropriately, which may trigger critical network overload or bad user experience.
	False
	True
	False
	False

	24.501
	0158
	-
	Rel-15
	Introduction of 5GMM cause #15
	B
	15.0.0
	
	C1-184716
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.3.1.2, 5.3.13, 5.5.1.2.5, 5.5.1.3.5, 5.5.2.3.2, 5.6.1.5, 10.2, A.2
	
	Cause #15 has been successfully used for releases.
	! Use of 5GMM cause #15 is specified.
	Inability to use 5GMM cause #15
	False
	True
	False
	True

	24.501
	0159
	1
	Rel-15
	Timer for re-enabling N1 mode capability
	F
	15.0.0
	
	C1-184694
	NTT DOCOMO
	5GS_Ph1-CT
	4.9
	
	The UE may start a timer for re-enabling N1 mode capability when N1 mode capability is disabled as below;  TS24.501 section 4.9 As an implementation option, the UE may start a timer for re-enabling N1 mode capability, after the N1 mode capability was disabled. On the expiry of this timer, the UE should re-enable the N1 mode capability. However, the value for a timer for re-enabling N1 mode capability is not specified in this spec. So, there remains a risk that the UE may set the value for this timer to too short or too long values. If it is too short, the UE may retransmit the registration request frequently and it may cause critical network overload. If it is too long, the UE may not be able to recover from the state the UE is not registered to the network for a long time. On the other hands, the UE starts T3502 when registration attempt counter reaches 5 and inhibit retransmitting registration request until T3502 expiry. So, it seems to be reasonable to set a timer for re-enabling N1 mode capability to the same value as T3502.
	! If N1 mode capability is disabled due to the UE's registration attempt counter reaches 5, it is recommended that T3502 value is used as a timer for re-enabling N1 mode capability.
	The UE may not set the value for a timer for re-enabling N1 mode capability appropriately, which may cause critical network overload or bad user experience.
	False
	True
	False
	False

	24.501
	0160
	-
	Rel-15
	Lists of 5GS forbidden tracking areas
	F
	15.0.0
	
	C1-184418
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.2.2.2.1, 5.2.2.2.3, 5.2.2.3, 5.2.3.2.3, 5.5.2.3.2
	
	As can be seen from subclause 5.3.13, the correct terms for indicating sets of forbidden tracking areas in 5GS are: Lists of 5GS forbidden tracking areas; 5GS forbidden tracking areas for roaming; or 5GS forbidden tracking areas for regional provision of service.
	! Lists of forbidden tracking area ( lists of 5GS forbidden tracking areas Forbidden tracking areas for roaming ( 5GS forbidden tracking areas for roaming Forbidden tracking areas for regional provision of service ( 5GS forbidden tracking areas for regional provision of service
	Confusion with the 4G lists
	False
	True
	False
	False

	24.501
	0162
	1
	Rel-15
	Local release of a persistent PDU session
	F
	15.0.0
	
	C1-184601
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.5.1.3.4
	
	There are several conflicting conditions in terms of releasing a PDU session locally during the mobility and periodic registration update procedure: If the REGISTRATION ACCEPT message contains the allowed NSSAI, then the UE shall store the included allowed NSSAI together with the PLMN identity of the registered PLMN and the registration area as specified in subclause 4.6.2.2. If the UE has one or more PDU sessions associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU sessions. If the PDU session status IE is included in the REGISTRATION ACCEPT message, the UE shall release all those PDU sessions locally (without peer-to-peer signalling between the SMF and the UE) which are in 5GSM state PDU SESSION ACTIVE on the UE side, but are indicated by the AMF as being in 5GSM state PDU SESSION INACTIVE. When the UE determines via the IMS voice over PS session indicator that the network does not support IMS voice over PS sessions in N1 mode, then the UE shall not locally release any persistent PDU session; and when the UE determines via the emergency service support indicator that the network does not support emergency services in N1 mode, then the UE shall not locally release any emergency PDU session if there is a radio bearer associated with that context
	! For case 1 address above, the UE locally releases PDU sessions if the PDU sessions are not persistent PDU sessions. For case 2 address above, no change is needed. For case 3 addressed above, the persistent PDU session is kept if the AMF does not indicate that the PDU session is in 5GSM state PDU SESSION INACTIVE via the PDU session status IE.
	Conflicting conditions in the specification for releasing a PDU session locally
	False
	True
	False
	False

	24.501
	0163
	1
	Rel-15
	Correction on retry of PDU session establishment procedure
	F
	15.0.0
	
	C1-184613
	MediaTek Inc., Huawei, HiSilicon
	5GS_Ph1-CT
	6.4.1.6
	
	When the PDU session is in 5GSM state PDU SESSION ACTIVE PENDING, the upper layer in the UE may abort the request for the PDU session establishment. In this case, the UE shall not retry the PDU session establishment procedure upon expiry of T3580.
	! Upon expiry of T3580, the UE shall retransmit the PDU SESSION ESTABLISHMENT REQUEST message only if it is still needed.
	The UE shall retry PDU session establishment procedure even it is not required.
	False
	True
	False
	False

	24.501
	0164
	-
	Rel-15
	Correction to 5GSM/ESM coordination
	F
	15.0.0
	
	C1-184422
	MediaTek Inc., Ericsson
	5GS_Ph1-CT
	6.1.4.1
	
	The UE shall support interworking to EPS/5GS when: Mapped parameters for the target system are provided Association between source and target system is made after previous inter-system change However, it is not clarified in the current specification.
	! For the UE in N1 mode, interworking to EPS is supported for a PDU session, if the context includes the mapped EPS bearer(s) or has association(s) between QoS flow and mapped EPS bearer.   For the UE in S1 mode, interworking to 5GS is supported for a PDN connection, if the corresponding default EPS bearer context includes parameters for 5GS included in (e)PCO IE, or the default EPS bearer context has association with 5GS parameters.  Remove redundant "PDU session"
	Coordination between 5GSM and ESM is not correct and complete.
	False
	True
	False
	False

	24.501
	0165
	-
	Rel-15
	Correction on PDU address IE
	F
	15.0.0
	
	C1-184423
	MediaTek Inc.
	5GS_Ph1-CT
	9.10.4.7
	
	In the current figure 9.10.4.7.1, the space for PDU address information is from octet 4 to 11. However, the space for PDU address information shall be extended (i.e., octet 4 to 15) to include both IPv6 and IPv4 addresses.
	! The space for PDU address information is from octect 4 to 15.
	Figure of the PDU address IE is incorrect.
	False
	True
	False
	True

	24.501
	0166
	1
	Rel-15
	5GSM congestion control over AMF on PDU session modification procedure
	F
	15.0.0
	
	C1-184742
	MediaTek Inc., Ericsson
	5GS_Ph1-CT
	5.4.5.2.2, 5.4.5.2.3, 5.4.5.2.4, 5.4.5.2.5, 6.4.2.2, 6.4.2.4, 8.2.10.4, 9.10.3.43
	
	The 5GSM congestion control over AMF mechanism shall also apply on UE-requested PDU session modification procedure.
	! Introduce new request type "modification request" to the Request type IE. The UE shall set the Request type IE in the UL NAS TRANSPORT message if the Payload container IE includes the PDU SESSION MODIFICATION REQUEST message The sub-clause of UE-requested PDU session modification procedure is updated accordingly to apply 5GSM congestion control over AMF.
	5GSM congestion control over AMF mechanism does not apply on UE-requested PDU session modification procedure.
	False
	True
	False
	True

	24.501
	0167
	1
	Rel-15
	Exception handling in QoS operation
	F
	15.0.0
	
	C1-184614
	MediaTek Inc.
	5GS_Ph1-CT
	6.2.5.1.1.2, 6.3.2.4, B.1
	
	The exception handlings in QoS operation are not defined. Also, to align with the principle in EPS that it is not allowed to change the default EPS bearer, we propose that it is not allowed to change the default QoS rule indication (DQR) of a signalled QoS rule.
	! Clarify that the default QoS rule indication (DQR) of a signalled QoS rule shall not be changed.  Four 5GSM causes are introduced #AA: semantic error in the QoS operation #BB: syntactical error in the QoS operation #CC: semantic error in packet filter(s) #DD: syntactical error in packet filter(s) Exception handling in QoS operation and packet filters are specified in the sub-clause of "Network-requested PDU session modification procedure not accepted by the UE"
	The exception handlings in QoS operation are not well defined.
	False
	True
	False
	True

	24.501
	0169
	1
	Rel-15
	Establishment of N1 NAS signalling connection due to change in the network slicing information
	B
	15.0.0
	
	C1-184663
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.3.1.1
	
	How the UE NAS layer provides the AS layer with registered GUAMI or 5G-S-TMSI or neither of them is not described clearly in subclause 5.3.1.1.
	! The new indication mentioned in "reason for change" is introduced. Errors pointed out in "reason for change" are fixed.
	Registration attempt to a wrong AMF
	False
	True
	False
	True

	24.501
	0170
	2
	Rel-15
	Release of N1 NAS signalling connection due to change in the network slicing information
	F
	15.0.0
	
	C1-184929
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.3.1.2
	
	Subclause 5.3.1.2 lists conditions to start the timer T3540 including the case when the UE receives a CONFIGURATION UPDATE COMMAND message indicating registration requested with either new allowed NSSAI information or new configured NSSAI information or both included. The condition is not comprehensive because there are other cases when the UE needs to release the N1 NAS signalling connection and start a new registration procedure introduced by S2-186213, S2-186215, and S2-186216. Furthermore, S2-186216 includes the following requirement: If there are established PDU Session(s) associated with emergency services, then the serving AMF indicates to the UE the need for the UE to perform a Registration procedure but does not release the NAS signalling connection to the UE. The UE performs the Registration procedure only after the release of the PDU Session(s) used for the emergency services. This means that T3540 is not started if there is any established PDU session for emergency services.
	! Addition of conditions to start T3540 relevant to network slicing information update Clarification that T3540 can be started if no PDU session for emergency services has been established.
	Improper network slicing information in the UE and interruption in the emergency services
	False
	True
	False
	False

	24.501
	0171
	1
	Rel-15
	Multiple S-NSSAIs in PDU session establishment
	F
	15.0.0
	
	C1-184670
	Nokia, Nokia Shanghai Bell, SHARP
	5GS_Ph1-CT
	5.3.11, 5.4.5.2.2, 5.4.5.2.3, 5.4.5.2.5, 6.2.4.2, 6.3.2.3, 6.3.3.3, 6.4.1.2, 6.4.1.3, 6.4.1.4.3
	
	Multiple S-NSSAIs can be sent by the UE for the PDU session establishment. If the UE did not provide the S-NSSAI(s), the AMF may derive two S-NSSAIs. If the UE did not provide the DNN, the AMF may derive the DNN using one of the two S-NSSAIs. Even though the UE provided neither the S-NSSAI(s) nor the DNN, the S-NSSAI(s) and the DNN are available in the AMF before 5GSM message forwarding, and thus, these parameters can be sent to the SMF even though the UE did not provide them. For the request type "existing PDU session", inclusion of the S-NSSAI(s) is mandatory. Description on the S-NSSAI based congestion control mentions about a single S-NSSAI and does not clarify what it is.
	! It is clarified that multiple S-NSSAIs can be sent by the UE for the PDU session establishment. It is clarified that the UE did not provide the S-NSSAI(s), the AMF may derive two S-NSSAIs. It is clarified that the UE did not provide the DNN, the AMF may derive the DNN using one of the two S-NSSAIs. It is clarified that S-NSSAI(s) and DNN can be sent to the SMF even though the UE did not provide them. It is clarified that for the request type "existing PDU session", inclusion of the S-NSSAI(s) is mandatory. It is clarified that S-NSSAI based congestion control is concerned with the S-NSSAI for the current PLMN.
	Wrong information handling between AMF and SMF; S-NSSAI based congestion control does not work
	False
	True
	False
	True

	24.501
	0173
	1
	Rel-15
	Clarifications on UE 5GSM capabilities and procedures during inter-working with EPS
	F
	15.0.0
	
	C1-184611
	Qualcomm Incorporated, Ericsson, Huawei, HiSilicon
	5GS_Ph1-CT
	6.1.4.1, 6.3.2.2, 6.4.2.1, 6.4.2.2
	
	1) SA2 has agreed (S2-186261) that a PDU session modification procedure shall only be performed to indicate support (or not) of RQoS after inter-system change if this is the FIRST inter-system change and the PDU session was established in EPC. The current spec needs to be updated to align with stage 2.   Similar changes need to be done for other capabilities, namely the support (or ont) of Multi-homed IPv6 PDU session and to indicate to the network the UE's capability wrt the maximum number of supported packet filters.
	! 1) PDU session modification shall be sent to indicate support (or not) for the following after the first inter-system change: a) RQoS  b) Multi-homed IPv6 PDU   2) for maximum number of supported packet filters, the UE only performs a PDU session modification if it supports more than 17 packet filters. Otherwise, i.e. if no modificaiton is done after the inter-system change, the SMF considers the UE to support only 16
	Spec will not be aligned with SA2 and the SMF will not know about the UE's different 5GSM capabilities after inter-system change from S1 to N1 mode
	False
	True
	False
	True

	24.501
	0174
	1
	Rel-15
	Interworking between ePDG/EPC and NG-RAN/5GCN
	B
	15.0.0
	
	C1-184636
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	4.x (new)
	
	3GPP TSs 23.501 and 23.502 include requirements on interworking between ePDG/EPC and NG-RAN/5GCN.
	! A subclause for interworking between ePDG/EPC and NG-RAN/5GCN is included.  rev 1 No mandate to operate in dual-registration mode; the network's support for interworking without N26 is not taken into account for the selection of the interworking mode.
	No support of interworking between ePDG/EPC and NG-RAN/5GCN
	False
	True
	False
	True

	24.501
	0176
	1
	Rel-15
	Interworking between E-UTRAN/EPC and N3IWF/5GCN
	B
	15.0.0
	
	C1-184637
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	4.8.1
	
	3GPP TSs 23.501 and 23.502 include requirements on interworking between E-UTRAN/EPC and N3IWF/5GCN.
	! A description for interworking between E-UTRAN/EPC and N3IWF/5GCN is added.  rev 1 No mandate to operate in dual-registration mode; the network's support for interworking without N26 is not taken into account for the selection of the interworking mode.
	No support of interworking between E-UTRAN/EPC and N3IWF/5GCN
	False
	True
	False
	True

	24.501
	0178
	2
	Rel-15
	UE re-registration when the AMF cannot determine an Allowed NSSAI
	F
	15.0.0
	
	C1-184898
	Qualcomm Incorporated, Samsung R&D Institute UK
	5GS_Ph1-CT
	4.6.2.2, 5.4.4.2, 5.4.4.3
	
	SA2 covers the case that an AMF may not be able to determine an Allowed NSSAI for the UE. In this case, the UE has to re-register, see below from 23.501: "unless the AMF cannot determine the new Allowed NSSAI (e.g. all S-NSSAIs in the old Allowed NSSAI have been removed from the Subscribed S-NSSAIs), in which case the AMF shall not send any Allowed NSSAI to the UE but indicate to the UE to perform a Registration procedure"  The CT1 spec does not currently support this scenario, hence this contribution.
	! When the AMF cannot determine an Allowed NSSAI for the UE, the AMF sends the Configuration Update Command message to the UE without providing any parameter (e.g. MICO indication, etc) in the message but only include the Configuration update indication IE. The AMF indicates "registration requested". The UE deletes it's Allowed NSSAI and performs registration procedure (without providing its GUAMI to the lower layers).
	Misalignment with stage 2, and no support in the spec for the scenario identified in stage 2
	False
	True
	False
	True

	24.501
	0180
	1
	Rel-15
	Local release of a PDU session due to 5GSM cause #43: Invalid PDU session identity
	F
	15.0.0
	
	C1-184612
	Qualcomm Incorporated
	5GS_Ph1-CT
	6.4.3.4
	
	The UE may receive a PDU Session Release Reject with 5GSM cause #43: Invalid PDU session identity. According to TS 24.501, the UE shall consider that the PDU session is NOT released. Again, according to 24.501: "Cause #43 -Invalid PDU session identity  This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session context identified by the PDU session identity IE in the request or the command is not active." If the PDU session ID is invalid or the context identified by the PDU session ID is not active, then why should the PDU session be maintained in the UE? If the context is indeed not active in the network, then there is not point in keeping a one-sided context in the UE that has no counterpart in the network. Similarly, if the PDU session ID is invalid, then the corresponding PDU session should be released. Moreover, there is no issue if this is the last PDU session in the UE since in 5GS the UE can be registered without a PDU session.
	! The UE locally releases a PDU session for which a PDU Session Release Reject is received with 5GSM cause #43.
	The UE unnecessarily maintains a context for a PDU session that has no corresponding context in the network. The UE may send other SM requests to release the PDU session and the network will keep rejecting them leading to unnecessary signaling between the UE and the network.
	False
	True
	False
	False

	24.501
	0182
	2
	Rel-15
	Common NAS security transparent container IE for intra-5G HO and S1 to N1 inter-system HO
	C
	15.0.0
	
	C1-184946
	Qualcomm Incorporated
	5GS_Ph1-CT
	3.1, 4.2.2.1, 4.4.2.3, 4.4.2, 4.4.3.1, 9.10.2.7
	
	1)SA3 has agreed that the AMF can send a NAS security container (NASC) as part of the N2 HO procedure. The NASC is equivalent to the Security Mode Command included in the handover signalling. The current CT1 spec does not contain corresponding description for this IE and its handling at the UE.  2) SA3 decided to use NCC parameter for S1 to N1 mode HO in the NAS security transparent container instead of the 4 LSB of the NAS COUNT
	! 1) Updated security sections to support sending a NAS security container as part of N2 HO procedure. The container indicates whether a new KAMF should be derived or not as described in SA3. As such the UE handling when this container is received has also been defined. 2) Added NCC to the definitions and also to the section on S1 to N1 mode HO
	The CT1 specs will not be aligned with SA3 specs with lack of security related procedure support for N2 based HO
	False
	True
	False
	True

	24.501
	0184
	1
	Rel-15
	Handling of PDU session type after intersystem change from N1 mode to S1 mode
	F
	15.0.0
	
	C1-184638
	SHARP
	5GS_Ph1-CT
	6.1.4.1
	
	After inter-system change from N1 mode to S1 mode, the UE and the SMF shall maintain the PDU session type of the PDU session context. After a period of time, the PDN connection corresponding to this PDU session may be released.  In the above case, it is not needed to maintain the PDU session type. However, the SMF may maintain the PDU session type after the release of the PDN connection.
	! Clarify the handling of the PDU session type of the PDU session context after inter-system change from N1 mode to S1 mode.
	Unnecessary contexts may be maintained.
	False
	True
	False
	True

	24.501
	0185
	2
	Rel-15
	Allowed NSSAI of a single-registration mode UE within a network with N26
	F
	15.0.0
	
	C1-184897
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.5.1.3.4
	
	A change in 3GPP TS23.502 introduced by S2-186283: 4.11.1.3.3 EPS to 5GS Mobility Registration Procedure (Idle and Connected State) using N26 interface   The Registration Accept message shall include the updated 5G-GUTI to be used by the UE in that PLMN over any access. If the active flag was included in the Registration request, the AMF may provide NG-RAN with a Handover Restriction List taking into account the last used EPS PLMN ID and the Return preferred indication. The Handover Restriction List contains a list of PLMN IDs as specified by TS 23.501 [2]. The Allowed NSSAI in the Registration Accept message shall contain at least the S-NSSAIs corresponding to the active PDN Connection(s) and the corresponding mapping to the HPLMN S-NSSAIs.
	! It is clarified that in this case, the allowed NSSAI needs to include the S-NSSAI for the current PLMN corresponding to each PDN connection for which interworking to 5GS is supported and, if available in roaming scenarios, the mapped configured S-NSSAI for the HPLMN.
	Service interruption after inter-system change from S1 mode to N1 mode
	False
	False
	False
	True

	24.501
	0187
	1
	Rel-15
	SMF selection based on DNN for transfer a PDN connection from EPS to 5GS
	F
	15.0.0
	
	C1-184640
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.4.5.2.3, 5.4.5.2.5
	
	A change captured in S2-186221: 4.11.2.3 EPS to 5GS Mobility   UEs in single-registration mode performs this step for each PDN connection immediately after the Step 8. UEs in dual-registration mode may perform this step any time after Step 8. Also, UEs in dual-registration mode may perform this step only for a subset of PDU Sessions. The AMF selects the PGW-C+SMF for the Namf_PDUSession_CreateSMContext service based on the PDU Session ID DNN received from the UE and the PGW-C+SMF ID in the subscription profile received from the HSS+UDM in Step 5 or when the HSS+UDM notifies the AMF for the new PGW-C+SMF ID in the updated subscription profile. AMF includes the PDU Session ID to the request sent to the PGW-C+SMF.
	! The AMF selects an SMF based on user's subscription context and either the PDU session ID (for HO from HPLMN non-3GPP access to VPLMN 3GPP access) or the DNN (for inter-system change) received from the UE if the PDU session routing context for the PDU session and the UE is not available. In case of emergency PDN connection transfer from EPS to 5GS, the SMF ID is searched using the DNN. Change in the corresponding abnormal case
	Inability to transfer a PDN connection from EPS to 5GS
	False
	False
	False
	True

	24.501
	0188
	1
	Rel-15
	UE behavior for determination of the UE presence in LADN service area
	F
	15.0.0
	
	C1-184695
	SHARP, Huawei, HiSilicon, Samsung R&D Institute UK
	5GS_Ph1-CT
	6.2.6
	
	According to the SA2 agreement (S2-186030), it was agreed to specify the UE behavior for determination of whether the UE is located in or outside the LADN service area as follows: "Based on the LADN Service Area Information in the UE, the UE determines whether it is in or out of a LADN service area. If the UE does not have the LADN Service Area Information for a LADN DNN, the UE shall consider it is out of the LADN service area."  However, the above agreement is not reflected in stage 3 spec (TS 24.501).
	! - Add the UE behavior for determination of whether the UE is located in the LADN service area based on the SA2 requirement; and - Some editorials.
	It is not clear how the UE determines the UE presence in LADN service area.
	False
	True
	False
	False

	24.501
	0190
	1
	Rel-15
	No EMM parameters handling for DR mode UEs due to rejected service request
	F
	15.0.0
	
	C1-184641
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.6.1.5
	
	A UE operating in the dual-registration mode is not required to handle EMM parameters as if it received the SERVICE REJECT message with the EMM cause with the same value in case the service request procedure is rejected with the 5GMM cause #7 or #10. In fact, it shouldn't.
	! The EMM handling is applicable to UEs operating in the single-registration mode only.
	Service interruption for UEs operating in the dual-registration mode
	False
	True
	False
	False

	24.501
	0192
	1
	Rel-15
	Clarification on activation of UP resources of PDU session
	F
	15.0.0
	
	C1-184696
	SHARP
	5GS_Ph1-CT
	5.6.1.2
	
	According to the SA2 agreement (S2-186056), there are some PDU sessions associated with S-NSSAIs which are included in the allowed NSSAI for non-3GPP access and are not included in the allowed NSSAI for 3GPP access. In this case, the UE shall not indicate that the user-plane resources of these PDU sessions can be re-established over 3GPP access in the allowed PDU session status IE of the SERVICE REQUEST message.  In order to achieve the above scenario, when the UE receives the paging request or notification for re-establishment of the user-plane resources of PDU session(s) associated with non-3GPP access over 3GPP access, the UE shall check whether the S-NSSAI associated with the PDU session is included in the allowed NSSAI for 3GPP access.  However, the above agreement is not reflected in stage 3 spec (TS 24.501).
	! Clarify the UE behavior upon receipt of the paging request or notification for re-establishment of the user-plane resources of PDU session(s) associated with non-3GPP access over 3GPP access based on the SA2 requirement.
	It is not clear how the UE determines whether the user-plane resources of the PDU session(s) can be re-established over 3GPP access.
	False
	True
	False
	False

	24.501
	0194
	1
	Rel-15
	Access attempt barred for the UE-initiated NAS transport procedure
	B
	15.0.0
	
	C1-184654
	Nokia, Nokia Shanghai Bell, Samsung R&D Institute UK
	5GS_Ph1-CT
	5.4.5.2.x (new)
	
	Access control check is applicable to a UE in 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive indication. If such a UE's 5GMM sublayer receives a request from upper layers to send a mobile originated SMS over NAS, receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment, or receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification and the result of the access control check is "barred", the UL NAS TRANSPORT message should not be transmitted. Whereas a 5GSM message for a PDU session can be sent only via the access (either 3GPP access or non-3GPP access) with which the PDU session is associated, a mobile originated SMS over NAS can be delivered via 3GPP access or non-3GPP access according to the UE's registration status to a PLMN (registered via 3GPP access only; via non-3GPP access only; or via both accesses) and the UE preferences. Therefore, if the access attempt triggered by upper layers' request to send a mobile originated SMS over NAS is barred on the 3GPP access, the UE should be allowed to send a mobile originated SMS over NAS via non-3GPP access.
	! Abnormal case handling in the UE for the case "the lower layers indicate that the access attempt is barred", is described.  rev 1 if available ( if the AMF set the SMS allowed bit of the 5GS registration result IE to "SMS over NAS allowed" in the REGISTRATION ACCEPT message; removal of the EN
	Absence of abnormal case handling when an access attempt triggered by 5GSM message/SMSoNAS delivery is barred
	False
	True
	False
	False

	24.501
	0195
	2
	Rel-15
	UE configured for EAB and access category 1
	F
	15.0.0
	
	C1-184747
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	4.5.2
	
	In LS C1-183480/S1-181364, SA1 clarified the followings: SA1 would like to clarify that the configuration of the UE that it is configured for Delay Tolerant is the same configuration as the UE configuration of EAB. This configuration is related to the UE and remains the same regardless of whether it is configured via EPS or 5GS. Thus, the UE configured for EAB within the EPS is relevant to access category 1.
	! An additional requirement to be met for access category 1 is added: UE supporting S1 mode is configured for EAB (see the "ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22]).  rev 1 Clarified that the UE can be configured for EAB within EPS  rev 2 Removed "supporting S1 mode"; cancelled the change made in rev 1
	Access attempts of a UE configured for EAB can be mapped to wrong access categories.
	False
	True
	False
	False

	24.501
	0196
	1
	Rel-15
	Corrections on the barred service request
	F
	15.0.0
	
	C1-184853
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	5.6.1.7
	
	Even though the SERVICE REQUEST message was triggered by an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication, the access attempt may be classified into an access category different from 4/5/6. For example, it could be classified into access category 0. For SMSoIP, there is no need to move to the other system.
	! interaction with upper layers is applicable for access categories 4, 5, and 6 (for SMSoIP). Moving to the other system is applicable for access categories 4 and 5 only. Restructuring
	Wrong implementation of the unified access control
	False
	True
	False
	False

	24.501
	0197
	1
	Rel-15
	No bearer for N1 NAS
	F
	15.0.0
	
	C1-184591
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	1, 4.7.2.2, 5.5.1.3.4, 5.5.1.3.5, 6.3.2.3, 6.4.1.2
	
	Use of bearer for N1 NAS should be avoided.
	! The term "user-plane resources" is used instead of bearer with necessary adaptations.  rev 1 Changes on persistent PDU session are cancelled.
	Misaligned terms
	False
	True
	False
	True

	24.501
	0198
	1
	Rel-15
	Correction of S-NSSAI based congestion control
	F
	15.0.0
	
	C1-184610
	LG Electronics, MediaTek Inc., Huawei, HiSilicon, SHARP
	5GS_Ph1-CT
	6.3.2.3, 6.3.3.3
	
	At SA2#127bis, it was agreed that upon receiving a network-initiated session management request message for a particular S-NSSAI while the back-off timer associated with the S-NSSAI is running, the UE shall stop the back-off timer associated with S-NSSAI and respond to the network (CR#0390R1 in S2-186057 for TS 23.501).  So, this stage 2 agreement need to be aligned with the stage 3 specification, TS 24.501.  Also, it is proposed to clarify the PDU session release and modification procedure for S-NSSAI based congestion control.
	! Remove "Editor's note: it is FFS whether to stop the timer T35ef in the procedures above".  The missing condition "existing emergency PDU session" is added to the PDU session release and modification procedure for S-NSSAI based congestion control functionality.  The handling of S-NSSAI only based congestion control for the network-initiated PDU session release procedure is added.
	S-NSSAI based congestion control functionlaty is incomplete.
	False
	True
	False
	True

	24.501
	0199
	1
	Rel-15
	Clean-up in definitions
	F
	15.0.0
	
	C1-184592
	Nokia, Nokia Shanghai Bell
	5GS_Ph1-CT
	3.1
	
	Some terms in subclause 3.1 whose definitions are stated to be borrowed from 3GPP TS 23.501 are not explicitly defined in the definitions subclause of 3GPP TS 23.501. The terms are: 5G-GUTI, 5G-S-TMSI, PEI, SUCI, and SUPI. It is more desirable to refer to 3GPP TS 23.003 for identities.
	! Definitions of the terms are derived from 3GPP TS 23.003.
	Less desirable reference for the identities
	False
	True
	True
	True

	24.501
	0200
	1
	Rel-15
	Clarify abnormal cases in the UE for independency of 5GMM procedures between accesses
	F
	15.0.0
	
	C1-184697
	NEC, Samsung
	5GS_Ph1-CT
	4.7.2.1, 5.5.1.2.5, 5.5.1.3.5, 5.5.2.3.2, 5.6.1.5
	
	In current TS 24.501, in general each of mobility management procedures is performed independently between 3GPP access and non-3GPP access. But in some abnormal cases the UE runs the procedures for both accesses, exceptionally.   Currently, we can distinguish such an exceptonal case based on presence or absence of a word "any" for deleting the 5G-GUTI etc, since the "any" was deleted to identify the general case (by C1-183824). i.e. - Saying "the UE shall deletes 5G-GUTI etc" -> It indicates the general case - Saying "the UE shall delete any 5G-GUTI etc" -> It indicates the exceptional case. It is too implicit and to be clarified with an explicit description.  Also, the abnormal cases with 5GMM cause values #12 (Tracking area not allowed) and #13 (Roaming not allowed in this tracking area) should be shifted from the exceptional case to the general case, because tracking areas of non-3GPP and 3GPP are independent.  NOTE: In current TS 24.501, We can see the general case in subclauses 5.5.1.2.7 and 5.5.2.3.4. - In case the registration attempt counter is equal to 5. - In case De-registration type IE indicates "re-registration not required". On the other hand, we can see the exceptional case in abnormal cases with following 5GMM cause values: #7 (5GS services not allowed). #9 (UE identity cannot be derived by the network). #11 (PLMN not allowed). #12 (Tracking area not allowed). #13 (Roaming not allowed in this tracking area).
	! This CR proposes to 1) clarify a general principle and 2) clarify the exceptional case without depending on presence or absence of the "any".  1) Adding a clarification in subclause 4.7.2.1: the registration status and 5GMM parameters of the UE's 3GPP access and non-3GPP access 5GMM state machine instances are independent in each access and can be different  2) In order to distinguish the exceptional case, adding an explicit description in subclauses 5.5.1.2.5, 5.5.1.3.5, 5.5.2.3.2 and 5.6.1.5. The added desciption is: If the UE also supports the registration to the 5GCN over another access to the same PLMN, the UE shall in addition handle 5GMM parameters for another access as described in this subclause for the case with the 5GMM cause with the same value. Also, to shift to the general case, it is proposed to delete a word "any" for the cases with 5GMM cause values #12 and #13 (i.e. "The UE shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI").
	It is concerned that vendors implement these abnormal cases differently due to ambiguous implicit specifications.
	False
	True
	False
	False

	24.501
	0203
	2
	Rel-15
	Storing Configured NSSAI when the PLMN is changed
	B
	15.0.0
	
	C1-184941
	LG Electronics
	5GS_Ph1-CT
	4.6.2.2, C
	
	According to SA2 approved CR S2-186218 (CR0255r7), which was implemented in TS 23.501 v15.2.0, the following statement that used to be an informative note was updated to normative text, with the following addition:  (in subcluase 5.15.4.1.1) The UE keeps storing a received Configured NSSAI for a PLMN and associated mapping to the Configured NSSAI for the HPLMN even when registering in another PLMN. The number of Configured NSSAIs and associated mapping to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation. A UE shall at least be capable of storing the Configured NSSAI for the HPLMN, the Configured NSSAI for the serving PLMN, and any necessary mapping of the Configured NSSAI for the Serving PLMN to the Configured NSSAI of the HPLMN. Since the statements above are now normative text, it is proposed to specify in stage 3 text, especially in the clause regarding UE staorage on 5GMM information.
	! It is specifed that UE keeps storing configured NSSAI and associated mapping information for a PLMN when the UE registers in another PLMN. Also UE's storate of 5GMM information shall at least store configured NSSAI for the HPLMN and any possible mapping information to the HPLMN.
	Stage 2 normative requirements is missing in the stage 3 specification.
	False
	True
	False
	False

	24.501
	0206
	-
	Rel-15
	Incorrect statement for handling of security context at IWK
	F
	15.0.0
	
	C1-184491
	Ericsson
	5GS_Ph1-CT
	4.4.2.1
	
	It is not correct as stated in subclause 4.4.2.1 in current 24.501, that a UE operating in single-registration mode shall maintain and use only 5G NAS security context.
	! Removal of incorrect statement in subclause 4.4.2.1, that a UE operating in single-registration mode shall maintain and use only 5G NAS security context.
	Interworking with EPS will not work
	False
	True
	False
	True

	24.501
	0207
	2
	Rel-15
	Correction to SSC mode selection
	F
	15.0.0
	
	C1-184733
	SHARP
	5GS_Ph1-CT
	6.4.1.3
	
	According to the SA2 agreement (S2-185099), it was agreed to correct the SSC mode selection as follows: "If a UE provides an SSC mode when requesting a new PDU Session, the SMF selects the SSC mode by either accepting the requested SSC mode or rejecting the PDU Session Establishment Request message with the cause value and the SSC mode(s) allowed to be used back to UE based on the PDU Session type, subscription and/or local configuration."  However, the above agreement is not reflected in stage 3 spec (TS 24.501).
	! Correct the SSC mode selection in case that the SMF receives the SSC mode in the PDU SESSION ESTABLSIHMENT REQUEST message based on the SA2 requirement.
	It may lead to wrong implementation of the SSC mode selection for the PDU session.
	False
	False
	False
	True

	24.501
	0208
	-
	Rel-15
	Corrections to terms and references
	F
	15.0.0
	
	C1-184885
	MediaTek Inc.
	5GS_Ph1-CT
	3.2, 5.5.2.2.2, 8.2.1.1
	
	1) MAC definition missing. 2) 5.5.2.2.2 UE-initiated de-registration procedure completion - common procedure, "common procedure" to be removed from the title 3) In 8.2.1.1 Authentication parameter RAND and AUTN has incorrect reference
	! Items 1) to 3) above are corrected.
	Incorrect terms and references in the spec may lead to incorrect interpretations and implementations.
	False
	True
	False
	True

	24.501
	0209
	1
	Rel-15
	Revision on AMF transport behavior of 5GSM message
	C
	15.0.0
	
	C1-184699
	CATT
	5GS_Ph1-CT
	5.4.5.2.3
	
	When UE is registered to 5GS via both 3GPP and non-3GPP access in the same PLMN, one of PDU session associated with an access type is locally released by UE,  and the PDU session status synchronization for the access type is not performed between UE and AMF.   At this time, a non-emergency PDU session establishment procedure is initiated by UE via the other access type with the PDU session ID identical to that of the PDU session locally released,  and the Request type IE set to "initial request". In this case, the AMF receives the PDU SESSION ESTABLISHMENT REQUEST with the PDU session ID, the AMF may have a PDU session routing context for the PDU session, the AMF shall firstly release the PDU session related to the PDU session ID locally, then perform SMF selection based on the IE(s) in UL NAS TRANSPORT message and UE subscription information in AMF.
	! An abnormal case is included in suclause 5.4.5.2.5, TS 24.501v15.0.0 , which is that: When UE is performing PDU session establishment procedure with a new PDU session ID and Request type IE set to "initial request", if AMF has a PDU session routing context related to the PDU session ID, AMF shall locally relesae the PDU session firstly and identify the SMF as described in subclause 5.4.5.2.3.
	There is no the relevant descriptions on AMF behavior in the scenario.
	False
	True
	False
	True

	24.501
	0210
	2
	Rel-15
	Differences between NAS over 3GPP access and NAS over non-3GPP access
	F
	15.0.0
	
	C1-184932
	CATT
	5GS_Ph1-CT
	4.7.2.1
	
	Some differences between NAS over 3GPP access and NAS over non-3GPP access is concluded in TS 24.501v15.0.0 and TS 23.501 v15.2.0 as follows: Allowed PDU session status IE " If the UE received a paging message with the access type indicating non-3GPP access, the UE shall include the Allowed PDU session status IE in the REGISTRATION REQUEST message indicating the PDU session(s) that the UE allows to re-establish over 3GPP access.  For case a) in subclause 5.6.1.1: a) if the paging request includes an indication for non-3GPP access type, the Allowed PDU session status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE allows the user-plane resources to be re-establish over 3GPP access or if there is no PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access; b) if the UE has uplink user data pending to be sent, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE has pending user data to be sent; or c) otherwise, the Uplink data status IE shall not be included in the SERVICE REQUEST message. For case b) in subclause 5.6.1.1, the Allowed PDU session status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access or if there is no PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access. " DRX parameter According to Subclause 5.4.5, TS23.501 v15.2.0, DRX framework is applicable for 3GPP access specific aspects, so DRX parameter is only applicable for non-3GPP accesss.
	! Some differences between NAS over 3GPP access and NAS over non-3GPP access are complemented in subclause 4.7.2.1.
	It is lack of relevant descriptions on the differences between NAS over 3GPP access and NAS over non-3GPP access.
	False
	True
	False
	True

	24.501
	0212
	2
	Rel-15
	Preferred list terminating at ME or USIM
	B
	15.0.0
	
	C1-184908
	Samsung, Ericsson, Huawei, HiSilicon, InterDigital, Qualcomm Incorporated,  Intel, Idemia, Gemalto
	5GS_Ph1-CT
	4.4.4.2, 5.5.1.2.4, 5.5.1.3.4, 8.2.7.1, 8.2.7.20, 9.10.3.49
	
	This CR proposes transparent container IE coding. The transparent container IE is renamed to SOR transparent container IE.   This CR proposes SOR information can be terminatted to USIM or ME and which one to use is for operator implementation.  .
	! SOR transparent container IE coding in REGISTRATION ACCEPT message
	SOR transparent container IE coding in REGISTRATION ACCEPT message is not possible.
	False
	True
	False
	False

	24.501
	0214
	-
	Rel-15
	Correction of detach terminology
	F
	15.0.0
	
	C1-184508
	LG Electronics
	5GS_Ph1-CT
	5.5.2.2.6, 10.2
	
	In the current TS 24.501, the terminology "detach" is wrongly used in some places. It should be "de-registration" in the specification.  So, it is proposed to correct "detach" to "de-registration" or "de-register" in TS 24.501.
	! Replace "detach" with "de-registration" or "de-register".
	Wrong and misleading specification.
	False
	True
	False
	True

	24.501
	0215
	-
	Rel-15
	Clarification on S-NSSAI based congestion control for PDU session modification procedure
	F
	15.0.0
	
	C1-184509
	LG Electronics
	5GS_Ph1-CT
	6.3.3.3, 6.4.1.4.1, 6.4.2.4
	
	At CT1#111, the handling of back-off timer for S-NSSAI based congestion control upon inter-system change was added as a NOTE in TS 24.501.  NOTE 3: As described in this subclause, upon PLMN change or inter-system change, the UE does not stop the timer T35cd or T35ef. This means the timer T35cd or T35ef can still be running or be deactivated for the given 5GSM procedure, the PLMN, the S-NSSAI and optionally the DNN combination when the UE returns to the PLMN or when it performs inter-system change back from S1 mode to N1 mode. Thus the UE can still be prevented from sending another PDU SESSION ESTABLISHMENT REQUEST message in the PLMN for the same S-NSSAI and optionally the same DNN.  After an inter-system change from S1 mode to N1 mode, the UE can initiate the PDU session modification procedure (e.g, due to indicating the support of reflective QoS or revoke the previously indicated support for reflective QoS.).   Therefore, the case of sending another PDU SESSION MODIFICATION REQUEST message can be also applied in the NOTE above.  So, it is proposed to add the case of sending another PDU SESSION MODIFICATION REQUEST message in the NOTE.
	! Add the missing case of PDU SESSION MODIFICATION REQUEST message in the NOTE.
	Back-off timer functionality for S-NSSAI based congestion control upon inter-system change is incomplete.
	False
	True
	False
	False

	24.501
	0216
	2
	Rel-15
	SOR acknowledge message coding
	B
	15.0.0
	
	C1-184909
	Samsung, Ericsson, Huawei, HiSilicon, InterDigital, Qualcomm Incorporated, Intel, Idemia, Gemalto
	5GS_Ph1-CT
	8.2.8.1, 8.2.8.2, 9.10.3.x(new)
	
	This CR proposes the coding for acknowledgement IE which is used to indicate successful reception of transparent container IE in REGISTRATION ACCEPT message. The acknowledgement IE name is changed from transparent container IE to transparent ack container IE. As transparent container IE is already used in REGISTRATION ACCEPT message.  .
	! Sor ack transparent container IE coding
	Sor ack transparent container IE coding is not possible.
	False
	True
	False
	False

	24.501
	0232
	1
	Rel-15
	SMS over NAS re-transmission upon delivery failure on one Access Type
	F
	15.0.0
	
	C1-184656
	Apple France
	5GS_Ph1-CT
	5.4.5.3.2
	
	S2-186298 was approved by SA2. Upon SMS delivery failure on one Access Type, AMF may re-attempt the SMS delivery on the other Access Type.
	! If the delivery of MT-SMS over one Access Type has failed, AMF may attempt to re-deliver the SMS over the other Access type if the UE is registered to the network via both 3GPP access and non-3GPP access.
	Unclear how SMS retransmission shall be handled when both 3GPP and non-3GPP accesses are available.
	False
	True
	False
	True

	24.502
	0001
	2
	Rel-15
	Correction for providing GUAMI as part of AN parameters
	F
	15.0.0
	
	C1-184738
	Ericsson, Motorola Mobility, Lenovo, Nokia, Nokia Shanghai Bell, Huawei, HiSilicon
	5GS_Ph1-CT
	2, 9.2.x (new), 9.3.2.2.2.1
	
	Issue-1:  23.502 states: ---------------- 4.12.2.2 Registration procedure for untrusted non-3GPP access ... 5. The UE shall send an IKE_AUTH request which includes an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and a Registration Request message. The AN parameters contain information that is used by the N3IWF for selecting an AMF in the 5G core network. This information includes e.g. the GUAMI, the Selected PLMN ID, the Requested NSSAI and the Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with 5GC. .... 4.12.4.1 Service Request procedures via Untrusted non-3GPP Access ... - The AN parameters include the Selected PLMN ID and Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with the 5GC. The UE includes GUAMI information in the AN parameters. The N3IWF selects the AMF according to GUAMI information. ... ----------------  Providing GUAMI in AN-parameters is not defined yet.   Issue-2:  23.502 CR#0469 (S2-186118) removed the need to send SUCI and 5G-GUTI in AN-parameters.   Issue-4: treatment of AN-parameter with AN-parameter type set to a spare value is not specified.
	! AN-parameters coding extended to enable passing GUAMI.  5GS mobile identity is not provided via AN-parameters.  Receiving entity ignores an AN-parameter with the AN-parameter type set to a spare value.
	Not possible to perform service request procedure via non-3GPP access.
	False
	True
	False
	True

	24.502
	0002
	2
	Rel-15
	Correction for coding of non-3GPP access establishment cause AN parameter
	F
	15.0.0
	
	C1-184739
	Ericsson, Motorola Mobility, Lenovo
	5GS_Ph1-CT
	9.2.x (new), 9.3.2.2.2.1
	
	In 24.501, it was agreed to document establishment cause separately for 3GPP access (RRC establishment cause) and for non-3GPP access (establishment cause for non-3GPP access).   Given that 24.501 uses different terms for the establishment cause depending on access, coding for establishment cause for non-3GPP access should not depend on coding for RRC establishment cause.
	! Coding for establishment cause for non-3GPP access defined.
	Not possible to perform service request procedure via non-3GPP access.
	False
	True
	False
	True

	24.502
	0003
	1
	Rel-15
	Correction for N3AN node selection
	F
	15.0.0
	
	C1-184921
	Ericsson
	5GS_Ph1-CT
	7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.4.2, 7.2.4.3, 7.2.4.4.1, 7.2.4.4.2, 7.2.4.4.3
	
	Issue-1: The terminology is not consistent  - stage-2 and 24.526 uses "home N3IWF identifier configuration" (as in C1-184627) while 24.502 uses "home N3IWF identifier". - stage-2 and 24.526 uses "home ePDG identifier configuration" (as in C1-184627) while 24.502 uses "home ePDG identifier". - 24.502 uses sometimes "provisioned", sometimes "configured" and sometimes "provided". - 24.502 refers to PLMN to which the UE is attached while 24.501 refers to PLMN to which the UE is registered. - 7.2.3 refers to 7.2.4 for N3IWF selection but 7.2.4 describes N3AN node selection - there is a reference to "Preference" parameter which is the same as the N3AN ePDG preferred parameter   Issue-2: - 7.2.2 states "Implementation specific means apply only if the configurations from PCF are not present." but it is not clear what how the implementation specific means apply. It would be better to state "The UE shall apply the N3AN node configuration information provisioned via implementation specific means apply only if the N3AN node configuration information provisioned by PCF is not present in the UE."  Issue-3: - N3AN node does not exist in 24.526. Furthermore, we should describe how the UE gets the N3AN node configuration information is provisioned by PCF and this is done based on 24.501 and 24.526 (using "N3AN node configuration information" part of ANDSP).  Issue-4: Headline of 7.2.4 gives only one aspect influencing the N3AN node selection. Instead of including all aspects, it would be better to not list any aspects at all.  Issue-5: in 7.2.4.2, it is not clear via which IP network the UE can peform the DNS resolution. The UE should do so using the non-3GPP access network (and not via 3GPP access network).  Issue-6: There are constructs of type "if condition-1 and if condition-2, then action" and semantic of such sentence is not clear. It would be more appropriate to use "if condition-1 and condition-2, then action"  Issue-7: according to 7.2.2, the N3AN node selection information is a mandatory part of the N3AN node configuration information. However, in 7.2.4.3 and later, there are conditions on "the N3AN node selection information is provisioned in the N3AN node configuration information" which this has to be always true.  Issue-8: according to 7.2.4.3, "the UE shall construct an N3IWF FQDN based on configured FQDN format of HPLMN". However, it is not clear where the FQDN format of HPLMN is configured.  Issue-9: according to 7.2.4.3, "use the configured IP address to select the N3IWF, or if configured IP address is not available, construct an N3IWF FQDN using the configured FQDN" However, it is not clear where the IP address or FQDN is configured.  Issue-10: 7.2.4.3 refers to "for the cases a) through c), the UE shall use the DNS server function to resolve the constructed N3IWF FQDN to the IP address(es) of the N3IWF(s). " but there are not such cases. Likely, cases 1) to 3) are meant. However, not all of them actually constructs N3IWF FQDN - sometimes the N3IWF FQDN is taken for N3IWF identifier configuration and sometimes IP address of the N3IWF is taken directly from N3IWF identifier configuration.  Issue-11: it is not clear what is the outcome of the N3AN node selection procedure. It should be an "the IP address of the N3IWF" or an "the IP address of the ePDG".  Issue-12:  statement "Upon reception of a DNS response containing one or more IP addresses of N3IWFs, the UE shall select an IP address of N3IWF with the same IP version as its local IP address." duplicates text on DNS resolution given earlier.  Issue-13:  In 7.2.4.3, there is a condition "selecting an N3IWF in the HPLMN fails" - it is not clear what this means. It should means that the IKEv2 SA establishment procedure towards N3IWF in the HPLMN fails with no response to IKE_SA_INIT request message.  Issue-14:  some steps miss construction of N3IWF FQDN  Issue-15: In 7.2.4.4.1, the procedure refers to "node selection" while 7.2.4 is called "N3AN node selection"  Issue-16: 23.501 states: ---------------- In the selected PLMN the UE shall attempt to select a non-3GPP access node as follows: 2. When the selection is required for  an IMS service, the UE shall choose a non-3GPP access node type (i.e. ePDG or N3IWF) based on the "Preference" parameter specified in clause 6.3.6.1, unless the UE has its 5GS capability disabled in which case it shall choose an ePDG independent of the "Preference" parameter setting.  If the selection fails, including the case when, during the registration over non-3GPP access, the UE receives the IMS Voice over PS session Not Supported over Non-3GPP Access indication (specified in clause 5.16.3.2a), the UE shall attempt selecting the other non-3GPP access node type in the selected PLMN, if any. If that selection fails too, or it is not possible, then the UE shall select another PLMN, according to the procedure specified in TS 23.402 [43], clause 4.5.4.5. ----------------  Issue-17: There are following diffences in N3AN node selection for IMS service and N3AN node selection for Non-IMS service: - usage of N3AN ePDG preferred parameter - handling due to the UE receives the IMS Voice over PS session Not Supported over Non-3GPP Access indication. - order of attempting usage of ePDG: --------------- 2. When the selection is required for  an IMS service, the UE shall choose a non-3GPP access node type (i.e. ePDG or N3IWF) based on the "Preference" parameter specified in clause 6.3.6.1, unless the UE has its 5GS capability disabled in which case it shall choose an ePDG independent of the "Preference" parameter setting.  If the "Preference" parameter for the selected PLMN indicates that ePDG is preferred, the UE shall attempt to select an ePDG. If the "Preference" parameter for the selected PLMN indicates that N3IWF is preferred, the UE shall attempt to select an N3IWF.  If the selection fails, including the case when, during the registration over non-3GPP access, the UE receives the IMS Voice over PS session Not Supported over Non-3GPP Access indication (specified in clause 5.16.3.2a), the UE shall attempt selecting the other non-3GPP access node type in the selected PLMN, if any. If that selection fails too, or it is not possible, then the UE shall select another PLMN, according to the procedure specified in TS 23.402 [43], clause 4.5.4.5. 3. When the selection is required for a non-IMS service, the UE shall perform the selection by giving preference to the N3IWF independent of the "Preference" parameter setting. If the N3IWF selection fails, or it is not possible, the UE should select another PLMN based on the procedure specified in TS 23.402 [43], clause 4.5.4.4, and shall attempt to select an N3IWF in this PLMN. If the UE fails to select an N3IWF in any PLMN, the UE may attempt to select an ePDG according to the procedure specified in TS 23.402 [43], clause 4.5.4.5. --------------- Therefore, it is propose to document N3AN node selection for IMS service and N3AN node selection for Non-IMS service separately.
	! Issue-1: The terminology made consistent. Issue-2: Text clarified to refer to give conditions for application of the the N3AN node configuration information provisioned via implementation specific means. Issue-3: Text refers to 24.501 and 24.526. Issue-4: Headline of 7.2.4 shortened. Issue-5: The DNS resolution is done via the non-3GPP access network. Issue-6: "if condition-1 and condition-2, then action" style used. Issue-7: Text corrected so that there are no conditions on "the N3AN node selection information is provisioned in the N3AN node configuration information" as this has to be always true. Issue-8: FQDN format is taken from the the N3AN node selection information Issue-9:the IP address and the FQDN is taken from N3IWF identifier configuration. Issue-10: the cases are corrected. Issue-11: the outcome of the N3AN node selection procedure is the IP address of the N3IWF or the IP address of the ePDG. Issue-12: duplicate text removed. Issue-13: condition clarified Issue-14: missing construction of N3IWF FQDN added Issue-15:  "N3AN node selection" used Issue-16: usage of IMS Voice over PS session Not Supported over Non-3GPP Access indication received during the registration over non-3GPP access added. Issue-17: N3AN node selection for IMS service and N3AN node selection for Non-IMS service documented separately.   Futhermore, 23.501 states: ------ The ePDG identifier configuration and the N3IWF identifier configuration are optional parameters, while the Non-3GPP access node selection information is required and shall include at least the HPLMN and the "any PLMN" entry. ------ and thus statements related to absence of the above are removed.
	Incomplete and incorrect specification. Not possible to make an IMS voice call via non-3GPP access as the UE does not continue selecting N3IWF when the IMS voice over PS session is not supported over non-3GPP access
	False
	True
	False
	True

	24.502
	0004
	1
	Rel-15
	Including GUAMI as AN-parameters during registration for non-3GPP access
	B
	15.0.0
	
	C1-184878
	Nokia, Nokia Shanghai Bell
	5G_Ph1-CT
	7.3.3, 9.3.2.2.2.1
	
	According to SA2#127bis agreement (S2-186118), it should be the GUAMI rather than the 5G-GUTI to be included in the AN parameters in the registration procedure: 5. The UE shall send an IKE_AUTH request which includes an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and a Registration Request message. The AN parameters contain information that is used by the N3IWF for selecting an AMF in the 5G core network. This information includes e.g. the GUAMI, the Selected PLMN ID, the Requested NSSAI and the Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with 5GC. Subclause 7.3.3 needs to be updated.  Also misc corrections to AN-parameters field coding.
	! - add GUAMI information element as AN-parameters and remove 5G-GUTI as AN parameters - misc corrections to AN-parameters field coding
	- misalignment with stage 2 - incorrect coding description
	False
	True
	False
	False

	24.502
	0005
	2
	Rel-15
	Coding of AN-parameters in EAP 5G-NAS message
	B
	15.0.0
	
	C1-184937
	Nokia, Nokia Shanghai Bell
	5G_Ph1-CT
	9.2.x (new), 9.3.2.2.2, 9.3.2.2.2.1, 9.3.2.2.2.2
	
	There is editor's note on coding of requested NSSAI and establishment cause in 5G-NAS messages that needs to be addressed: Editor's Note: FFS whether to indicate requested NSSAI by reusing the NSSAI IE specified in 3GPP TS 24.501, or whether to reuse any RAN2 specified coding. Since the NSSAI information element defined in TS 24.501 can be used to encode requested NSSAI. It is proposed to refer to the coding of NSSAI information element defined in TS 24.501 when including requested NSSAI in AN-parameters field.   Also currently Selected PLMN ID is defined under subclause 9.3 as IETF RFC coding information. But instead this should be defined under subclause 9.2 as 3GPP specific coding information.
	! - move PLMN ID information element to subclause 9.2; - refer to existing NSSAI information element coding defined in TS 24.501 for NSSAI coding in AN-parameters in 5G-NAS message - remove editor's note on NSSAI.
	Incomplete specification
	False
	True
	False
	False

	24.502
	0007
	2
	Rel-15
	3GPP specific IKEv2 private Notify Message Types
	B
	15.0.0
	
	C1-184901
	Nokia, Nokia Shanghai Bell
	5G_Ph1-CT
	9.2.x (new), 9.2.x.1 (new), 9.2.x.2 (new) , 9.2.x.3 (new)
	
	There is need to define IKEv2 Notify Message Type value usage for accessing 5GCN via non-3GPP access.
	! Add general section for defining IKEv2 Notify Message Type value 3GPP specific IKEv2 Notify Message private error types and private status types are FFS.
	Incomplete specification
	False
	True
	False
	True

	24.502
	0011
	2
	Rel-15
	Changing Transport Mode to Tunnel Mode for IPsec Tunnel
	F
	15.0.0
	
	C1-184936
	Motorola Mobility, Lenovo, Nokia, Nokia Shanghai Bell, Ericsson, Qualcomm Incorporated, T-Mobile USA
	5GS_Ph1-CT
	1, 2, 3.2, 7.3.2, 7.5.1, 7.5.2, 7.5.3, 7.5.4, 8.2.2, 8.3.2
	TS 23.502 CR 0623


	SA2 meeting #127 bis made a decision to change the IPsec Security Associations (SAs) between the UE and the N3IWF from Transport mode to tunnel mode. This PCR is to modify 3GPP TS 24.502 so the specification is aligned to SA2 decision.
	! Changing the transport mode to tunnel mode
	TS 24.502 is not according to the SA2 decision.
	False
	True
	False
	True

	24.502
	0014
	1
	Rel-15
	Clarification on ANDSP
	F
	15.0.0
	
	C1-184922
	ZTE
	5GS_Ph1-CT
	2, 6.4.1, 6.8.2.3
	
	According to TS 23.501 and TS 23.503, the followings are missing or specified incorrectly in this TS: (1) When roaming, the UE can receive ANDSP including WLANSP from h-PCF or v-PCF or both. The ANDSP including N3AN node configuration information is provided by h-PCF only. (3) Use "Preference" parameter instead of "N3AN ePDG preferred" parameter.
	! Correct procedure of N3AN node selection based on the reason above.
	Incorrect statement.
	False
	True
	False
	True

	24.581
	0036
	1
	Rel-15
	Application Group Paging procedure
	B
	15.0.0
	
	C1-184752
	Huawei, HiSilicon, Ericsson
	eMCVideo-CT, MBMS_MCservices
	9.3.2; 9.3.3.2; 9.3.6(new); 10.2.2.2; 10.2.3.x(new); 10.3.5(new);
	
	In some cases the MCVideo server needs to be able to move an ongoing group conversation to unicast bearers and in other cases the MCVideo server decides that the MBMS bearer does not have capacity for the new conversation and that unicast bearers should be used. Further, the UEs can be in inactive mode but still be listening to the MBMS, and in order for those UEs to be able to listen to a unicast bearer, the UEs need to go up in active mode. This can be done by an Application Paging message sent over the MBMS bearer. Using the application paging is faster than paging the UEs as the paging cycles can be long. Using the unmap group to bearer message is possible but will not work for starting up a conversation on unicast bearers, and it would also cause all UE to go up in connected mode when a conversation is ended.
	! Define an Application Paging message. Add text regarding the alternatives for the participating MCVideo function to send the messages over the MBMS or unicast bearers. An additional clarification is to reference subclause 6.4.2 instead of 6.4 for how to handle the case when a Transmission Request has been received in the Start-stop state Add the procedure to send the Application Paging Message. Add procedure for the UE when receiving a Application Paging Message.
	The participating MCVideo function will not be able to move a group to unicast bearers, and hence MBMS bearers might not be available for other more resource
	False
	True
	False
	True

	27.007
	0575
	-
	Rel-15
	Inclusion and alignment of error codes for GPRS, UMTS, EPS and 5G
	B
	15.2.0
	
	C1-184073
	Ericsson, LG Electronics, Samsung R&D Institute UK, MediaTek Inc.
	5GS_Ph1-CT, TEI15
	9.2.2.1.3, 9.2.2.2.1, 9.2.2.2.2, 9.2.2.2.3
	
	Error codes in 24.301 and 24.501 missing.
	! New and updated error codes for GPRS, UMTS, LTE and 5G in clause 9 are added.
	The list of error codes will be incomplete.
	False
	True
	False
	False

	27.007
	0576
	-
	Rel-15
	Removal of TBDs and editor's notes in registration and PLMN selection commands
	F
	15.2.0
	
	C1-184141
	MediaTek Inc., Ericsson
	5GS_Ph1-CT
	7.2, 7.3, 10.1.20, 10.1.22, 10.1.47
	
	NW-registration (+CREG / +CGREG / +CEREG / +C5GREG) and PLMN selection (+COPS) are containing editor's notes and TBDs regarding to specification references. <tac> length incorrect in +C5GREG.
	! +CREG / +CGREG / +CEREG / +C5GREG / +COPS: - NOTE for "E-UTRA connected to a 5GCN": reference to TS 38.331 added - Editor's note for "NR connected to a 5GCN" is removed as not needed anymore (TS reference exists) - NOTE for "E-UTRA-NR dual connectivity": reference updated to 38.331 instead of 38.300. AT+C5GREG: - Removal of unnecessary editor's notes - <tac> length from 2 bytes to 3 bytes - <ci> cell ID in NR is 36 bits i.e. 5 bytes to be reserved
	Impossible to implement access technology specific result values without proper references to RAN specifications. Incorrect length for <tac> and <ci> remains.
	False
	True
	False
	False

	27.007
	0577
	1
	Rel-15
	AT command for UE policy delivery
	B
	15.2.0
	
	C1-184661
	Intel, Ericsson
	5GS_Ph1-CT
	10.1.xx (new), 10.1.yy (new), Annex B
	
	The network may provide the UE with a UE policy (e.g. URSP or ANDSP) during a DL NAS transport procedure. As this information is needed by the 'upper layers' on the TE, e.g. in order to select the appropriate access network for a new PDU session or to determine the S-NSSAI to be used for the establishment of a new PDU session, the AT command interface needs to be updated to allow reporting of the received policy to TE. As policy handling is part of TE's responsibility and it is transparent to MT, the policy shall be forwarded to TE as received from the network.  A second new AT command shall also allow the TE to send the UE policy section management result and UPSI list to the MT so that it can be forwarded to the network.
	! Add new AT Commands +CRUEPOLICY and +CSUEPOLICY to allow exchange of policy between TE and MT.
	TE will not be able to evaluate the policy received from the network. TE will not be able to send UE policy section management result or UPSI list, to the network.
	False
	True
	False
	False

	27.007
	0578
	1
	Rel-15
	AT Command for Allowed NSSAI
	B
	15.2.0
	
	C1-184662
	Intel
	5GS_Ph1-CT
	10.1.47
	
	The network may provide the UE with an Allowed NSSAI during the registration procedure and the generic UE configuration update procedure.   The S-NSSAI provided by the TE in the AT command +CGDCONT needs to be one of the S-NSSAIs from the Allowed NSSAI. Therefore the Allowed NSSAI needs to be provided also to the TE.  It is proposed to enhance the AT command +C5GREG to enable the reporting of the received Allowed NSSAI.
	! Allowed NSSAI is added to unsolicited result code +C5GREG for <n> = 2, 3.
	If the TE selects an S-NSSAI value for +CGDCONT which is not included in the Allowed NSSAI, the PDU session establishment will fail.
	False
	True
	False
	False

	27.007
	0579
	-
	Rel-15
	+CGSMS not applicable to UE in E-UTRAN or NG-RAN
	B
	15.2.0
	
	C1-184235
	Qualcomm Incorporated
	5GS_Ph1-CT
	10.1.21
	
	+CGSMS gives the following options to set MO SMS: 0 Packet Domain 1 circuit switched 2 Packet Domain preferred (use circuit switched if GPRS not available) 3 circuit switched preferred (use Packet Domain if circuit switched not available)  For UEs in E-UTRAN or NG-RAN, only Packet Domain is available.
	! Clarify that +CGSMS is not applicable to UE in E-UTRAN or NG-RAN
	Incorrectly give the permission to set MO SMS for UE in E-UTRAN or NG-RAN to circuit switched which is not supported in these RATs
	False
	True
	False
	False

	27.007
	0580
	1
	Rel-15
	New AT command to set access selection preferences for MO SMS over NAS in 5GS
	B
	15.2.0
	
	C1-184676
	Qualcomm Incorporated, Ericsson
	5GS_Ph1-CT
	10.1.xx (New)
	
	According to TS 23.501 subclause 5.16.3.8.2:  It should be possible to provision UEs with the HPLMN SMS over NAS operator preferences on access selection for delivering SMS over NAS signalling. Based on the SMS over NAS preference: - SMS is preferred to be invoked over 3GPP access for NAS transport: the UE attempts to deliver MO SMS over NAS via 3GPP access if the UE is both registered in 3GPP access and non-3GPP access. - SMS is preferred to be invoked over non-3GPP access for NAS transport: the UE attempts to deliver MO SMS over NAS via non-3GPP access if the UE is both registered in 3GPP access and non-3GPP access. If delivery of SMS over NAS via non-3GPP access is not available, the UE attempts to deliver SMS over NAS via 3GPP access. It is proposed to create a new AT command to enable configuration of preferences regarding access selection (3GPP access or non-3GPP access) for MO SMS over NAS in 5GS.
	! A new AT command to enable configuration of preferences regarding access selection (3GPP access or non-3GPP access) for MO SMS over NAS in 5GS was introduced.
	It will not be possible for configure the preferences regarding access selection (3GPP access or non-3GPP access) for MO SMS over NAS in 5GS via AT command.
	False
	True
	False
	False

	27.007
	0581
	1
	Rel-14
	Addition of new AT commands +CCBRREQ and +CV2XDTS for V2X testing
	B
	14.8.0
	
	C1-184684
	Qualcomm Incorporated, LG Electronics, Ericsson
	V2X-CT
	2, 3.2, 15.1, 15.x (New), 15.y (New)
	
	V2X test cases 24.1.16 and 24.1.19 in TS 36.523-1 require AT commands to trigger the UE to report the measured CBR (Channel Busy Ratio) and to start/stop V2X data transmission over PC5. These AT commands need to be defined in TS 27.007.
	! New AT commmand +CCBRREQ is introduced to enable the UE to report the measured CBR  New AT command +CV2XDTS is introduced to enable the UE to start/stop transmission of V2X communication over PC5
	Testing of CBR (Channel Busy Ratio) and data transmission for V2X communication over PC5 will not be possible.
	False
	True
	False
	False

	27.007
	0582
	1
	Rel-15
	Addition of new AT commands +CCBRREQ and +CV2XDTS for V2X testing
	A
	15.2.0
	
	C1-184685
	Qualcomm Incorporated, LG Electronics, Ericsson
	V2X-CT
	2, 3.2, 15.1, 15.x (New), 15.y (New)
	
	V2X test cases 24.1.16 and 24.1.19 in TS 36.523-1 require AT commands to trigger the UE to report the measured CBR (Channel Busy Ratio) and to start/stop V2X data transmission over PC5. These AT commands need to be defined in TS 27.007.
	! New AT commmand +CCBRREQ is introduced to enable the UE to report the measured CBR  New AT command +CV2XDTS is introduced to enable the UE to start/stop transmission of V2X communication over PC5
	Testing of CBR (Channel Busy Ratio) and data transmission for V2X communication over PC5 will not be possible.
	False
	True
	False
	False

	27.007
	0583
	2
	Rel-15
	General remark about 5GS PDU Sessions and EPS PDN Connections
	F
	15.2.0
	
	C1-184866
	Intel, Mediatek Inc.
	5GS_Ph1-CT
	10.1.0, 10.1.X (new)
	
	General remarks about 5GS PDU session and QoS flows are missing
	! Add general remarks about 5GS PDU sessions, mapping to EPS PDN connections, etc. and delete the corresponding Editor's Note
	Incomplete specifications
	False
	True
	False
	False

	27.007
	0584
	1
	Rel-15
	AT Command to enable MICO mode
	F
	15.2.0
	
	C1-184677
	Intel, Rohde & Schwarz
	5GS_Ph1-CT
	10.1.X (new), Annex B
	
	5GS adds support for MICO mode. There needs to be a way to use and test this feature and hence an AT command needs to be specified.
	! Specify new AT command +CMICO to support MICO mode
	There will be no way to support the MICO mode in 5GS
	False
	True
	False
	False

	27.007
	0585
	1
	Rel-15
	Adding RRC Inactive in CSCON
	F
	15.2.0
	
	C1-184678
	Intel
	5GS_Ph1-CT
	10.1.30
	
	As per TS 38.331 subclause 4.2.1 (RRC_INACTIVE) is a valid RRC state. 4.2.1 UE states and state transitions including inter RAT A UE is either in RRC_CONNECTED state or in RRC_INACTIVE state when an RRC connection has been established. If this is not the case, i.e. no RRC connection is established, the UE is in RRC_IDLE state. The CSCON command needs to be updated accordingly.
	! Add a new RRC_INACTIVE state.
	Incomplete specifications and incompatibility with RAN specifications
	False
	True
	False
	False

	27.007
	0586
	-
	Rel-15
	Correction to AT+CSCON when MT connected to NR
	F
	15.2.0
	
	C1-184344
	MediaTek Inc.
	5GS_Ph1-CT
	
	
	During connected mode, the duplex mode (TDD/FDD) can change on the fly. And, in fact, with carrier aggregation  the UE can have both FDD and TDD operating simultaneously. What to report? Furthermore, in NR it is in theory possible - due to SUL - to have a case where the UE in a single cell is operating with different duplex mode in the uplink and in the downlink. In this case, it is also ambiguous what is the correct <access> to report with this command.
	! TDD/FDD differentation is removed from the access information when the MT is connected to NR. It's clarified what are triggers for the MT to send unsolicited result codes in <n>=2 and <n>=3.
	MT reports incorrect/inaccurate status to TE when connected to NR.
	False
	True
	False
	False

	27.007
	0587
	-
	Rel-15
	AT-commands for IMS in 5G
	B
	15.2.0
	
	C1-184366
	Ericsson
	5GS_Ph1-CT
	8.71, 8.72, 10.1.37
	
	Editors notes related to SMS for IMS need to be resolved
	! The AT command +CIREG is applicable to all accesses, also 5G.  +CASIMS and +CMMIVT are related to PS / CS interactions and thereby not applicable to 5G.
	Editors notes indicated unresolved aspects of AT for 5G are left.
	False
	True
	False
	False

	27.007
	0588
	-
	Rel-15
	AT-command for primary notification event reporting in 5G
	B
	15.2.0
	
	C1-184369
	Ericsson, MediaTek Inc.
	5GS_Ph1-CT
	8.70
	
	The editors note related to primary notification event reporting need to be resolved.
	! The AT command +CPNES is applicable also 5G. In 5G, the information is provided in SIB6.
	The editors note indicated unresolved aspects of AT for primary notification event reporting is left.
	False
	True
	False
	False

	27.007
	0589
	-
	Rel-15
	Completion of AT-commands for application level measurement reporting
	B
	15.2.0
	
	C1-184370
	Ericsson
	UMTS_QMC_Streaming, LTE_QMC_Streaming
	8.78, 8.79
	
	The codepoints for <app-meas_service_type> are not standardised.  Possible support for application level measurement reporting in 5G is not clarified.
	! The codepoints for <app-meas_service_type> are specified.  Application level measurement reporting is not supported in 5G, thus no reference to the relevant 5G-specification is provided.
	Application level measurement reporting will not be completed in UTRAN and E-UTRAN.
	False
	True
	False
	False

	27.007
	0590
	-
	Rel-15
	Extend +CGTFT test command for QRI
	F
	15.2.0
	
	C1-184431
	MediaTek Inc., Ericsson
	5GS_Ph1-CT
	10.1.3
	
	The 5GS parameter <QRI> is not included in the test command of +CGTFT.
	! " (range of supported <QRI>s) " is added in the test command of +CGTFT.
	5GS parameter <QRI> is not supported in the test command of +CGTFT.
	False
	True
	False
	False

	27.007
	0591
	-
	Rel-15
	Correction to +CG5QOS and +CG5QOSRDP
	F
	15.2.0
	
	C1-184432
	MediaTek Inc., Ericsson
	5GS_Ph1-CT
	10.1.49, 10.1.50
	
	1. Since it's not necessary to insist the prefix "+CG" for AT-command naming, the naming of the +CG5QOS and +CG5QOSRDP can be furhter improved for clarification. 2. According to S2-186002 and current TS 24.501, the unit of the <Averaging_window> shall be "millisecond".
	! 1. +CG5QOS is renamed as +C5GQOS 2. +CG5QOSRDP is renamed as +C5GQOSRDP 3. The value of <Averaging_window> is in milliseconds.
	The unit of the <Averaging_window> value is incorrect.
	False
	True
	False
	False

	27.007
	0592
	-
	Rel-15
	New QCI for MCVideo
	B
	15.2.0
	
	C1-184436
	Huawei, HiSilicon
	eMCVideo-CT
	10.1.26; 10.1.27; 10.1.49; 10.1.50
	
	Stage 2 introduced new QCI value for MCVideo service. In TS 23.203, Table 6.1.7-A: Standardized QCI characteristics: QCI=67 is used for Mission Critical Video user plane.
	! Add QCI for MCVideo service.
	The MCVideo solution will not be functioning properly due to performance issues and UE will not receive the correct QCI value.
	False
	True
	False
	True

	27.007
	0593
	1
	Rel-15
	Extend +CGDCONT for always-on PDU session
	F
	15.2.0
	
	C1-184680
	MediaTek Inc., Samsung
	5GS_Ph1-CT
	10.1.1
	
	Always-on PDU session is introduced to TS 24.501: Always-on PDU session: A PDU session for which user-plane resources have to be activated during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. Such a PDU session is established based on indication from upper layers. However, the current AT command +CGDCONT is not extended to support it.
	! Introduce a new parameter <Always-on_ind> for always-on PDU session indication to the AT command +CGDCONT.
	AT command +CGDCONT cannot support always-on PDU session indication.
	False
	True
	False
	False

	27.007
	0594
	1
	Rel-14
	Addition of new AT command + CSPSAI for V2X testing
	B
	14.8.0
	
	C1-184688
	CATT
	V2X-CT
	15.1,15.x (New)
	
	V2X test case 24.3.1 in TS 36.523-1 requires AT commands to trigger the UE to send the UEAssistanceInformation message to request SPS grant from eNB. This AT command needs to be defined in TS 27.007.
	! New AT commmand + CSPSAI is introduced to enable the UE to send the UEAssistanceInformation message to request SPS grant from eNB
	Testing of SPS for V2X communication over Uu will not be possible.
	False
	True
	False
	False

	27.007
	0595
	0
	Rel-15
	Addition of new AT command + CSPSAI for V2X testing
	A
	15.2.0
	
	C1-184689
	CATT
	V2X-CT
	15.1,15.x (New)
	
	V2X test case 24.3.1 in TS 36.523-1 requires AT commands to trigger the UE to send the UEAssistanceInformation message to request SPS grant from eNB. This AT command needs to be defined in TS 27.007.
	! New AT commmand + CSPSAI is introduced to enable the UE to send the UEAssistanceInformation message to request SPS grant from eNB
	Testing of SPS for V2X communication over Uu will not be possible.
	False
	True
	False
	False


