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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AS
Application Server
CID

Context ID

D2D
Device to Device

DL
Downlink

GCS AS
Group Communication Service Application Server

GMK
Group Management Key 
GMS
Group Management Server

GUK-ID
Group User Key Identifier 

IP
Internet Protocol

MBMS
Multimedia Broadcast and Multicast Service

MCMC
Mission Critical MBMS subchannel Control Protocol

MCPTT
Mission Critical Push To Talk

MKI
Master Key Identifier

PCK
Private Call Key 

PCK-ID
Private Call Identifier

PTT
Push-To-Talk

RFC
Request For Comment
ROHC
Robust Header Compression
RTCP
RTP Control Protocol

RTP
Real-time Transport Protocol

SRTCP
Secure RTCP

SRTP
Secure RTP

SSRC
Synchronization SouRCe

TEK
Traffic-Encrypting Key

TMGI
Temporary Mobile Group Identity

UE
User Equipment
***** Next change*****
10.1
General

A participating MCPTT function sending floor control messages and RTP media packets over a MBMS bearer shall support the procedures in the following subclauses.

The MBMS bearer can be used for conversations in group calls. Prior to using the MBMS bearer the participating MCPTT function needs to activate the MBMS bearer and announce the MBMS bearer as described in subclause 4.1. 3.

Floor control messages and RTP media packets received over the MBMS subchannel are used as input to the floor participant state machine in the same way as floor control messages and RTP media packets received over the unicast bearer.

Media plane security procedures for media and floor control messages sent over the MBMS subchannels are specified in clause 13.
The participating MCPTT function can apply ROHC (ref. RFC 5795 [x1]) before pushing packets to the BM-SC with MB2-U, or can request the BM-SC to apply ROHC, as described in 3GPP TS 29.468 [6].
***** Next change *****
10.x
Header compression
10.x.1
General
Packet headers can be compressed with ROHC (ref. RFC 5795 [x1]) when delivered over MBMS to save network ressources.
The participating MCPTT function can apply ROHC before pushing packets to the BM-SC over the MB2-U interface, or can request the BM-SC to apply ROHC, as described in 3GPP TS 29.468 [6].
Header compression is done after media plane encryption and header decompression is done before media plane decryption.
Header compression supported profiles for MCPTT are profile 0x0101 for RTP/UDP/IP compression, specified in RFC 5225 [x3], and profile 0x0000 for sending uncompressed packets, specified in RFC 3075 [x2]. MBMS subchannels encoded with profile 0x0101 use a distinct CID (ROHC context ID). One common CID may be used for all MBMS subchannels encoded with profile 0x0000.
Before establishing an MBMS bearer with header compression, the participating MCPTT function determines the value for the MAX_CID parameter (subclause 5.1.2 in RFC 5795 [x1]). If MAX_CID > 15 then the header compressor uses the large CID representation. Else, the header compressor uses the small CID representation.
Only the unidirectional mode of operation (subclause 4.4.1 in IETF RFC 3095 [x2]) is used for MCPTT over MBMS.
10.x.2
Participating MCPTT function procedure for ROHC 

If the participating MCPTT function decides to compress headers for a given MBMS bearer, the participating MCPTT function:
1)
shall declare the usage of ROHC within the MBMS bearer announcement, as specified in 3GPP TS 24.379 [2];

2)
if the participating MCPTT function asks the BM-SC to apply ROHC (procedure 10.7.3.12.3 of 3GPP TS 23.280 [x4]), the participating MCVideo function shall indicates the list of multicast IP and ports to be header compressed with profile 0x0101 when activating or modifying a MBMS bearer (3GPP TS 29.468 [6]).

3)
if the participating MCPTT function applies ROHC (procedure 10.7.3.12.2 of 3GPP TS 23.280 [x4]), the participating MCPTT function shall compress the packet headers according to RFC 3095 [x2] and RFC 5795 [x1] for any packet to be delivered to the MBMS bearer, using the unidirectional mode and without ROHC segmentation.
10.x.3
MCPTT client procedure for ROHC 

If usage of ROHC is declared within the MBMS bearer announcement, as specified in 3GPP TS 24.379 [2], the MCPTT client:

1)  shall decompress the received ROHC packets according to RFC 3095 [x2] and RFC 5795 [x1]; and
2) shall forward the decompressed packets to the media mixer.
***** Next change *****
Annex B (informative):
Media encapsulation for end-to-end distribution using MBMS bearers

Table B-1 shows specific header field values of the media plane packet from the originating MCPTT client, starting with the codec payload to the MCPTT server, from where it is distributed in downlink via IP multicast over MBMS to the terminating MCPTT clients. Each line represents a logical or physical "Entity" which handles the incoming packet (or generated packet for the first line) and passes it to the next "Entity" via the interface "Reference Point" indicated in this line. Additional entries of the line represent specific parts of the packet when it is put to the "Reference Point" by the "Entity". The rightmost column is the inner part of the packet. The parameters indicated in a column indicate the value of specific information elements set by the "Entity" in the header encapsulating all the parts to the right of the column. 

All shown IP addresses (as s= for the source address and as d= as the destination address) can be IPv4 or IPv6 and are considered routable as necessary and distinct from each other within the same domain if they have different designations: it is up to the implementations to handle local IP addresses, perform NAT or use additional tunnelling. UDP ports of different designations correspond to potentially different port numbers. The UDP port numbers are designated as capital letter within squared brackets.

The unicast IP address IP1 and the sending UDP port [A] of the originator UE are as specified in the SDP during the most recent setup for the SIP session which precedes the MBMS distribution of MCPTT traffic. The multicast IP address IP5m and the associated receiving UDP port [H] used for the distribution of media packets are provided to the terminating MCPTT clients via MCPTT signalling.

The SSRC is set to a value that uniquely identifies the originating MCPTT client during the (S)RTP session, in accordance to IETF RFC 3550 [3] and IETF RFC 3711 [8].
The inner IP header, inner UDP port and (S) RTP header may be compressed with ROHC as specified in 10.x.
Table B-1 Media encapsulation for end-to-end distribution using downlink MBMS bearers

	System
	Entity
	Reference Points
	Media encapsulation for transmission (unicast uplink / MBMS downlink)

	
	outer IP header
	outer UDP port
	
	
	inner IP header
	inner UDP port
	(S)RTP
	Payload

	Originating
	Codec
	<internal>
	
	
	
	
	
	
	
	Codec payload

	
	MCPTT client (IP1)
	Unicast uplink 

(Uu-> S1-U 

-> S5 -> SGi)
	
	
	
	
	s= IP1

d= IP2
	[A]

[B]
	SSRC= unique id


	(as above)



	
	MCPTT function (participating) (IP2)
	MCPTT-3
	
	
	
	
	s= IP2

d= IP3
	[C]

[D]
	(as above)
	(as above)

	Controlling
	MCPTT function (controlling) (IP3)
	MCPTT-3
	
	
	
	
	s= IP3

d= IP4
	[E]

[F]
	(as above)
	(as above)

	Terminating
	MCPTT function (participating) (IP4)
	MB2-U (NOTE 1)
	s= IP4

d= IP6 
	[I]

[J]
	
	
	s= IP4

d= IP5m
	[G]

[H]
	(as above)
	(as above)

	
	BM-SC (IP6)
	SGimb
	s= IP6

d= IP8
	[K]

[L]
	
	SYNC header

(NOTE 4)
	(as above)
	(as above)
	(as above)
	(as above)

	
	MBMS-GW (IP8)
	M1
	s= IP8

d=IP7m
	[M]

[N]
	GTP-U (NOTE 5)
	(as above)
	(as above)
	(as above)
	(as above)
	(as above)

	
	eNB (IP7m)

(NOTE 2)
	Uu downlink (MBMS)
	
	
	
	
	(as above)
	(as above)
	(as above)
	(as above)

	
	MCPTT client (IP5m)

(NOTE 3)


	<internal>


	
	
	
	
	
	
	(as above)


	(as above)



	
	Codec
	
	
	
	
	
	
	
	
	(as above)

	NOTE 1:
IP6 and [J] are provided to the participating MCPTT function by the BM-SC over MB2-C reference point during the MBMS bearer activation procedure.

NOTE 2:
IP7m is given to eNBs when they are informed that the activated MBMS Bearer will be transmitted by them. Then the eNBs join this IP multicast address.

NOTE 3:
The terminating MCPTT client starts listening for traffic on IP5m and [H] when the group/media stream is mapped to this multicast IP address and port number respectively, via MCPTT signalling (Map Group To Bearer message).

NOTE 4:
Specified in 3GPP TS 25.446 [9].

NOTE 5:
Specified in 3GPP TS 29.281 [10].
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