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* * * First Change * * * *

5.4.1.3.2
Authentication initiation by the network

The network may initiate a 5G AKA based primary authentication and key agreement procedure for a UE in 5GMM-CONNECTED mode at any time. For restrictions applicable after handover or inter-system change to N1 mode in 5GMM-CONNECTED mode, see subclause 5.4.1.2.3.

The network initiates the 5G AKA based primary authentication and key agreement procedure by sending an AUTHENTICATION REQUEST message to the UE and starting the timer T3560 (see example in figure 5.4.1.3.2.1). The AUTHENTICATION REQUEST message contains the parameters necessary to calculate the authentication response (see 3GPP TS 33.501 [24]).

If an ngKSI is contained in an initial NAS message during a 5GMM procedure, the network shall include a different ngKSI value in the AUTHENTICATION REQUEST message when it initiates a 5G AKA based primary authentication and key agreement procedure. The AMF may include the security protection parameter in the AUTHENTICATION REQUEST message and send to UE. 

[image: image1.emf]UE

AMF

AUTHENTICATIONREQUEST

Start T3560

AUTHENTICATION RESPONSE

Stop T3560

AUTHENTICATION REJECT if authentication 

failed


Figure 5.4.1.3.2.1: 5G AKA based primary authentication and key agreement procedure

