Page 1



3GPP TSG-CT WG1 Meeting #111bis
C1-184493
Sophia-Antipolis (France), 9-13 July 2018
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	24.501
	CR
	0208
	rev
	-
	Current version:
	15.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Corrections to terms and references

	
	

	Source to WG:
	MediaTek Inc.

	Source to TSG:
	C1

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2018-07-02

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	​1) MAC definition missing.

2) “S1 to N1 NAS transparent container IE” does not exist but “S1 mode to N1 mode NAS transparent container IE” does

3) 5.5.2.2.2 UE-initiated de-registration procedure completion - common procedure, “common procedure” to be removed from the title
4) In 8.2.1.1 Authentication parameter RAND and AUTN has incorrect reference

	
	

	Summary of change:
	Items 1) to 4) from Reason for change are corrected.

	
	

	Consequences if not approved:
	Incorrect terms and references in the spec may lead to incorrect interpretations and implementations.

	
	

	Clauses affected:
	3.2, 4.4.2.2, 5.5.2.2.2, 8.2.1.1

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

4G-GUTI
4G-Globally Unique Temporary Identifier
5GCN
5G Core Network

5G-GUTI
5G-Globally Unique Temporary Identifier
5GMM
5GS Mobility Management

5GS
5G System
5GSM
5GS Session Management
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5G-TMSI
5G Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier

AKA
Authentication and Key Agreement

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

APN
Access Point Name
DL
Downlink

DN
Data Network
DNN
Data Network Name
E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EAP-AKA'
Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key Agreement
EPD
Extended Protocol Discriminator
EMM
EPS Mobility Management

EPC
Evolved Packet Core Network

EPS
Evolved Packet System

ESM
EPS Session Management

Gbps
Gigabits per second
GFBR
Guaranteed Flow Bit Rate
GUAMI
Globally Unique AMF Identifier

IP-CAN
IP-Connectivity Access Network
KSI
Key Set Identifier

LADN
Local Area Data Network

LMF
Location Management Function

LPP
LTE Positioning Protocol

MAC
Message Authentication Code

Mbps
Megabits per second
MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP Inter-Working Function
NAI
Network Access Identifier
NR
New Radio

ngKSI
Key Set Identifier for Next Generation Radio Access Network
NSSAI
Network Slice Selection Assistance Information

PTI
Procedure Transaction Identity
QFI
QoS Flow Identifier

QoS
Quality of Service

QRI
QoS Rule Identifier

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication

(R)AN
(Radio) Access Network

S-NSSAI
Single NSSAI

SA
Security Association
SNN
Serving Network Name
SMF
Session Management Function

TA
Tracking Area
TAC
Tracking Area Code

TAI
Tracking Area Identity
Tbps
Terabits per second
UL
Uplink

UPDP
UE Policy Delivery Protocol

UPSC
UE Policy Section Code

UPSI
UE Policy Section Identifier
URN
Uniform Resource Name
URSP
UE Route Selection Policy

***** Next change *****
4.4.2.2
Establishment of a mapped 5G NAS security context during inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode
In order for the UE operating in single-registration mode to derive a mapped 5G NAS security context for an inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the AMF shall generate an ngKSI using the downlink NAS COUNT and the K'ASME as indicated in 3GPP TS 33.501 [24]. The AMF shall include the message authentication code, selected NAS algorithms, downlink NAS COUNT, replayed UE security capabilities and generated ngKSI in the S1 mode to N1 mode NAS transparent container IE (see subclause 9.10.2.7). The AMF shall derive the 5G NAS keys from the K'ASME.
When the UE operating in single-registration mode receives the command to perform handover to NG-RAN, the UE shall derive K'AMF, as indicated in 3GPP TS 33.501 [24], using the K'ASME received in the S1 mode to N1 mode NAS transparent container IE. Furthermore, the UE shall associate the derived K'AMF with the received KSIASME and derive the 5G NAS keys from the K'ASME.

When the UE operating in single-registration mode has a PDU session for emergency services and has no current EPS security context, the AMF shall set 5G-IA0 and 5G-EA0 as the selected NAS security algorithms in the S1 mode to N1 mode NAS transparent container IE. The AMF shall create a locally generated the K'AMF. The AMF shall set the ngKSI value of the associated security context to "000" and the type of security context flag to "mapped security context" in the S1 mode to N1 mode NAS transparent container IE.

When the UE operating in single-registration mode receives the command to perform handover to NG-RAN (see 3GPP TS 38.331 [30]) and has a PDU connection for emergency services, if 5G-IA0 and 5G-EA0 as the selected NAS security algorithms are included in the S1 mode to N1 mode NAS transparent container IE, the UE shall create a locally generated K'AMF. Furthermore, the UE shall set the ngKSI value of the associated security context to the KSI value received.

If the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode is not completed successfully, the AMF and the UE operating in single-registration mode shall delete the new mapped 5G NAS security context.
***** Next change *****
5.5.2.2.2
UE-initiated de-registration procedure completion
When the DEREGISTRATION REQUEST message is received by the AMF, the AMF shall send a DEREGISTRATION ACCEPT message to the UE, if the De-registration type IE does not indicate "switch off". Otherwise, the procedure is completed when the AMF receives the DEREGISTRATION REQUEST message.
The UE, when receiving the DEREGISTRATION ACCEPT message, shall stop timer T3521.
***** Next change *****
8.2.1.1
Message definition

The AUTHENTICATION REQUEST message is sent by the AMF to the UE to initiate authentication of the UE identity. See table 8.2.1.1.1.

Message type:
AUTHENTICATION REQUEST

Significance:

dual

Direction:


network to UE
Table 8.2.1.1.1: AUTHENTICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Authentication request message identity
	Message type

9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

9.10.3.29
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	21
	Authentication parameter RAND (5G authentication challenge)
	Authentication parameter RAND

9.10.3.14
	O
	TV
	17

	20
	Authentication parameter AUTN (5G authentication challenge)
	Authentication parameter AUTN

9.10.3.13
	O
	TLV
	18

	78
	EAP message
	EAP message

9.10.2.2
	O
	TLV-E
	7-1503


