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1. General

During last SA1 meeting (#82), a new work item has been agreed to specify 3GPP support of Multi-device and Multi-identity service (S1-181699). 

This release 16 work item has been created based on a request from GSMA having studied requirements for multi-device and multi-identity support in the mobile networks and the existing limitations in 3GPP standards.

Work item justification:

With an increasing number of smart devices having call capabilities, the number of devices a single user can use will increase. GSMA RILTE have been working with specifying multi-device solutions and identified that there are missing 3GPP requirements for all their use cases to be specified. This work item should specify the user experience requirements for a consistent user experience when the user uses these services.

Furthermore, there are use cases where a user can allow another user (or possibly the same user) to use one or more of its identities. A typical example is for a user wishing to be able to use the work identity for the private phone. I.e. originated calls should show the work identity and terminating calls to the work identity should go to the private phone and include information that the work identity is called. These identities may be part of different subscriptions and different operators or controlled by the operator without associated subscriptions.
Jointly to the new work item, SA1 agreed a CR (S1-181739) on TS 22.173 (MMTel services, stage 1) to include the multi-device and multi-identity in the IMS Multimedia service.   
This paper proposes a discussion on how to work on this topic for stage 2 and stage 3 aspects, how the feature can be standardized and how to document it.
2. What are the Stage 1 requirements

Observation 1: GSMA sent several types of requirements to 3GPP SA1:  requirements for multi-device on one side and requirements for multi-identity on the other side. The requirements for which 3GPP should be able to specify standard procedures have been extracted and sent into a LS to SA1.

There are different kinds of requirements: 
· Multi-device aspects: Even if support of multiple devices is inherent in IMS, call setup, call notification and call logs between devices with a consistent user experience requires a global synchronization that is to define. Stage 1 extract “Synchronization of communication logs between the multiple devices that are registered under the user identity shall be possible, e.g. the list of in- and outgoing calls, as well as when a missed call notification has been read on one device the other devices shall be updated so they are aligned.”
· Multi-identity aspects: This feature introduces several new concepts that need a clearly defined scope of work to ensure flexibility while keeping control, security and trustability. The subscriber rights and profile may also be impacted. Stage 1 extract “A user shall be able to indicate which of the allowed identities a user wishes to use for each outgoing communication. The network shall be able to indicate to the user which identity the incoming communication is intended to reach. The network shall allow users to add identities asymmetrically, e.g. if an identity belonging to user B is allowed to be used by user A, this does not automatically mean that identities belonging to user A is allowed to be used by user B.
· Service management/control aspects: In a general manner, the multi-device and multi-identity will have interaction with existing MMTel services, may be controlled in a real time and possible by an external IT element via an exposed API (eg. OMA Restfull API). Stage 1 extract “The operator/company controlling the identity shall be able to revoke the permission for others to use the identity. In addition, a service provider may allow a user to use any public user identity for its outgoing and incoming calls. The added identities can but do not have to belong to the served user.”
· Device configuration and management aspects: To support the new features previously described the UEs will be impacted for configuration and call log synchronization.

From 3GPP point of view, there are different types of requirements and we can anticipate that there will be different kind of solutions to meet them.
Conclusion 1: In order to define useful procedures, it is important to have a clear and common understanding on the use cases and to classify the different kind of requirements by the technical approach. For new requirements that are not part of the regular supplementary services implementation in Application Server, it is proposed to have a stage 2 standardization phase.
3. How to do the stage 2 and stage 3 work
Observation 2: With the full list of requirements, it is not easy to have a clear view on what is needed to be specified in 3GPP, what is dedicated multi-device, what is dedicated to multi-identity and what happen when both are combined. However, the requirements can be dispatched in several kinds of features: 

· the normal MMTel services enhancements for which CT1 can do the stage 3 specification (in existing specifications or in a new TS?)

· the new features for which 3GPP does not have a clear view and a for which a stage 2 phase work is essential. This work would consist of the definition of a set of call flows and scenario the 3GPP will work on (call log, device synchronization…)
Conclusion 2: From the list of requirements, it can be assumed that new procedures related to the Application Server and normal IMS impacts will be directly specified by stage 3 specification in CT1. For new procedures to meet stage 1 requirements that are not MMTel-like, it is proposed to ask SA2 to provide the stage 2 work.
4. General Conclusion

In order to have an efficient standardization work for the Multi-device and Multi-identity work item, it is proposed:

· to start a stage 2 phase before going into stage 3 procedures for new requirements that are not part of the regular supplementary services implementation in Application Server. [Conclusion 1]

· to ask SA2 to provide the stage 2 work for requirements that are not MMTel-like (eg. Call Log synchronization). [Conclusion 2]
