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***** Next change *****
6.3.3.5
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Expiry of timer T3592.

The SMF shall, on the first expiry of the timer T3592, retransmit the PDU SESSION RELEASE COMMAND message and shall reset and start timer T3592. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3592, the SMF shall abort the procedure.
b)
Collision of network-requested PDU session release procedure and UE-requested PDU session modification procedure.

When the SMF receives a PDU SESSION MODIFICATION REQUEST message during the network-requested PDU session release procedure, and the PDU session indicated in PDU SESSION MODIFICATION REQUEST message is the PDU session that the SMF wants to release, the SMF shall ignore the PDU SESSION MODIFICATION REQUEST message and proceed with the PDU session release procedure.
c)
Collision of network-requested PDU session release procedure and UE-requested PDU session release procedure.


If the SMF receives a PDU SESSION RELEASE REQUEST message after sending a PDU SESSION RELEASE COMMAND message to the UE, and the PDU session ID in the PDU SESSION RELEASE REQUEST message is the same as the PDU session ID in the PDU SESSION RELEASE COMMAND message, the SMF shall ignore the PDU SESSION RELEASE REQUEST message and proceed with the network-requested PDU session release procedure.
d)
Invalid PDU session identity.


Upon receipt of the PDU SESSION RELEASE COMPLETE message including 5GSM cause #43 "invalid PDU session identity", the SMF shall release the existing PDU session context locally without peer-to-peer signalling between the SMF and the UE.
***** Next change *****
6.4.3.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Expiry of timer T3582.

The UE shall, on the first expiry of the timer T3582, retransmit the PDU SESSION RELEASE REQUEST message and shall reset and start timer T3582. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3582, the UE shall abort the procedure, shall release the allocated PTI, shall locally release the PDU session, and shall perform the registration procedure for mobility and periodic registration update with a REGISTRATION REQUEST message including the PDU session status IE.
b)
Collision of UE-requested PDU session release procedure and network-requested PDU session modification procedure.

When the UE receives a PDU SESSION MODIFICATION COMMAND message during the UE-requested PDU session release procedure, and the PDU session indicated in PDU SESSION MODIFICATION COMMAND message is the PDU session that the UE wants to release, the UE shall ignore the PDU SESSION MODIFICATION COMMAND message and proceed with the PDU session release procedure.
c)
Collision of UE-requested PDU session release procedure and network-requested PDU session release procedure.

When the UE receives a PDU SESSION RELEASE COMMAND message with the PTI IE set to "No procedure transaction identity assigned" during the UE-requested PDU session release procedure, and the PDU session indicated in the PDU SESSION RELEASE COMMAND message is the same as the PDU session that the UE requests to release, the UE shall abort the UE-requested PDU session release procedure and proceed with the network-requested PDU session release procedure.
d)
Invalid PDU session identity.


Upon receipt of the PDU SESSION RELEASE REJECT message including 5GSM cause #43 "invalid PDU session identity", the UE shall release the existing PDU session context locally without peer-to-peer signalling between the UE and the SMF.
