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2. Reason for Change

Coding for operator-defined access category definitions is not specified yet.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.526.
* * * Change * * *

1
Scope

The present document defines UE policies for 5G System (5GS) as specified in 3GPP TS 23.503 [2] including:
-
UE route selection policy;
-
Access network discovery & selection policy; and

-
operator-defined access category definitions.
* * * Change * * *

4.1
Overview
The UE policies for 5GS include:

-
UE route selection policy (see subclause 4.2);
-
Access network discovery & selection policy (see subclause 4.3); and
-
operator-defined access category definitions.
The UE policies can be delivered from the PCF to the UE. The UE policy delivery procedure is specified in 3GPP TS 24.501 [11].

The UE policies can also be pre-configured in the UE. The pre-configured policy shall be applied by the UE only when the UE has not received the same type of policy from the PCF. The implementation of pre-configured UE policies is out of scope of this specification.
* * * Change * * *

4.x
Operator-defined access category definitions
Structure and semantic of the operator-defined access category definitions are described in 3GPP TS 24.501 [11].

* * * Change * * *

5.x
Coding of operator-defined access category definitions
If the UE policy part type field of an UE policy part is set to "one or more operator-defined access category definitions", the UE policy part contents field of the UE policy part is coded as shown in figures 5.x.1 to 5.x.2 and table 5.x.1.
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Figure 5.x.1: UE policy part contents including one or more operator-defined access category definitions
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	Length of operator-defined access category definition contents
	octet 1

	Precedence value
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	Operator-defined access category number
	octet 3
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	Standardized access category number for establishment cause
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Figure 5.x.2: Operator-defined access category definition
Table 5.x.1: UE policy part contents including one or more operator-defined access category definitions
	Length of operator-defined access category definition contents (octet 1)

Length of operator-defined access category definition contents field indicates binary coded length of subsequent fields of the operator-defined access category definition.

Precedence value (octet 2)

Bits

8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 0
Precedence value 0

to

1 1 1 1 1 1 1 1
Precedence value 255

Operator-defined access category number (bits 5 to 1 of octet 3)

Bits

5 4 3 2 1

0 0 0 0 0

Access category number 32

to

1 1 1 1 1

Access category number 63
Presence of standardized access category number for establishment cause (PSACNEC) (bit 8 of octet 3)

PSACNEC field indicates whether the standardized access category number for establishment cause field is present or absent.
Bit

8

0 Standardized access category number for establishment cause is not included
1 Standardized access category number for establishment cause is included

Length of criteria (octet 4)

Length of criteria field indicates binary coded length of the criteria field.

Criteria (octets 5 to octet a-1)

The criteria field contains zero or more criteria components fields. Each criteria component field shall be encoded as a sequence of a one octet criteria type field and zero or more octets criteria value field. The criteria type field shall be transmitted first.
Criteria type

Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0
DNN type

0 0 0 0 0 0 0 1
5QI type

0 0 0 0 0 0 1 0
OS Id + OS App Id type
0 0 0 0 0 0 1 1
S-NSSAI type

All other values are reserved.

For "DNN type", the criteria value field shall be encoded as a sequence of one octet DNN length-value pair count field and one or more DNN length-value pair fields. The DNN length-value pair count field indicates the number of included DNN length-value pair fields. Each DNN length-value pair field is coded as a sequence of one octet DNN value length field and a DNN value field. The DNN value length field indicates the length in octets of the DNN value field. The DNN value field contains an APN as specified in 3GPP TS 23.003 [4].

For "5QI type", the criteria value field shall be encoded as a sequence of one octet 5QI value count field and one or more 5QI value fields. The 5QI value count field indicates the number of included 5QI value fields. Each 5QI value field is one octet long and contains a binary representation of 5QI as specified in 3GPP TS 23.501 [8].

For "OS Id + OS App Id type", the criteria value field shall be encoded as a sequence of one octet app id value count field and one or more app id value fields. The app id value count field indicates the number of included app id value fields. Each app id value field is coded as a sequence of a sixteen octet OS id value field, one octet OS app id value length field and an OS app id value field. The OS app id value length field indicates the length in octets of the OS app id value field. The OS id value field contains a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [x]. The OS app id value field contains an OS specific application identifier. Coding of the OS app id value field is out of scope of the present document.
For "S-NSSAI type", the criteria value field shall be encoded as a sequence of one octet S-NSSAI length-value pair count field and one or more S-NSSAI length-value value fields. The S-NSSAI length-value pair count field indicates the number of included S-NSSAI length-value pair fields. Each S-NSSAI length-value pair field is coded as a sequence of one octet S-NSSAI value length field and an S-NSSAI value field. The S-NSSAI value length field indicates the length in octets of the S-NSSAI value field. The S-NSSAI value field contains one octet SST field optionally followed by three octets SD field. The SST field contains a SST. The SD field contains an SD. SST and SD are specified in 3GPP TS 23.003 [4].
Standardized access category number for establishment cause (bits 5 to 1 of octet a)

Standardized access category number for establishment cause field indicates the access category number of the standardized access category, that is used in combination with the access identities to determine the establishment cause.
Bits

5 4 3 2 1

0 0 0 0 0

Access category number 0

to

0 0 1 1 1

Access category number 7

All other values are reserved.
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