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2. Reason for Change

Several issues were identified in coding for URSP and ANDSP.
Issue-1: 

In subclause 5.2, it needs to be clarified that URSP rules can be provided in several UE policy section parts.

Issue-2:

Subclause 5.3.1 attempts to define WLANSP information element. However, the UE policy part contents field (as specified in 24.501 annex D) does not expect information element but binary coding.

Issue-3:

The coding in subclause 5.3.1 suggests that all the WLANSP rules are provided in a single UE policy part. This is incorrect - there might be several UE policy parts carring WLANSP rules and, if needed, the entire WLANSP is formed from all those WLANSP rules.

Issue-4:

Figures and tables specifying "WLANSP information element" contain PLMN-ID. However, this is not needed since:

-
WLANSP rules are contained in a UE policy part;

-
the UE policy part is contained in a UE policy section contents;

-
the UE policy section contents is contained in an instruction;

-
the instruction is contained in UE policy section management sublist contents;

-
the UE policy section management sublist contents is provided with PLMN-ID for the PLMN of the PCF which provides the UE policies.

Issue-5:

Subclause 5.3.1 attempts to define N2AN node configuration information element. However, the UE policy part contents field (as specified in 24.501 annex D) does not expect information element but binary coding.

Issue-6:

Figures and tables specifying "N3AN node configuration information IE" contain PLMN-ID. However, this is not needed since:

-
WLANSP rules are contained in a UE policy part;

-
the UE policy part is contained in a UE policy section contents;

-
the UE policy section contents is contained in an instruction;

-
the instruction is contained in UE policy section management sublist contents;

-
the UE policy section management sublist contents is provided with PLMN-ID for the PLMN of the PCF which provides the UE policies.

Issue-7:

Figures and tables specifying "N3AN node configuration information IE" contain length of N2AN node contents PLMN-ID. However, this is not needed as UE policy part already contains the UE policy part contents length.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.526.
* * * Change * * *

5.2
URSP definition

As described in subclause 4.2, the URSP includes one or more URSP rules.

The URSP rule(s) are provided using one or more UE policy parts (see subclause D.6.2 of 3GPP TS 24.501 [11]) with the UE policy part type field set to "one or more URSP rules".

If the UE policy part type field of an UE policy part is set to "one or more URSP rules", the UE policy part contents field of the UE policy part is coded as shown in figures 5.2.1 to 5.2.4 and table 5.2.1.
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Figure 5.2.1: UE policy part contents including one or more URSP rules
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Figure 5.2.2: URSP rule
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Figure 5.2.3: Route selection descriptor list
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	Length of route selection descriptor
	octet b

	Precedence value of route selection descriptor
	octet b+1

	Length of route selection descriptor contents
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	Route selection descriptor contents
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Figure 5.2.4: Route selection descriptor
Table 5.2.1: UE policy part contents including one or more URSP rules
	Length of URSP rule (octets v)
Length of URSP rule field indicates binary coded length of subsequent fields of the URSP rule.



	Precedence value of URSP rule (octet v+1)

The precedence value of URSP rule field is used to specify the precedence of the URSP rule among all URSP rules in the URSP. This field includes the binary coded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the URP rule is. No two URSP rules in the URSP shall have the same precedence value.


	Traffic descriptor (octets v+4 to w)

The traffic descriptor field is of variable size and contains a variable number (at least one) of traffic descriptor components. Each traffic descriptor component shall be encoded as a sequence of a one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.



	Traffic descriptor component type identifier

Bits
8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
Match-all type
0 0 0 0 1 0 0 0
OS Id + OS App Id type
0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type
0 0 1 1 0 0 0 0
Protocol identifier/next header type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/traffic class type
1 0 0 0 0 0 0 0
Flow label type

1 0 0 0 0 0 0 1
Destination MAC address type
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1
Ethertype type

1 0 0 0 1 0 0 0
DNN type
All other values are reserved.



	For "match-all type", the traffic descriptor component shall not include the traffic descriptor component value field. The "match-all type" traffic descriptor component shall not appear more than once among all traffic descriptors of the whole URSP rules in the URSP. If the "match-all type" traffic descriptor component is included in a traffic descriptor, there shall be no traffic descriptor component with a type other than "match-all type" in the traffic descriptor.



	For "OS Id + OS App Id type", the traffic descriptor component value field shall be encoded as a sequence of a four octet OS Id field and an eight octet OS App Id. The OS Id field shall be transmitted first.



	For "IPv4 remote address type", the traffic descriptor component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.



	For "IPv6 remote address/prefix length type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.

	

	For "protocol identifier/next header type", the traffic descriptor component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.



	For "single remote port type", the traffic descriptor component value field shall be encoded as two octets which specify a port number.



	For "remote port range type", the traffic descriptor component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.



	For "security parameter index type", the traffic descriptor component value field shall be encoded as four octets which specify the IPSec security parameter index.



	For "type of service/traffic class type", the traffic descriptor component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.



	For "flow label type", the traffic descriptor component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.



	For "destination MAC address type", the traffic descriptor component value field shall be encoded as 6 octets which specify a MAC address.



	For "802.1Q C-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.



	For "802.1Q S-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.



	For "802.1Q C-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.



	For "802.1Q S-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.



	For "ethertype type", the traffic descriptor component value field shall be encoded as two octets which specify an ethertype.



	For "DNN type", the traffic descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	Precedence value of route selection descriptor (octet b+1)

The precedence value of route selection descriptor field is used to specify the precedence of the route selection descriptor among all route selection descriptors in the URSP rule. This field includes the binary coded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the route selection descriptor is.



	Route selection descriptor contents (octets b+4 to c)

The route selection descriptor contents field is of variable size and contains a variable number (at least one) of route selection descriptor components. Each route selection descriptor component shall be encoded as a sequence of a one octet route selection descriptor component type identifier and a route selection descriptor component value field. The route selection descriptor component type identifier shall be transmitted first.



	Route selection descriptor component type identifier

Bits
8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
SSC mode type
0 0 0 0 0 0 1 0
S-NSSAI type
0 0 0 0 0 1 0 0
DNN type
0 0 0 0 1 0 0 0
PDU session type type
0 0 0 1 0 0 0 0
Preferred access type type
0 0 1 0 0 0 0 0
Non-seamless non-3GPP offload indication type
All other values are reserved.



	For "SSC mode type", the route selection descriptor component value field shall be encoded as a one octet SSC mode field. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 1 shall be encoded as the value part of the SSC mode information element defined in subclause 9.8.4.12 of 3GPP TS 24.501 [11]. The "SSC mode type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "S-NSSAI type", the route selection descriptor component value field shall be encoded as a sequence of a one octet S-NSSAI length field and an S-NSSAI value field of a variable size. The S-NSSAI value shall be encoded as the value part of S-NSSAI information element defined in subclause 9.8.3.47 of 3GPP TS 24.501 [11].



	For "DNN type", the route selection descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "PDU session type", the route selection descriptor component value field shall be encoded as a one octet PDU session type field. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 1 shall be encoded as the value part of the PDU session type information element defined in subclause 9.8.4.8 of 3GPP TS 24.501 [11]. The "PDU session type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "preferred access type", the route selection descriptor component value field shall be encoded as a one octet preferred access type field. The bits 8 through 3 shall be spare, and the bits 2 and 1 shall be encoded as the value par to the access type information element defined in subclause 9.8.3.8 of 3GPP TS 24.501 [11]. The "preferred access type" route selection descriptor component shall not appear more than once in the route selection descriptor.



	For "non-seamless non-3GPP offload indication type", the route selection descriptor component shall not include the route selection descriptor component value field. The "non-seamless non-3GPP offload indication type" route selection descriptor component shall not appear more than once in the route selection descriptor. If the "non-seamless non-3GPP offload indication type" route selection descriptor component is included in a route selection descriptor, there shall be no route selection descriptor component with a type other than "non-seamless non-3GPP offload indication type" in the route selection descriptor.


* * * Change * * *

5.3.1
WLANSP definition
As described in subclause 4.3.2.1, the WLANSP consists of one or more WLANSP rules.

The WLANSP rule(s) are provided using one or more UE policy parts (see subclause D.6.2 of 3GPP TS 24.501 [11]) with the UE policy part type field set to "one or more WLANSP rules".

If the UE policy part type field of an UE policy part is set to "one or more WLANSP rules", the UE policy part contents field of the UE policy part is coded as shown in figures 5.3.1.1 to 5.3.1.2 and table 5.3.1.1.
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Figure 5.3.1.1: UE policy part contents including one or more WLANSP rules
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	Length of WLANSP rule

	octet q+3
octet q+4

	
	
	

	
	
	

	
	
	

	Rule identifier
	octet q+5

	Roaming
	Rule priority
	octet q+6

	Selection Criteria


	octet q+7
octet w

	Validity area


	octet w+1

octet x

	Time of day
	octet x+1
octet s


Figure 5.3.1.2: WLANSP rule
Table 5.3.1.1: UE policy part contents including one or more WLANSP rules
	

	

	

	

	

	

	Length of WLANSP rule (octets q+3 to q+4)

	

	Length of WLANSP rule field indicates binary coded length of subsequent fields of the WLANSP rule.



	

	

	

	

	

	

	

	

	Rule Identifier (octet q+5)

	

	This field contains the binary encoding of the WLANSP rule identifier

	

	Rule priority (bit 1 to 7 of octet q+6)

	

	This field contains the binary encoding of the WLANSP rule priority

	

	Roaming (bit 8 of octet q+6)

	Bits

	8
	
	

	0
	
	WLANSP rule is only valid when the UE is not roaming

	1
	
	WLANSP rule is only valid when the UE is roaming

	

	Selection criteria (octets q+7 to w)

	

	This field contains the binary encoding of the selection criteria for a particular WLANSP rule. 

	

	Validity area (octets w+1 to x)

	

	This field contains the binary encoding of the validity area for a particular WLANSP rule. 

	

	Time of day (octets x+1 to s)

	

	This field contains the binary encoding of the time of day condition for a particular WLANSP rule. 

	

	


Editor's note:
Further coding details for selection criteria, validity area and time of day are FFS.
* * * Change * * *

5.3.2
N3AN node configuration information definition

The N3AN node configuration information is provided using one UE policy part (see subclause D.6.2 of 3GPP TS 24.501 [11]) with the UE policy part type field set to "N3AN node configuration information".

If the UE policy part type field of an UE policy part is set to "N3AN node configuration information", the UE policy part contents field of the UE policy part is coded as shown in figure 5.3.2.1 and table 5.3.2.1.
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	N3AN node selection information


	octet q+3
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	N3IWF identifier configuration
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Figure 5.3.2.1: UE policy part contents including N3AN node configuration information
Table 5.3.2.1: UE policy part contents including N3AN node configuration information
	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	N3AN node selection information (octets q+3 to u)

	

	This field contains the binary encoding of the N3AN node selection information for the list of PLMN. 

	

	N3IWF identifier configuration (octets u+1 to v)

	

	This field contains the binary encoding of the list of the N3IWFs configured in the UE's HPLMN. 

	

	ePDG identifier configuration (octets v+1 to w)

	

	This field contains the binary encoding of the list of the ePDGs configured in the UE's HPLMN.

	

	


Editor's note:
Further coding details for N3AN node selection information, N3IWF identifier and ePDG identifier are FFS.
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