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	Reason for change:
	The UE may receive a PDU Session Release Reject with 5GSM cause #43: Invalid PDU session identity. According to TS 24.501, the UE shall consider that the PDU session is NOT released.
Again, according to 24.501:

“Cause #43 –Invalid PDU session identity

This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session context identified by the PDU session identity IE in the request or the command is not active.”

If the PDU session ID is invalid or the context identified by the PDU session ID is not active, then why should the PDU session be maintained in the UE? If the context is indeed not active in the network, then there is not point in keeping a one-sided context in the UE that has no counterpart in the network. Similarly, if the PDU session ID is invalid, then the corresponding PDU session should be released.
Moreover, there is no issue if this is the last PDU session in the UE since in 5GS the UE can be registered without a PDU session.

	
	

	Summary of change:
	The UE locally releases a PDU session for which a PDU Session Release Reject is received with 5GSM cause #43.

	
	

	Consequences if not approved:
	The UE unnecessarily maintains a context for a PDU session that has no corresponding context in the network. The UE may send other SM requests to release the PDU session and the network will keep rejecting them leading to unnecessary signaling between the UE and the network.
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***** Next change *****
6.4.3.4
UE-requested PDU session release procedure not accepted by the network
Upon receipt of a PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.
The SMF shall set the 5GSM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.

The 5GSM cause IE typically indicates one of the following SM cause values:

#34
service option temporarily out of order;

#35
PTI already in use; or
#43
Invalid PDU session identity.

The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of a PDU SESSION RELEASE REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3582, shall release the allocated PTI value, and shall:

a)
if the PDU SESSION RELEASE REJECT message includes a 5GSM cause IE with a value different from #43 "Invalid PDU session identity", consider that the PDU session is not released; or
b)
if the PDU SESSION RELEASE REJECT message includes a 5GSM cause value set to #43 "Invalid PDU session identity", locally release the PDU session.
