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1. Introduction

In CT1#111 meeting, CT1 has discussed and agreed the message function and IE coding for the UE policy section management. However, there is below Editor's note remains:

"Editor's note: How the PCF indicates to the UE the operation to perform on a UE policy section is FFS, e.g. by providing an operation code, or using the UPSI."

This paper attempts to discuss related open issues to resolve above EN based on the current stage 2 requirement and the current stage 3 situation. Finally it proposes a way forward.
2. Discussion

2.1 Current stage 2 requirement
About the distribution of the UE policies to UE, the general description on PCF’s behaviour was specified in stage 2 TS 23.503 sub 6.1.2.2.2:

"The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit, known by the PCF. If this predefined limit is exceeded then PCF splits the UE access selection and PDU related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF delivers to the UE transparently via the AMF.
…

The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into Policy Sections."

About detailed UE policies distribution procedure, it was specified in stage 2 TS 23.502 sub 4.16.2.2:

"3.
The (H)-PCF checks if the size of the resulting UE access selection and PDU Session selection policy information exceeds a predefined limit:

-
If the size is under the limit then UE access selection and PDU Session selection policy information are included in a single Npcf_AMPolicyControl_UpdateNotify service operation.
-
If the size exceeds the predefined limit the PCF splits the UE access selection and PDU Session selection policy information in smaller logical independent UE access selection and PDU Session selection policy information and ensuring the size of each t is under the predefined limit. Each UE access selection and PDU Session selection policy information will be then sent in separated Npcf_AMPolicyControl_UpdateNotify service operations as described in steps in 5(B).


The PCF identifies each UE access selection and PDU Session selection policy information sent to the UE by an ID."
“5(A).
[Conditional] If the (H-)PCF included UE Policy Container in Npcf_AMPolicyControl_UpdateNotify service operation in step 3, the AMF deploys the UE Policy Container to the UE using UE Policy Delivery procedure as described in clause 4.2.4.3. This UE Policy Container indicates a new set of PSIs and its content to be added in UE or to delete/modify an existing set of PSIs and its content in UE. Step 5(B) is skipped.

5(B).
[Conditional] If the PCF applied split in step 3 it sends Npcf_AMPolicyControl_UpdateNotify service operation to the AMF including one UE Policy Container. This UE Policy Container indicates a new PSIs and its content to be added in UE or to delete/modify an existing set of PSI(s) and its content in UE.


The AMF deploys the UE Policy to the UE using UE Policy delivery procedure described in clause 4.2.4.3.”
Hence, one can see there are two exclusive ways for UE policies delivery:

(1) Single UE policy section in case of the size of UE policies does not exceed the predefined limit; or 

(2) More than one UE policy sections in case of the size of UE policies exceeds the predefined limit.
Actually for the case (1), SA2 does not specified that the PCF has to allocate a PSI due to no division is required. However, to provide a consistent handling on UE policies delivery, in stage 3, it defines the same IE coding for UE policy management. Based on this, we could have:
Observation#1: The UE policies management implemented in stage 3 was per UE policy section level identified by an UPSI.
Then, at the UE side, the handling of the received UE policy section(s) provided by the PCF was specified in TS 23.503 sub 6.1.2.2.2:

"The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;

-
If the UE has existing Policy Sections with the same PSI, the UE replaces the stored Policy Section with the received information;

-
The UE may remove the stored Policy Section if the received information content is empty.
"

It is crystally clear that based on the PSI, the UE can handle well the received UE policy section(s), which covers all required operations, i.e. addition, modification and deletion.
Observation#2: The UE can handle the received UE policy section(s) very well based on associated UPSI, which covers all required operations, i.e. addition, modification and deletion.
2.2 Current stage 3 situation
In the current stage 3 TS 24.501 subclause D.2.1.2, the UE handling of the received UE policy section(s) was specified as below with an Editor's note:

"Upon receipt of the MANAGE UE POLICY COMMAND message, for each instruction included in the UE policy section management list IE, the UE shall:

a) if the instruction indicates to store the UE policy section:

1)
attempt to delete UE policy rules and UE policy parameters stored at the UE associated with the same UPSI as the UPSI associated with the instruction, if any; and 

2)
attempt to store the UE policy rules and UE policy parameters included in the UE policy section of the instruction and associate these UE policy rules and UE policy parameters with the UPSI of the instruction; and

b) if the instruction indicates to delete the UE policy section, attempt to delete UE policy rules and UE policy parameters stored at the UE associated with the same UPSI as the UPSI of the instruction, if any.

Editor's note:
How the PCF indicates to the UE the operation to perform on a UE policy section is FFS, e.g. by providing an operation code, or using the UPSI."
One can find following points from above description:

(1) Only two operations were specified: store and delete.

(2) It was handled as per UE policy section level, not UE policy rule level due to the UE’s operation is tightly assoicated with the UPSI of the received UE policy section.
(3) For the store operation, it actually covers addtion and replacement (i.e. modification).

(4) No partial update of UE policy section supported.

However, we believe the above stage 3 handling is not fully aligned with stage 2 and has some issues:

(1) Stage 2 clearly specified three operations, i.e. addition, replacement (i.e. modification) and deletion which is more straightforward than two operations (i.e. store and delete) in implementation.
(2) For addition operation, the above stage 3 handling force the UE firstly attempts to delete the old one but in this case, the UPSI is a new one and there is no stored policy section for this UPSI. This action is redundant.

(3) It implies there is an operation indication included in each UE policy section but at the same time, the UE’s operation is tightly assoicated with the UPSI of the received UE policy section. In other words, if all required UE operations can be handled well based on the UPSI of the received UE policy section, other dedicated operation codes are redundant.
Proposal #1: Three operations (i.e. addition, replacement (i.e. modification) and deletion) are required in stage 3 to fully align with stage 2.
Proposal #2: The dedicated operation code for UE policy section management is not needed and to use UPSI is enough.
It was argued that to have a dedicated operation code for UE policy section management is more future-proof in case new operations different from store/replace/delete are introduced in future releases. However, we do doubt this argument due to:

(1) It is unclear what is "new operations different from store/replace/delete are introduced in future releases". We believe "add/replace/delete" covers all required operations in all foreseen cases if the UE policy section management is per policy section level, not per policy rule level.
(2) If the partial update of UE policy section is introduced in future releases for which the operation code per UE policy rule level is really needed, then we can discuss this in feature releases case by case. Note that the support of partial update of UE policy section actually change the principle of UE policy section management from policy section level to policy rule level (detials see discussion in section 2.3).
(3) To use UPSI for UE policy section management is also a future-proof way.
2.3 Whether partial update of UE policy section is needed
CT1 have discussed this issue in CT1#111 meeting and sent an LS (C1-183867) to ask below question to SA2 for guidance:

"Question: If a policy section identified by a PSI contains multiple URSP or ANDSP rules and only one rule has changed, will the contents of the entire policy section (including the rules that have not been updated) be sent to the UE, or only the updated parts of the policy contents of the policy section are sent?"

Though SA2 guidance on this is useful but we believe the partial update of UE policy section is NOT needed when taking following considerations:

(1) Following the principle agreed at both stage 2 and stage 3 that the UE policies management is per UE policy section level, then the partial update of a UE policy section created unncessary complexity at both the PCF and UE sides. When according to operator policies, the PCF needs to update UE policies, in addition to locate the updated UE policy rules into UE policy section, it needs to jump into per policy section to associate the operation (add, modify or delete) to updated rule(s). The same UE logic is needed to handle the received updated UE policy section(s).
(2) To enable the partial update, the operation code per UE policy rule level has to be introduced, which breaks the principle that the UE policies management is per UE policy section level, not per UE policy rule level.
(3) The partial update cannot work well in all cases. Typically, when a policy section contains more than one policy rules and different operation requires per policy rules. For example, the delivered section of PSI #1 contains three URSP rules, i.e. PSI#1= {URSP rule #A, URSP rule #B, URSP rule #C}. Based on operator policies, the PCF needs to add URSP rule #D into PSI#1, to modify URSP rule #A and to delete URSP rule #C. In this case, even the operation code per UE policy rule level was introduced, how can it work well. It is impossible to provide three operations codes in the same policy section at the same time.
(4) If the partial update is really needed, the PCF can divide the delivered UE policy rules as only one policy rule per policy section. But this will make the total number of PSI very huge which eats the storage capacity of PCF and UE.
The only benefit of partial update we see is: to provide a signalling optimization to only deliver the updated policy rule(s) in the policy section. However, we do not believe that the PCF will update UE plocies very often and hence such benefit cannot overwhlem its cost.
Proposal #3: The partial update of UE policy section is not needed in Rel-15.

3. Conclusion and Proposal

This paper discussed whether a dedicated operation code for UE policy section management is needed or not, in order to resolve an open issue capatured as an Editor's note.
Based on the discussion, below obervations were provided:

Observation#1: The UE policies management implemented in stage 3 was per UE policy section level identified by an UPSI.
Observation#2: The UE can handle the received UE policy section(s) very well based on associated UPSI, which covers all required operations, i.e. addition, modification and deletion.
Based on above observations, below proposal was proposed:
Proposal #1: Three operations (i.e. addition, replacement (i.e. modification) and deletion) are required in stage 3 to fully align with stage 2.
Proposal #2: The dedicated operation code for UE policy section management is not needed and to use UPSI is enough.

Proposal #3: The partial update of UE policy section is not needed in Rel-15.
Proposal #1 and #2 are captured in CR C1-184323.
