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***** change *****
[bookmark: _Toc516842946][bookmark: _Toc508877209][bookmark: _Toc516214712]4.5.2	Determination of the access identities and access category associated with a request for access
When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.
The set of the access identities applicable for the request is determined by the UE in the following way:
a)	for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and
b)	if none of the above access identities is applicable, then access identity 0 is applicable.
Table 4.5.2.1: Access identities
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:	Access identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), visited PLMNs of the home country, and configured visited PLMNs outside the home country.
NOTE 2:	Access identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present).
NOTE 3:	Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present). Access Identities 12, 13 and 14 are valid in HPLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.



Editor's note:	The definition and configuration of Access Classes 11 to 15 for 5GS is FFS.
Editor's note:	How the UE is configured for MPS and MCS is FFS.
The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid when the UE is not in the country of its HPLMN (see 3GPP TS 23.122 [5]). Processing of the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4. The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid in RPLMN or equivalent PLMN".
When the UE is in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1 and access classes 11 - 15. When the UE is not in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC are not applicable.
In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.
Table 4.5.2.2: Mapping table for access categories
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access

	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categoryies definitions for the current PLMN as specified in subclause 4.5.3, and access attempt is matching criteria of an operator-defined access category definition
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for NAS signalling low priority, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3, NOTE 5)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 
or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 
or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer
or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:	This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish user-plane resources for such a PDU session. This further includes the service request procedure initiated with a SERVICE REQUEST message with the Service type IE set to "emergency services fallback".
NOTE 2:	Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.
NOTE 3:	If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.
NOTE 4:	This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS. 
NOTE 5:	The UE configured for NAS signalling low priority is not supported in this release of specification.



***** change *****
[bookmark: _Toc516842947]4.5.3	Operator-defined access categories
Operator-defined access categoryies definitions can be signalled to the UE using UPDP as specified in annex DNAS signalling. Each operator-defined access category definition consists of the following parameters:
Editor's note:	The encoding of the operator-defined access categories is FFS.
Editor's note:	Whether the operator-defined access categories are sent to the UE in a CONFIGURATION UPDATE COMMAND message, a DL NAS TRANSPORT message or another NAS message is FFS.
a)	a precedence value which indicates in which order the UE shall evaluate the operator-defined category definitionies for a match;
b)	an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE; and
c)	one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:
1)	DNN name;
2)	5QI;
Editor's note:	Whether the 5QI is a suitable access category criteria type is FFS.
3)	OS Id + OS App Id of application triggering the access attempt; or
4)	S-NSSAI; and
d)	optionally, a standardized access category number, that is used in combination with the access identities to determine the establishment cause.
Editor's note:	Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.
Editor's note:	When the standardized access category, that is used in combination with the access identities to determine the establishment cause, is not provided, then it is FFS how the UE derives RRC establishment cause.
NOTE 1:	An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
Each operator-defined access category definition has a different precedence value.
Several operator-defined access category definitions can have the same operator-defined access category number.
If the UE is configured with operator-defined access categoryies definitions for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1.
If the UE is configured with operator-defined access categoryies definitions for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.
Upon receiving storage of a UE policy section NAS signalling message with one or more operator-defined access category definitions and associated with a UPSI containing the PLMN ID of the registered PLMN as specified in annex D, the UE shall store use for the registered PLMN the operator-defined access category definitions indicated in concatenation of all such UE policy sectionsfor the registered PLMN.
Upon deletion of the last UE policy section with one or more operator-defined access category definitions and associated with a UPSI containing the PLMN ID of the registered PLMN as specified in annex D, the UE shall stop using for the registered PLMN any operator-defined access category definitions.
When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-defined access category definitions can be used after switch on.
[bookmark: _GoBack]When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE shall stop using the operator-defined access category definitions configured for the previously selected PLMN and should keep the operator-defined access category definitions configured for the previously selected PLMN.
NOTE 2:	When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE can discard the operator-defined access category definitions configured for the previously selected PLMN e.g. if there is no storage space in the UE.
***** change *****
[bookmark: _Toc516843673]D.3	UE policy re-assembly at the UE
When the UE needs to apply ANSDP as specified in 3GPP TS 24.502 [18], the UE shall consider all UE policy parts with ANSDP contents currently stored at the UE.
When the UE needs to apply URSP as specified in 3GPP TS 24.5xx [19], the UE shall consider all UE policy parts with URSP contents currently stored at the UE.
When the UE needs to apply operator-defined access category definitions as specified in 3GPP TS 24.526 [19], the UE shall consider all UE policy parts with one or more operator-defined access category definitions currently stored at the UE.
Editor's note:	The reference to 3GPP TS 24.5xx needs to be replaced with a reference to the correct TS number for UE policies in 5GS once the TS number is allocated.
[bookmark: _Toc516843686]***** change *****
D.6.2	UE policy section management list
The purpose of the UE policy section management list information element is to transfer from the PCF to the UE a list of instructions to be performed at the UE for management of UE policy section stored at the UE.
The UE policy section management list information element is coded as shown in figure D.6.2.1, figure D.6.2.2, figure D.6.2.3, figure D.6.2.4, figure D.6.2.5, figure D.6.2.6, figure D.6.2.7 and table D.6.2.1.
The UE policy section management list information element has a minimum length of 15 octets and a maximum length of 65538 octets.
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Figure D.6.2.1: UE policy section management list information element
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Figure D.6.2.2: UE policy section management list contents
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Figure D.6.2.3: UE policy section management sublist
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Figure D.6.2.4: UE policy section management sublist contents
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Figure D.6.2.5: Instruction
Editor's note:	How the PCF indicates to the UE the operation to perform on a UE policy section is FFS, e.g. by providing an operation code, or using the UPSI.
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Figure D.6.2.6: UE policy section contents
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Figure D.6.2.7: UE policy part

Table D.6.2.1: UE policy section management list information element
	Value part of the UE policy section management list information element (octets 4 to z)

	

	The value part of the UE policy section management list information element consists of one or several UE policy section management sublists.

	

	

	UE policy section management sublist:

	

	Length of UE policy section management sublist (octets d to d+1)

	

	This field contains the binary encoding of the length of the UE policy section management sublist in units of octets.

	

	MCC, Mobile country code (octet d+2, and bits 4 to 1 of octet d+3)

	

	The MCC field is coded as in ITU-T Recommendation E.212 [42], annex A.

	

	MNC, Mobile network code (bits 8 to 5 of octet d+3, and octet d+4)

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	UE policy section management sublist contents (octets d+5 to y)

The UE policy section management sublist contents consist of one or several instructions.

	

	

	Instruction:

	

	Instruction contents length (octets d+5 to d+6) 

	

	This field contains the binary encoding of the instruction contents length in units of octets.

	

	UPSC (octets d+7 to d+8)

	

	This field contains the binary encoding of the UPSC. The value of the UPSC is set by the PCF.

	

	UE policy section contents (octets d+9 to k)

	

	The UE policy section contents consist of one or several UE policy parts.

	

	UE policy part:

	

	UE policy part contents length (octets q to q+1)

	

	This field contains the binary encoding of the UE policy part contents length in units of octets.

	

	UE policy part type (bits 4 to 1 of octet q+2)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	Reserved

	0
	0
	0
	1
	URSP

	0
	0
	1
	0
	ANDSP

	0
	0
	1
	1
	One or more operator-defined access category definitions

	All other values are reserved.

	

	Bits 8 to 5 of octet q+2 are spare and shall be coded as zero.

	

	UE policy part contents

	

	This field contains a UE policy part encoded as specified in 3GPP TS 24.5xx [19].

	



Editor's note:	The reference to 3GPP TS 24.5xx needs to be replaced with a reference to the correct TS number for UE policies in 5GGS once the TS number is allocated.
Editor's note:	How the PCF indicates to the UE the operation to perform on a UE policy section is FFS, e.g. by providing an operation code, or using the UPSI.
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