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1.
Introduction

1.1
General

C1-183819 introduced the scenario that a PLMN, different from the PLMN that configured the (Extended (Local) Emergency Number List) EENL on a UE, may not recognize an EENL derived emergency service type (i.e. emergency URN) when received from that UE.

1)
C1-183819 proposes to delete the EENL when registering with a different PLMN, while in the same country.

At least he following problems were identified:

-
It is unclear how a UE should handle emergency call detection when in limited service state, and the target PLMN does not provide EENL during (subsequent) successful emergency registration 

The problem is that the UE may detect that a number is a valid emergency number in the country according to the EENL and subsequently perform emergency attach with a PLMN that does not provide EENL. It is unclear if the UE should now proceed with the emergency call in limited service mode based on information that has just been deleted from memory. If the UE proceeds, the PLMN may receive a URN it doesn’t recognize. If the UE aborts, the user does not receive the emergency services requested.
-
As a slight modification to the previous scenario, consider a UE receiving EENL from PLMN A, deleting EENL from memory due to (emergency) attaching to a Rel-14 MME of PLMN B, and subsequently entering limited service state. The UE will now fail to detect a valid emergency number in the country. 


The user will not receive emergency services when in limited service state, even though the UE had been configured with valid emergency numbers.

-
By deleting the EENL after successful registration with a different PLMN, a UE may not be able to detect that a normal call via WLAN (home routing) is in fact an emergency call. 


The problem is that when a valid emergency number in the country is not detected at the UE, the user depends on a correctly configured P-CSCF in the home-routed PLMN to detect that the number is an emergency number in the visited country. This at least causes unnecessary delay as the UE was aware of the number prior to registering to the other PLMN via 3GPP access.

2)
C1-183819 further proposes to study whether numbers in EENL should trigger limited service mode emergency calls, if "limited service mode emergency calls" are supported in the country.
-
Neither stage 1 nor stage 2 make any provision for ignoring emergency call attempts to certain emergency numbers when emergency bearer services in limited service mode is indicated as supported.
BlackBerry is unaware whether, in the CS domain, emergency service type (i.e. categories) mismatch between different PLMNs occurs.

1.2
Principles

1.2.1
URNs not recognized by target PLMNs
Principle 1

TS 22.101:

When emergency call establishment is initiated, the emergency call type shall be sent by the UE if it is available.

By removing the EENL upon PLMN change (bullet 1 in section 1.1), the UE deprives its user of swift emergency call establishment with the intended PSAP, and failure to adhere to the requirement above.

Principle 2

It shall be possible to initiate emergency calls to different emergency call centres, depending on the type of emergency. The following types of emergency calls shall be possible:

· Police

· Ambulance

· Fire Brigade

· Marine Guard

· Mountain Rescue
· Manually Initiated eCall (MIeC)

· Automatically Initiated eCall (AIeC)
· Spare
A minimal set of emergency service types is explicitly recognized. The list with types above is not limiting.

Principle 3

The serving network may download additional emergency call numbers to the UE in order to ensure that local emergency call numbers are known to the UE.  The UE shall regard these emergency numbers as valid in that country only (as identified by the MCC) and shall discard them when a new country is entered.

Local emergency numbers are valid in the country (bullet 1 in section 1.1).

1.2.2
Avoiding limited service mode emergency calls when the number is only in the EENL
Principle 4
TS 22.101:

[..] Emergency calls shall be supported by the UE without a SIM/USIM/ISIM being present. No other type than emergency calls shall be accepted without a SIM/USIM/ISIM. [..]

NOTE 1: 
It will be left to the national authorities to decide whether the network accepts emergency calls without the SIM/USIM/ISIM.
It is not up to another PLMN in the same country to prevent emergency calls by a UE configured to detect valid emergency calls in the country (bullet 2 in section 1.1). By deleting the EENL, the UE is no longer able to detect certain emergency calls. Undetected emergency calls are not "typed" emergency calls and thus are not accepted in limited service mode. 
TS 23.401 does not limit "limited service mode" to a UE without a SIM/USIM/ISIM only.

2.
Solutions when using URNs not recognized by target PLMNs
2.1
Solution: simple
PLMNs configure, at the UE, only the country-specific URNs or IANA registered URNs as defined in TS 24.229:
-
including the following URNs "urn:service:sos", -"urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain".
This is the solution which has no impact on the specifications. 

Note that configuring other URNs than country-specific URN or IANA-registered URNs above, should not cause the problems identifies in the introduction of this paper, when:

-
regulator policy allows rejection of emergency registration; and
-
the regulator mandates the selection of ePDG in the same country.

Solution:

Use of these URNs is possible in Rel-9 compliant IMS functional elements.

Pro:

-
No impact on the specification except for adding perhaps a note clarifying when other URNs than a country-specific URN or the IANA-registered URNs can be used.

Con:

-
N.A.

2.2
Solution: network impact
RFC 5031 suggests that if a subservice is not recognized, the network could consider the URN without that subservice. Eventually, the network will attempt to recognize "urn:service:sos". 
RFC 5031:

      For any given service URN, service-identifiers can be removed right-to-left;
      the resulting URN is still valid, referring to a more generic service.  In
      other words, if a service 'x.y.z' exists, the URNs 'x' and 'x.y' are also
      valid service URNs.

Today the P-CSCF, in some cases, is mandated to respond with a final SIP response (403 (Forbidden) response) when it fails to detect that the URN is a valid URN. Thus a compliant P-CSCF doesn’t support right-to-left label removal.
Solution:

Modify the P-CSCF to support right-to-left label removal.

Pro:

-
Enable a P-CSCF to attempt to route the INVITE even if a particular sub-service isn't recognized.

Con:

-
It is unclear if regulators support selecting PSAPs based on a IANA controlled hierarchy.

-
Rel-9+ P-CSCFs deployed today do not support right-to-left label removal.

-
The PSAP selected need not be the intended PSAP.

2.3
Solution: UE impact
2.3.1
General
Instead of deleting the EENL, the UE is able to use at least the emergency numbers received via EENL, depending on the PLMN.
For the EENL-provided emergency service types/URN information not applicable at other PLMNs in the same country, the UE substitutes a known URN (e.g. "urn:service:sos"), when it attempts an emergency call on another PLMN in the same country.

Solution:

Use URNs derived from EENL selectively.

Pro:

-
UE detects a call to a valid emergency number also when handling (home-routed) voice calls via WLAN or when in limited service mode.

Con:

-
where the UE doesn’t "recognize" the URN information, the UE possibly provides generic information that may cause the network to route the call to a sub-optimal PSAP.

2.3.2
Include dialled digits when URN used does not match the service type
To help the network routing the call to the intended PSAP when the URN used is generic due the change of PLMNs, the UE could include the dialled digits somewhere in the INVITE (e.g. in the message's body, etc.).
3.
Discussion on avoiding limited service mode emergency calls when the number is only in the EENL
3.1
General
There is no stage 1 support for avoiding an emergency call when a number can be recognized as an emergency number.

There is no stage 2 support for avoiding an emergency call when a number can be recognized as an emergency number and the network has broadcasted support for emergency service bearers in limited service mode.

Stage 3 supports initiation of emergency calls when in limited service mode if the number and corresponding emergency service type are provisioned via legacy ENL or USIM. It is unclear what the motivation is to not support emergency calls when in limited service mode if the number is provisioned via EENL. Indeed, EENL can be used to indicate the same emergency service types (e.g. "police") as those in ENL/USIM.
3.2
Solution: LS
CT1 should not study this without guidance from SA1.

CT1 could ask SA1 if their requirements for emergency service calls in limited service mode need to be updated in light of the use, by some countries, of emergency service types which are not mentioned in TS 22.101.

4.
Conclusion
4.1
Conclusion on usage of URNs not recognized by target PLMNs

Solution 2.1 is preferred and meets all principles listed in section 1.2.
Solution 2.2 depends on other PLMNs in the same country to upgrade their IMS when one PLMN deploys EENL with URNs which need not be recognized by the other PLMNs (also violates principle 1 in section 1.2).
Solution 2.3 has drawbacks too (also violates principle 1 in section 1.2).

Note: any solution that would cause a UE to remove valid emergency numbers from memory while it remain in the country where the numbers are valid, needs to be confirmed with SA1, due to principle 3.
4.2
Conclusion on avoiding limited service mode emergency calls when the number is only in the EENL

No requirements exist for stage 3 to study whether a UE should avoid a limited service mode emergency call when the number is a valid local emergency number. If study of this service experience is needed, it must be based on SA1 guidance.

No architectural support exists for indicating to the UE whether it can use emergency bearer services in limited service mode for a subset of the emergency numbers configured at the UE. The architecture ensures that the UE attempts an emergency call in when in limited service mode and when emergency bearer service support is broadcasted. The network may enforce regulatory requirements by rejecting attempts from UEs without e.g. a USIM, etc. Stage 2 will need to be updated if SA1 decides to update their requirements.
