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1. Introduction
TS 24.502 subclause 6.2 is meant to describe how the UE determines whether non-3GPP access is untrusted access: 

6.2
Untrusted Accesses

This sub-clause will describe how the UE determines whether non-3GPP access is untrusted access.

Since according to TS 23.501, in Rel-15, only untrusted non-3GPP access is supported: 

In this Release of the specification, 5G Core Network only supports untrusted non-3GPP accesses.
it is not really necessary to introduce explicit signalling on trust relationship indication from the network. The UE can simply assume by default that its communication with the 5GCN via non-3GPP access is untrusted and only communicate with the network via untrusted means.

2. Reason for Change

Specify that in Rel-15, only untrusted non-3GPP access is supported and by default the UE assumes that its communication with the 5GCN via non-3GPP access is untrusted.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.502.
* * * First Change * * * *

6.2
Untrusted Accesses

For a UE, the trust relationship of a non-3GPP IP access network is determined by the home PLMN operator. 
In this release of specification, untrusted non-3GPP access is supported and there is no trust relationship indication from the network. By default the UE assumes that its communication with the 5GCN via non-3GPP access is untrusted and operate based on subclause 6.3.
* * * End Change * * * *

