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***** First change *****
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***** Next change *****

[bookmark: _Toc510013258]6.2.2.1	Generating an SDS Message
In order to generate an SDS message, the MCData client:
1)	shall generate an SDS SIGNALLING PAYLOAD message as specified in subclause 15.1.2;
2)	shall generate a DATA PAYLOAD message as specified in subclause 15.1.4;
3)	shall include in the SIP request, the SDS SIGNALLING PAYLOAD message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1; and
4)	shall include in the SIP request, the DATA PAYLOAD message in an application/vnd.3gpp.mcdata-payload MIME body as specified in subclause E.2.
When generating an SDS SIGNALLING PAYLOAD message as specified in subclause 15.1.2, the MCData client:
1)	shall set the Date and time IE to the current time as specified in subclause 15.2.8;
2)	if the SDS message starts a new conversation, shall set the Conversation ID IE to a newly generated Conversation ID value as specified in subclause 15.2.9;
3)	if the SDS message continues an existing unfinished conversation, shall set the Conversation ID IE to the Conversation ID value of the existing conversation as specified in subclause 15.2.9;
4)	shall set the Message ID IE to a newly generated Message ID value as specified in subclause 15.2.10;
5)	if the SDS message is in reply to a previously received SDS message, shall include the InReplyTo message ID IE with the Message ID value in the previously received SDS message;
6)	if the SDS message is for user consumption, shall not include 
a)	an Application ID IE as specified in subclause 15.2.7; and
b)	an Extended application ID IE as specified in subclause 15.2.X;
7)	if the SDS message is intended for an application on the terminating MCData client, shall include either
a)	an Application ID IE with a Application ID value representing the intended application as specified in subclause 15.2.7;  or
b)	an Extended application ID IE with an Extended application ID value representing the intended application as specified in subclause 15.2.X;
NOTE:	The value chosen for the Application ID value is decided by the mission critical organisation.

8)	if only a delivery disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY" as specified in subclause 15.2.3;
9)	if only a read disposition notification is required shall include a SDS disposition request type IE set to "READ" as specified in subclause 15.2.3; and
10)	if both a delivery and read disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY AND READ" as specified in subclause 15.2.3.
When generating an DATA PAYLOAD message for SDS as specified in subclause 15.1.4, the MCData client:
1)	shall set the Number of payloads IE to the number of Payload IEs that needs to be encoded, as specified in subclause 15.2.12;
2)	if end-to-end security is required for a one-to-one communication, shall include the Security parameters and Payload IE with security parameters as described in 3GPP TS 33.180 [26]. Otherwise, if end-to-end security is not required for a one-to-one communication, shall include the Payload IE as specified in subclause 15.1.4; and
3)	for each Payload IE included:
a)	if the payload is text, shall set the Payload content type as "TEXT" as specified in subclause 15.2.13;
b)	if the payload is binary data, shall set the Payload content type as "BINARY" as specified in subclause 15.2.13;
c)	if the payload is hyperlinks, shall set the Payload content type as "HYPERLINKS" as specified in subclause 15.2.13;
d)	if the payload is location, shall set the Payload content type as "LOCATION" as specified in subclause 15.2.13;
e)	if payload is enhanced status for a group, shall set the Payload content type as “ENHANCED STATUS” as specified in subclase 15.2.13; and
f)	shall include the data to be sent in the Payload data.
***** Next change *****
[bookmark: _Toc510013262]6.2.3.1	Generating an SDS Notification 
In order to generate an SDS notification, the MCData client:
1)	shall generate an SDS NOTIFICATION message as specified in subclause 15.1.5; and
2)	shall include in the SIP request, the SDS NOTIFICATION message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1.
When generating an SDS NOTIFICATION message as specified in subclause 15.1.5, the MCData client:
1)	if sending a delivered notification, shall set the SDS disposition notification type IE as "DELIVERED" as specified in subclause 15.2.5;
2)	if sending a read notification, shall set the SDS disposition notification type IE as "READ" as specified in subclause 15.2.5;
3)	if sending a delivered and read notification, shall set the SDS disposition notification type IE as "DELIVERED AND READ" as specified in subclause 15.2.5;
4)	if the SDS message could not be delivered to the user or application (e.g. due to lack of storage), shall set the SDS disposition notification type IE as "UNDELIVERED" as specified in subclause 15.2.5;
5)	shall set the Date and time IE to the current time to as specified in subclause 15.2.8;
6)	shall set the Conversation ID to the value of the Conversation ID that was received in the SDS message as specified in subclause 15.2.9;
7)	shall set the Message ID to the value of the Message ID that was received in the SDS message as specified in subclause 15.2.10;
8)	if the SDS message was destined for the user, shall not 
a)	include an Application ID IE as specified in subclause 15.2.7; 
b)	include an Extended application ID IE as specified in subclause 15.2.X; and
9)	if the SDS message was destined for an application, shall either
a)	include an Application ID IE set to the value of the Application ID that was included in the SDS message as specified in subclause 15.2.3; or
b)	include an Extended application ID IE set to the value of the Extended application ID that was included in the SDS message as specified in subclause 15.2.X..
***** Next change *****

[bookmark: _Toc510013377]9.2.1.2	Handling of received SDS messages with or without disposition requests
When a MCData client has received a SIP request containing:
-	an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1; and
-	an application/vnd.3gpp.mcdata-payload MIME body as specified in subclause E.2;
the MCData Client:
1)	shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;
2)	shall decode the contents of the application/vnd.3gpp.mcdata-payload MIME body;
3)	if the SDS SIGNALLING PAYLOAD message contains a new Conversation ID, shall instantiate a new conversation with the Message ID in the SDS SIGNALLING PAYLOAD identifying the first message in the conversation thread;
4)	if the SDS SIGNALLING PAYLOAD message contains an existing Conversation ID and:
a)	if the SDS SIGNALLING PAYLOAD message does not contain an InReplyTo message ID, shall use the Message ID in the SDS SIGNALLING PAYLOAD to identify a new message in the existing conversation thread; and
b)	if the SDS SIGNALLING PAYLOAD message contains an InReplyTo message ID, shall associate the message to an existing message in the conversation thread as identified by the InReplyTo message ID in the SDS SIGNALLING PAYLOAD, and use the Message ID in the SDS SIGNALLING PAYLOAD to identify the new message;
5)	shall identify the number of Payload IEs in the DATA PAYLOAD message from the Number of payloads IE in the DATA PAYLOAD message;
6)	if the SDS SIGNALLING PAYLOAD message does not contain either an Application ID IE or an Extended application ID IE :
a)	shall determine that the payload contained in the DATA PAYLOAD message is for user consumption 
b)	may notify the MCData user; and
c)	shall render the contents of the Payload IE(s) to the MCData user;
7)	if the SDS SIGNALLING PAYLOAD message contains an Application ID IE:
a)	shall determine that the payload contained in the DATA PAYLOAD message is not for user consumption,
b)	shall not notify the MCData user;
c)	if the Application ID value is unknown, shall discard the SDS message; and
d)	if the Application ID value is known, shall deliver the contents of the Payload IE(s) to the identified application;
NOTE 1:	If required, the MCData client decrypts the Payload IEs before rendering the SDS message to the user or delivering the SDS message to the application.
NOTE 2:	The actions taken when the payload contains application data not meant for user consumption or command instructions are based upon the contents of the payload. If the payload content is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application and delivers the payload to that application.
NOTE 3:	User consent is not required before accepting the data.
8)	if the SDS SIGNALLING PAYLOAD message contains an Extended application ID IE:
a)	if the SDS SIGNALLING PAYLOAD message contains an Application ID IE, shall discard the SDS message;
b)	shall determine that the payload contained in the DATA PAYLOAD message is not for user consumption,
b)	shall not notify the MCData user;
c)	if the Extended application ID value is unknown, shall discard the SDS message; and
d)	if the Extended application ID value is known, shall deliver the contents of the Payload IE(s) to the identified application;
NOTE 1:	If required, the MCData client decrypts the Payload IEs before rendering the SDS message to the user or delivering the SDS message to the application.
NOTE 2:	The actions taken when the payload contains application data not meant for user consumption or command instructions are based upon the contents of the payload. If the payload content is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application and delivers the payload to that application.
NOTE 3:	User consent is not required before accepting the data.
98)	may store the message payload in local storage along with the Conversation ID, Message ID, InReplyTo message ID and Date and time; and
109)	if the received SDS SIGNALLING PAYLOAD message contains an SDS disposition request type IE shall follow the procedures in subclause 9.2.1.3.
***** Next change *****
[bookmark: _Toc510013430]9.3.2.2	Sending SDS message
Upon receiving an indication to send an SDS message, the MCData client:
1)	if the request to send the SDS message is for a MCData group, shall check if the value of "/<x>/<x>/Common/MCData/AllowedSDS" leaf node, present in the group configuration as specified in 3GPP TS 24.483 [42], is set to "false". It the value is set to "false", shall reject the request to send the SDS message and not continue with the remaining procedures in this subclause;
2)	if:
a)	a one-to-one SDS message is to be sent then, shall store the MCData user ID of the intended recipient as the target MCData user ID; or
b)	a group SDS message is to be sent then, shall store the MCData group ID as the target MCData group ID;
3)	may set the stored SDS disposition request type as:
a)	"DELIVERY", if only delivery disposition is requested;
b)	"READ", if only read disposition is requested; or
c)	"DELIVERY AND READ", if both delivery and read dispositions are requested;
4)	if an existing conversation is indicated then, shall store the conversation identifier of the indicated conversation as SDS conversation ID. Otherwise, shall generate an UUID as described in IETF RFC 4122 [14] and store SDS conversation ID;
5)	shall generate an UUID as described in IETF RFC 4122 [14] and store as the SDS message ID;
6)	if indicated that the SDS message is in reply to another SDS message then, shall store the message identifier of the indicated message as SDS reply ID;
7)	if indicated that the target recipient of the SDS message is an application then, shall store the application ID of the indicated application as the SDS application ID or the SDS extended application ID;
8)	shall store the received payload as the SDS payload;
9)	shall store the received payload type as the SDS payload type;
10)	shall store the current UTC time as the SDS transmission time;
11)	shall generate a SDS OFF-NETWORK MESSAGE message as specified in subclause 15.1.7. In the SDS OFF-NETWORK MESSAGE message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID;
b)	if:
i)	a one-to-one SDS message is to be sent then shall set the Recipient MCData user ID IE to the stored target MCData user ID as specified in subclause 15.2.15; or
ii)	a group SDS message is to be sent then, shall set the MCData group ID IE to the stored target MCData group ID as specified in subclause 15.2.14;
c)	may set the SDS disposition request type IE to the stored the SDS disposition request type as specified in subclause 15.2.3;
d)	shall set the Conversation ID IE to the stored conversation ID as specified in subclause 15.2.9;
e)	shall set the Message ID IE to the stored SDS message ID as specified in subclause 15.2.10;
f)	shall set the Date and time IE to the stored SDS transmission time as specified in subclause 15.2.8;
g)	may include the InReplyTo message ID IE set to the stored SDS reply ID as specified in subclause 15.2.11;
h)	may include the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7; or
i)	may include the Extended application ID IE set to the stored SDS extended application ID as specified in subclause 15.2.X;
j)	if end-to-end security is required for a one-to-one communication and the security context does not exist or if the existing security context has expired, shall include the Security parameters and Payload IE with security parameters as described in 3GPP TS 33.180 [26];
kj)	if 
i)	end-to-end security is not required for a one-to-one communication, or
ii)	sending the SDS OFF-NETWORK MESSAGE message to a MCData group;
may include the Payload IE as specified in subclause 15.2.13 with:
i)	the Payload content type to the stored SDS payload type; and
ii)	the Payload data set to the stored SDS payload;
12)	if:
a)	a one-to-one SDS message is to be sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.1; or
b)	a group SDS message is to be sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.2;
13)	shall initialise the counter CFS1 (SDS retransmission) with the value set to 1; and
14)	shall start timer TFS1 (SDS retransmission).
***** Next change *****
[bookmark: _Toc510013431]9.3.2.3	Retransmitting SDS message
Upon expiry of timer TFS1 (SDS retransmission), the MCData client:
1)	shall generate a SDS OFF-NETWORK MESSAGE message as specified in subclause 15.1.7. In the SDS OFF-NETWORK MESSAGE message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID;
b)	if:
i)	a one-to-one SDS message is to be sent then, shall set the Recipient MCData user ID IE to the stored target MCData user ID; or
ii)	a group SDS message is to be sent then, shall set the MCData group ID IE to the stored target MCData group ID;
c)	may set the SDS disposition request type IE to the stored the SDS disposition request type as specified in subclause 15.2.3;
d)	shall set the Conversation ID IE to the stored conversation ID as specified in subclause 15.2.9;
e)	shall set the Message ID IE to the stored SDS message ID as specified in subclause 15.2.10;
f)	shall set the Date and time IE to the stored the SDS transmission time as specified in subclause 15.2.8;
g)	may include the InReplyTo message ID IE set to the stored SDS reply ID as specified in subclause 15.2.11;
h)	may include the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7; or
i)	may include the Extended application ID IE set to the stored SDS extended application ID as specified in subclause 15.2.X;
ji)	if end-to-end security is required for a one-to-one communication and the security context does not exist or if the existing security context has expired, shall include the Security parameters IE with security parameters as described in 3GPP TS 33.180 [26];
kj)	if:
i)	end-to-end security is not required for a one-to-one communication, or
ii)	sending the SDS OFF-NETWORK MESSAGE message to a MCData group; 
mayinclude the Payload IE as specified in subclause 15.2.13 with:
i)	the Payload content type to the stored SDS payload type; and
ii)	the Payload data set to the stored SDS payload;
2)	if:
a)	a one-to-one SDS message was sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.1; or
b)	a group SDS message was sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.2;
3)	shall increment the counter CFS1(SDS retransmission) by 1; and
4)	shall start timer TFS1 (SDS retransmission) if the associated counter CFS1 (SDS retransmission) has not reached its upper limit.
***** Next change *****
[bookmark: _Toc510013432]9.3.2.4	Receiving SDS message
Upon receiving an SDS OFF-NETWORK MESSAGE message with a SDS disposition request type IE, the MCData client:
1)	shall store the value of Sender MCData user ID IE as the stored notification target MCData user ID;
2)	shall store the value of Conversation ID IE as the stored conversation ID;
3)	shall store the value of Message ID IE as the stored SDS message ID;
4)	shall store the current UTC time as the stored SDS notification time;
5)	if present, shall store the value of Application ID IE as set to the stored SDS application ID; and
6)	if present, shall store the value of the Extended application ID IE as the stored SDS extended application ID; and
76)	if present, shall store the value of MCData group ID IE to the stored target MCData group ID; and
87)	if the SDS disposition request type IE is set to:
a)	 "DELIVERY" then, shall send a SDS OFF-NETWORK NOTIFICATION message as described in subclause 12.3.2;
b)	 "READ" then, shall send a SDS OFF-NETWORK NOTIFICATION message as described in subclause 12.3.3; or 
c)	 "DELIVERY AND READ" then, shall start timer TFS3 (delivery and read).
NOTE: Duplicate messages (re-transmissions) that are received by the MCData client should not be processed again.
***** Next change *****
[bookmark: _Toc510013506]12.3.2	Sending off-network SDS delivery notification
To send an off-network SDS delivery notification, the MCData client:
1)	shall store "DELIVERED" as the disposition type;
2)	shall generate a SDS OFF-NETWORK NOTIFICATION message as specified in subclause 15.1.8. In the SDS OFF-NETWORK NOTIFICATION message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID as specified in subclause 15.2.15;
b)	shall set the Conversation ID IE as the stored conversation ID as specified in subclause 15.2.9;
c)	shall set the Message ID IE as the stored SDS message ID as specified in subclause 15.2.10;
d)	shall set the Date and time IE as the stored SDS notification time as specified in subclause 15.2.8;
e)	shall set the SDS disposition notification type IE to the stored disposition type as specified in subclause 15.2.5; and
f)	may set the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7; or
g)	may set the Extended application ID IE to the stored extended SDS application ID as specified in subclause 15.2.X.
2)	shall send the SDS OFF-NETWORK NOTIFICATION message to the stored notification target MCData user ID as specified in subclause 9.3.1.1;
3)	shall initialise the counter CFS2 (SDS notification retransmission) with the value set to 1; and
4)	shall start timer TFS2 (SDS notification retransmission).
[bookmark: _Toc510013507]***** Next change *****
12.3.3	Sending off-network SDS read notification
Upon receiving a display indication for the payload to the user or processing of the payload by the target application, the MCData client:
1)	shall store "READ" as the disposition type;
2)	shall store the current UTC time as the stored SDS notification time;
3)	shall generate SDS OFF-NETWORK NOTIFICATION message as specified in subclause 15.1.8. In the SDS OFF-NETWORK NOTIFICATION message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID as specified in subclause 15.2.15;
b)	shall set the Conversation ID IE as the stored conversation ID as specified in subclause 15.2.9;
c)	shall set the Message ID IE as the stored SDS message ID as specified in subclause 15.2.10;
d)	shall set the Data and time IE as the SDS notification time as specified in subclause 15.2.8;
e)	shall set the SDS disposition notification type IE to the stored disposition type as specified in subclause 15.2.5; and
f)	may set the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7; or
g)	may set the Extended application ID IE to the stored extended SDS application ID as specified in subclause 15.2.X. 
4)	shall send the SDS OFF-NETWORK NOTIFICATION message to the stored sender MCData user ID as specified in subclause 9.3.1.1;
5)	shall initialise the counter CFS2 (SDS notification retransmission) with the value set to 1; and
6)	shall start timer TFS2 (SDS notification retransmission).
[bookmark: _Toc510013508]***** Next change *****
12.3.4	Sending off-network SDS delivered and read notification
Upon receiving a display indication for the payload to the user or processing of the payload by the target application, the MCData client:
1)	shall store "DELIVERED AND READ" as the disposition type and stop the timer TFS3 (display and read);
2)	shall store the current UTC time as the stored SDS notification time;
3)	shall generate SDS OFF-NETWORK NOTIFICATION message. In the SDS OFF-NETWORK NOTIFICATION message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID as specified in subclause 15.2.15;
b)	shall set the Conversation ID IE as the stored conversation ID as specified in subclause 15.2.9;
c)	shall set the Message ID IE as the stored SDS message ID as specified in subclause 15.2.10;
d)	shall set the Date and time IE as the SDS notification time as specified in subclause 15.2.8;
e)	shall set the SDS disposition notification type IE to the stored disposition type as specified in subclause 15.2.5; and
f)	may set the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7; or
g)	may set the Extended application ID IE to the stored extended SDS application ID as specified in subclause 15.2.X. 

4)	shall send the SDS OFF-NETWORK NOTIFICATION message to the stored sender MCData user ID as specified in subclause 9.3.1.1;
5)	shall initialise the counter CFS2 (SDS notification retransmission) with the value set to 1; and
6)	shall start timer TFS2 (SDS notification retransmission).
[bookmark: _Toc510013509]***** Next change *****
12.3.5	Off-network SDS notification retransmission
Upon expiry of timer TFS2 (SDS notification retransmission), the MCData client:
1)	shall generate a SDS OFF-NETWORK NOTIFICATION message as specified in subclause 15.1.8. In the SDS OFF-NETWORK NOTIFICATION message, the MCData client:
a)	shall set the Sender MCData user ID IE to its own MCData user ID as specified in subclause 15.2.15;
b)	shall set the Conversation ID IE as the stored conversation ID as specified in subclause 15.2.9;
c)	shall set the Message ID IE as the stored SDS message ID as specified in subclause 15.2.10;
d)	shall set the Date and time IE as the stored SDS notification time as specified in subclause 15.2.8;
e)	shall set the SDS disposition type IE to the stored disposition type as specified in subclause 15.2.5; and
f)	may set the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.78; or
g)	may set the Extended application ID IE to the stored extended SDS application ID as specified in subclause 15.2.X. 
2)	shall send the SDS OFF-NETWORK NOTIFICATION message to the stored sender MCData user ID as specified in subclause 9.3.1.1;
3)	shall increment the counter CFS2 (SDS notification retransmission) by 1; and
4)	shall start timer TFS2 (SDS notification retransmission) if the associated counter CFS2 (SDS notification retransmission) has not reached its upper limit.
***** Next change *****

[bookmark: _Toc510013601]15.1.2	SDS SIGNALLING PAYLOAD message
[bookmark: _Toc510013602]15.1.2.1	Message definition
This message is sent by the UE to other UEs when sending an SDS data payload. This message provides the signalling content related to the SDS data payload. For the contents of the message see Table 15.1.2.1-1.
Message type:	SDS SIGNALLING PAYLOAD
Direction:			UE to other UEs (can be via network)
Table 15.1.2.1-1: SDS SIGNALLING PAYLOAD message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS signalling payload message identity
	Message type
15.2.2
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	21
	InReplyTo message ID
	InReplyTo message ID
15.2.11
	O
	TV
	17

	22
	Application ID
	Application ID
15.2.7
	O
	TV
	2

	8-
	SDS disposition request type
	SDS disposition request type
15.2.3
	O
	TV
	1

	[y]
	Extended application ID
	Extended application ID
15.2.X
	O
	TLV
	3-x



***** Next change *****

[bookmark: _Toc510013607]15.1.5	SDS NOTIFICATION message
[bookmark: _Toc510013608]15.1.5.1	Message definition
This message is sent by the UE to another other UE to share SDS disposition information. For the contents of the message see Table 15.1.5.1-1.
Message type:	SDS NOTIFICATION
Direction:			UE to other UEs (can be via network)
Table 15.1.5.1-1: SDS NOTIFICATION message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS notification message identity
	Message type
15.2.2
	M
	V
	1

	
	SDS disposition notification type
	SDS disposition notification type
15.2.5
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	22
	Application ID
	Application ID
15.2.7
	O
	TV
	2

	[y]
	Extended application ID
	Extended application ID
15.2.X
	O
	TLV
	3-x



***** Next change *****

[bookmark: _Toc510013611]15.1.7	SDS OFF-NETWORK MESSAGE message
[bookmark: _Toc510013612]15.1.7.1	Message definition
This message is sent by the UE to other UEs to share application or user payload in a SDS message. For contents of the message see Table 15.1.7.1-1.
Message type:	SDS OFF-NETWORK MESSAGE
Direction:			UE to other UEs
Table 15.1.7.1-1: SDS OFF-NETWORK MESSAGE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS off-network message message identity
	Message Type
15.2.2
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Number of payloads
	Number of payloads
15.2.12
	M
	V
	1

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	
	Sender MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x

	21
	InReplyTo message ID	
	InReplyTo message ID
15.2.11
	O
	TV
	17

	22
	Application ID
	Application ID
15.2.7
	O
	TV
	2

	8-
	SDS disposition request type
	SDS disposition request type
15.2.3
	O
	TV
	1

	80
	Security parameters
	MCData Protected Payload message
3GPP TS 33.180 [26]
	O
	TV
	32

	81
	MCData group ID
	MCData group ID
15.2.14
	O
	TLV-E
	4-x

	82
	Recipient MCData user ID
	MCData user ID
15.2.15
	O
	TLV-E
	4-x

	78
	Payload
	Payload
15.2.13
	O
	TLV-E
	4-x

	[y]
	Extended application ID
	Extended application ID
15.2.X
	O
	TLV
	3-x



***** Next change *****

[bookmark: _Toc510013613]15.1.8	SDS OFF-NETWORK NOTIFICATION message
[bookmark: _Toc510013614]15.1.8.1	Message definition
This message is sent by the UE to other UEs to share disposition status of a SDS message. For contents of the message see Table 15.1.8.1-1.
Message type:	SDS OFF-NETWORK NOTIFICATION
Direction:			UE to other UEs
Table 15.1.8.1-1: SDS OFF-NETWORK NOTIFICATION message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS off-network notification message identity
	Message type
15.2.2
	M
	V
	1

	
	SDS disposition notification type
	SDS disposition notification type
15.2.5
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	
	Sender MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x

	22
	Application ID
	Application ID
15.2.7
	O
	TV
	2

	[y]
	Extended application ID
	Extended application ID
15.2.X
	O
	TLV
	3-x



***** Next change *****
[bookmark: _Toc510013630]15.2.X	Extended application ID
The purpose of the Extended application ID information element is to uniquely identify the application for which the payload is intended when the format of the identifier used is not the format available in the Application ID. 
The Extended application ID information element is coded as shown in Figure 15.2.X-1, Table 15.2.X‑1, Table 15.2.X‑2 and Table 15.2.X-3.
The Extended application ID information element is a type 4 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Extended application ID IEI
	octet 1

	Length of Extended application ID contents
	octet 2

	
Extended application ID contents
	octet 3

octet n


Figure 15.2.X-1: Extended application ID value
Table 15.2.X-1: Extended application ID contents
	8
	7
	6
	5
	4
	3
	2
	1
	

	Extended application ID content type
	octet 3

	
	octet 4

	Extended application ID data
	

	
	octet n



Table 15.2.X-2: Extended application ID content type
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	TEXT

	0
	0
	0
	0
	0
	0
	1
	0
	
	URI

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



Table 15.2.X-3: Extended application ID data
	Extended application ID data is included in octet 4 to octet n; Max value of 254 octets.

Extended application ID data contains a value that uniquely identifies the destination application, encoded in the format specified by Extended application ID content type.

A URI is encoded as specified in IETF RFC 3986 [x].




