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1. Introduction
<Introduction part >

2. Reason for Change
The access attempt triggered by the ESFB procedure should be categorized as the access category for emergency, i.e. access category #2.
The start of the emergency service triggered by the ESFB is obvious. In case the UE is directed to the E-UTRA/5GC, the stop of the emergency service is also obvious: the release of the emergency PDU session.
On the other hand, if the UE is directed to the EPS, the stop of the emergency service should be the completion of the service request. In this case, there is no requirement to avoid double barring in the EPS.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 V1.1.1.
* * * First Change * * * *

4.5.2
Determination of the access identities and access category associated with a request for access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.

The set of the access identities applicable for the request is determined by the UE in the following way:

a)
for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and

b)
if none of the above access identities is applicable, then access identity 0 is applicable.

Table 4.5.2.1: Access Identities (according to 3GPP TS 22.261 [3], table 6.22.2.2-1)

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, visited PLMNs of the home country, and configured visited PLMNs outside the home country.

NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI.


The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid when the UE is not in the country of its HPLMN (see 3GPP TS 23.122 [5]). Processing of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.

Editor's note:
Need to clarify whether access identity 1 is considered valid prior to UE receipt of the REGISTRATION ACCEPT message.

In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.

Table 4.5.2.2: Mapping table for access categories

	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categories for the current PLMN, and access attempt is matching criteria of an operator-defined access category
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for delay tolerant service, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish user-plane resources for such a PDU session. This further includes the service request procedure initiated with a SERVICE REQUEST message including the Service type IE set to "emergency services fallback".
NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.

NOTE 4:
This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS.


* * * Next Change * * * *

4.5.5
Exception handling and avoiding double barring

There are several services for which the NAS needs to be informed when the service starts and stops,

-
because, while the service is ongoing, the mapping of other access attempts to a specific access category can be affected; and

-
in order to avoid double barring at the start of these services.

These services are:

a)
emergency service;

b)
MMTEL voice;

c)
MMTEL video;

d)
SMSoIP; and

e)
SMS over NAS.

The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to register for emergency services or to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session". It considers the emergency service as stopped when this PDU session is released. 
In addition, the UE considers an emergency service a) as started when the 5GMM receives a request for emergency services from the upper layer and performs emergency services fallback as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9]. In this case, the UE considers the emergency service as stopped when:

-
the PDU session for emergency services established during the emergency services fallback is released if the UE has moved to an E-UTRA cell connected to 5GCN; or
-
the service request procedure involved in the emergency services fallback is completed otherwise.
While an emergency service a) is ongoing, any access attempt triggered by the initiation of a registration, de-registration or service request procedure is mapped to access category 2 = emergency.

Once the emergency service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:

-
any service request procedure related to the PDU session associated with request type = "initial emergency request" or "existing emergency PDU session"; and

-
any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.

NOTE 1:
Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.

Editor's note:
If MT LCS are used during an emergency service to locate the UE, the 5GMM will transfer LCS messages to the network. It is FFS based on which criteria the UE will determine to skip access control for these messages.

For services b) to e) the 5GMM receives explicit start and stop indications from the upper layers.

Editor's note:
Whether explicit start and stop indications for SMS over NAS need to be defined is FFS.

Once the service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:

-
for services b), c) and d), any service request procedure related to the PDU session established for DNN = "IMS"; and

Editor's note:
It has been observed that some operators use an APN different from "IMS" for SMSoIP. How to handle that case when a DNN different from "IMS" is used, is FFS.

-
for services b), c), d) and e), any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.

While an MMTEL voice call is ongoing:

-
any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 4; and

-
any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 4.

While an MMTEL video call is ongoing and no MMTEL voice call is ongoing:

-
any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 5; and

-
any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 5.

While an SMS over IMS is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing: 

-
any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 6; and

-
any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 6.

While an SMS over NAS is ongoing, no SMS over IMS is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing: 

-
any:

1)
service request procedure; or

2)
registration procedure;


initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 6.

NOTE 2:
Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.

If an access category is determined and the access control checking is skipped, the NAS shall determine the establishment cause from one or more determined access identities and the access category as specified in subclause 4.5.6, the NAS shall initiate the procedure to send the initial NAS message for the access attempt and shall provide the establishment cause to lower layers.
