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1. Introduction
There is an Editor's Note in 24.502 subclause 5.3 on WLAN selection procedure:
Editor's note:
WLAN selection procedure is FFS.
According to TS 23.503, ANDS policy shall contain one or more WLANSP rules as defined in 23.402 :

The Access Network Discovery & Selection policy shall contain one or more WLAN Selection Policy (WLANSP) rules defined in section 4.8.2.1.6 of 3GPP TS 23.402 [9] 

Table 6.6.X-1: Access Network Discovery & Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	WLANSP rules
	1 or more WLANSP rules as specified in 4.8.2.1.6 of 3GPP TS 23.402 [9]
	Mandatory
	Yes
	UE context


Although the WLANSP parameters are mostly the same as WLANSP rules specified in TS 23.402, there are some differences in WLANSP rule processing. High level principles include: 

- When the UE is roaming, the UE gives priority to the valid WLANSP rules from the VPLMN
The UE may be provisioned with multiple valid WLANSP rules (by the HPLMN and by the VPLMN when the UE is roaming). A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).

When the UE is in the home the UE uses the valid WLANSP rules from the home PLMN to select an available WLAN. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid WLANSP rules from the VPLMN.
- When the UE is roaming, the UE gives priority to the valid WLANSP rules from the VPLMN
The UE determines the most preferred WLAN access network using WLANSP policies when a WLAN access network cannot be selected based on user preferences (e.g. when there are no user preferences or when there is no user-preferred WLAN access network available).

- When there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order
The UE constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the valid WLANSP rule(s). When there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule.

It is proposed to specify WLAN selection procedure based on stage 2 requirements for WLAN selection as specified in TS 23.503.
2. Reason for Change

Specify WLAN selection procedure.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.502.
* * * First Change * * * *
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5.3.2
WLAN selection procedure


5.3.2.1
General

The purpose of the WLAN selection procedure is to create a prioritized list of selected WLAN(s).

The UE shall perform WLAN selection based on the user preferences and WLANSP information (see subclause 5.3.2.2). User preferences take precedence over the WLANSP information.  
The user preferences are used to select between the automatic WLAN selection procedure or the manual WLAN selection procedure:
1)
if user preferences are present, the UE shall determine the prioritized list of selected WLAN(s) using the manual mode WLAN selection procedure (see subclause 5.3.2.3); and
2)
if user preferences are not present or if there is no user-preferred WLAN access network available, the UE shall determine the prioritized list of selected WLAN(s) using the automatic mode WLAN selection procedure (see subclause 5.3.2.4).

5.3.2.2
WLANSP information

The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network. The UE may be provisioned with WLANSP rules from multiple PLMNs.

Each WLANSP rule includes the following information (see 3GPP TS 23.402 [x]):

-
Validity conditions, i.e. conditions indicating when the provided rule is valid. The validity conditions can include the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.

-
One or more groups of WLAN selection criteria in priority order. Each group contains one or more criteria that should be fulfilled by a WLAN access network in order to be eligible for selection. 

A WLAN access network meets a group of selection criteria when it concurrently fulfills all the criteria in the group.

5.3.2.3
Manual mode WLAN selection
The UE creates a prioritized list of available WLAN(s). The creation of the prioritized list is implementation specific.
5.3.2.4
Automatic mode WLAN selection
The UE shall first determine valid WLANSP rules for WLAN selection:

1)
if the UE is in its home network, the UE shall use the valid WLANSP rules from the HPLMN; 

2)
if the UE is in the visiting network, the UE may have valid WLANSP policies from both the VPLMN and the HPLMN. WLANSP rules from the HPLMN will have lower priority from the WLANSP rules from the VPLMN; and
The UE shall then determine the selected WLAN(s) according to the following steps:

1)
use the procedures specified in the IEEE 802.11-2012 [y] to discover the available WLANs. The UE may perform ANQP procedures as specified in the IEEE 802.11-2012 [y] or the Hotspot 2.0 [z] to discover the attributes and capabilities of available WLANs; and 
2)
compare the attributes and capabilities of the available WLANs with the group of selection criteria of the valid WLANSP rules and construct a prioritized list of available WLANs that fulfill the selection criteria. 
a)
when there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule;
b)
if HomeNetworkInd is not set to "1" in the included group of selection criteria, within a valid WLANSP rule, the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs. If there are multiple highest priority selection criteria, it is up to the UE implementation which one to use; and
c)
if HomeNetworkInd is set to "1" in the included group of selection criteria, then the UE shall create a list of available WLANs that directly interwork with the home operator and shall apply the group of selection criteria to all the WLANs in this list. A WLAN is included in this list, if
-
the other selection criteria in the active WLANSP rule are met; and

-
the domain name list (see IEEE 802.11-2012 [y]) includes:

i)
the home domain name derived from its IMSI; or

ii)
the domain name derived from its list of equivalent PLMNs.

d)
for both b) and c) above, the priority of a WLAN in the available WLANs list is set to the WLAN priority defined in the preferredSSIDlist of the matching selection criteria. There may be one or more selected WLANs in the list. 

* * * End Change * * * *

