
* * * First Change * * * *

10.1.1.3.1.1
On demand prearranged group call

In the procedures in this subclause:

1)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

2)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

3)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
4)
The IWF does not receive any incoming SIP INVITE requests. The IWF generates them on behalf of LMR users. 
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <session-type> element set to a value of "prearranged", or in the case where the IWF needs to start an on demand prearranged group call, the participating MCPTT function:
NOTE 1:
Steps 1 through 7 are not applicable to the IWF. As if future maintainers will notice this note when updating step 7 for example.
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 2:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to accept the request.
2)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;

NOTE 3:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not authorised to initiate prearranged group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;

4)
shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

5)
shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as specified in the <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [50]) has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
NOTE 4:
If the SIP INVITE request contains an emergency indication or an imminent peril indication, the participating MCPTT function can by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user. Alternatively, a lower priority session of the MCPTT user could be terminated to allow for the new session.
6)
if the user identified by the MCPTT ID is not affiliated to the group identified in the "SIP INVITE request for originating participating MCPTT function" as determined by subclause 9.2.2.2.11 and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;
7)
if the actions for implicit affiliation specified in step 6) above were performed but not successful in affiliating the MCPTT user due to the MCPTT user already having N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.

NOTE 5:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.379 [3].

NOTE 6:
if the SIP INVITE request contains an emergency indication set to a value of "true" or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.
8)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the SIP INVITE request, or, in the case of the IWF acting as the partipating function, the group identity of the group on which the call is to be originated;

NOTE 7:
The public service identity can identify the controlling MCPTT function in the primary MCPTT system or a partner MCPTT system.

NOTE 8:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current release.
9)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3; In the case of the IWF acting as the participating function, shall generate a SIP INVITE request as specified in subclause 6.3.4.1.4 wherein the IWF performs the role of the non-controlling server, and shall perform the following additional steps:
a)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

b)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
c)
if the group identity can be determined to be a TGI and if the IWF can associate the TGI with a MCPTT group ID, the <associated-group-id> element of the <mcptt-Params> element of the <mcpttinfo> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to the MCPTT group ID;
NOTE 9:
The text "can associate the TGI with a MCPTT group ID" means that the IWF is able to determine that there is a constituent group of the temporary group of which the user is a member.

NOTE 10:
The IWF is informed about temporary groups and regouping of MCPTT groups controlled in the MCPTT system that its user is a member of as specified in 3GPP TS 24.481 [x].

e) 
may insert the calling user's location information into an application/vnd.3gpp.mcptt-location-info+xml MIME body to be included in the outgoing SIP request; and
10)
shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the group identity which was present in the incoming SIP INVITE request; In the case of the IWF acting as the participating function, with the group identity to which the call is being originated.
11)
shall not copy the following header fields from the incoming SIP INVITE request to the outgoing SIP INVITE request, if they were present in the incoming SIP INVITE request:

a)
Answer-Mode header field as specified in IETF RFC 5373 [18]; and

b)
Priv-Answer-Mode header field as specified in IETF RFC 5373 [18];
12)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request to the MCPTT ID of the calling user;
13)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCPTT client as specified in subclause 6.3.2.1.1.1. In the case of the IWF acting as the participating function, shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, where the IWF takes the role of the MCPTT client;
14)
if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in clause F.3 and if not already copied, shall copy the contents of the application/vnd.3gpp.mcptt-location-info+xml MIME body received in the SIP INVITE request into an application/vnd.3gpp.mcptt-location-info+xml MIME body included in the outgoing SIP request; In the case of the IWF acting as the participating function, the IWF may insert the calling user's location information into an application/vnd.3gpp.mcptt-location-info+xml MIME body to be included in the outgoing SIP request;
15)
if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; This step doesn’t apply to the IWF acting as the participating function and
NOTE 11:
The participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.
16)
shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 302 (Moved Temporarily) response to the above SIP INVITE request, the participating MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.10. In the case of the IWF acting as the participating function, occurrances of "incoming SIP INVITE" in subclause 6.3.2.1.10 shall be replaced by "original IWF generated SIP INVITE";

2)
shall include an SDP offer based upon the SDP offer in the received SIP INVITE request from the MCPTT client as specified in subclause 6.3.2.1.1.1. In the case of the IWF acting as the participating function, shall include an SDP offer basedup the SDP offer in the SIP INVITE request generated by the IWF in the step above; and

3)
shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response in response to the above SIP INVITE request, the participating MCPTT function:
Steps 1 through 6 do not apply to the IWF.

1)
if the received SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <MKFC-GKTPs> element, shall perform the procedures in subclause 6.3.2.3.2;
2)
shall generate a SIP 200 (OK) response as in subclause 6.3.2.1.5.2 with the clarification that if an <MKFC-GKTPs> element was contained in the received SIP 200 (OK) response it is not included in the generated SIP 200 (OK) response;

NOTE 9:
If an <MKFC-GKTPs> element is received, the participating MCPTT function essentially ignores it and does not forward it, resulting in unicast media plane transmission being used for the originating client.

3)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

4)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

5)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

6)
shall include an MCPTT session identity mapped to the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;
7)
if the procedures of subclause 9.2.2.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 9.2.2.2.13; ICI, if the LMR user is not affiliated to the group and the participating IWF function has received a SIP 2xx response from the controlling MCPTT function, the participating IWF function can note the user as affiliated.
8)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]. This step does not apply to the IWF;

9)
shall interact with Media Plane as specified in 3GPP TS 24.380 [5]. ICI, the IWF interacts with the Media Plane in the role of the participating server; and
Editor's note:
Procedures done by the client upon reception of the 2xx may need to be performed here by the IWF on behalf of the client, such as tracking the emergency state. See subclause 10.1.1.2.1.1.
10)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function, but not the IWF:

1)
shall generate a SIP response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP response;

3)
shall forward the SIP response to the MCPTT client according to 3GPP TS 24.229 [4]; and
4)
if the implicit affiliation procedures of subclause 9.2.2.2.12 were invoked in this procedure, shall perform the procedures of subclause 9.2.2.2.14;
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the IWF:
1)
if the LMR user was not affiliated to the group at the start of the present procedure, the participating IWF function notes the user as unaffiliated;
2)
if the MCPTT emergency group call state for the LMR user is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

3)
if the MCPTT imminent peril group call state for the LMR user is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted"; and
Editor's note:
we may want to remove this step and the preceding step and restore them when the emergency feature is added.
4)
the IWF shall perform the actions specified in subclause 6.2.8.1.5 where the IWF acts as the MCPTT client on behalf of its LMR user.

The IWF, on receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF shall follow the actions specified in subclause 6.2.8.1.13 where the IWF performs the role of the MCPTT client on behalf of its user.
