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1. Introduction
The present contribution suggests a default value and a maximum value for the RQ timer controlling the lifetime of  derived QoS rules.
It also corrects some details in the description of the reflective QoS handling.
2. Reason for Change
1) Currently the specification of the reflective QoS handling in TS 24.501 is referring to a standardized default value for the RQ timer, but no such value has been defined.
In our understanding, the typical use case for reflective QoS is a temporary, shortlived flow of user data in DL direction followed by a similar uplink response; in some cases this maybe followed by a second exchange of the same kind. We assume that for most of these use cases a default value of 1 minute for the lifetime of the derived QoS rule is sufficient to cover on the UE side the time interval betweeen receipt of the DL packet carrying the RQI flag and transmission of the UL response. If a specific application requires a longer lifetime, the network can explicit signal a longer RQ timer value.
2) The RQ timer value to be used for a PDU session can be signalled by the network by means of the GPRS timer IE. This IE enables the network to signal timer values up to ~3h. In our view this is much longer than a reasonable lifetime for a derived QoS rule; therefore, we propose to limit the value range to 30 min.
3) It is also suggested to assign a proper name, T3583, to the timer instance controlling the lifetime of a specific derived QoS rule. Currently, this timer is referred to as "timer X".
[bookmark: _GoBack]4) At the last meeting, CT1 agreed (in C1-182646) that when the value of the RQ timer is set to "deactivated" or has a value of zero, "the UE considers that RQoS is not applied for this PDU session." It is proposed to clarify in more detail in subclause 6.2.5.1.4 that for this case the UE does not need to perform the DL packet header inspection and derivation of UL packet filters typical for RQoS.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501, v 1.1.1.


* * * First Change * * * *
6.2.5.1.1.3	Derived QoS rules
Derived QoS rules are applicable only for PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type.
The reflective QoS in the UE creates derived QoS rules associated with a PDU session based on DL user data packets received via the PDU session.
Each derived QoS rule contains: 
a)	a QoS flow identifier (QFI);
b)	a packet filter for UL direction; and
c)	a precedence value of 80 (decimal).
NOTE:	On the network side, the corresponding QoS rule can be associated with a different precedence value in the range from 70 to 99 (decimal).
Within a PDU session:
a)	there can be zero, one or more derived QoS rules associated with a given QFI; and
b)	there can be up to one derived QoS rule associated with a given packet filter for UL direction.
In the UE, a timer T3583X runs for each derived QoS rule.
Editor's note:	Creation and maintaining of derived QoS rules generates additional requirements for the UE processing capacity. The UE can support only a limited number of concurrent derived QoS rules. Whether the maximum number of concurrent derived QoS rules should be standardized or implementation specific is FFS.
Editor's note:	The UE actions when the maximum number of concurrent derived QoS rules is exceeded (e.g. whether the UE deletes the least used derived QoS rule or stop deriving new QoS rules etc.) is FFS.

6.2.5.1.4	Reflective QoS
[bookmark: _Toc508877091]6.2.5.1.4.1	General
The UE may support reflective QoS.
If the UE supports the reflective QoS, the UE shall support the procedures in the following subclauses.
The reflective QoS is applicable in a PDU session of IPv4, IPv6, IPv4v6 and Ethernet PDU session type. The reflective QoS is not applicable in a PDU session of Unstructured PDU session type.
[bookmark: _Toc508877092]6.2.5.1.4.2	Derivation of packet filter for UL direction from DL user data packet
If tThe UE needs to shall derive a packet filter for UL direction from the DL user data packet (see subclause 6.2.5.1.4.3 and 6.2.5.1.4.3), it shall proceed as follows:
a)	if the received DL user data packet belongs to a PDU session of IPv4 or IPv4v6 PDU session type and is an IPv4 packet and:
1)	the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31];
2)	the protocol field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [30]; or
3)	the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;
	then the packet filter for UL direction contains the following packet filter components:
1)	an IPv4 remote address component set to the value of the source address field of the received DL user data packet;
2)	an IPv4 local address component set to the value of the destination address field of the received DL user data packet;
3)	a protocol identifier/next header type component set to the value of the protocol field of the received DL user data packet;
4)	if the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31] or UDP as specified in IETF RFC 768 [30]:
i)	a single local port type component set to the value of the destination port field of the received DL user data packet; and
ii)	a single remote port type component set to the value of the source port field of the received DL user data packet; and
5)	if the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35]:
i)	a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;
	otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;
b)	if the received DL user data packet belongs to a PDU session of IPv6 or IPv4v6 PDU session type and is an IPv6 packet and:
1)	the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31];
2)	the last next header field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [30]; or
3)	the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;
	then the packet filter for UL direction contains the following packet filter components:
1)	an IPv6 remote address/prefix length component set to the value of the source address field of the received DL user data packet;
2)	an IPv6 local address/prefix length component set to the value of the destination address field of the received DL user data packet;
3)	a protocol identifier/next header type component set to the value of the last next header field of the received DL user data packet;
4)	if the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31] or UDP as specified in IETF RFC 768 [30]:
i)	a single local port type component set to the value of the destination port field of the received DL user data packet; and
ii)	a single remote port type component set to the value of the source port field of the received DL user data packet; and
5)	if the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35]:
i)	a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;
	otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;
c)	if the received DL user data packet belongs to a PDU session of Ethernet PDU session type, the packet filter for UL direction contains the following packet filter components: 
1)	a destination MAC address component set to the source MAC address of the received DL user data packet;
2)	a source MAC address component set to the destination MAC address of the received DL user data packet;
3)	if an 802.1Q C-TAG is included in the received DL user data packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL user data packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL user data packet;
4)	if an 802.1Q S-TAG is included in the received DL user data packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL user data packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL user data packet;
5)	If the Ethertype field of the received DL user data packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL user data packet;
6)	if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet a) above; and
7)	if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet b) above; and
d)	if the received DL user data packet belongs to a PDU session of PDU session type other than Ethernet, IPv4, IPv6 and IPv4v6, it is not possible to derive a packet filter for UL direction from the DL user data packet.
[bookmark: _Toc508877093]6.2.5.1.4.3	Creating a derived QoS rule by reflective QoS in the UE
If RQoS is applicable for a PDU session, the UE receives a DL user data packet marked with a QFI and an RQI, and the DL user data packet belongs to a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, then the UE shall derive a packet filter for UL direction from the DL user data packet as specified in subclause 6.2.5.1.4.2. and If the UE does not have a derived QoS rule with the same packet filter for UL direction as the new derived packet filter for UL direction derived from the DL user data packet as specified in subclause 6.2.5.1.4.2, then the UE shall create a new derived QoS rule as follows:
a)	the QFI of the derived QoS rule is set to the received QFI;
b)	the precedence value of the derived QoS rule is set to 80 (decimal); and
c)	the packet filter for UL direction of the derived QoS rule is set to the derived packet filter for UL direction;
and the UE shall start the timer T3583X associated with the derived QoS rule with the RQ timer value last received during the UE-requested PDU session establishment procedure of the PDU session (see subclause 6.4.1) or the network-requested PDU session modification procedure of the PDU session (see subclause 6.4.2). If the RQ timer value was received neither in the UE-requested PDU session establishment procedure of the PDU session nor in any network-requested PDU session modification procedure of the PDU session, the default standardized RQ timer value is used.
Editor's note: FFS what is the default standardized RQ timer value.
[bookmark: _Toc508877094]6.2.5.1.4.4	Updating a derived QoS rule by reflective QoS in the UE
If RQoS is applicable for a PDU session, the UE receives a DL user data packet associated with a QFI and an RQI, and the DL user data packet belongs to a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, then the UE shall derive a packet filter for UL direction from the DL user data packet as specified in subclause 6.2.5.1.4.2. and If the UE has a derived QoS rule with the same packet filter for UL direction as the new derived packet filter for UL direction derived from the DL user data packet as specified in subclause 6.2.5.1.4.2, then the UE shall update the derived QoS rule as follows: 
a)	the UE shall re-start the timer T3583X associated with the derived QoS rule with the RQ timer value last received during the UE-requested PDU session establishment procedure of the PDU session (see subclause 6.4.1) or the network-requested PDU session modification procedure of the PDU session (see subclause 6.4.2). If the RQ timer value was received neither in the UE-requested PDU session establishment procedure of the PDU session nor in any network-requested PDU session modification procedure of the PDU session, the default standardized RQ timer value is used; and
b)	if the QFI value associated with the DL user data packet is different from the QFI value stored for the derived QoS rule, the UE shall replace the QFI value stored for the derived QoS rule with the new QFI value for the derived QoS rule.
Editor's note:	FFS what is the default standardized RQ timer value.
[bookmark: _Toc508877095]6.2.5.1.4.5	Deleting a derived QoS rule in the UE
Upon expiration of timer T3583X associated with a derived QoS rule, the UE shall remove the derived QoS rule.
Upon release of the PDU session, the UE shall remove the derived QoS rule(s) associated with the PDU session.
[bookmark: _Toc508877096]When a derived QoS rule is deleted, the timer T3583X associated with the derived QoS rule shall be stopped.
6.2.5.1.4.6	Ignoring RQI in the UE
If the UE receives an DL user data packet marked with a QFI and an RQI and it is not possible to derive a packet filter for UL direction from the DL user data packet as specified in subclause 6.2.5.1.4.2, the UE shall ignore the RQI and shall handle the received DL user data packet.
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* * * Next Change * * * *
10.3	Timers of 5GS session management
Timers of 5GS session management are shown in table 10.3.1 and table 10.3.2.
Table 10.3.1: Timers of 5GS session management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	T3580
	TBD
	TBD
	Transmission of PDU SESSION ESTABLISHMENT REQUEST message
	PDU SESSION ESTABLISHMENT ACCEPT message received or
PDU SESSION ESTABLISHMENT REJECT message received
	Retransmission of PDU SESSION ESTABLISHMENT REQUEST message

	T3581
	TBD
	TBD
	Transmission of PDU SESSION MODIFICATION REQUEST message
	PDU SESSION MODIFICATION COMMAND message with the same PTI is received or PDU SESSION MODIFICATION REJECT message received
	Retransmission of PDU SESSION MODIFICATION REQUEST message

	T3582
	TBD
	TBD
	Transmission of PDU SESSION RELEASE REQUEST message
	PDU SESSION RELEASE COMMAND message with the same PTI is received or PDU SESSION RELEASE REJECT message received
	Retransmission of PDU SESSION RELEASE REQUEST message

	T3583
	Default 1 min.
NOTE 2
	PDU SESSION ACTIVE
	UE creates or updates a derived QoS rule
	UE deletes the derived QoS rule (see subclause 6.2.5.1.4.5)
	On 1st expiry: Deletion of the derived QoS rule

	NOTE 1:	Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
NOTE 2:	The network may provide the value of this timer applicable to the derived QoS rules of a specific PDU session as RQ timer value in the PDU SESSION ESTABLISHMENT ACCEPT message and PDU SESSION MODIFICATION COMMAND message. The maximum value of the timer is 30 min. If the network indicates a value greater than the maximum value, then the UE shall use the maximum value.



Table 10.3.2: Timers of 5GS session management – SMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	T3590
	TBD
	TBD
	Transmission of PDU SESSION AUTHENTICATION COMMAND message
	PDU SESSION AUTHENTICATION COMPLETE message received
	Retransmission of PDU SESSION AUTHENTICATION COMMAND message

	T3591
	TBD
	TBD
	Transmission of PDU SESSION MODIFICATION COMMAND message
	PDU SESSION MODIFICATION COMPLETE message received or PDU SESSION MODIFICATION COMMAND REJECT message received
	Retransmission of PDU SESSION MODIFICATION COMMAND message

	T3592
	TBD
	TBD
	Transmission of PDU SESSION RELEASE COMMAND message
	PDU SESSION RELEASE COMPLETE message received or
N1 SM delivery skipped indication received
	Retransmission of PDU SESSION RELEASE COMMAND message

	T3593
	TBD (NOTE 2)
	TBD
	Reception of PDU SESSION MODIFICATION COMPLETE message for transmitted PDU SESSION MODIFICATION COMMAND message where the PDU SESSION MODIFICATION COMMAND message included 5GSM cause #39.
	PDU SESSION RELEASE REQUEST message received.
	Network-requested PDU session release procedure performed.

	NOTE 1:	Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
NOTE 2:	If the PDU Session Address Lifetime value is sent to the UE in the PDU SESSION MODIFICATION COMMAND message then timer T3593 shall be started with the same value, otherwise it shall use a default value.
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