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1. Introduction
SA2 has approved S2-184544 (CR 0169) at SA2 #127. As part of this contribution the UE should (previously “shall”) indicate support for reflective QoS upon PDU Session establishment. Further, the UE may not be able to support reflective QoS due to exceptional circumstances, in which case it may revoke previously indicated support for reflective QoS. 
2. Reason for Change
2.1 The following changes were approved in S2-184544.

5.7.5
Reflective QoS

5.7.5.1
General

…. <snip>
If the 3GPP UE supports Reflective QoS functionality, the UE should indicate support of Reflective QoS to the network (i.e. SMF) during the PDU Session Establishment.
NOTE 1: The logic driving a supporting UE under exceptional circumstances to not indicate Reflective QoS support in PDU Session Establishment is implementation dependent.

Under exceptional circumstances, which are UE implementation dependent, the UE may decide to revoke previously indicated support for Reflective QoS using the PDU Session Modification procedure. In such a case the UE shall not indicate support for Reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.
Corresponding stage-3 changes are included herein.

2.2 In 3GPP TS 24.501, v1.1.1 the terms “reflective QoS” and “Reflective QoS” are both used. It is proposed to only use the term “reflective QoS” consistently.

2.3 5GSM Capability IE is defined in subclause 9.8.4.1 as opposed to subclause 9.8.4.2
2.4 The current wording of the first sentence in subclause 6.2.5.1.4.2 ("The UE shall derive a packet filter for UL direction from a DL user data packet as follows: ..") can be misinterpreted so that the UE needs to perform this packet filter derivation for each DL user data packet. It is proposed to clarify that the UE needs to do the derivation only if the DL user data packet is marked with a QFI and an RQI.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501, v1.1.1
* * * First Change * * * *

6.2.5.1.4
Reflective QoS

6.2.5.1.4.1
General

The UE may support reflective QoS.

If the UE supports the reflective QoS, the UE shall support the procedures in the following subclauses.
The reflective QoS is applicable in a PDU session of IPv4, IPv6 and Ethernet PDU session type. The reflective QoS is not applicable in a PDU session of Unstructured PDU session type.

If the UE is unable to use reflective QoS for a PDU session it shall revoke the previously indicated support for reflective QoS using the PDU Session Modification procedure.
NOTE: The decision to revoke the use of reflective QoS is implementation dependent
* * * Next Change * * * *

6.2.5.1.4.5
Deleting a derived QoS rule in the UE

Upon expiration of timer X associated with a derived QoS rule, the UE shall remove the derived QoS rule.

Upon release of the PDU session, the UE shall remove the derived QoS rule(s) associated with the PDU session.

Upon revocation of previously indicated support for reflective QoS for a PDU session, the UE shall remove the derived QoS rule(s) associated with the PDU session.
When a derived QoS rule is deleted, the timer X associated with the derived QoS rule shall be stopped.

* * * Next Change * * * *

6.2.5.1.4.2
Derivation of packet filter for UL direction from DL user data packet

If the UE receives a DL user data packet marked with a QFI and an RQI, the UE shall derive a packet filter for UL direction from the DL user data packet as follows:
a)
if the received DL user data packet belongs to a PDU session of IPv4 or IPv4v6 PDU session type and is an IPv4 packet and:

1)
the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31];

2)
the protocol field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [30]; or

3)
the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;


then the packet filter for UL direction contains the following packet filter components:

1)
an IPv4 remote address component set to the value of the source address field of the received DL user data packet;

2)
an IPv4 local address component set to the value of the destination address field of the received DL user data packet;

3)
a protocol identifier/next header type component set to the value of the protocol field of the received DL user data packet;

4)
if the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31] or UDP as specified in IETF RFC 768 [30]:

i)
a single local port type component set to the value of the destination port field of the received DL user data packet; and

ii)
a single remote port type component set to the value of the source port field of the received DL user data packet; and

5)
if the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35]:

i)
a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;

otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;

b)
if the received DL user data packet belongs to a PDU session of IPv6 or IPv4v6 PDU session type and is an IPv6 packet and:

1)
the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31];

2)
the last next header field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [30]; or

3)
the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;


then the packet filter for UL direction contains the following packet filter components:

1)
an IPv6 remote address/prefix length component set to the value of the source address field of the received DL user data packet;

2)
an IPv6 local address/prefix length component set to the value of the destination address field of the received DL user data packet;

3)
a protocol identifier/next header type component set to the value of the last next header field of the received DL user data packet;

4)
if the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [31] or UDP as specified in IETF RFC 768 [30]:

i)
a single local port type component set to the value of the destination port field of the received DL user data packet; and

ii)
a single remote port type component set to the value of the source port field of the received DL user data packet; and

5)
if the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [35]:

i)
a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;

otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;

c)
if the received DL user data packet belongs to a PDU session of Ethernet PDU session type, the packet filter for UL direction contains the following packet filter components: 

1)
a destination MAC address component set to the source MAC address of the received DL user data packet;

2)
a source MAC address component set to the destination MAC address of the received DL user data packet;

3)
if an 802.1Q C-TAG is included in the received DL user data packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL user data packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL user data packet;

4)
if an 802.1Q S-TAG is included in the received DL user data packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL user data packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL user data packet;

5)
If the Ethertype field of the received DL user data packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL user data packet;

6)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet a) above; and

7)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet b) above; and

d)
if the received DL user data packet belongs to a PDU session of PDU session type other than Ethernet, IPv4, IPv6 and IPv4v6, it is not possible to derive a packet filter for UL direction from the DL user data packet.

* * * Next Change * * * *

6.3.2.2
Network-requested PDU session modification procedure initiation
In order to initiate the network-requested PDU session modification procedure, the SMF shall create a PDU SESSION MODIFICATION COMMAND message.
If the authorized QoS rules of the PDU session is modified, the SMF shall set the authorized QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS rules of the PDU session.

If the session-AMBR of the PDU session is modified, the SMF shall set the selected Session-AMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-AMBR of the PDU session.

If interworking to EPS is supported for the PDU session context and if the mapped EPS bearer contexts of the PDU session is modified, the SMF shall set the mapped EPS bearer contexts IE of the PDU SESSION MODIFICATION COMMAND message to the mapped EPS bearer contexts of the PDU session. If the association between a QoS flow and the mapped EPS bearer context is changed, the SMF shall set the EPS bearer identity parameter in QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the new EPS bearer identity associated with the QoS flow.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the PDU SESSION MODIFICATION REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and may include the RQ timer IE set to an RQ timer value in the PDU SESSION MODIFICATION COMMAND message.

If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the PDU SESSION MODIFICATION REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS not supported", wherein the UE is revoking the previously indicated support of reflective QoS, the SMF shall consider that reflective QoS is not supported for QoS flows belonging to this PDU session for its remaining lifetime.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to the PTI of the PDU SESSION MODIFICATION REQUEST message received as part of the UE-requested PDU session modification procedure.
If the network-requested PDU session modification procedure is not triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to "No procedure transaction identity assigned".
If the selected SSC mode of the PDU session is "SSC mode 3" and the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the SMF shall include 5GSM cause #39 "reactivation requested" , in the PDU SESSION MODIFICATION COMMAND message, and may include the PDU session address lifetime in a PDU session address lifetime PCO parameter in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message.
The SMF shall send the PDU SESSION MODIFICATION COMMAND message, and the SMF shall start timer T3591 (see example in figure 6.3.2.2.1).

NOTE:
If the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the reallocation requested indication indicating whether the SMF is to be reallocated or the SMF is to be reused is provided to the AMF.
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Figure 6.3.2.2.1: Network-requested PDU session modification procedure
* * * Next Change * * * *

6.4.2
UE-requested PDU session modification procedure

6.4.2.1
General
The purpose of the UE-requested PDU session modification procedure is to enable the UE to request modification of a PDU session or to indicate a change of 3GPP PS data off UE status for a PDU session. The UE shall not request a PDU session modification for an LADN when the UE is located outside the LADN service area. If the UE supports reflective QoS, and the UE is operating in single-registration mode with N26 interface supported in the network, the UE shall initiate this procedure to:
a)
indicate the support of reflective QoS after an inter-system change from S1 mode to N1 mode; or
b)
revoke the previously indicated support for reflective QoS.
* * * Next Change * * * *

6.4.2.2
UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.
The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session.
The UE shall not perform the UE-requested PDU session modification procedure for a PDU session for LADN when the UE is located outside the LADN service area.

If the UE requests a specific QoS handling, the UE shall include the requested QoS rules IE indicating requested QoS rules for the specific QoS handling.
If the UE is performing the PDU session modification procedure to indicate the support of reflective QoS after an inter-system change from S1 mode to N1 mode, the UE should set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to revoke the previously indicated support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
To indicate a change of 3GPP PS data off UE status associated to a PDU session, the UE shall include the extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and set the 3GPP PS data off UE status.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3581 (see example in figure 6.4.2.2.1).
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Figure 6.4.2.2.1: UE-requested PDU session modification procedure
* * * Next Change * * * *

8.3.7
PDU session modification request

8.3.7.1
Message definition
The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the SMF to request a modification of a PDU session. See table 8.3.7.1.1.

Message type:
PDU SESSION MODIFICATION REQUEST
Significance:

dual

Direction:


UE to network

Table 8.3.7.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

9.7
	M
	V
	1

	28
	5GSM capability
	5GSM capability

9.8.4.1
	O
	TLV
	3-15

	7A
	Requested QoS rules
	QoS rules

9.8.4.9
	O
	TLV-E
	3-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.4
	O
	TLV-E
	4-65538


* * * Next Change * * * *

8.3.7.2
5GSM capability
This IE is included in the message after inter-system change from S1 mode to N1 mode, if the PDU session is of "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type, and the UE supports reflective QoS or revokes the previously indicated support of reflective QoS.
* * * End of Changes * * * *
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