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9A.2.2.3
Procedures of MCPTT server owning the Functional alias

9A.2.2.3.1
General

The procedures of MCPTT server owning the functional alias consist of:

-
receiving functional alias status change procedure;

-
receiving subscription to functional alias status procedure;

-
sending notification of change of functional alias status procedure; and
-
modification of functional alias eligibility check procedure;
9A.2.2.3.2
Stored information

The MCPTT server shall maintain a list of functional alias information entries.

In each functional alias information entry, the MCPTT server shall maintain:

1)
a functional alias ID. This field uniquely identifies the functional alias information entry in the list of the functional alias information entries; and

2)
a list of MCPTT user information entries.

In each MCPTT user information entry, the MCPTT server shall maintain:

1)
an MCPTT ID. This field uniquely identifies the MCPTT user information entry in the list of the MCPTT user information entries; and

2)
an expiration time.

9A.2.2.3.3
Receiving functional alias status change procedure
Upon receiving a SIP PUBLISH request such that:

1)
Request-URI of the SIP PUBLISH request contains the public service identity of the controlling MCPTT function associated with the served functional alias;
2)
the SIP PUBLISH request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> element and the <mcptt-calling-user-id> element;

3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

4)
the Event header field of the SIP PUBLISH request contains the "presence" event type; and

5)
SIP PUBLISH request contains an application/pidf+xml MIME body indicating per-functional alias information constructed according to subclause 9A.2.3.2;

then the MCPTT server:

1)
shall identify the served functional alias in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;

2)
shall identify the handled MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;

3)
if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if the functional alias does not exist in the MCPTT server, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if SIP PUBLISH request is for activation of a functional alias and the number of activations for the handled functional alias is equal <max-simultaneous-activations>, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

6)
shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37]. In the SIP 200 (OK) response, the MCPTT server:

a)
shall set the Expires header field according to IETF RFC 3903 [37], to the selected expiration time;
7)
if the "entity" attribute of the <presence> element of the application/pidf+xml MIME body of the SIP PUBLISH request is different than the served functional alias ID, shall not continue with the rest of the steps;
8)
if the handled MCPTT ID is different from the MCPTT ID in the "id" attribute of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request, shall not continue with the rest of the steps;
9)
shall consider an functional alias information entry such that:

a)
the functional alias information entry is in the list of functional alias information entries described in subclause 9A.2.2.3.2; and

b)
the functional alias ID of the functional alias information entry is equal to the served functional alias ID;


as the served functional alias information entry;

10)
if the selected expiration time is zero:

a)
shall remove the MCPTT user information entry such that:

i)
the MCPTT user information entry is in the list of the MCPTT user information entries of the served functional alias information entry; and

ii)
the MCPTT user information entry has the MCPTT ID set to the served MCPTT ID;

11)
if the selected expiration time is not zero:

a)
shall consider an MCPTT user information entry such that:

i)
the MCPTT user information entry is in the list of the MCPTT user information entries of the served functional alias information entry; and

ii)
the MCPTT ID of the MCPTT user information entry is equal to the handled MCPTT ID;


as the served MCPTT user information entry;
b)
if the MCPTT user information entry does not exist:

i)
shall insert an MCPTT user information entry with the MCPTT ID set to the handled MCPTT ID into the list of the MCPTT user information entries of the served functional alias information entry; and

ii)
shall consider the inserted MCPTT user information entry as the served MCPTT user information entry; and
iii)
shall set the expiration time according to the selected expiration time;
12)
shall identify the handled p-id-fa in the <p-id-fa> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and
13)
shall perform the procedures specified in subclause 9A.2.2.3.5 for the served functional alias ID.
9A.2.2.3.4
Receiving subscription to functional alias status procedure

NOTE:
Usage of one SIP SUBSCRIBE request to subscribe for notification about change of functional alias state of several MCPTT users served by the same MCPTT server is not supported in this version of the specification.
Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity of the controlling MCPTT function associated with the served functional alias;
2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element and the <mcptt-calling-user-id> element;

3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type; and

5) the SIP SUBSCRIBE request contains an application/simple-filter+xml MIME body indicating per-user restrictions of presence event package notification information according to subclause 9A.3.2 indicating the same MCPTT ID as in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;
then the MCPTT server:

1)
shall identify the served functional alias ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;

2)
shall identify the handled MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;

3)
if the Expires header field of the SIP SUBSCRIBE request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP SUBSCRIBE request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if a functional alias does not exist in the MCPTT server, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if the handled MCPTT ID based on local policy is not authorized for notifications of the functional alias identified by the served functional aias ID, shall reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps; and

6)
shall generate a SIP 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the information of the served MCPTT ID, as described in subclause 9.2.2.3.5.
9A.2.2.3.5
Sending notification of change of functional alias status procedure

In order to notify the subscriber identified by the handled MCPTT ID about changes of the functional alias status of the served functional alias ID, the MCPTT server:

1)
shall consider an functional alias information entry such that:

a)
the functional alias information entry is in the list of functional alias information entries described in subclause 9A.2.2.3.2; and

b)
the functional alias ID of the functional alias information entry is equal to the served functional alias ID;

2)
shall consider an MCPTT user information entry such:

a)
the MCPTT user information entry is in the list of the MCPTT user information entries of the served functional alias information entry; and

b)
the MCPTT ID of the MCPTT user information entry is equal to the handled MCPTT ID;


as the served MCPTT user information entry;

3)
shall generate an application/pidf+xml MIME body indicating per-functional alias information according to subclause 9A.3.1 and the served list of the served MCPTT user information entry of the functional alias information entry with following clarifications:

a)
the MCPTT server shall include the "expires" attribute in the <functionalAlias> element; and

b)
if this procedures is invoked by procedure in subclause 9A.2.2.3.3 where the handled p-id-fa was identified, the MCPTT server shall set the <p-id-fa> child element of the <presentity> root element of the application/pidf+xml MIME body of the SIP NOTIFY request to the handled p-id-fa value; and

4)
send a SIP NOTIFY request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26] for the subscription created in subclause 9.2.2.3.4. In the SIP NOTIFY request, the MCPTT server shall include the generated application/pidf+xml MIME body indicating per-functional alias information.


