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1. Reason for change
At CT1#108, CT1 sent LS C1-180712 to SA2 asking whether UE policy was:

Alt-A: delivered in NAS protocol, where AMF is responsible to ensure reliable delivery of the UE policy from the AMF to the UE?

or

Alt-B: delivered using an end-to-end protocol between the UE and the PCF (hPCF only, vPCF only, or either of them), for which the AMF solely provides transport of messages between the N1 reference point (on top of NAS protocol) and the N15 reference point but AMF is not responsible for reliable delivery of the UE policy from the AMF to the UE?

SA2 sent the following response in S2-182619:

SA2 has discussed the alternatives, and agreed the following principles:

· PCF places UE Policy in a transparent container (not processed by the AMF), i.e. UE Policy container.

· When UE is in CM-CONNECTED, the AMF transfers transparently the UE policy from PCF to the UE and the response from the UE to the PCF. 

· The UE is required to confirm that the UE policies indicated by the PSI is stored. Note that AMF does not know whether the UE policy in the UE Policy container is in segments (policy splitting is the PCF’s role).

· When the UE in CM-IDLE and paging fails, then AMF reports failure to deliver the UE policy to the PCF.

· The PCF provides PSI operations in the UE Policy container.

The above principles apply to both Alt-A and Alt-B listed in the question. The end-to-end interactions between UE and PCF are realized with PSI operations in either alternative. SA2 has also agreed the attached CR to clarify the end to end flows.

CT1 must therefore specify the delivery of UE policy and its handling at the UE as per the principles agreed by SA2.

2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 v1.0.0.
* * * First Change * * * *

Annex X (normative):
UE policy delivery
X.1
General
The PCF can provide the UE with one or more UE policies. The PCF provides each UE policy using one or more UE policy sections, each identified by a UE policy section identifier. The UE processes the UE policy sections, each identified by the UE policy section identifier, received from the PCF and informs the PCF of the result.
Editor's note:
How the PCF decides whether to divide a UE policy into UE policy sections needs to be specified by CT3.
The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery are specified in subclause X.4.
X.2
Procedures

X.2.1
Network-requested UE policy delivery procedure

X.2.1.1
General

The purpose of the network-requested UE policy delivery procedure is to enable the network to:

-
send one or more new UE policies to the UE;

-
modify one or more UE policies stored at the UE; or

-
delete one or more UE policies stored at the UE.

X.2.1.2
Network-requested UE policy delivery procedure initiation

In order to initiate the network-requested UE policy delivery procedure, the PCF shall create a MODIFY UE POLICY COMMAND message. 

Editor's note: It is FFS how the modifications to be done are indicated to the UE.

The PCF shall send the MODIFY UE POLICY COMMAND message and shall start timer T35xx (see example in figure X.2.2.1).
Editor's note: Which NAS message is used to transport the MODIFY UE POLICY COMMAND to the UE is FFS.
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Figure X.2.2.1: Network-requested UE policy delivery procedure
Upon receipt of the MODIFY UE POLICY COMMAND message, the UE shall attempt to store new UE policy sections and associated UE policy section identifiers, modify indicated stored UE policy sections and associated UE policy section identifiers, and delete indicated UE policy sections and associated UE policy section identifiers. Then the UE shall attempt to re-assemble the UE policies as specified in subclause X.3.

Editor's note: The steps for the UE to modify the stored UE policy sections based on the received UE policy sections and associated UE policy section identifiers are FFS.

X.2.1.3
Network-requested UE policy delivery procedure accepted by the UE

If modification of all received UE policy sections is successful, the UE shall create a MODIFY UE POLICY COMPLETE message. The UE shall send the MODIFY UE POLICY COMPLETE message.

Editor's note:
Whether and how the UE checks the completeness and validity of the received UE policy sections is FFS.

Editor's note:
Which NAS message is used to transport the MODIFY UE POLICY COMPLETE message sent by the UE is FFS.

Upon receipt of the MODIFY UE POLICY COMPLETE message, the PCF shall stop timer T35xx.

X.2.1.4
Network-requested UE policy delivery procedure not accepted by the UE

If modification of one or more received UE policy sections fails, the UE shall create a MODIFY UE POLICY COMMAND REJECT message including the list of the UE policy section identifiers for the UE policy sections that were not successfully stored, modified or deleted, and shall send the MODIFY UE POLICY COMMAND REJECT message.
Editor's note:
Which NAS message is used to transport the MODIFY UE POLICY COMMAND REJECT message sent by the UE is FFS.

Upon receipt of the MODIFY UE POLICY COMMAND REJECT message, the PCF shall stop timer T35xx.

Editor's note:
Further actions at the PCF upon receving a MODIFY UE POLICY COMMAND REJECT message from the UE need to be specified by CT3.

Upon receipt of the N15 indication that the UE is not reachable, the PCF shall stop the T35xx.

Editor's note:
Further actions at the PCF upon receving the N15 indication that the UE is not reacble need to be specified by CT3.

X.2.1.5
Abnormal cases on the network side

Editor's note:
Abnormal cases are FFS.

X.2.1.6
Abnormal cases in the UE
Editor's note:
Abnormal cases are FFS.

X.3
UE policy re-assembly at the UE
Editor's note:
The re-assembly of UE policy sections at the UE is FFS.
X.4
Message coding rules

Editor's note:
The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery are FFS.

X.5
Message functional definition and contents

X.5.2
Modify UE policy command

X.5.2.1
Message definition
The MODIFY UE POLICY COMMAND message is sent by the PCF to the UE to request the UE to modify UE policies. See table X.5.2.1.1
Message type:
MODIFY UE POLICY COMMAND
Significance:

dual

Direction:


network to UE
Table X.5.2.1.1: MODIFY UE POLICY COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6,
	M
	V
	1

	
	MODIFY UE POLICY COMMAND message identity
	UE policy delivery message type

X.6.1
	M
	V
	1

	
	UE policy section modification list
	UE policy section modifcations list

X.6.2
	M
	TLV
	3-65538


X.5.3
Modify UE policy complete

X.5.3.1
Message definition
The MODIFY UE POLICY COMPLETE message is sent by the UE to the PCF to report that all received UE policies have been successfully re-assembled at the UE. See table X.5.3.1.1
Message type:
MODIFY UE POLICY COMPLETE
Significance:

dual

Direction:


UE to network

Table X.5.3.1.1: MODIFY UE POLICY COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6,
	M
	V
	1

	
	MODIFY UE POLICY COMPLETE message identity
	UE policy delivery message type

X.6.1
	M
	V
	1


X.5.4
Modify UE policy command reject

X.5.4.1
Message definition
The MODIFY UE POLICY COMMAND REJECT message is sent by the UE to the PCF to report that one or more UE policies could not be successfully re-assembled at the UE See table X.5.4.1.1
Message type:
MODIFY UE POLICY COMMAND REJECT
Significance:

dual

Direction:


UE to network

Table X.5.4.1.1: MODIFY UE POLICY COMMAND REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	MODIFY UE POLICY COMMAND REJECT message identity
	UE policy delivery message type

X.6.1.
	M
	V
	1

	
	UE policy section modification list result
	UE policy section modification list

X.6.3
	M
	TLV
	3-65538


X.6
Information elements coding

X.6.1
UE policy delivery message type

Table X.6.1.1: UE policy delivery message typer
	Bits

4 3 2 1

0 0 0 0 Reserved

0 0 0 1 MODIFY UE POLICY COMMAND messaget

0 0 1 0 MODIFY UE POLICY COMPLETE message

0 0 1 1 MODIFY UE POLICY COMMAND REJECT message

All other values are reserved




X.6.2
UE policy modification list 

Editor's note:
The encoding of the UE policy modification list is FFS

X.6.3
UE policy modification list result 

Editor's note:
The encoding of the UE policy modification list result is FFS
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