
3GPP TSG-CT WG1 Meeting #110
C1-182618
Kunming (P.R. of China), 16-20 April 2018

Source:
Mediatek Inc.
Title:
Allowed NSSAI and access type
Spec:
3GPP TS 24.501 v1.0.0 
Agenda item:
15.2.2.8
Document for:
Agreement
1. Introduction
The pCR is proposed to make the allowed NSSAI be specific to an access type, i.e., 3GPP access or non-3GPP access. 
2. Reason for Change
Topic 1: According to S2-182914 and S2-182915, the allowed NSSAI is access type specific.
Topic 2: When the UE is provisioned with a new configured NSSAI for a PLMN, both the allowed NSSAI for 3GPP access and non-3GPP access for the PLMN shall be deleted, if available. 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 v1.0.0.
* * * First Change * * * *

4.6
Network slicing
4.6.1
General
The 5GS supports network slicing as described in 3GPP TS 23.501 [5]. Within a PLMN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional. A set of one or more S-NSSAIs is called the NSSAI. The following NSSAIs are defined in the current specification (see 3GPP TS 23.501 [5]):

a)
configured NSSAI;

b)
requested NSSAI;

c)
allowed NSSAI;
d)
subscribed S-NSSAIs;
e)
rejected NSSAI for the current PLMN; and

f)
rejected NSSAI for the current PLMN and registration area combination.
The HPLMN may configure a UE with the configured NSSAI per PLMN. In addition, the HPLMN may configure a UE with a configured NSSAI not associated with a PLMN. The UE shall have a single configured NSSAI not associated with a PLMN and consider the configured NSSAI as valid in a PLMN for which the UE has neither configured NSSAI nor allowed NSSAI.
The allowed NSSAI is managed per access type independently, i.e. 3GPP access or non-3GPP access.
* * * Next Change * * * *

4.6.2.2
NSSAI storage
If available, the configured NSSAI(s), and rejected NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN. Those NSSAIs can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs, and is associated with a PLMN identity and an access type. Each of the configured NSSAI and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.

The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of the new configured NSSAI to the configured NSSAI for the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:

1)
replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN;

2)
delete any stored mapping of the configured NSSAI to the configured NSSAI for the HPLMN and, if available, store the mapping of the new configured NSSAI to the configured NSSAI for the HPLMN;

3)
delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of the allowed NSSAI to the configured NSSAI for the HPLMN; and

4)
delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [12], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI. If the configured NSSAI for the registered PLMN is updated, the UE shall perform the mobility registration updating procedure and the UE shall store the allowed NSSAI or rejected NSSAI in case any NSSAI is received from the AMF.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of the new allowed NSSAI to the configured NSSAI for the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:

1)
replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN; and

2)
delete any stored mapping of the allowed NSSAI to the configured NSSAI for the HPLMN and, if available, store the mapping of the new allowed NSSAI to the configured NSSAI for the HPLMN.


The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN.
c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered, the rejected NSSAI for the current PLMN and the rejected NSSAI for the current PLMN and registration combination shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area.
NOTE:
Whether the UE stores the allowed NSSAI also when the UE is switched off is implementation specific.

