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***** Next change *****
10.2.2.1
Media storage client procedures

If the media storage client is not aware of the absolute URI of the media storage function, the media storage client shall request the MCData client to discover the absolute URI associated with the media storage function by following the procedures in subclause 10.2.1.3.

The media storage client shall send HTTP requests over a TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.482 [24].

NOTE 1:
The HTTP client encodes the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].

NOTE 2:
The HTTP client always sends the HTTP requests to an HTTP proxy. Annex A of 3GPP TS 24.482 [24] indicates how the HTTP proxy forwards the HTTP request to the HTTP server.
To upload a file to media storage function, the media storage client:

1)
shall generate an HTTP POST request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23];

2)
shall set the Request-URI to the absolute URI identifying the resource on a media storage function;

3)
shall set the Host header field to a hostname identifying the media storage function;

4)
shall set the Content-Type header field to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
5)
if the file upload is for one-to-one file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:

a)
the <request-type> element set to a value of "one-to-one-fd"; and

b)
the <mcdata-calling-user-id> element set to the originating MCData ID;
c) shall insert an application/resource-lists+xml MIME body with the MCData ID of the target MCData user, according to rules and procedures of IETF RFC 4826 [9]; 
6)
if the file upload is for group file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:

a)
the <request-type> element set to a value of "group-fd";
b)
the <mcdata-request-uri> element set to the MCData group identity; and

c)
the <mcdata-calling-user-id> element set to the originating MCData ID;
7)
if end-to-end security is required for a one-to-one communication, the MCData client protects the binary data representing the file and prefixes the protected binary data with security parameters as described in 3GPP TS 33.180 [26];

8)
if 

i)
end-to-end security is not required for a one-to-one communication, or

ii)
the file upload is for group file distribution;

shall include the binary data representing the file with Content-Type field set to application/octet-stream and Content-Length field set to the file size; and

9)
shall send the HTTP POST request towards the media storage function.

On receipt of a HTTP 201 Created containing a Location header field with a URL identifying the location of the resource where the file has been stored on the media storage function, then the media storage client shall store this information.
***** End changes *****
