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13.2.6.3
Release of MCData communication over HTTP

13.2.6.3.1
General
The procedures described in this subclause are applicable to MCData FD over HTTP.

13.2.6.3.2
Authorized MCData client procedures
13.2.6.3.2.1
Sending intent to release a communication
Upon receiving request from an authorized MCData user to release the communication without prior indication to originating MCData user, the MCData client:

1)
shall generate a SIP MESSAGE as specified in subclause 13.2.1.2, then:

a)
shall set the Termaination Information Type IE if FD HTTP TERMINATION message to "INTENT TO RELEASE COMM OVER HTTP";

2)
shall add application/vnd.3gpp.mcdata-info+xml MIME body in SIP MESSAGE with:

a)
shall set <mcdata-controller-psi> element to the value received in incoming SIP MESSAGE; and

b)
shall add <mcdata-client-id> element set to the MCData client ID of the authorized MCData client;
3)
may add reason header with reason-text value as appropriate; and

4)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5] towards originating particiapating function.

Upon receiving a SIP 200 (OK) response from participating MCData function to the SIP MESSAGE request, the MCData client should inform the authorized MCData user about acceptance of communication release request by MCData server.

Upon receiving a SIP 403 (Forbidden) or SIP 404 (Not found) response from participating MCData function to the SIP MESSAGE request, the MCData client should inform the authorized MCData user about rejection of communication release request by MCData server.

13.2.6.3.2.2
Receiving request for extension of communication
Upon receiving a SIP MESSAGE containing application/vnd.3gpp.mcdata-signalling MIME body then MCData client:

1)
shall decode contents of  application/vnd.3gpp.mcdata-signalling;

2)
if application/vnd.3gpp.mcdata-signalling MIME body contains FD HTTP TERMINATION message with the Termination information type IE set to "EXTENSION REQUEST FOR COMM OVER HTTP", the authorized MCData client:
a)
shall generate SIP 200 (OK) response and send it towards participating MCData function according to 3GPP TS 24.229 [5]; and
b)
shall notify authorized MCData user about extension request to authorized MCData user; and

3)
based on authorized MCData user’s response, shall send response to communication extension request as described in subclause 13.2.6.3.2.3.
13.2.6.3.2.3
Sending response to communication extension request
To send a response to communication extension request from originator MCData client, the authorized MCData client:
1)
shall generate a SIP MESSAGE as specified in subclause 13.2.1.2, then:

a)
shall set the Termaination Information Type IE if FD HTTP TERMINATION message to "EXTENSION RESPONSE FOR COMM OVER HTTP";

b)
shall set Extension Response Type IE as follows:

i)
if authorized MCData user decides to accept the request for extension, shall set to "ACCEPTED"; or
ii)
if authorized MCData user decides to reject the request for extension, shall set to "REJECTED";
2)
shall add application/vnd.3gpp.mcdata-info+xml MIME body in SIP MESSAGE with:

a)
shall set <mcdata-controller-psi> element to the value received in incoming SIP MESSAGE of FD transmission message;

b)
shall add <mcdata-client-id> element set to the MCData client ID of the authorized MCData client;
3)
may add reason header with reason-text value as appropriate; and

4)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5] towards originating particiapating function.
13.2.6.3.2.4
Receiving Release Response from server
Upon receiving SIP MESSAGE from server containing application/vnd.3gpp.mcdata-signalling MIME body with HTTP TERMINATION MESSAGE and FD signalling payload message identity value set as FD HTTP TERMINATION as described in subclause 15.2.2, the authorized MCData client shall follow the procedure as described in subclause 13.2.2.3.2.1.2.
13.2.6.3.3
Participating MCData function procedures
13.2.6.3.3.1
Originating participating MCData function procedures
Upon receipt of a "SIP MESSAGE request for FD using HTTP for originating participating MCData function", the originating participating MCData function shall follow the procedure as described in subclause 10.2.4.3.1.

13.2.6.3.3.2
Terminating participating MCData function procedures
Upon receipt of a "SIP MESSAGE network notification for FD using HTTP for terminating participating MCData function", the terminating participating MCData function shall follow the procedure as described in subclause 10.2.4.3.2.

13.2.6.3.4
Controlling MCData function procedures
13.2.6.3.4.1
Receiving request to release the communication from authorized MCData user

Upon receiving SIP MESSAGE from authorized MCData client containing an application/vnd.3gpp.mcdata-signalling MIME body; the controlling MCData function:

1)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;
2)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a FD HTTP TERMINATION message as specified in subclause 15.1.11, with the Termination information type IE set to "INTENT TO RELEASE FOR COMM OVER HTTP", then:
a)
shall get authorized MCData user identity from <mcdata-calling-userid> element of application/vnd.3gpp.mcdata-info+xml MIME body  and validate whether authorized MCData user, from which communication release request is received, is authorized or not based on configuration;

3)
if MCData user is not authorized to release the MCData communication, 

a)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [5];
b)
shall send SIP 403 (Forbidden) response towards participating MCData function according to 3GPP TS 24.229 [5]; and
c)
shall skip further steps;

4)
if MCData user is authorized to release the MCData communication:
a)
shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5]; and

b)
shall send SIP 200 (OK) response towards participating MCData function according to 3GPP TS 24.229 [5]; and
5)
shall follow the procedure as described in subclause 13.2.4.5.3.1 with following clarifications;


a)
shall copy reason header from SIP MESSAGE received from participant MCData function.
The controlling MCData function should store the information related to initiator of MCData communication release process.

13.2.6.3.4.2
Receiving request for extension of communication
Upon receiving SIP MESSAGE containing an application/vnd.3gpp.mcdata-signalling MIME body, the Controlling MCData function:

1)
shall decode the contents of application/vnd.3gpp.mcdata-signalling MIME body; and

2)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a COMMUNICATION RELEASE message as specified in subclause 15.1.10, with the Comm release information type IE set to "EXTENSION REQUEST FOR COMM OVER HTTP", then:

a)
shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5]; and

b) 
shall send SIP 200 (OK) response towards participating MCData function according to 3GPP TS 24.229 [5].

If controlling MCDta function is not the initiator of the MCData communication release process, the controlling MCData function should send request for extension of communication received in SIP MESSAGE to authorized MCData user who is the initiator of the MCData communication release process. The controlling MCData function:

1)
shall generate SIP MESSAGE as described in subclause 13.2.1.1;

2)
shall include application/vnd.3gpp.mcdata-info+xml MIME body, then:

a)
shall set <mcdata-request-uri> element to authorized user MCData id;

3) shall set Termination Information Type IE of FD HTTP TERMINATION message to "EXTENSION REQUEST FOR COMM OVER HTTP" as specified in subclause 15.2.22; and

4)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5] towards particiapating function.
13.2.6.3.4.3
Receiving response to communication extension request

Upon receiving a SIP MESSAGE containing an application/vnd.3gpp.mcdata-signalling MIME body, the controlling MCData function:
1)
shall decode the contents of application/vnd.3gpp.mcdata-signalling MIME body; and

2)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a FD HTTP TERMINATION message as specified in subclause 15.1.11, with the Termination Information type IE set to "EXTENSION RESPONSE FOR COMM OVER HTTP", then:

a)
shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5]; and
b)
shall send SIP 200 (OK) response towards participating MCData function according to 3GPP TS 24.229 [5].
If controlling MCDta function is not the initiator of the MCData communication release process, the controlling MCData function should send response to request for extension of communication received in SIP MESSAGE to originator MCData user. The controlling MCData function should follow procedure described in subclause 13.2.4.2.3.2 with following clarification:
1)
while generating a FD HTTP TERMINATION message;

a)
shall copy the extension response type information element from SIP MESSAGE received from authorized MCData client.

After sending response to originator MCData user, the controlling MCData function:

1)
shall release the MCData communication as described in subclause 13.2.3.3.4, if authorized MCData user has rejected the request for extension;
The controlling MCData function should follow procedure as described in subclause 6.3.6.1 to generate response to the authorized user initiated request for release of MCData communication with following clarifications:

1)
shall set Release Response Type IE to:

a)
"RELEASE SUCCESS" if communication release request is successful; or

b)
"RELEASE FAILED" if communication release request is not successful.

2)
shall send the SIP MESSAGE request towards the authorized MCData client as specified in 3GPP TS 24.229 [5];
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