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1. Background.
This paper analyses the issues described by SA3 in there LS S3-180998 to CT1 regarding agreed CT1 Steering Of Roaming solution and proposes a way forward.
2. Discussion
Text directly from SA3 LS (S3-180998): 
SA3 observes the procedure described in the above mentioned CR has several issues:
1. Authentication procedure shall not be used to convey the priority list to the roaming UE.
2. UE is not fully authenticated by the network. Therefore: 
a. it's not possible to distinguish the cases where:1) UE decides to move away from the currently selected VPLMN due to the priority list provided by the HPLMN, and 2) UE failing the authentication.
b. it's not possible to identify the UE for billing purpose.
3. The roaming UE may be locked out of service if the UE does not find other higher priority PLMN.
4. Providing priority list to the UE prior to the completion of Authentication procedure is likely not acceptable from LI perspective.

Let us analyse one issue at a time:

1. Authentication procedure shall not be used to convey the priority list to the roaming UE.

Why? The key part, the reason why it should not be used is missing here, hence CT1 has no information in first issue to consider.

2. UE is not fully authenticated by the network. Therefore: 
a. it's not possible to distinguish the cases where:1) UE decides to move away from the currently selected VPLMN due to the priority list provided by the HPLMN, and 2) UE failing the authentication.

It was concluded in CT1 that VPLMN-AMF shall not know whether UE is moving out because of SOR information it received or is it not a valid UE to be served by HPLMN(Authentication Failure case), due to business reasons. What is the need for V-AMF to clearly identify that UE has failed Authentication procedure (not a valid UE to be served) or moving out because of SOR information is received is not clear from above point. 

b. it's not possible to identify the UE for billing purpose.

The above points “a” and “b” in LS are on UE action after receiving SOR list. Hence the point does not describe why SA3 thinks SOR list shall not go piggy backed in Authentication message, there seems to be some concern in UE action after receiving the list and not on Aka based procedure.

In other words, if CT1 decides to change the UE action here, i.e. UE send Authentication response and not Authentication Failure after receiving the list, then there doesn’t seems to be any concern. i.e. after receiving the list UE can send the Authentication response message and thus authentication procedure is completed and if UE determines that there is a higher priority PLMN then UE can move to that higher priority PLMN silently. 


3. The roaming UE may be locked out of service if the UE does not find other higher priority PLMN.

There seems to be some confusion here. UE can get locked to NO SERVICE only if the UE doesn’t receive acceptable signal strength from any of the gNode B’s(irrespective of PLMN) in the area. In all other cases UE can never be in NO SERVICE state. 

To understand the proposal accepted in CT1 we will have to start with fundaments of PLMN selection procedure. Let’s take a simple example of UE going to VPLMN area (example UE lands into foreign country for the first time). 
Fundamental PLMN selection procedure:
a. UE is switched on, no RPLMN and HPLMN available. UE will search for all the available PLMN’s in the area.
b. UE gets to know that P1, P2, P3, P4, P5, P6, P7, P8 are available in the area of acceptable signal strength.
c. UE tries to acquire service on P1, it fails(for example registration reject or HPLMN’s not preferred PLMN)
d. UE tries to acquire service on P2 it fails,(same reason as above)
e. UE tries to acquire service on P3 it fails, (same reason as above)
f. UE tries to acquire service on P4 it fails, (same reason as above)
g. UE tries to acquire service on P5 it’s successful as its acceptable VPLMN for HPLMN. 
h. UE receives services from P5, does not try for service over P6, P7 and P8

CT1 agreed proposal is:
a. UE is switched on, no RPLMN and HPLMN available. UE will search for all the available PLMN’s in the area.
b. UE gets to know that P1, P2, P3, P4, P5, P6, P7, P8 are available in the area of acceptable signal strength.
c. UE tries to acquire service on P1, HPLMN understands UE is trying to acquire services from non-preferred VPLMN, P1, HPLMN provides SOR information to UE that P5 is its preferred PLMN. 
d. UE skips P2, P3, and P4 and directly tries to acquire service on P5, it’s successful as its acceptable PLMN for HPLMN.
e. UE receives services from P5, does not try for service over P2, P3, P4, P6, P7 and P8.

[bookmark: _GoBack]If we follow the SA3 point then in “fundamental PLMN selection procedure” when UE tries to acquire service over “P5” if it’s not available UE will get locked to NO SERVICE, but this is not true, UE moves to next available higher priority PLMN i.e. P6. Hence in the new proposal too UE will move to next higher priority PLMN available. We don’t see a difference between normal PLMN selection procedure and the new proposal. 


4. Providing priority list to the UE prior to the completion of Authentication procedure is likely not acceptable from LI perspective.
Interestingly CT1 has already sent the solution to SA3-LI, SA3-LI has not informed CT1 about any potential LI issues after their meeting.  Anyways current LS from SA3 cannot conclude that there are potential SA3-LI issues.

 








3. Conclusion and Way Forward:
Though the concern raised by SA3 are not clear/correct, to make the progress, we propose to not use authentication procedure to send the SOR information to UE. However whether SA3/SA3-LI is fine to retain the aspect of using AV (Authentication Vector) to indicate SOR information to the UE during registration procedure should be clarified from SA3/SA3-LI. 
