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1. Introduction
At CT1#108, CT1 sent LS C1-180712 to SA2 asking whether Ue policy was:

Alt-A: delivered in NAS protocol, where AMF is responsible to ensure reliable delivery of the UE policy from the AMF to the UE?

or

Alt-B: delivered using an end-to-end protocol between the UE and the PCF (hPCF only, vPCF only, or either of them), for which the AMF solely provides transport of messages between the N1 reference point (on top of NAS protocol) and the N15 reference point but AMF is not responsible for reliable delivery of the UE policy from the AMF to the UE?

SA2 sent the following response in S2-182619:

SA2 has discussed the alternatives, and agreed the following principles:

· PCF places UE Policy in a transparent container (not processed by the AMF), i.e. UE Policy container.

· When UE is in CM-CONNECTED, the AMF transfers transparently the UE policy from PCF to the UE and the response from the UE to the PCF. 

· The UE is required to confirm that the UE policies indicated by the PSI is stored. Note that AMF does not know whether the UE policy in the UE Policy container is in segments (policy splitting is the PCF’s role).

· When the UE in CM-IDLE and paging fails, then AMF reports failure to deliver the UE policy to the PCF.

· The PCF provides PSI operations in the UE Policy container.

The above principles apply to both Alt-A and Alt-B listed in the question. The end-to-end interactions between UE and PCF are realized with PSI operations in either alternative. SA2 has also agreed the attached CR to clarify the end to end flows.

Regarding the NAS transport protocol for the delivery of the UE Policy and the response from the UE, SA2 concluded that the selection of Alt. A or Alt. B described in CT1 LS should be decided by CT1, according to the above principles.
CT1 must therefore select an alternative for the NAS transport protocol for the delivery of the UE policy and update TS 24.501 accordingly.

2. Reason for change
For the reasons described in discussion paper C1-182184, it is proposed to implement the following proposals in TS 24.501:

Proposal 1: Alt-B is selected for UE policy delivery.

Proposal 2: For the roaming case, the end-to-end interactions between the UE and the PCF terminate at the V-PCF.

Proposal 3: The format of the PSI, contents and encoding of UE policy, and handling of received UE policies by the UE are specified in TS 24.501. 

Proposal 4: Use DL NAS TRANSPORT message to carry UE policy container sent to the UE, and UL NAS TRANSPORT message to carry UE policy container sent by the UE.

3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 v1.0.0.
* * * First Change * * * *

4.X
Handling of UE policy
4.X.1
General

The network may provide the UE with access selection and PDU session related policy information using the NAS transport procedure as specified in subclause 4.X.2. The network may divide the policy information into different policy sections, each identified by a policy section identifier. The UE processes the policy information received from the network and informs the network of the result using the NAS transport procedure as specified in subclause 4.X.3. The UE also informs the network about the policy sections stored in the UE during intial registration.
4.X.2
Sending of UE policy to the UE by the network
The network sends UE policy information to the UE by encoding the one or more UE policy sections and associated policy section identifiers in a UE policy container as specified in subclause 9.9.Y, then transporting it using the NAS transport procedure as specified in subclause 5.4.5.

4.X.3
Processing of received UE policy sections at the UE

Upon receiving a DL NAS TRANSPORT message containing a UE policy container, for each UE policy section in the UE policy container, the UE shall:

-
if the UE policy section has a non-zero length and the policy section identifier associated with the UE policy section does not match the policy section identifier of any UE policy section stored at the UE, the UE shall store the UE policy section and the associated policy section identifier;

-
if the UE policy section has a non-zero length and the policy section identifier associated with the UE policy section matches the policy section identifier associated with a UE policy section stored at the UE, the UE shall replace the UE policy section stored at the UE with the received UE policy section;
-
if the UE policy section has a length of zero and the policy section identifier associated with the UE policy section matches the policy section identifier associated with a UE policy section stored at the UE, the UE shall delete the UE policy section stored at the UE and the associated UE policy section identifier; and

-
if the UE policy section has a length of zero and the policy section identifier associated with the UE policy section does not match the policy section identifier of any UE policy section stored at the UE, the UE shall discard the UE policy section.
Then the UE shall encode the list of policy section identifiers associated with the UE policy sections stored at the UE in a UE policy container as specified in subclause 9.9.Y, and transport it using the NAS transport procedure as specified in subclause 5.4.5.

* * * Next Change * * * *

5.4.4.1
General
The purpose of this procedure is to:

-
allow the AMF to update the UE configuration for access and mobility management-related parameters decided and provided by the AMF by providing new parameter information within the command; or 
-
request the UE to perform a mobility and periodic registration update procedure with the network to update access and mobility management-related parameters decided and provided by the AMF.

The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure without the need for triggering the UE to perform the mobility and periodic registration update procedure:

a)
5G-GUTI;
b)
TAI list;
c)
Service area list;

d)
Network identity and Time zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time); and

e)
LADN information;


The following parameters may trigger the UE to perform Registration Update procedure:
a)
Allowed NSSAI.

The following parameters require triggering the UE to perform the mobility and periodic registration update procedure:

a)
MICO; and

b)
Configured NSSAI.

Editor's note:
Other parameters requiring negotiation are FFS.
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Figure 5.4.4.1.1: Generic UE configuration update procedure

* * * Next Change * * * *

5.4.5.1
General
The purpose of the NAS transport procedures is to provide a transport of payload between the UE to the AMF. The type of the payload is identified by the Payload container type IE and includes one of the following:

a)
a single 5GSM message;

b)
SMS;

c)
an LPP message (see 3GPP TS 36.355 [18]);
d)
a transparent container; or

x)
a UE policy container.

Editor's note:
Other types of payload, such as generic application payload, are FFS.

Along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).

5.4.5.2
UE-initiated NAS transport procedure

5.4.5.2.1
General
The purpose of the UE-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message as defined in subclause 8.3;

b)
SMS (see 3GPP TS 24.011 [10]);

c)
an LPP message;
d)
a transparent container; or

x)
a UE policy container.

and optional associated payload routing information from the UE to the AMF in a 5GMM message.

5.4.5.2.2
UE-initiated NAS transport procedure initiation

In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 5.4.5.2.2.1.

In case a) in subclause 5.4.5.2.1, the UE shall:

a)
include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, DNN, request type), if available:

b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI selected for the PDU session from the allowed NSSAI for the serving PLMN, associated with the mapped configured NSSAI for the HPLMN if available in roaming scenarios.
If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI and the DNN. 

If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 5.4.5.2.2.1).
In case b) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "SMS"; and

-
set the Payload container IE to the SMS payload.

Editor's note:
How the UE selects the access type to deliver the UL NAS TRANSPORT message with the Payload container type IE set to "SMS" is FFS.

In case c) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload; and

-
set the Additional information IE to the routing information provided by the upper layer location services application.

In case d) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "transparent container"; and

-
set the Payload container IE to the transparent container.

Editor's note:
The trigger for the UE to send a transparent container and the encoding of the transparent container are FFS.
In case x) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "UE policy container"; and

-
set the Payload container IE to the list of policy section identifiers for the UE policy sections stored at the UE as specified in subclause 4.X.3.
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Figure 5.4.5.2.2.1: UE-initiated NAS transport procedure

5.4.5.2.3
UE-initiated NAS transport of messages

Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for:

1)
the UE and the PDU session ID IE in case the Old PDU session ID IE is not included, and:

NOTE 1:
If the Old PDU session ID IE is not included in the UL NAS TRANSPORT message and the AMF has received a reallocation requested indication from the SMF, the AMF needs to ignore the reallocation requested indication.

i)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is not included, the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
iii)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request":

A)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user’s subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE 2:
SMF selection is out of scope of CT1.

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

iv)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID for the PDU session ID such that the SMF ID includes a PLMN identity corresponding to the UE's HPLMN or the current PLMN, then:
A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID contained in the user's subscription context obtained from the UDM; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

Editor's note:
Whether the user's subscription context obtained from the UDM contains the SMF ID needs further clarification in the stage 2 specifications.

v)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:

A)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall derive the SMF from the emergency DNN or use the statically configured SMF from the AMF emergency configuration data, if configured; and

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured), the DNN (if configured), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and

vi)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured), the DNN (if configured) and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or

Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.

2)
the UE and the Old PDU session ID IE in case the Old PDU session ID IE is included, and:

i)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the old PDU session ID and the UE, and forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated:
A)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and
B)
if the SMF selection is successful:
-
the AMF shall store a PDU session routing context for the PDU session ID and the UE and set the SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context for the PDU session ID and the UE;

b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE;

c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message;
Editor's note:
What to do if the AMF cannot locate the LMF is FFS.
d)
"transparent container", the AMF shall forward the content of the Payload container IE to the UDM; and
x)
"UE policy container", the AMF shall forward the content of the Payload container IE to the PCF.
* * * Next Change * * * *

5.4.5.3.1
General
The purpose of the network-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS;

c)
an LPP message;

d)
a transparent container;
e)
a single uplink 5GSM message which was not forwarded; or

x)
a UE policy container;
from the AMF to the UE in a 5GMM message.

5.4.5.3.2
Network-initiated NAS transport procedure initiation

In connected mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 

In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:

a)
include the PDU session information (PDU session ID) in the PDU session ID IE;
b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

a)
set the Payload container type IE to "SMS";

b)
set the Payload container IE to the SMS payload; and

c)
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

1)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, and the SMS allowed IE in the 5GMM context of the UE is set to "both 3GPP access and non-3GPP access", then the AMF selects either 3GPP access or non-3GPP access; and

2)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

a)
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

b)
set the Payload container IE to the LPP message payload received from the LMF; and

c)
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.

In case d) in subclause 5.4.5.3.1 i.e. upon reception of a transparent container from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "transparent container"; and

b)
set the Payload container IE to the transparent container received from the UDM.

In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and

d)
set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
In case x) in subclause 5.4.5.3.1 i.e. upon reception of a UE policy container from the PCF to be sent transparently to the UE, the AMF shall:

a)
set the Payload container type IE to "UE policy container"; and

b)
set the Payload container IE to the UE policy container received from the PCF.
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Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure

5.4.5.3.3
Network-initiated NAS transport of messages
Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
 "N1 SM information" and the 5GMM cause IE set to the 5GMM cause #90 "payload was not forwarded" is not included in the DL NAS TRANSPORT message, the 5GSM message in the Payload container IE and the PDU session ID are handled in the 5GSM procedures specified in clause 9;
b)
"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity;

c)
"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application;

d)
"transparent container", the UE shall pass the payload to the appropriate entity;
Editor's note:
How the UE determines the appropriate entity is FFS and requires input from SA3.
e)
"N1 SM information" and the 5GMM cause IE is set to the 5GMM cause #90 "payload was not forwarded" in the DL NAS TRANSPORT message, the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message; and
x)
"UE policy container", the one or more UE policies in the Payload container IE are handled in the UE policy handling procedures specified in subclause 4.X.
* * * Next Change * * * *

9.8.3.36
Payload container type

The purpose of the Payload container type information element indicates type of payload included in the payload container information element.

The Payload container information element is coded as shown in figure 9.8.3.36.1 and table 9.8.3.36.1.

The Payload container is a type 1 information element with a length of half octet.

	8
	7
	6
	5
	4
	3
	2
	1
	

	-
	-
	-
	-
	Payload container type value
	octet 1


Figure 9.8.3.36.1: Payload container information element

Table 9.8.3.36.1: Payload container information element

	Payload container type value (octet 1, bit 1 to bit 4)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	Transparent container

	0
	1
	0
	1
	UE policy container

	All other values are reserved.


* * * Next Change * * * *

9.9.Y
UE policy container
The purpose of the UE policy container is to transport to the UE one or more UE policy sections, or to transport to the network one list of policy section identifiers for the UE policy sections stored at the UE
The UE policy container is coded as shown in figure 9.9.Y.1, figure 9.9.Y.2, figure 9.9.Y.3, figure 9.9.Y.4, table 9.9.Y.1 and table 9.9.Y.2.

The UE policy container has a minimum length of 3 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of UE policy container contents

	octet 1

octet 2

	0
	0
	0
	0
	UE policy type
	octet 3

	Spare
	
	

	UE policy container contents
	octet 4
octet n


Figure 9.9.Y.1: UE policy container
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy section 1
	octet 4

octet w

	UE policy section 2
	octet w+1*

octet x*

	…
	octet x+1*

octet y*

	UE policy section N
	octet y+1*

octet z*


Figure 9.9.Y.2: UE policy container contents when the UE policy type is "UE policy sections list"
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy section identifier 1
	octet 4*
octet 5*

	UE policy section identifier 2
	octet 6*
octet 7*

	…
	octet 8*

octet m*

	UE policy section N
	octet m+1*

octet m+2*


Figure 9.9.Y.3: UE policy container contents when the UE policy type is "UE policy section identifiers list"
Table 9.9.Y.1: UE policy container
	UE policy type (bit 4 to 1 of octet 3)

0 0 0 0 Reserved

0 0 0 1 UE policy sections list

0 0 1 0 UE policy section identifers list

All other values are reserved
UE policy section
The UE policy section field is coded according to figure 9.9.Y.4 and table 9.9.Y.2.
UE policy identifier

The UE policy section identifier field is coded according to table 9.9.Y.2


	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy section identifier
	octet 4

octet 5

	UE policy section contents length
	octet 6*

octet 7

	UE policy section contents
	octet 8*
octet o*


Figure 9.9.Y.4: UE policy section
Table 9.9.Y.2: UE policy section
	UE policy section identifier (octet 4 to octet 5)

The UE policy section identifier field contains the binary encoding of a UE policy section identifier.

	

	UE policy section contents length (octet 6 to octet 7)

The UE policy section length field contains the binary encoding of the length of the UE policy section contents field.

	

	UE policy section contents (octet 8 to octet o)

The UE policy section contents field contains the binary encoding of a UE policy section associated with the UE policy section identifier indicated in the UE policy section identifier field. The UE policy section contents field is present when the UE policy section contents length is non-zero.

	


* * * End of Changes * * * *
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