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1. Introduction
At CT1#108, CT1 sent LS C1-180712 to SA2 asking whether Ue policy was:
Alt-A: delivered in NAS protocol, where AMF is responsible to ensure reliable delivery of the UE policy from the AMF to the UE?

or

Alt-B: delivered using an end-to-end protocol between the UE and the PCF (hPCF only, vPCF only, or either of them), for which the AMF solely provides transport of messages between the N1 reference point (on top of NAS protocol) and the N15 reference point but AMF is not responsible for reliable delivery of the UE policy from the AMF to the UE?

SA2 sent the following response in S2-182619:

SA2 has discussed the alternatives, and agreed the following principles:

· PCF places UE Policy in a transparent container (not processed by the AMF), i.e. UE Policy container.

· When UE is in CM-CONNECTED, the AMF transfers transparently the UE policy from PCF to the UE and the response from the UE to the PCF. 

· The UE is required to confirm that the UE policies indicated by the PSI is stored. Note that AMF does not know whether the UE policy in the UE Policy container is in segments (policy splitting is the PCF’s role).

· When the UE in CM-IDLE and paging fails, then AMF reports failure to deliver the UE policy to the PCF.

· The PCF provides PSI operations in the UE Policy container.

The above principles apply to both Alt-A and Alt-B listed in the question. The end-to-end interactions between UE and PCF are realized with PSI operations in either alternative. SA2 has also agreed the attached CR to clarify the end to end flows.

Regarding the NAS transport protocol for the delivery of the UE Policy and the response from the UE, SA2 concluded that the selection of Alt. A or Alt. B described in CT1 LS should be decided by CT1, according to the above principles.
The purpose of the present document is to assess how Alt-A and Alt-B fit the principles agreed by SA2, and to propose a way forward.
2. Discussion
2.1 Which alternative best fits the SA2-agreed principles?
According to the principles agreed by SA2, the UE policy is placed by the PCF in a transparent container which is not processed by the AMF. The AMF merely forwards the container to the UE. Moreover, the AMF does not know whether the UE policy is in segments as the PCF is responsible for splitting the policy, consequently the AMF cannot determine whether a UE policy has been received in its entirety by the UE and stored successfully, and therefore cannot make any decisions regarding UE policy retransmissions.

Based on the above, UE policy delivery is clearly end-to-end beween the UE and the PCF, with the PCF determining the contents of the UE policy container and determining whether UE policy has been successfully stored by the UE according to the contents of the result sent by the UE, while the AMF solely provides transport for the UE Policy container, which is exactly the description of Alt-B.
Proposal 1: Alt-B is selected for UE policy delivery.

2.2 What about the roaming case?
At CT1#108 some questions were raised about how UE policy delivery works in the roaming case. This is actually already handled in stage 2 TS 23.502 subclause 4.16.1.3 which specifies that:

In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF
Therefore in the roaming case, the H-PCF will send the UE policy container to the V-PCF, which may add some policy information, and the V-PCF then sends the updated UE policy container to the AMF in the VPLMN for transparent delivery to the UE. The result sent by the UE about storing of policies will include information both about the policies/policy segments sent by the V-PCF, and about the policies/policy segments sent by the H-PCF. The V-PCF can handle the retransmissions of UE policy to avoid excessive retransmission delays, and the end-to-end interactions between the UE and the PCF terminate at the V-PCF.
Proposal 2: For the roaming case, the end-to-end interactions between the UE and the PCF terminate at the V-PCF.

2.3 Where will the end-to-end interactions between the UE and the PCF be specified?
It should first be noted that regardless of whether CT1 chooses Alt-A or Alt-B, the end-to-end interactions between the UE and the PCF will need to be specified (cf "The end-to-end interactions between UE and PCF are realized with PSI operations in either alternative "). 
Moreover, the stage 2 requirements for these interactions are already available in stage 2:

· TS 23.503 subclause 6.1.2.2.2 describes the PSI operations to be performed by the UE

When providing the UE with UE access selection and PDU Session related policy information, the PCF shall provide the Policy Clause Identifier(s) (PSI) policy section(s).

The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no policies with the same PSI, the UE stores the PSI and the corresponding policy information;

-
If the UE has existing policies with the same PSI, the UE replaces the stored policy information with the received information;

-
The UE may remove the stored PSI entry if the received information content is empty.

NOTE 2:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

· TS 23.502 subclause 4.2.4.3 Step 3 describes how UE sets the contents of the policy operations result which the UE sends back to the PCF:

3.
The UE performs the PSI operations and sends the result to the AMF. The AMF transfers transparently the result to the PCF. If one or several PSI operations failed the UE includes the UE Policy container (the list of stored PSIs).

Consequently, the end-to-end interactions between the PCF and the UE consist of:

· sending of UE policies/policy segments and associated PSIs by the PCF to the UE in the UE policy container

· storing/replacement/deletion of UE policies/policy segments at the UE based on PSIs

· sending of list of stored PSIs by the PCF to the UE in the UE policy container if one or more PSI operations failed

And what needs to be specified by CT1 is:

1) The format of the PSI
2) The contents and encoding of UE policy (note that the contents of URSP are already included in TS 24.501)

3) The procedures at the UE to store/replace/delete UE policies based on PSIs

4) The setting of the list of stored PSI sent by the UE to the PCF in the UE policy container
The 4 items above do not justify the creation of a new TS, and can be added to TS 24.501.

Proposal 3: The format of the PSI, contents and encoding of UE policy, and handling of received UE policies by the UE are specified in TS 24.501. 

2.4 Which NAS messages should be used for UE policy delivery
According to the SA2-agreed principles, UE policy is delivered from the PCF to the UE in a transparent container that the AMF does not process. Similarly, the UE sends the result for the PSI operations to the PCF in a transparent container that the AMF does not process. Since the DL NAS TRANSPORT and UL NAS TRANSPORT messages already have a built-in transparent container, they are a natural fit for delivery of UE policy.

In contrast, using the CONFIGURATION UPDATE COMMAND and CONFIGURATION UPDATE COMPLETE messagew would require the addition of a transparent container to these messages. Also, using these messages would prevent any MM procedures from being initiated while UE policy delivery is ongoing. This could hold up MM procedures for a long time given that the size of UE policies could potentially be very large.
Proposal 4: Use DL NAS TRANSPORT message to carry UE policy container sent to the UE, and UL NAS TRANSPORT message to carry UE policy container sent by the UE.

3. Proposal
It is proposed to implement the following proposals in TS 24.501 :

Proposal 1: Alt-B is selected for UE policy delivery.

Proposal 2: For the roaming case, the end-to-end interactions between the UE and the PCF terminate at the V-PCF.

Proposal 3: The format of the PSI, contents and encoding of UE policy, and handling of received UE policies by the UE are specified in TS 24.501. 

Proposal 4: Use DL NAS TRANSPORT message to carry UE policy container sent to the UE, and UL NAS TRANSPORT message to carry UE policy container sent by the UE.

A corresponding pCR is provided in C1-182185.

