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Introduction 

An editor’s note was added concerning Unified Access Control during CT1#109 to Subclause 4.5.2 in TS 24.501 [5], regarding how the list of visited PLMNs outside of the home country is determined.  This discussion paper proposes a path to close out the editor’s note.  P-CR C1-182120 implements the CT1-related aspects of one of these solution in TS 24.501 [5].
Background on Problem

S1-180526 [1] modified the table of Access Identities (Table 6.22.2.2-1) in TS 22.261 (Release 15).  Specifically, “Note 1” which specifies the conditions on the selected PLMN for which Access Identity 1 for MPS is valid was agreed as:
“NOTE 1: Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, visited PLMNs of the home country, and configured visited PLMNs outside the home country.”
C1-181750 [2] reflected the above SA1 text in Subclause 4.5.2 of TS 24.501.  In online discussion during CT1#109, it was agreed that it is not clear how the list of visited PLMNs outside of the home country is determined, and the following Editor’s Note was added to Subclause 4.5.2 of TS 24.501:

“It needs to be determined how the UE determines the list of configured visited PLMNs outside the home country.”

Potential Solutions

Either the UE or the network can be specified to determine if Access Identity 1 applies when roaming internationally.  Thus, there are two potential approaches:

Approach 1: Provide the UE with a list of visited PLMNs outside of the home county that are valid, to allow the UE to determine, when roaming outside of the home country, if the current serving PLMN is valid for Access Identity 1. 
The following general procedure may apply for this approach:

· A list of valid visited PLMNs outside of the home country is preconfigured on the USIM or ME.  

· When the UE roams outside of the home country, the UE uses the list of valid visited PLMNs outside of the home country, to allow the UE to determine if the current serving PLMN is valid for Access Identity 1.

· This solution will require associated specifications from CT6.

Approach 2: Rely on the network to determine if the current visited PLMN outside of the home country is valid for Access Identity 1 (for the particular UE).  
The following general procedure may apply for the second approach:

· The network determines whether the UE is entitled to MPS service in the selected PLMN.

· When the UE roams outside of the home country, the network informs the UE if the current serving PLMN is valid for Access Identity 1.

· A single-bit MPS indicator can be signalled (e.g., in the NAS Registration Accept message) to notify the UE of its privileges to use Access Identity 1.
· This MPS indicator can be populated by the AMF, according to the existing mpsPriority indicator received by the AMF from the UDM.

NOTE 1: The UDM provides the AMF an indication of subscription to MPS for the particular UE in the selected PLMN, based on the following CT4 specifications.

· TS 29.503 [3], 5G System; Unified Data Management Services; Stage 3, defines the MpsPriorityIndicator data type in Subclause 6.1.6.3 as a boolean which “indicates whether UE is subscribed to multimedia priority service.”  As per Subclause 6.1.6.2.5 of TS 29.503 [3], the data type AccessAndMobilitySubscriptionData contains mpsPriority, a variable of type MpsPriorityIndicator.  As per Subsection 6.1.6.2.17, the attribute amdata of SubscriptionDataSets is of type AccessAndMobilitySubscriptionData.

· TS 29.505 [4], 5G System; Usage of the Unified Data Repository services for Subscription Data Stage 3, Subclause 5.2.1 defines am-data to be associated with a particularly ue-id, and for a particular serving-plmn-id.  Furthermore, Subclause 5.2.4.2 of TS 29.505 [4] specifies that the Resource URI variables for am-data include both the ue-id and serving-plmn-id.  Therefore, the mpsPriority indicator provided by the UDM to the AMF is applicable for a specific UE in a specific PLMN.
Solution Evaluation

The following table compares solutions 1 and 2, in their ability to support international roaming for MPS.
	Solution
	Pros
	Cons

	1:  list of visited PLMNs outside of the home country is preconfigured on the USIM or ME
	· No NAS changes required.
· Also provides priority for initial registration when internationally roaming (subject to operator policy).

	· Additional USIM specifications required to support list of PLMNs outside of the home country (see NOTE 2)

· The size of the list of PLMNs on the USIM will be limited, thus MPS roaming will be limited to a predetermined number of PLMNs.
· Modifications to list of PLMNs outside of the home country for MPS requires a USIM modification.

	2:  NAS notifies UE it may use Access Identity 1 (based on the mpsPriority indicator already signalled from the UDM to the AMF).
	· Makes use of the mpsPriority indicator specified by CT4 and sent from the UDM to the AMF.
· No additional USIM or ME specifications required for international roaming of MPS (see NOTE 2).

· The number of PLMNs with MPS roaming support is not limited by USIM or ME constraints.
	· NAS change required, but limited to a single bit.
· Does not provide priority for initial registration when internationally roaming.


NOTE 2: The above references to "additional" USIM or ME specifications are intended to refer to aspects that are specific to international roaming of MPS (i.e., beyond any general USIM specifications that may be required to support the introduction of Access Identities for UAC, including a USIM configuration which entitles the UE to use Access Identity 1 when in the home country).
Summary
For solution 1, the list of visited PLMNs outside of the home country may be preconfigured on the USIM or ME. CT6 efforts are required to provide the corresponding specifications.

For solution 2, the network may notify the UE of its privileges to use Access Identity 1 via NAS messaging specified by CT1, e.g., in the Registration Accept message. P-CR C1-182120 introduces a new MPS indicator into TS 24.501.

This Discussion Paper only specifically focuses on the issue of "how the UE determines the list of configured visited PLMNs outside the home country" (as cited by the Editor’s Note that is addressed), but does not address VPLMN and HPLMN scenarios within the home country. Either of these solutions may require additional CT6 efforts to identify any USIM specifications that may be impacted by the introduction of UAC Access Identities.
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