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	Reason for change:
	Subclause 6.3.2.1.7 describes the participating MCPTT function procedures on receipt of a SIP REFER "BYE", when the client wishes to leave an MCPTT session within a pre-established session or release an MCPTT session within a pre-established session:  
6.3.2.1.7
Sending a SIP BYE request on receipt of a SIP REFER request

Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BYE" in the URI in the Refer-To header field from the MCPTT client, the participating MCPTT function:

1)
if the user identified by the MCPTT ID is not authorised, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP BYE request, with warning text set to "100 function not allowed due to <detailed reason>" as specified in subclause 4.4, and shall not continue with the rest of the steps;

However, it is not clear in step 1) above what authorisation the MCPTT server needs to do when receiving the SIP REFER request.

It is expected that the authorisation is related to identifying that the SIP REFER request comes from a known MCPTT user. Therefore it would be more appropriate to describe the need for the MCPTT server to determine the IMS public user identity from the P-Asserted-Identity header of the SIP REFER request, and then check to see if there is a binding between the public user identity and an MCPTT ID.
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***** Begin change *****
6.3.2.1.7
Sending a SIP BYE request on receipt of a SIP REFER request

Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BYE" in the URI in the Refer-To header field from the MCPTT client, the participating MCPTT function:

1)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
2)
if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of the remaining steps;

3)
if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;
4)
shall generate a SIP 200 (OK) response to the SIP REFER request, and in the SIP 200 (OK) response:
a)
shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22]; and
b)
shall check the presence of the Refer-Sub header field of the SIP REFER request and if it is present and set to the value "false" shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];

NOTE:
In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
5)
shall send the SIP 200 (OK) response to the SIP REFER request towards MCPTT client according to 3GPP TS 24.229 [4];

6)
shall generate a SIP BYE request, and in the SIP BYE request:

a)
shall set the Request-URI to the MCPTT session identity which was included at the Refer-To header field of the received REFER request; and
b)
shall copy the contents of the P-Asserted-Identity header field of the received REFER request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and
7)
shall send the SIP BYE request toward the controlling MCPTT function according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCPTT function shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.380 [5] for releasing media plane resources associated with the SIP session with the controlling MCPTT function.
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