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***** Next change *****
6.3.3.2.3
MCS server procedures

In order to retrieve a configuration management document via the CSC-5 reference point, an MCS Server shall perform the procedures in subclause 6.3.3.2.1 specified for GC. The MCS server shall set the Request-URI of the HTTP GET request to identify the XML document based on configuration and include the "auid" as per the appropriate application usage. 

***** Next change *****
6.3.8.2.3
MCS server procedures

In order to fetch an element of a configuration management document, an MCS server shall perform the procedures in subclause 6.3.8.2.1 specified for GC. The MCPTT sserver shall set the Request-URI of the HTTP GET request to identify the XML document based on configuration with the "auid" as per the appropriate application usage.

***** Next change *****
7.2.1
General
The MCS UE initial configuration document is specified in this subclause. The MCS UE initial configuration document content is based on requirements of Annex A.6 of 3GPP TS 23.280 [8A], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCS UE initial configuration in an MCS is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in subclause 7.2.2.3.

A MCS UE initial configuration document may apply to all MC UEs of a mission critical organization or apply to specific MC UEs identified by the optional <mcptt-UE-id> element. If there is no <mcptt-UE-id> element then by default the MC UE initial configuration document applies to all MC UEs of the mission critical organization. If the MC UE is to be configured with a specific MCS UE initial configuration document that document is identified by comparing the instance ID of the MC UE with the criteria in the <mcptt-UE-id> element.
The MCS UE initial configuration document acts as a template for the device management server coresident in the CMS to generate the MCS UE initial configuration managed object. The MCS UE initial configuration document that acts as a template is referred to as a "master MCS UE initial configuration document".
The master MCS UE initial configuration document name is assigned by an MCS administrator when the document is created and is stored in the user directory of that MCS administrator. The master MCS UE initial configuration document does not directly apply to a specific MC UE, but instead acts as template that the CMS uses to generate MCS UE initial configuration managed objects of MC UEs identified by elements of the <MCPTT-UE-id> element. For MCS UE initial configuration documents that correspond to a specific MC UE, the name of the MCS UE initial configuration document is created from a value defined by the corresponding element that identifies the MCS UE within the <MCPTT-UE-id> element. For a master MCS UE initial configuration documents that does not contain a <MCPTT-UE-id> element, the name of the MCS UE initial configuration document is "DEFAULT-MCPTT-INITIAL-UE.xml".
NOTE:
For historical reasons, some of the elements in the MCS UE initial configuration document uses the terminology "MCPTT", however this document is common to all MCS with some MCPTT specific elements. Not all elements that contain the terminology "MCPTT" are just MCPTT specific.
***** Next change *****
8.3.2.7
Data Semantics

The <Name> element is of type "token", and corresponds to the "Name" element of subclause 5.2.3 in 3GPP TS 24.483 [4].

The <alias-entry> element of the <UserAlias> element is of type "token" and indicates an alphanumeric alias of the MCPTT user, and corresponds to the leaf nodes of the "UserAlias" element of subclause 5.2.8 in 3GPP TS 24.483 [4].

The <uri-entry> element is of type "anyURI" and when it appears within:

-
the <MCPTTUserID> element contains the MCPTT user identity (MCPTT ID) of the MCPTT user, and corresponds to the "MCPTTUserID" element of subclause 5.2.7 in 3GPP TS 24.483 [4];
-
the <entry> element of the <MCPTTGroupInitiation> element of the <EmergencyCall> element of the <MCPTT-group-call> element, indicates the MCPTT group used on initiation of an MCPTT emergency group call and corresponds to the "GroupID" element of the "MCPTTGroupInitiation" element of subclause 5.2.34B in 3GPP TS 24.483 [4];

-
the <entry> element of the <MCPTTPrivateRecipient> of the <EmergencyCall> element of the <PrivateCall> element indicates the recipient MCPTT user for an MCPTT emergency private call and corresponds to the "ID" element of subclause 5.2.29B in 3GPP TS 24.483 [4];

-
the <entry> element of the <MCPTTGroupInitiation> element of the <ImminentPerilCall> element of the <MCPTT-group-call> element, indicates the MCPTT group used on initiation of an MCPTT imminent peril group call and corresponds to the "GroupID" element of subclause 5.2.39B in 3GPP TS 24.483 [4];

-
the <entry> element of the <EmergencyAlert> element of the <MCPTT-group-call> element, indicates the MCPTT group recipient for an MCPTT emergency Alert and corresponds to the "ID" element of subclause 5.2.43B in 3GPP TS 24.483 [4];
-
the <entry> element of the <EmergencyAlert> element of the <PrivateEmergencyAlert> element indicates the MCPTT user recipient for an on-network MCPTT emergency private alert and corresponds to the "ID" element of subclause 5.2.48J4 in 3GPP TS 24.483 [4];
-
the <PrivateCallURI> of the <PrivateCall> list element indicates an MCPTT ID of an MCPTT user that the MCPTT user is authorised to initiate a private call to and corresponds to the "MCPTTID" element of subclause 5.2.17 in 3GPP TS 24.483 [4];

-
the <entry> element of the <PrivateCallKMSURI> element of the <anyExt> element of the <PrivateCallList> element of the <Common> element contains the URI used to contact the KMS associated with the MCPTT ID contained in the associated PrivateCallURI element of the <PrivateCall> list element and corresponds to the "PrivateCallKMSURI" element of subclause 5.2.19B in 3GPP TS 24.483 [4]; If the entry element is empty, the kms present in the MCS initial configuration document is used;
-
the <entry> element of the <ImplicitAffiliations> list element indicates an MCPTT group ID of an MCPTT group that the MCPTT user is implicitly affiliated with and corresponds to the "MCPTTGroupID" element of subclause 5.2.48C4 in 3GPP TS 24.483 [4];

-
the <entry> element of the <MCPTTGroupInfo> list element of the <OnNetwork> element indicates an MCPTT group ID of an MCPTT group that the MCPTT user is authorised to affiliate with during on-network operation and corresponds to the "MCPTTGroupID" element of subclause 5.2.48B4 in 3GPP TS 24.483 [4];

-
the <entry> element of the <RemoteGroupSelectionURIList> list element of the <anyExt> element of the <OnNetwork> element indicates an MCPTT ID of an MCPTT user whose selected group is authorised to be remotely changed by the MCPTT user and corresponds to the "MCPTTID" element of subclause 5.2.48U4 in 3GPP TS 24.483 [4];

-
the <entry> element of the <GMS-Serv-Id> list element of the <GroupServerInfo> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the group management server associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "GMSServID" element of subclause 5.2.48V5 in 3GPP TS 24.483 [4]; 
NOTE 1:
The "parallel entry in the <MCPTTGroupInfo> element" phrasing means that the GMS server identity contained in the i'th entry of the <GMS-Serv-Id> list element corresponds to the MCPTT group ID contained in the i'th entry of the <MCPTTGroupInfo> element. The same relationship to entries in the<MCPTTGroupInfo> element is also in effect for <IDMS-token-endpoint> and <KMS-URI> entries.
-
the <entry> element of the <IDMS-token-endpoint> list element of the <GroupServerInfo> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the identity management server token endpoint associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "IDMSTokenID" element of subclause 5.2.48V9 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS initial configuration document are used;
-
the <entry> element of the <KMS-URI> list element of the <GroupServerInfo> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the key management server associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "KMSURI" element of subclause 5.2.48V13 in 3GPP TS 24.483 [4]. If the entry element is empty, the kms present in the MCS initial configuration document is used;
-
the <entry> element of the <GMS-Serv-Id> list element of the <OffNetworkGroupServerInfo> element of the <anyExt> element of the <OffNetwork> element contains the URI used to contact the group management server associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "GMSServID" element of subclause 5.2.58A5 in 3GPP TS 24.483 [4]; 
NOTE 2:
The "parallel entry in the <MCPTTGroupInfo> element" phrasing means that the GMS server identity contained in the i'th entry of the <GMS-Serv-Id> list element corresponds to the MCPTT group ID contained in the i'th entry of the <MCPTTGroupInfo> element. The same relationship to entries in the<MCPTTGroupInfo> element is also in effect for <IDMS-token-endpoint> and <KMS-URI> entries.

-
the <entry> element of the <IDMS-token-endpoint> list element of the <OffNetworkGroupServerInfo> element of the <anyExt> element of the <OffNetwork> element contains the URI used to contact the key management server associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "IDMSTokenID" element of subclause 5.2.58A9 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS initial configuration document are used; and
-
the <entry> element of the <KMS-URI> list element of the <OffNetworkGroupServerInfo> element of the <anyExt> element of the <OffNetwork> element contains the URI used to contact the key management server associated with the parallel entry in the <MCPTTGroupInfo> element and corresponds to the "KMSURI" element of subclause 5.2.58A13 in 3GPP TS 24.483 [4]. If the entry element is empty, the kms present in the MCS initial configuration document is used.
The <DiscoveryGroupID> element is of type "hexBinary" and is used as the Discovery Group ID in the ProSe discovery procedures as specified in 3GPP TS 23.303 [18] and 3GPP TS 23.334 [19]. When it appears within:

-
the <MCPTTPrivateRecipient> element of the <EmergencyCall> element it identifies the Discovery Group ID that the MCPTT UE uses to initiate an off-network MCPTT emergency private call and corresponds to the "DiscoveryGroupID" element of subclause 5.2.29C in 3GPP TS 24.483 [4]; and

· the <PrivateCallProSeUser> element of the <PrivateCallList> element it identifies the Discovery Group ID that the MCPTT UE uses to initiate a private call during off-network operation and corresponds to the "DiscoveryGroupID" element of subclause 5.2.18 in 3GPP TS 24.483 [4].

The <display-name> element is of type "string", contains a human readable name and when it appears within:

-
the <entry> element of the <MCPTTGroupInitiation> element of the <EmergencyCall> element of the <MCPTT-group-call> element, indicates the name of the MCPTT group used on initiation of an MCPTT emergency group call and corresponds to the "DisplayName" element of the "MCPTTGroupInitiation" element of subclause 5.2.34C in 3GPP TS 24.483 [4];

-
the <entry> element of the <MCPTTPrivateRecipient> of the <EmergencyCall> element of the <PrivateCall> element indicates the name of the recipient MCPTT user for an MCPTT emergency private call and corresponds to the "DisplayName" element of subclause 5.2.29E in 3GPP TS 24.483 [4];

-
the <entry> element of the <MCPTTGroupInitiation> element of the <ImminentPerilCall> element of the <MCPTT-group-call> element, indicates the name of the MCPTT group used on initiation of an MCPTT imminent peril group call and corresponds to the "DisplayName" element of subclause 5.2.39C in 3GPP TS 24.483 [4];

-
the <entry> element of the <EmergencyAlert> element of the <MCPTT-group-call> element, indicates the name of the MCPTT group recipient for an MCPTT emergency Alert and corresponds to the "DisplayName" element of subclause 5.2.43D in 3GPP TS 24.483 [4];
-
the <entry> element of the <EmergencyAlert> element of the <PrivateEmergencyAlert> element indicates the name of the MCPTT user recipient for an on-network MCPTT emergency private alert and corresponds to the "DisplayName" element of subclause 5.2.48J5 in 3GPP TS 24.483 [4];
-
the <PrivateCallURI> of the <PrivateCallList> element indicates the name of an MCPTT ID of an MCPTT user that the MCPTT user is authorised to initiate a private call to and corresponds to the "DisplayName" element of subclause 5.2.19A in 3GPP TS 24.483 [4];

-
the <MCPTTGroupInfo> list element of the <OnNetwork> element indicates the name of an MCPTT group ID of an MCPTT group that the MCPTT user is authorised to affiliate with during on-network operation and corresponds to the "DisplayName" element of subclause 5.2.48B5 in 3GPP TS 24.483 [4]; and

-
the <ImplicitAffiliations> list element indicates the name of of an MCPTT group that the MCPTT user is implicitly affiliated with and corresponds to the "DisplayName" element of subclause 5.2.48C5 in 3GPP TS 24.483 [4]; and

-
the <MCPTTGroupInfo> list element of the <OffNetwork> element indicates the name of an off-network MCPTT group that the MCPTT user is authorised to join during off-network operation and corresponds to the "DisplayName" element of subclause 5.2.53A in 3GPP TS 24.483 [4].

The "index" attribute is of type "token" and is included within some elements for uniqueness purposes, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

The <Status> element is of type "Boolean" and indicates whether this particular MCPTT user profile is enabled or disabled and corresponds to the "Status" element of subclause 5.2.59 in 3GPP TS 24.483 [4]. When set to "true" this MCPTT user profile is enabled. When set to "false" this MCPTT user profile is disabled.
The "user-profile-index" is of type "unsignedByte" and indicates the particular MCPTT user profile configuration document in the collection and corresponds to the "MCPTTUserProfileIndex" element of subclause 5.2.7A in 3GPP TS 24.483 [4].
The <ProfileName> element is of type "token" and specifies the name of the MCPTT user profile configuration document in the MCPTT user profile XDM collection and corresponds to the "MCPTTUserProfileName" element of subclause 5.2.7B in 3GPP TS 24.483 [4].
The <Pre-selected-indication> element is of type "mcpttup:emptyType". Presence of the <Pre-selected-indication> element indicates that this particular MCPTT user profile is designated to be the pre-selected MCPTT user profile as defined in 3GPP TS 23.379 [8], and corresponds to the "PreSelectedIndication" element of subclause 5.2.7C in 3GPP TS 24.483 [4]. Absence of the <Pre-selected-indication> element indicates that this MCPTT user profile is not designated as the pre-selected MCPTT user profile within the collection of MCPTT user profiles for the MCPTT user or is the only MCPTT user profile within the collection and is the pre-selected MCPTT user profile by default.
The "XUI-URI" attribute is of type "anyURI" that contains the XUI of the MCPTT user for whom this MCPTT user profile configuration document is intended and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

The <ParticipantType> element of the <Common> element is of type "token" and indicates the functional category of the MCPTT user (e.g., first responder, second responder, dispatch, dispatch supervisor). The <ParticipantType> element corresponds to the "ParticipantType" element of subclause 5.2.10 in 3GPP TS 24.483 [4].
The <RelativePresentationPriority> element is of type "nonNegativeInteger" and when it appears in:

-
the <AdjunctGroupInfo> element of the <anyExt> element of the <entry> element of the <MCPTTGroupInfo> element of the <OnNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the on-network group relative to other on-network groups and on-network users, and corresponds to the "PresentationPriority" element of subclause 5.2.48B9 in 3GPP TS 24.483 [4]; and

-
the <AdjunctGroupInfo> element of the <anyExt> element of the <entry> element of the <MCPTTGroupInfo> element of the <OffNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the off-network group relative to other off-network groups and off-network users, and corresponds to the "PresentationPriority" element of subclause 5.2.53E in 3GPP TS 24.483 [4].
The <MaxAffiliationsN2> element is of type "nonNegativeInteger", and indicates to the MCPTT server the maximun number of MCPTT groups that the MCPTT user is authorised to affiliate with.
The <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element is of type "positiveInteger" and indicates the maximum number of simultaneously received MCPTT group calls, and corresponds to the "MaxSimultaneouCallsN6" element of subclause 5.2.31 in 3GPP TS 24.483 [4].

The <MaxSimultaneousTransmissionsN7> element is of type "positiveInteger", and indicates to the MCPTT server the maximum number of simultaneous transmissions received in one MCPTT group call for override.

The <Priority> element of the <MCPTT-group-call> element is of a type "nonNegativeInteger", indicates the priority of the MCPTT user for initiating and receiving MCPTT calls and corresponds to the "Priority" element of subclause 5.2.44 in 3GPP TS 24.483 [4].

The <User-Info-ID> element is of type "hexBinary". When the <User-Info-ID> element appears within:

· the <ProSeUserID-entry> element of the <MCPTTPrivateRecipient> of the <EmergencyCall> element indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the recipient MCPTT user for an MCPTT emergency private call and corresponds to the "UserInfoID" element of subclause 5.2.29D in 3GPP TS 24.483 [4];

· the <PrivateCallProSeUser> element of the <PrivateCallList> element, indicates a ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of another MCPTT user that the MCPTT user is authorised to initiate a private call to and corresponds to the "UserInfoID" element of subclause 5.2.19 in 3GPP TS 24.483 [4]; and

· the <OffNetwork> element, indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the MCPTT UE for off-network operation and corresponds to the "UserInfoID" element of subclause 5.2.58 in 3GPP TS 24.483 [4].

The "entry-info" attribute is of type "string" and when it appears within:

· the <entry> element of the <MCPTTGroupInitiation> element of the <EmergencyCall> element of the <MCPTT-group-call> element, it corresponds to the "Usage" element of subclause 5.2.34D in 3GPP TS 24.483 [4] and indicates to use as the destination address for an emergency group call:

a) the MCPTT user currently selected MCPTT group if the "entry-info"attribute has the value of 'UseCurrentlySelectedGroup'; or

b) the value in the <uri-entry> element within the <entry> element of the <MCPTTGroupInitiation> element for an on-network emergency group call, if the "entry-info" attribute has the value of 'DedicatedGroup' or if the "entry-info"attribute has the value of 'UseCurrentlySelectedGroup' and the MCPTT user has no currently selected MCPTT group; 

· the <entry> element of the <MCPTTPrivateRecipient> element of the <EmergencyCall> element of the <PrivateCall> element, it corresponds to the "Usage" element of subclause 5.2.29F in 3GPP TS 24.483 [4] and indicates to use as the destination address for an emergency private call:

a) an MCPTT ID of an MCPTT user that is selected by the MCPTT user if the "entry-info"attribute has the value of 'LocallyDetermined';

b) the value in the <uri-entry> element within the <entry> element of the <MCPTTPrivateRecipient> for an on-network emergency private call, if the "entry-info"attribute has the value of 'UsePreConfigured'; or

c) the value in the <User-Info-ID> element within the <ProSeUserID-entry> element of the <MCPTTPrivateRecipient> for an off-network emergency private call, if the "entry-info"attribute has the value of 'UsePreConfigured';

· the <entry> element of the <MCPTTGroupInitiation> element of the <ImminentPerilCall> element of the <MCPTT-group-call> element, it corresponds to the "Usage" element of subclause 5.2.39D in 3GPP TS 24.483 [4] and indicates to use as the destination for the MCPTT imminent peril group call:

a) the MCPTT user currently selected MCPTT group if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; or 

b) the value in the <uri-entry> element within the <entry> element of the <MCPTTGroupInitiation> for an on-network imminent peril call, if the "entry-info" attribute has the value of:

i) 'DedicatedGroup'; or

ii)
'UseCurrentlySelectedGroup' and the MCPTT user has no currently selected MCPTT group; and

-
the <entry> element within the <EmergencyAlert> element, it corresponds to the "Usage" element of subclause 5.2.43E in 3GPP TS 24.483 [4] and indicates to use as the destination address for a group emergency alert:

a)
the MCPTT user currently selected MCPTT group if the "entry-info"attribute has the value of 'UseCurrentlySelectedGroup';

b)
the value in the <uri-entry> element within the <entry> element of the <EmergencyAlert> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:

i)
'DedicatedGroup'; or
ii)
 'UseCurrentlySelectedGroup' and the MCPTT user has no currently selected MCPTT group.
-
the <entry> element within the <PrivateEmergencyAlert> element, it corresponds to the "Usage" element of subclause 5.2.48J6 in 3GPP TS 24.483 [4] and indicates to use as the destination address for on-network private emergency alert:
a)
the MCPTT ID of an MCPTT user that is selected by the MCPTT user if the "entry-info"attribute has the value of 'LocallyDetermined'; and
b)
the value in the <uri-entry> element within the <entry> element of the <PrivateEmergencyAlert> element, if the "entry-info" attribute has the value of:

i)
'UsePreConfigured'; or
ii)
'LocallyDetermined' and the MCPTT user has no currently selected MCPTT user.

The <allow-presence-status> element is of type Boolean, as specified in table 8.3.2.7-1, and corresponds to the "AllowedPresenceStatus" element of subclause 5.2.48E in 3GPP TS 24.483 [4].

Table 8.3.2.7-1: Values of <allow-presence-status>
	"true"
	indicates to the MCPTT user that their presence on the network is available.

	"false"
	indicates to the MCPTT user that their presence on the network is not available


The <allow-request-presence> element is of type Boolean, as specified in table 8.3.2.7-2, and corresponds to the "AllowedPresence" element of subclause 5.2.48F in 3GPP TS 24.483 [4].

Table 8.3.2.7-2: Values of <allow-request-presence>
	"true"
	indicates that the MCPTT user is locally authorised to request whether a particular MCPTT User is present on the network.

	"false"
	indicates that the MCPTT user is not locally authorised to request whether a particular MCPTT User is present on the network.


The <allow-query-availability-for-private-calls> element is of type Boolean, as specified in table 8.3.2.7-3, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-3: Values of <allow-query-availability-for-private-calls>
	"true"
	indicates that the MCPTT user is locally authorised to query the availability of other MCPTT users to participate in a private call.

	"false"
	indicates that the MCPTT user is not locally authorised to query the availability of other MCPTT users to participate in a private call.


The <allow-enable-disable-user> element is of type Boolean, as specified in table 8.3.2.7-4, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-4: Values of <allow-enable-disable-user>
	"true"
	indicates that the MCPTT user is locally authorised to enable/disable other MCPTT users from receiving MCPTT service.

	"false"
	indicates that the MCPTT user is not locally authorised to enable/disable other MCPTT users from receiving MCPTT service.


The <allow-enable-disable-UE> element is of type Boolean, as specified in table 8.3.2.7-5, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-5: Values of <allow-enable-disable-UE>
	"true"
	indicates that the MCPTT user is locally authorised to enable/disable other MCPTT UEs from receiving MCPTT service.

	"false"
	indicates that the MCPTT user is not locally authorised to enable/disable other MCPTT UEs from receiving MCPTT service.


The <allow-create-delete-user-alias> element is of type Boolean, as specified in table 8.3.2.7-6, and corresponds to the "AuthorisedAlias" element of subclause 5.2.9 in 3GPP TS 24.483 [4].

Table 8.3.2.7-6: Values of <allow-create-delete-user-alias>
	"true"
	indicates that the MCPTT user is locally authorised to create or delete aliases of an MCPTT user and its associated user profiles.

	"false"
	indicates that the MCPTT user is not locally authorised to create or delete aliases of an MCPTT user and its associated user profiles.


The <allow-private-call> element is of type Boolean, as specified in table 8.3.2.7-7, and corresponds to the "Authorised" element of subclause 5.2.13 in 3GPP TS 24.483 [4].

Table 8.3.2.7-7: Values of <allow-private-call>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call request using the procedures defined in 3GPP TS 24.379 [9]. The recipient must be a MCPTT user identified in a <entry> element of the <PrivateCall> element, which corresponds to leaf nodes of "UserList" in subclause 5.2.16 in 3GPP TS 24.483 [4].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, to reject private call request using the procedures defined in 3GPP TS 24.379 [9]. This shall be the default value taken in the absence of the element;


The <allow-manual-commencement> element is of type Boolean, as specified in table 8.3.2.7-8, and corresponds to the "ManualCommence" element of subclause 5.2.20 in 3GPP TS 24.483 [4].
Table 8.3.2.7-8: Values of <allow-manual-commencement>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call with manual commencement using the procedures defined in 3GPP TS 24.379 [9]. 

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a private call with manual commencement using the procedures defined in 3GPP TS 24.379 [9].


The <allow-automatic-commencement> element is of type Boolean, as specified in table 8.3.2.7-9, corresponds to the "AutoCommence" element of subclause 5.2.21 in 3GPP TS 24.483 [4].
Table 8.3.2.7-9: Values of <allow-automatic-commencement>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call with automatic commencement using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a private call with automatic commencement using the procedures defined in 3GPP TS 24.379 [9].


The <allow-force-auto-answer> element is of type Boolean, as specified in table 8.3.2.7-10, and corresponds to the "AutoAnswer" element of subclause 5.2.22 in 3GPP TS 24.483 [4].
Table 8.3.2.7-10: Values of <allow-force-auto-answer>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call and force automatic commencement using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a private call and force automatic commencement using the procedures defined in 3GPP TS 24.379 [9].


The <allow-failure-restriction> element is of type Boolean, as specified in table 8.3.2.7-11, and corresponds to the "FailRestrict" element of subclause 5.2.23 in 3GPP TS 24.483 [4].
Table 8.3.2.7-11: Values of <allow-failure-restriction>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to restrict the notification of a call failure reason for a private call (with or without floor control) using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to restrict the notification of a call failure reason for a private call (with or without floor control) using the procedures defined in 3GPP TS 24.379 [9].


The <allow-emergency-group-call> element is of type Boolean, as specified in table 8.3.2.7-12, and corresponds to the "Enabled" element of subclause 5.2.33 in 3GPP TS 24.483 [4].
Table 8.3.2.7-12: Values of <allow-emergency-group-call>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request an emergency group call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request an emergency group call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-emergency-private-call> element is of type Boolean, as specified in table 8.3.2.7-13, and corresponds to the "Authorised" element of subclause 5.2.27 in 3GPP TS 24.483 [4].
Table 8.3.2.7-13: Values of <allow-emergency-private-call>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request an emergency private call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request an emergency private call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-cancel-group-emergency> element is of type Boolean, as specified in table 8.3.2.7-14, and corresponds to the "CancelMCPTTGroup" element of subclause 5.2.35 in 3GPP TS 24.483 [4].
Table 8.3.2.7-14: Values of <allow-cancel-group-emergency>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to cancel an emergency group call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to cancel an emergency group call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-cancel-private-emergency-call> element is of type Boolean, as specified in table 8.3.2.7-15, and corresponds to the "CancelPriority" element of subclause 5.2.28 in 3GPP TS 24.483 [4].
Table 8.3.2.7-15: Values of <allow-cancel-private-emergency-call>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to cancel an emergency priority in an emergency private call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to cancel an emergency priority in an emergency private call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-imminent-peril-call> element is of type Boolean, as specified in table 8.3.2.7-16, and corresponds to the "Authorised" element of subclause 5.2.37 in 3GPP TS 24.483 [4].
Table 8.3.2.7-16: Values of <allow-imminent-peril-call>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request an imminent peril group call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request an imminent peril group call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-cancel-imminent-peril> element is of type Boolean, as specified in table 8.3.2.7-17, and corresponds to the "Cancel" element of subclause 5.2.38 in 3GPP TS 24.483 [4].
Table 8.3.2.7-17: Values of <allow-cancel-imminent-peril>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to cancel an imminent peril group call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to cancel an imminent peril group call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 8.3.2.7-18, and corresponds to the "Authorised" element of subclause 5.2.41 in 3GPP TS 24.483 [4].
Table 8.3.2.7-18: Values of <allow-activate-emergency-alert>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.379 [9].


The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 8.3.2.7-19, and corresponds to the "Cancel" element of subclause 5.2.42 in 3GPP TS 24.483 [4].
Table 8.3.2.7-19: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.379 [9].


The <allow-offnetwork> element is of type Boolean, as specified in table 8.3.2.7-20, and corresponds to the "Authorised" element of subclause 5.2.50 in 3GPP TS 24.483 [4].
Table 8.3.2.7-20: Values of <allow-offnetwork>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised for off-network operation using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised for off-network operation using the procedures defined in 3GPP TS 24.379 [9].


The <allow-imminent-peril-change> element is of type Boolean, as specified in table 8.3.2.7-21, and corresponds to the "ImminentPerilCallChange" element of subclause 5.2.57 in 3GPP TS 24.483 [4].
Table 8.3.2.7-21: Values of <allow-imminent-peril-change>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to change an off-network MCPTT group call in-progress to an off-network imminent peril group call using the procedures defined in 3GPP TS 24.379 [9]. The default value for the <allow-imminent-peril-change> element is "true"

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to change an off-network MCPTT group call in-progress to an off-network imminent peril group call using the proceduresdefined in 3GPP TS 24.379 [9].


The <allow-private-call-media-protection> element is of type Boolean, as specified in table 8.3.2.7-22, and corresponds to the "AllowedMediaProtection" element of subclause 5.2.24 in 3GPP 24.483 [4];

Table 8.3.2.7-22: Values of <allow-private-call-media-protection>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to protect the confidentiality and integrity of media for on-network and off-network private calls. The default value for the <allow-private-call-media--protection> element is "true".

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to protect the confidentiality and integrity of media for on-network and off-network private calls.


The <allow-private-call-floor-control-protection> element is of type Boolean, as specified in table 8.3.2.7-23, and corresponds to the "AllowedFloorControlProtection" element of subclause 5.2.25 in 3GPP 24.483 [4];

Table 8.3.2.7-23: Values of <allow-private-call-floor-control-protection>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to protect the confidentiality and integrity of floor control signalling for both on-network and off-network private calls

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to protect the confidentiality and integrity of floor control signalling for both on-network and off-network private calls


The <allow-request-affiliated-groups> element is of type Boolean, as specified in table 8.3.2.7-24, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-24: Values of <allow-request-affiliated-groups>
	"true"
	Instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request the list of MCPTT groups to which a specified MCPTT user is affiliated.

	"false"
	Instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request the list of MCPTT groups to which the a specified MCPTT user is affiliated.


The <allow-request-to-affiliate-other-users> element is of type Boolean, as specified in table 8.3.2.7-25, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-25: Values of <allow-request-to-affiliate-other-users>
	"true"
	Instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request specified MCPTT user(s) to be affiliated to/deaffiliated from specified MCPTT group(s).

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request specified MCPTT user(s) to be affiliated to/deaffiliated from specified MCPTT group(s).


The <allow-recommend-to-affiliate-other-users> element is of type Boolean, as specified in table 8.3.2.7-26, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-26: Values of <allow-recommend-to-affiliate-other-users>
	"true"
	Instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to recommend to specified MCPTT user(s) to affiliate to specified MCPTT group(s).

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to recommend tospecified MCPTT user(s) to affiliate to specified MCPTT group(s).


The <allow-private-call-to-any-user> element is of type Boolean, as specified in table 8.3.2.7-27, and corresponds to the "AuthorisedAny" element of subclause 5.2.14 in 3GPP TS 24.483 [4].

Table 8.3.2.7-27: Values of <allow-private-call-to-any-user>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call request using the procedures defined in 3GPP TS 24.379 [9]. The recipient is not constrained to MCPTT users identified in <entry> elements of the <PrivateCall> element i.e., to any MCPTT users. 

	"false"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, to reject private call requests using the procedures defined in 3GPP TS 24.379 [9]. This shall be the default value taken in the absence of the element;


The <allow-regroup> element is of type Boolean, as specified in table 8.3.2.7-28, and corresponds to the "AllowedRegroup" element of subclause 5.2.48D in 3GPP TS 24.483 [4].

Table 8.3.2.7-28: Values of <allow-regroup>
	"true"
	instructs the MCPTT server performing the originating participating MCPTT function for the MCPTT user, that the MCPTT user is locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].

	"false"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is not locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].


The <allow-private-call-participation> element is of type Boolean, as specified in table 8.3.2.7-29, and corresponds to the "EnabledParticipation" element of subclause 5.2.48G in 3GPP TS 24.483 [4].

Table 8.3.2.7-29: Values of <allow-private-call-participation>
	"true"
	instructs the MCPTT server performing the terminating participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to participate in private calls that they are invited to using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the terminating participating MCPTT function for the MCPTT user, that the MCPTT user to reject private call requests that they are invited to using the procedures defined in 3GPP TS 24.379 [9].


The <allow-override-of-transmission> element is of type Boolean, as specified in table 8.3.2.7-30, and corresponds to the "AllowedTransmission" element of subclause 5.2.48H in 3GPP TS 24.483 [4].

Table 8.3.2.7-30: Values of <allow-override-of-transmission>
	"true"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to override transmission in a private call.

	"false"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to override transmission in a private call


The <allow-manual-off-network-switch> element is of type Boolean, as specified in table 8.3.2.7-31, and corresponds to the "AllowedManualSwitch" element of subclause 5.2.48I in 3GPP TS 24.483 [4].

Table 8.3.2.7-31: Values of <allow-manual-off-network-switch>
	"true"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to manually switch to off-network operation while in on-network operation using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to manually switch to off-network operation while in on-network operation using the procedures defined in 3GPP TS 24.379 [9].


The <allow-listen-both-overriding-and-overridden> element is of type Boolean, as specified in table 8.3.2.7-32, and corresponds to the "AllowedListen" element of subclause 5.2.54 in 3GPP TS 24.483 [4].

Table 8.3.2.7-32: Values of <allow-listen-both-overriding-and-overridden>
	"true"
	Indicates that the MCPTT user is allowed to listen both overriding and overriden transmissions during off-network operation.

	"false"
	Indicates that the MCPTT user is not allowed to listen both overriding and overriden transmissions during off-network operation.


The <allow-transmit-during-override> element is of type Boolean, as specified in table 8.3.2.7-33, and corresponds to the "AllowedTransmission" element of subclause 5.2.55 in 3GPP TS 24.483 [4].

Table 8.3.2.7-33: Values of <allow-transmit-during-override>
	"true"
	Indicates that the MCPTT user is allowed to transmit in case of override (overriding and/or overridden).during off-network operation.

	"false"
	Indicates that the MCPTT user is not allowed to transmit in case of override (overriding and/or overridden).during off-network operation.


The <allow-off-network-group-call-change-to-emergency> element is of type Boolean, as specified in table 8.3.2.7-34, and corresponds to the "EmergencyCallChange" element of subclause 5.2.56 in 3GPP TS 24.483 [4].

Table 8.3.2.7-34: Values of <allow-off-network-group-call-change-to-emergency>
	"true"
	Indicates that the MCPTT user is allowed to to change an off-network group call in-progress to an off-network MCPTT emergency group call.

	"false"
	Indicates that the MCPTT user is not allowed to change an off-network group call in-progress to an off-network MCPTT emergency group call.


The <allow-revoke-transmit> element is of type Boolean, as specified in table 8.3.2.7-35, and does not appear in the MCPTT user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 8.3.2.7-35: Values of <allow-revoke-transmit>
	"true"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is authorised to revoke the permission to transmit of another participant.

	"false"
	instructs the MCPTT server performing the participating MCPTT function for the MCPTT user, that the MCPTT user is not authorised to revoke the permission to transmit of another participant.


The <allow-create-group-broadcast-group> element is of type Boolean, as specified in table 8.3.2.7-36, and corresponds to the "Authorised" element of subclause 5.2.46 in 3GPP TS 24.483 [4].

Table 8.3.2.7-36: Values of <allow-create-group-broadcast-group>
	"true"
	indicates that the MCPTT user is locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCPTT user is not locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].


The <allow-create-user-broadcast-group> element is of type Boolean, as specified in table 8.3.2.7-37, and corresponds to the "Authorised" element of subclause 5.2.48 in 3GPP TS 24.483 [4].

Table 8.3.2.7-37: Values of <allow-create-user-broadcast-group>
	"true"
	indicates that the MCPTT user is locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCPTT user is not locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].


The <allow-request-private-call-call-back> element is of type Boolean, as specified in table 8.4.2.7-38, and corresponds to the "AllowedCallBackRequest" element of subclause 5.2.48P in 3GPP TS 24.483 [4].

Table 8.4.2.7-38: Values of <allow-request-private-call-call-back>
	"true"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a private call call-back using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a private call call-back using the procedures defined in 3GPP TS 24.379 [9].


The <allow-cancel-private-call-call-back > element is of type Boolean, as specified in table 8.4.2.7-39, and corresponds to the "AllowedCallBackCancelRequest" element of subclause 5.2.48Q in 3GPP TS 24.483 [4].

Table 8.4.2.7-39: Values of <allow-cancel-private-call-call-back>
	"true"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is authorised to cancel a private call call-back cancel using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is not authorised to cancel a private call call-back using the procedures defined in 3GPP TS 24.379 [9].


The <allow-request-remote-initiated-ambient-listening> element is of type Boolean, as specified in table 8.4.2.7-40, and corresponds to the "AllowedRemoteInitiatedAmbientListening" element of subclause 5.2.48R in 3GPP TS 24.483 [4].

Table 8.4.2.7-40: Values of <allow-request-remote-initiated-ambient-listening>
	"true"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a remote initiated ambient listening call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a remote initiated ambient listening call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-request-locally-initiated-ambient-listening> element is of type Boolean, as specified in table 8.4.2.7-41, and corresponds to the "AllowedLocallyInitiatedAmbientListening" element of subclause 5.2.48S in 3GPP TS 24.483 [4].

Table 8.4.2.7-41: Values of <allow-request-locally-initiated-ambient-listening>
	"true"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a locally initiated ambient listening call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a locally initiated ambient listening call using the procedures defined in 3GPP TS 24.379 [9].


The <allow-request-first-to-answer-call> element is of type Boolean, as specified in table 8.4.2.7-42, and corresponds to the "AllowedRequestFirstToAnswerCall" element of subclause 5.2.48T in 3GPP TS 24.483 [4].

Table 8.4.2.7-42: Values of <allow-request-first-to-answer-call>
	"true"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is authorised to request a first-to-answer call using the procedures defined in 3GPP TS 24.379 [9].

	"false"
	instructs the MCPTT server performing the controlling MCPTT function for the MCPTT user, that the MCPTT user is not authorised to request a first-to-answer call using the procedures defined in 3GPP TS 24.379 [9].


***** Next change *****
8.4.2.6
Validation Constraints

If the AUID value of the document URI or node URI in the Request-URI is other than that specified in subclause 8.4.2.2, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid application id used".


The service configuration document shall conform to the XML Schema described in subclause 8.4.2.3.

The <service-configuration-info> element is the root element of the XML document. The <service-configuration-info> element can contain sub-elements.

NOTE 1:
The sub-elements of the <service-configuration-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element.

The <service-configuration-params> element is a subelement of the <service-configuration-info> element.

If the <service-configuration-info> element does not contain a <service-configuration-params> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".

If the <service-configuration-params> element does not include a <common> element, an <on-network> element or an <off-network> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".

The <service-configuration-params> element shall contain either:

1)
one <common> element only;

2)
one <common> element and one <on-network> element;

3)
one <common> element and one <off-network> element;

4)
one <on-network> element only;

5)
one <off-network> element only;

6)
one <on-network> element and one <off-network> element; or

7)
one <common> element, one <on-network> element and one <off-network> element.

If the <service-configuration-params> element does not confirm to one of the seven choices above, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".

If the "domain" attribute does not contain a syntactically correct domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect domain name".

If the "domain" attribute contains an unknown domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "unknown domain name".

The value of the <min-length-alias> element in the <common> element refers to variable N3 defined in Annex A of 3GPP TS 22.179 [3] and contains a value between 0 and 255.

If the <min-length-alias> element of the <common> element contains a value greater than 255, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".
The value of the <num-levels-group-hierarchy> element in the <broadcast-group> element refers to variable B1 defined in Annex A of 3GPP TS 22.179 [3].

The value of the <num-levels-user-hierarchy> element in the <broadcast-group> element refers to variable B2 defined in Annex A of 3GPP TS 22.179 [3].

The value of the <min-length-alias>, the <num-levels-group-hierarchy> element, the <num-levels-user-hierarchy> element or the <depth> element do not contain a semantically valid value, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If the <off-network> element contains a <private-call> element with a <max-duration-without-floor-control> element, it shall be ignored.

If any of the constituent elements of the <default-prose-per-packet-priority> element contain a value less than 1 and greater than 8, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".

NOTE 2:
The higher the <default-prose-per-packet-priority> value, the higher the priority given to the signalling or media.

The "resource-priority-namespace" element contained in the "emergency-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "emergency-resource-priority" element shall have a value greater than or equal to the value of the "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].

The "resource-priority-namespace" element contained in the "imminent-peril-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element shall have a value greater than or equal to the value of the "resource-priority-priority" element contained in the "normal-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].

The "resource-priority-namespace" element contained in the "normal-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].

The "resource-priority-priority" element contained in the "normal-resource-priority" element shall have a value that is a priority level specified in IETF RFC 8101 [20].

The values used for the "emergency-resource-priority", "imminent-peril-resource-priority" and "normal-resource-priority" elements need to be carefully agreed to by the MCPTT operator and network operator.

The following elements conform to the "xs: duration" XML type:

1)
<hang-time>;

2)
<hang-time-warning>;

3)
<max-duration-with-floor-control>;

4)
<max-duration-without-floor-control>;

5)
<private-cancel-timeout>;

6)
<group-time-limit>;

7)
<max-user-request-time>;

8)
 <time-limit>;

9)
<time-warning>;

10)
<T1-end-of-rtp-media>;

11)
<T3-stop-talking-grace>;

12)
<T7-floor-idle>;

13)
<T8-floor-revoke>;
14)
<T11-end-of-RTP-dual>;

15)
<T12-stop-talking-dual>;

16)
<T15-conversation>;

17)
<T16-map-group-to-bearer>;

18)
<T17-unmap-group-to-bearer>;

19)
<T20-floor-granted>;
20)
<T55-connect>; and
21)
<T56-disconnect>.
The elements of "xs: duration" type specified above shall be represented in seconds using the element value: "PT<h>H<m>M<n>S" where <n> represents a valid value in seconds. 

NOTE 3:
"xs:duration" allows the use of decimal notion for seconds, e.g. 300ms is represented as <PT0.3S>.

If any of the elements of "xs: duration" type specified above contain values that do not conform to the "PT <n>S" structure then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid format for duration".
If an invalid value is received for <n>, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid value for duration".
The default value for the <confidentiality-protection> element of the <signalling-protection> element is "true" indicating that confidentiality protection is enabled.

The default value for the <integrity-protection> element of the <signalling-protection> element is "true" indicating that integrity protection is enabled.
The service configuration server ignores any unknown element and any unknown attribute.

If the configuration management server receives a duplicate element or attribute, it shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "duplicate attribute or element received".

***** Next change *****
8.4.2.8
Naming Conventions

The service configuration document  name is called service-config.xml.
***** Next change *****
8.4.2.9
Global documents


The service configuration document is a global document. This document resides under the global tree for the CMSXCAPROOT. Since there is only one document for each mission critical organization, the CMSXCAPROOT may be used to distinquish different service configuration documents. Otherwise, a subdirectory under the global tree, named by the mission critical organization name can be used to distinquish different service configuraiton documents. For example, if the CMSXCAPROOTURI respresents a single one mission critical organization, then the document URI would be: 

mc-org-domain/mcorg12345/org.3gpp.mcptt.service-config/global/service-config.xml

otherwise, if it services multiple organizations then the document URI would be:

CMSXCAPROOTURI/org.3gpp.mcptt.service-config/global/mc-org-name/service-config.xml
Since the service configuration is a global document, all users will have read-only access. Read-write access is only allowed for the system administrators of the mission critical organization.

