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1. Introduction
QoS differentition over untrusted non-3GPP access network is missing in 24.502.
2. Reason for Change

It is proposed to add general requirement on QoS differentition over untrusted non-3GPP access network in 24.502.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.502.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

NWu: In this specification, NWu is reference point between the UE and N3IWF for establishing secure tunnel(s) between the UE and N3IWF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over untrusted non-3GPP access.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2] apply:

5G Access Network 

5G Core Network 

5G QoS flow

5G QoS identifier

5G System

PDU Session

* * * Next Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System

5G-AN
5G Access Network

5QI
5G QoS Identifier

AMF
Access and Mobility Management Function

AUSF
Authentication Server Function

DL
Downlink

DNS
Domain Name System

DSCP
Differentiated Services Code Point
ESP
Encapsulating Security Payload
FQDN
Fully Qualified Domain Name

N3IWF
Non-3GPP InterWorking Function
QFI
QoS Flow Identifier

SA
Security Association 
SPI
Security Parameters Index 
UL
Uplink
UPF
User Plane Function
* * * Next Change * * * *

4.4
Quality of service support


4.4.1
General

When the UE accesses the 3GPP 5G System (5GS) via non-3GPP access networks, the same QoS flow based 5G QoS model and principles are followed as described in 3GPP TS 23.501 [2]. For PDU sessions that are were established over non-3GPP access, the QoS flow remains to be the finest granularity of QoS differentiation in the PDU Session. 

* * * Next Change * * * *

4.4.2
QoS differentiation in untrusted non-3GPP access

4.4.2.1
General

For untrusted non-3GPP access, the N3IWF is the access network node that provides QoS signalling to support QoS differentiation and mapping of QoS flows to non-3GPP access resources. 

4.4.2.2
QoS signalling
QoS flow is controlled by the SMF and may be preconfigured, or established via the UE requested PDU Session establishment via untrusted non-3GPP access procedure, the UE or network requested PDU session modification via untrusted non-3GPP access procedure,  the PDU Session Modification procedures (see TS 23.502 [3]),
During PDU session establishment, based on local policies, pre-configuration, and the QoS profiles received, the N3IWF determines the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA. The N3IWF then initiates IPsec SA creation procedure to establish Child SAs associating to the QoS flows of the PDU session. 
4.4.2.3
QoS differentiation in user plane
For uplink direction, the UE shall first evaluate uplink packets against the packet filters in the stored QoS rules based on the precedence value of QoS rules in increasing order until a matching QoS rule is found. If no match is found, the UE shall discard the UL data packet. The UE shall then mark the UL PDU with the QFI of the matching QoS rule in the encapsulation header and select IPsec SA based on corresponding QFI of the QoS flows. The N3IWF performs transport level packet marking either based on the DSCP value provided by the SMF during the PDU Session establishment, or based on the 5QI of the associated QoS Flow. 

For downlink packets, the UPF maps user plane traffic to QoS Flows based on the SDF templates according to the precedence of the PCC rule authorizing the service data flow (see TS 23.502 [3]) and marks the DL PDU with the QFI in the encapsulation header. The N3IWF shall determine the IPsec child SA to use for sending the DL PDU over NWu by mapping PDUs from QoS flow to IPsec child SA based on corresponding QFI and the identity of the PDU Session.

* * * End Change * * * *

