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1. Overall Description:

SA1 thanks SA2 and SA3 for their liaisons. Please find further comments and conclusions below.
SA2 would like to comment that the requirement that UEs are not aware that the request is for RLOS is not possible. In SA2 view, the UEs needs to be aware that RLOS service is requested and corresponding indication is provided by the UE to the network in order to allow the network and the UE to differentiate ‘normal’ or Emergency Attach procedure from RLOS Attach procedure.

…
A legacy UE that fails authentication will go into limited service state and can only perform IMS emergency calls while in limited service state, if supported by the serving PLMN.

…
SA2 would also like to point out that if the network could "accept" the Attach Request sent by the UE without the UE being aware that the Attach Request is for RLOS access, that could be a problem for automatic PLMN selection mode UE’s roaming in a foreign PLMN as they might never access to their "allowed VPLMN" for regular service.
Based on the above SA1 understands that SA2 sees 3 types of network responses to Attach Requests:

1) The UE requests “normal service” and the UE and network mutually authenticate

· “Normal” service is provided

2) The UE requests “normal” service and the UE and network fail to mutually authenticate

· UE is put into limited service state

3) The UE has selected a network which supports RLOS and has explicitly requests an RLOS

· the RLOS service is provided without mutual authentication being completed or the UE being put into limited service state

SA1 agrees that these are the only scenarios which should be allowed. based on this SA1 understands that it is required prior to Attach that a UE understand that the network to which it is attaching does or does not support RLOS, and that the UE shall always be aware if it is requesting an RLOS. Therefore, the network should make available an indication of RLOS support and the UE shall always include the restricted local operator service call type indicator when requesting RLOS.
SA1 also understands that therefore the UE shall be aware of the support of RLOS by a network should be factored into automatic PLMN Selection.
SA1 sees that RLOS can be considered a new “state” that a UE can be put in by the network once attached – the UE has not been mutually authenticated and can therefore only successfully access RLOS service or to make emergency calls. The UE shall not enter this state unintentionally and once in this state, the UE shall not successfully access any non-RLOS services apart from emergency calls.

As a result of the comments raised by SA2 and SA3, SA1 has agreed the attached CRs to TS 22.101 (which defines the usage of RLOS indicator & the relationship with limited service state) and TS 22.011 (which includes RLOS availability into PLMN Selection). 
2. Actions:

To SA2 and SA3 groups.

ACTION: 
SA1 asks SA2 and SA3 to take this into account.
3. Date of Next TSG SA WG1 Meetings:

SA1#82
7 - 11 May 2018   

Dubrovnik, Croatia

SA1#83
20 - 24 Aug 2018
  
North America (TBD)
