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15.2.2
Message type

The purpose of the Message type information element is to identify the type of the message.

The value part of the Message type information element is coded as shown in Table 15.2.2-1.

The Message type information element is a type 3 information element with a length of 1 octet.

Table 15.2.2-1: Message types

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	SDS SIGNALLING PAYLOAD

	0
	0
	0
	0
	0
	0
	1
	0
	
	FD SIGNALLING PAYLOAD

	0
	0
	0
	0
	0
	0
	1
	1
	
	DATA PAYLOAD

	0
	0
	0
	0
	0
	1
	0
	1
	
	SDS NOTIFICATION

	0
	0
	0
	0
	0
	1
	1
	0
	
	FD NOTIFICATION

	0
	0
	0
	0
	0
	1
	1
	1
	
	SDS OFF-NETWORK MESSAGE

	0
	0
	0
	0
	1
	0
	0
	0
	
	SDS OFF-NETWORK NOTIFICATION

	0
	0
	0
	0
	1
	0
	0
	1
	
	FD NETWORK NOTIFICATION

	0
	0
	0
	0
	1
	0
	1
	0
	
	COMMUNICATION RELEASE

	0
	0
	0
	0
	1
	0
	1
	1
	
	PROTECTED SDS SIGNALLING PAYLOAD.

	0
	0
	0
	0
	1
	1
	0
	0
	
	PROTECTED FD SIGNALLING PAYLOAD.

	0
	0
	0
	0
	1
	1
	0
	1
	
	PROTECTED DATA PAYLOAD

	0
	0
	0
	0
	1
	1
	1
	0
	
	PROTECTED SDS NOTIFICATION MESSAGE

	0
	0
	0
	0
	1
	1
	1
	1
	
	PROTECTED FD NOTIFICATION MESSAGE

	0
	0
	0
	1
	0
	0
	0
	1
	
	PROTECTED FD NETWORK NOTIFICATION MESSAGE

	0
	0
	0
	1
	0
	0
	1
	0
	
	PROTECTED COMMUNICATION RELEASE MESSAGE

	0
	0
	0
	1
	0
	0
	1
	1
	
	PROTECTED BINARY DATA REPRESENTING THE FILE

	0
	0
	0
	1
	0
	1
	0
	0
	
	AUTHENTICATED DATA PAYLOAD

	0
	0
	0
	1
	0
	1
	0
	1
	
	AUTHENTICATED AND PROTECTED DATA PAYLOAD

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.
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